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Terminal Operation

Chapter 1 - Terminal Operation

This chapter describes the basic terminal operation
e Initial Terminal Setup
e Terminal Management: Connection configuration and control
e Connection Navigation

1.1 Initial Terminal Setup

When you power on the terminal for the first time, the Setup Wizard will be used for initial
setup of the terminal’s properties. Following are the dialog boxes of the setup wizard. This
sequence is also invoked when the terminal is reset to initial conditions.

Welcome Dialog Box

WET Setup Wizard

Windows Based Terminal ET3000 Series
CE.NET

Product ID:  CACEESSS-0000-0000-0000-00S0AC10186E
Welcome...

This wizard will help you set up your terminal to
connect to a Windows Terminal Server,

This dialog box provides product information. A 15-second countdown displays at the top.
Click NMext to continue, or wait for the countdown to end. Press Esc to bypass the following
screens to use default settings (Network DHCP enabled, Display resolution of 800x600
(640x480) @ 60Hz, no security, etc.) and proceed to the Terminal Manager screen (see
section 1.2).
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Terminal Operation

EULA (End User License Agreement) Dialog Box

MICROSOFT (R) WINDOWS (R) CE OPERATING  [&
SYSTEM FOR WINDOWS- BASED TERMIMNAL —
DEVICES YERSION 1.0

IMPORTANT-READ CAREFULLY: This End User
License Agresment ("EULA") is a legal
agreement between vou (either an individual or
a single entity) and the manufacturer
("Manufacturer™) of the special purpose
computing device ("SYSTEM™) you acquired
which includes certain Microsoft software

W
You must accept this agreement to use this terminal.
Press "Accept" to accept the agreement and continue
with the setup process,

[ < Back ” Accept ]

Please read the license agreement carefully. Click Accept to continue.

IP Address Dialog Box

WET Setup Wizard [x]

IP Address

Some or all of the IP information required for this
terminal could not be automatically cbtained. you
may choose to use the automatically gathered
infarmation by clicking on the Yes button. \We
recammend that you enter [Ps statically for best
results,

O Yes, use the IP information supplied by DHCP,

(@) Mo, T will enter static IP infarmation.

l < Back “ Next > l

Click on one of the two buttons to select a method to supply the IP Address.

The default is No, I will enter static IP information. If you select Yes, use the IP
information supplied by DHCP, the next figure (Specify an IP Address Dialog Box) will be
skipped.
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Terminal Operation

Specify an IP Address Dialog Box

WBT Setup Wizard

Specify an IP Address

You must specify the following network information, If
you do not know this information, ask your network

administrator,
IP Address: i 0 0 O
Subnet Mask: o o0 0 0
Gateway o .o 0 .o

Terminal Mame T10186E

’ « Back “ Next = I

Enter the network information requested in the fields provided.

Optional Information Dialog Box

WBT Setup Wizard

Fill in the following optional information to configure
the terminal's name resalution,

Default Domain Mame:

Primary Server IF:

Secondary Server P!

[ ] Enable WwiNS

Primary Server IP: | i ; ; |

Secondary Server IP: | . . ] |

< Back ” MNext =

If you use DNS (Domain Name System) or WINS (Windows Internet Name Service) to
resolve names to IP addresses, select a check box and enter the required information.
By default the check boxes are unselected. If DHCP is used, the DNS server is commonly
specified and would not need to be entered here.
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Terminal Operation

Desktop Area and Refresh Frequency Dialog Box

WRBT Setup Wizard ]

Desktop 4rea and Refresh Frequency

The best available Desktop Area (resolution) and
Refresh Frequency has been selected for you, “You
may choose other combinations from the list. To
ensure your selection works with your monitor, click
Test

Desktop Area and Fefresh Frequency

’ < Back ” Next > ]

Select from the scroll list to set the resolution. The default setting is 800x600 (640x480)
@ 60Hz. Always click 7estto see the resolution selected temporarily and determine
whether it works with your monitor.

Local 'RDP' Printer Setup Dialog Box

WET Setup Wizard (%]

Printer configuration for WindowsCE Open

l < Back “ Next > ]

Click Opento setup a local printer to be used with an RDP session. Click Nextand the Finish
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Terminal Operation

dialog box will display.

Local Printer Configuration Dialog Box

Printers m m
Priniter

Open Delete

Click Open to setup a local printer. Click Delete to delete the local printer. Click OK
to return to the Local Printer Setup dialog box.

Select the Printer Port Message Box

WRT Printer Wizard

Selact the Printer Port

Cornputers communicate with printers
through ports.

Select the port you want your printer
to use:

G -

Mote: most cormputers use the LPT1:
port to commmunicate with a local
printer,

Select the port you want your printer to use. Most users select LPT1 port for a local
printer. LPT2, if listed, represents a USB attached printer. COM1/COM2, if listed, refer to
a serial attached printer.
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Select the Printer Model Message Box

WBT Printer Wizard

Select the Printer Model

Select the manufacturer and model of your printer, If your
prifter is not listed, check User Defined box to provide
your printer rmocel.

Printers:

AGFA-AccuSet 1000
AGFA-ACCUSet 1000SF v2013.108
AGFA-ACCUSet 1000SF v52.3
AGFA-ACCUSet 1500

[

Apple v

| £

[ < Back H HNext = ]

Select the manufacturer of your printer from the Manufacturers list. Then, choose the
correct printer model from the Printers list.

Name your Printer Dialog Box

WBT, Printer Wizard

Mame Your Printer

You st supply a name for this printer,

Supply a name for this printer, Some
programs do not support server and
ptinter name combinations of more
than 21 characters,

Printer name:

[ « Back H Next > ]

Specify the name of your printer. The printer name can be entered as no more than 31
characters.
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Set Default Printer Dialog Box

WET, Printer, Wizard

Set Default Printer

Do you want your Windows-based
programs to use this printer as the
default printer?

OHho

[ < Back H Next » ]

This dialog box allows you to set the local printer as the default printer. The default
selection is YES.

Configure Another Printer Dialog Box

WET Printer Wizard

Configure another printer?
Yoo have successfully configured the
printer on port LPT 1:

Do you want to configure
another printer?

(D ves

[ « Back H MNext = ]

If you need to set up the second printer, select YES then click Next to repeat the prior
screens to setup another printer.
The default selection is NO. Click Next to finish.
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Finish Dialog Box

Youw have successfully completed the Setup Wizard.

Click Finish to apply the settings you have specified
and exit the wizard.

< Back ][Fumsh]

Click Finish to apply your specified setting and quit the Setup Wizard.

Terminal Settings Change

System Restart

The terminal must be restarted for the changes to take effect.

[ Restart ]

The terminal must be restarted for changes to take effect. Click Restart to complete the
initial terminal setup.

To change the setup, press F2 from the Terminal Manager screen (see section 1.2). The
Terminal Properties screens and procedures are described in Chapter 6.
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1.2 Terminal Manager

The Terminal Manager allows you to manage your network connections. All connections are
named and are referred to by that name. Multiple connections of various types can be
created and active at the same time.

Terminal Manager Dialog Box (Connections)

ET3000w Terminal Manager [Press F2 to Setup Environment]
Cannecions | Cortigure |
Connection Marme I Type | otatus |
el Default RDP ROP
#8 Default ICA CA
Connect End Shutdown...

After you finish the initial terminal setup, the Terminal Manager dialog box will display.
Unless Security is in effect, this will be the first dialog box after you power on the terminal.

If a browser is supported, the name Web Browser will be displayed as a Connection Name.
Connection names are listed in alphabetic order.

From an active connection display, press Ctrl+Alt+End to return to Terminal Manager.

Press F2 to review or change the Terminal Properties. See Chapter 6 for a description of the
Terminal Properties screen.
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1.2.1 Connections

The Connections property sheet (see above) lists all your configured connections, showing
their Type and Status.

Connection Types: RDP (Microsoft Terminal Server), ICA (Citrix ICA Client), EMU (Terminal
Emulation), Web (Web Browser), and DUP (DialUp Connection, CE 3 only).

Connection Status: Active if connection is active (connected). Blank if connection is not
active.

You can select from this list and click Connect to activate that connection; or just double
click the connection name to be activated. For a selected active session, you can click End to
end the connection.

If no connections are Active you can click Shutdown to Logoff or Restart the terminal.

System Shutdown Dialog Box
Shutdown Terminal H x|
A youU SUre yoU want 1o
" Logoff
 Restart Terminal
" Shutdown

Yes o

Logoff:
This function is available when Security feature is enabled.

Restart Terminal:
This function is the default value.

Shutdown:
This function is not available on all CE versions.
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1.2.2 Configure
The Configure property sheet allows you to create new connections or edit/delete existing
connections. You may also specify which, if any, connections are to be automatically

activated (connected) on startup.

Once the desired connections are configured, security can be set to inhibit display of the
Configure Dialog Box.

Terminal Manager Dialog Box (Configure)

ET3000w Terminal Manager [Press F2 to Setup Environment]
Connections { Canfigire |
Connection Marme I Type | starup |
el Default RDP ROP
i€ Default ICA [o:
Add.. Edit. | Delete | Sterup.. |

Connection Types: RDP (Microsoft Terminal Server), ICA (Citrix Server), EMU (Terminal
Emulation), Web (Web Browser), and DUP (DialUp Connection, CE3 only).

Startup Codes: Default if default session, Autostart if Auto-startup, Autostart(Default)
if both Default & Autostart, and Blank if no special status.
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Click Add to configure a new connection.

New Connection dialog Box

Select the type of connection to creat:

[

O, Cancel |

Select the type of connection to create:
Citrix ICA Client (Chapter 2)
Dial-up Connection (Chapter 3, CE3 only)
Microsoft Remote Desktop Client (Chapter 4)
Terminal Emulation (Chapter 5).

Click Edit to edit or review the selected item in the connection list.

Click Delete to delete the selected item in the connection list.

Connection Delete Dialog Box
Confirm Connection Delete E3

=
'\?) Are you sure you want to delete the connection xxs’ 7

This dialog box asks you if you really want to delete the selected connection in the
Terminal Manager dialog box.
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Click Startup to make the selected Connection the Default and/or set it for Autostart.

Connection Startup Dialog Box

Connection Startup E3

Choose one of the following startup options for the connection you have
selected:

Startup Cptions

& Make the selected connection your Default connection.

 Automatically start the selected connection at startup,

Make the selected connection your default connection:
A default connection is the one initially displayed or selected. Only one connection
can be set as the default; and setting a connection as default is not required. The
status in the Startup column will show Default.

Automatically start the selected connection at startup:
The startup screen will automatically display the selected connection. No need to
click Connect in Terminal Manager. The status in the Startup column will show
Autostart. Multiple connections can be automatically started.

7o set a connection as both Startup and Default, set it to Default first then set it to

Autostart. That connection will be the "home" connection, the one initially displayed
after all sessions autostart.
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1.3 Connection Navigation/Startup

1.3.1 Hot Keys

The following key sequences are used to move between active connections, return to
Terminal Manager, Edit/Check the Terminal Properties.

Ctrl+Alt+End or SetUp (122key)
Return to Terminal Manager (or Connect Button or Task Bar) from an active connection.

Ctrl+Alt+UpArrow
Switch to the previous active connection (if any).

Ctrl+Alt+DownArrow or Alt+Jump (122key)
Switch to the next active connection (if any).

Ctrl+Alt+Home
Go to the Default connection (if any or if not already there).

Note: The right and left Alt keys function differently in emulation sessions. The left Alt key is for Windows
function; e.g. Alt(left)+E shows the Edit menu options. On the 122key keyboard (122Key), certain special key

sequences are supported.

F2
Press F2 from Terminal Manager to invoke the Terminal Properties dialog box.

Reset to Factory Defaults:

e Ctrl+Tab+Delete+F12
Bring up a Reset to Factory Defaults dialog box — Click Yes to reset; or No to ignore Reset
request. This is active only from the Terminal Manager screen or the Connect Button and

then only if enabled under Security (Reset HotKey Enable, default).

e If the terminal uses CE.NET, power off/on the terminal and hold the Backspace key
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down before the progress bar ends.

e From the Terminal Properties General tab, check Reset to factory-defaults then click
OK to exit.

e Using the SNMPadm management tool, discover the IP address of the terminal of the
terminal you wish to reset. Right click and select the Menu option to Reset to Default.
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1.3.2 Terminal Startup Modes

Once a terminal is configured, when powered on operation starts with the Terminal Manager,
a Connect Button (secure connection) or a Connection Task Bar. These startup modes are
selected under the Terminal Properties Security Tab - see 7.8 in this manual.

Security Login

If Security is enabled and Auto Login was selected, the following screen displays.

This terrninal will automatically login after

S seconds

of press Bsc to disable auto login.

While this box is displayed, press Esc to allow login as the Administrator or a different
user (different connections).

If Auto Login is not enabled with Security or if Esc was pressed at the Auto Login box. The
following dialog box is used to login.

Login WBT

Lzer Mame: |

Password:

89

Terminal Manager Startup

The Terminal Manager screen is displayed.
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If connections are set for AutoStart, they will be started. If not, the user must start the
connections desired.

From the Terminal Manager screen, press F2 to examine/change the Terminal Properties.

If Security is active and not signed on as Administrator, only the tabs General, Input,
Display, Devices, Sysinfo, and About will be available for use.
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Connect Button

A Connect button may be displayed in place of the Terminal Manager screen. To start
your configured connections, click Connect or press Enter. Pressing Ctrl+Alt+End
from an active connection will return to the Button display.

ET3000 Terminal Manager

Connect

Special Connect Button escape sequence: Repeatedly click on the Connect button border to show the
Terminal Properties screen. If Security is active and not signed on as Administrator, only the tabs General,

Input, Display, Devices, Sysinfo, and About will be available for use.

Connection Task Bar

The Connection Task Bar is a Windows like task bar showing all connection names and
optionally the terminal name. A Start button appears on the left of the task bar from
which the user may access Terminal Properties, Terminal Manager, and Task Bar settings
(options), and Shutdown.

Check the Connection Task Bar checkbox in the Security Properties Tab below the
Connect Button checkbox. The Connect Button and the Connection Task Bar check boxes
are mutually exclusive (one or the other, not both).

The Connection Task Bar appears when the mouse cursor is moved past the bottom of
the screen. When the Connection Task Bar is active it appears as shown below.

Terrninal Properties. .,
Taskbar and Start Menu. ..

Terrninal Managet

Shutdown
#vstart |® 5250

[ Defaut ROP i Default 14 | = web conrection | [T500001
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| START | connection name 1 | connection name 2| ... | connectionnamen| ... |terminal name |

The connection name background indicate the connection status:

Light gray - Not Active

Dark gray - Active; but not displayed

Dark blue - Active, and currently displayed

White - Invalid connection, Edit the configuration
Click the connection name to connect/display (if not active) or to display that
connection (if already active).

Start options:
Setting

Terminal Properties
Display Terminal Properties screen. Exit this screen when done.

Taskbar & Start Menu

Taszkbar Froperties

I auto hide
[~ Slide bar

W Show Terminal name

Auto Hide: Task bar is only shown when mouse cursor moved over bottom of
the display (default). If not checked, the Taskbar is static at the bottom of the
screen. To change this setting, first close all Connections.

Slide Bar: Task Bar scrolls up when in autohide versus instantly appearing.
Show Terminal Name: Display Terminal Name on the right of the Task Bar.

Terminal Manager
Click to bring up the Terminal Manager screen. Exit this screen when done.

Shutdown

Log Off
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Restart Terminal
Shutdown

Note: If Security is Active and the user is not signed on as Administrator,

only Shutdown and Terminal Properties are displayed when Start is
clicked.
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1.3.3 Startup Errors

DHCP Error Message Box

Windows CE Networking [T

DHCP was unable to obtain an IP address. You can reinsert your card
_* 4 later or statically assign an address.

When this dialog box displays, check if the DHCP server is working properly on the network.
If DHCP previously served network parameters to the terminal, they were saved and will be
reused in case of a DHCP failure.

Assign a static IP address, if no DHCP server is available.
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Chapter 2 - ICA Client Settings

ICA is a network protocol used by “terminal servers” running Citrix WinFrame or MetaFrame.
This chapter describes how to setup a Network or Dial-In connection to such servers. Select
Citrix ICA Client connection from the New Connection Dialog Box and select the type of

connection.

Specify Connection Type Dialog Box (CE3 only)

Specify Connection Type

Choose a connection type for the remote application

 Dial-In Connection

Cancel | Mests |

This dialog box provides two choices to connect to a Citrix server. One is Network Connection
to create a network ICA connection. This type of connection requires a direct line to the
network. The other one is Dial-In Connection to create a serial ICA connection. This type of
connection is made using a modem. Select one and click Next to continue.
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2.1 Network Connection

The following message will display while a search is made for Citrix servers on the network.

Searching for Citrix servers...

All Citrix servers found on your network will be listed in the next Dialog Box. If no Citrix server
is found, a message will be displayed.

Select a Citrix Server or Published Application Dialog Box

Select a Citrix Server or Publish Application

Select a Citrix server fram the list or type in a server name, o
& Citrix Server;  © Published Application ac@
cirnga

ﬂ Refresh |
-

You can change your server location settings by clicking Server Location.

Primary Citrix server: {Auto-Locate) Server Locatian, .. |

Cancel | <Back | Ments= | Finish |

Click Citrix Server to connect the Windows desktop of a specific Citrix server; you can run
any applications available on the desktop. Click Published Applications to list specific
applications setup by an administrator for remote users to run. When connected, you are
presented with the application itself.

Select a server or an application from the scroll list, or type an entry in the text entry field.

The Refresh command button refreshes the scroll list.

To connect to a server not on your local network, click Server Location to change your
server location settings.
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Server Location Dialog Box

Server Location E
Server Group IF'rimary ;I
Address
&dd [&uto-Locate)

Delete

[ Usze HTTF server location

Cancel

Drefault List

[EEETE

ICA Client Settings

Server Group:

Select the group that you want to configure.

Add:

Click to add a server to the selected group.

Add Server Address Dialog Box

Add Server Address

Enter in a new Citrix server

(04 Canicel

Enter the DNS name of a new Citrix server or its IP address. Click OK to return to

the Select dialog above.

Delete:

Click to delete the selected name in the displayed list.

Rename Group:
Rename the Server Group.

Default List:

Click to recall the previous server list.

Use HTTP server location:
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Check this box if a firewall restricts UDP broadcasts. This option allows the client to
retrieve a list of Citrix servers on the network and a list of published applications
from a Citrix server that is behind the firewall.

Click OK to return to the Select dialog above. Then click Mext to continue.

Select a Title for the ICA Connection

Select a Title for the ICA Connection

Setect 3 tlt|E ﬁ:l me ICA connection,
M
el

SRY1000

Cancel | <Back | Mest: | Finish |

Accept the name shown or enter a name for user to identify the ICA connection and click
Next. The new connection name will be added to the Terminal Manager dialog box.
Specify an Application Dialog Box

Specify an Application

If desired, specify the command line and warking directory of .
the application to run, Leave these fields blank o run a {ﬁ
YWindows NT deskiop. ety

Cormrnand Line:

YWorking Directory:

Cancel | <Back | Mesxts | Finish |

Enter the command line and directory of the application you intend to use.
Click Next.
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Specify Logon Information Dialog Box

Specify Logon Information

If desired, you can specify logon information to be used when
connecting o the remote application.

Username: I

Passward: I

Domain: I

Mote: If the application is an anonymaous published application, any lagon

infior mation that you specify here is ignored.

Cancel | <Back |

Mext=

| Finizh

L]
|
ety

ICA Client Settings

If necessary, enter a user name, a password, and a domain name for connecting to an

application. Click Next.

Select Window Options Dialog Box

select Window Options

These settings specify how the application windaw wil appear on your desktop: i Q

Ydindaow Calar

16 {* 256 " Thousands

Cancel | <Back |

. Finish |

Click on the desired number of colors to display, either 16, 256, or Thousands. Click Next.

Printing, Compression, and Sound Dialog Box (CE3 / CE4)

Compression, Encryption and Sound

[ ilze Printer Configuration Ultilit

[V Compress Data Stream
[~ Enable Sound

Sound Quality: I j

SpeedScreen: aff -

Encryption Level: IBasiC j
Cancel | <Back | Mexts | Finizh |

Compression, Encryption and Sound

|:| Use Disk Cache

H

Sound Quality: ILCIW

[ ] Enable Sound
Microphone Input: IDisabIed

[ ] Enable Session Reliabiity  port: |2593
SpeedScreen: Iﬁ

Encryphion Level: IBasic v

Cancel H < Back l ext = H Dane
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Enable or disable the following functions:

Use Printer Configuration Utility
Check to allow use of the printer configuration utility available on the Citrix server.
Unchecking this option allows you to map printers manually.

Compress Data Stream
Check to reduce the amount of data transferred between the ET5000 and the Citrix
server at the cost of additional processing on the server.

Enable Sound
Check to enable sound support. From the Sound Quality list select High, Medium or
Low. Low uses the least bandwidth at the expense of sound quality. High provides the
best sound quality; but uses the most bandwidth.

SpeedScreen
Select On, Off, or Auto. SpeedScreen attempts to improve user screen views on slow
network connections.

Encryption
Select the encryption level for the ICA connection. The default is Basic. Select RC5
128-bit Login Only to use encryption only during login. The Citrix server must be

configured to allow the selected level.

Click Next to continue
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Firewall Settings Dialog Box (CE3 / CE4)

Firewall Settings

I™ Use alternate address through firewalls

S0CKS

I™ Connect via SOCKS proxy

hddress of prowy 1o use Paort

| , |tos0

<§ack

Cancel |

Finish |

ICA Client Settings

Firewall Settings

Proy |I|

one (direct)

MOTE: Enable 551 or 128-bit

encrypkion ko assure a secure
connection

Proxy address

SSLITLS Relay
Address of relay
Port I

B FLE]

Jo43

Use alternate address through
firewalls

[

Cancel H < Back ]

Dane

Use alternate address through firewalls

Check this box if the client is outside a firewall that uses address translation. In this case,
the client must use the alternate address returned by the master ICA Browser.

Connect via SOCKS proxy

If the network is using a SOCKS proxy server, check this box to enable Address of

proxy to use and Port fields. Enter the

SOCKS server’s IP address or DNS name. The

default SOCKS port number is 1080; but may be changed.

When an existing Connection is edited, the fol

Edit Connection Details Dialog Box

Edit Connection Details

lowing Dialog is displayed.

Click the tab for the property that you intend to modify.
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2.2 Dial-In Connection

Dial-In Device Dialog Box

Dial-In Devices
Dial-In Device: IHayes Compatible on COM2: j Configure |

Ares Phore Murmber Country
| " |

™ Use Area and Country Codes

Cancel | <Back | Mests | Firish |

From the Dial-In Device scroll list, select one of the following:

€ A Modem connection such as Hayes Compatible on Com2.

€ A Serial connection such as Serial Cable on Com2.

Enter the area code, the phone number, and the country code in the appropriate fields.

Click on Configure to use the Device Properties dialog box. The Device Properties dialog
box contains two options:

€ Port Settings

€ Call Options

These options are discussed in Port Settings (2.2.1) and Call Options (2.2.2) sections of this
manual.

Click Next to continue (see ICA Connection and following dialogs described in section 2.1) or
Finish to end.

If you clicked Finish, and the following message displays, some setup information needs to
be entered for ICA Dial-in connection. Click OK to continue the setup of ICA dial-in
connection.

ICA CE Settings

[ i Enter address or connection narme was not given, ICA connection will
not be cerated.

When you finish with the ICA configuration, the Terminal Manager displays the new ICA
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connection name.
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To make a change in the ICA connection, click the Configure tab and select the ICA
connection of the Terminal Manager dialog box. Then click Edit to change the configuration
of an ICA connection.

Edit Connection Details Dialog Box

Edit Connection Details

| Application | Logon | Winclowe | OptiDnsl Title | Firewall Settings |

This dialog box displays when the Dial-In Connection type is specified. Choose the property
that you intend to modify.
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2.2.1 Port Settings

Device Properties Dialog Box (Port Settings)

Device Properties

| Call Options |

: o —Connection Preferences
Manual Dial {user supplies dial

u strings) Baud Rate m
Terminals Data Bits ﬁ
r ;J;?irzzrminal window before Parity m
Stop Bits ﬁ

- ;J;el-irszrminal wincow after Bl e W

The following is the description of the functions for Port Settings properties.

Manual Dial
Click on this check box to set up manual dialing

Terminals
Use this group box to record terminal window Information:
® Use Terminal Window before dialing

® Use terminal Window after dialing

Connection Preferences
Use this group to set modem connection parameters.

Click Ok settings are complete.
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2.2.2 Call Option

Device Property Dialog Box (Call Options)

Device Properties [HE3

[~ Cancel the call if not connected within [120  seconds
[ Wait for dial tone before dialing

Wait for credit card tone o seconds

Part Settings i C

Terminals

Exfrs Settings (special modem commands may be inserted into the dial string)

The following table discusses the functions of the Call Option property sheet.

Terminals
Use this group box to configure the following call parameters:

Cancel the call if Not connected within
® Enter in this field the number of seconds to wait before a call is canceled.
® The default is 120 with the function enabled.

Wait for Dial Tone Before Dialing
The default for this function is enabled.

Wait for Credit Card Tone
Enter the period (in seconds) of time to wait.
The default is O.

Extra Settings

Use this field for any special modem commands that may be required by the modem
manufacturer.
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Chapter 3 - Dial-Up Client Settings (CE3)

The ET3000 models using CE3 (ET3000W/B/E) select a Dial-up connection from the New
Connection dialog box. The following Dialup Wizard is used to configure a Dial-Up
Connection. Dial-up connections use a modem and PPP to connect to a server. When you
are finished with the configuration, the new dial-up connection will be added to the
Connection Name list in Terminal Manager.

For ET models using CE.NET (CE4) refer to Chapter 7: Terminal Properties - Devices -
Network - DialUp Connection.

Dialup Wizard Dialog Box

The Dialup Wizard will lead you o create a dial
Lp connection.

Connection Mame:

Mest= | Cancel |

Enter a name for the dial-up connection. Click Next.

Dialup Wizard Dialog Box

Select a device:

Hayes Compatible on COM1: j

Configuration. .. TCR/IP Settings |

<Rack

Select a serial port from the scroll list. The default is Hayes Compatible on COM1.

Configuration:
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Click this button to use the Port Settings and Call Options dialog boxes.

TCP/IP Settings:

Click this button to use IP Address and Name Servers Properties.

Port Settings Properties Sheet

Device Properties I

| Call Options |

: : : —Connection Preferences
tanual Dial {user supplies dial

u strings) Baud Rate m
Terminals Data Bits ﬁ
I ;J?a?ir:n;rminal window before Parity m
Stop Bits ﬁ

- gzﬁir::rminal window: after iy sl m

For detailed information, see the Port Settings properties instructions in Chapter 3.

Call Options Properties Sheet

Device Properties [HE3

v Cancel the call if not connected within [12n0  geconds

Port Settings
Call Setup

I Wait for dial tone before dialing

Wait for credit card tone o seconds

Exfra Settings (special modem commands may be inserted into the dial string)

See Chapter 3.2 for detailed information to use the Call Options properties sheet.

IP Address Properties Dialog Box

Soooood' Settings ok x|

| Mame Servers |

AN IP address can be f* Obtain an [P address via DHCP
automatically assigned to this
computer, If your network

does not automatically assign

 Specify an IP address

IP addresses, ask your network P iRl Eess I
administrator for an address, :

and then type it in the space Sl = 5 I
rasfclz Default Gateway: I

Obtain an IP address from a DHCP server:
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Click this button to enable DHCP addressing. The DHCP server will automatically assign
an IP address to your terminal.

Specify an IP address:
Enter an IP address, Subnet Mask, and the Default Gateway (if applicable)

Name Servers Properties Dialog Box
ooooo' Settings ok x|

IP Address (T

Mame server addresses may be  Primary DNS: I
automatically assigned if DHCP
is enabled on this adapter. You Secondary DNS: I
can specify additional WINS or

DNS resolvers in the space Primary WINS:
provided

Secondary WINS:

This property sheet allows you to enter IP addresses for additional WINS or DNS servers.

Dialup Wizard Dialog Box

Phone mMurnber

Country: Area Code:

Il 206 Location... |

™ Use country code and area code

<Back

Cancel |

Enter information in the related fields. Country Code and Area Code will be activated if
“Use country code and area code” is enabled. Click Location to use Dialing Properties
dialog box.

Error Message Box
Error

Q Dialup phone number is empty,

When the Dialup phone number field is empty, this error message box displays.
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Dialing Properties dialog box
Dialing Properties |2 | o] =]

When dialing from: Im j Mew... | Remaove |

~Local settings are:

The local area code is: 06 Dialing Patterns. .. |

|

The local country code is:

Dial using: & Tone " Pulse

[ Disable call waiting by dialing: I vl

Enter a name for the location of dialing identification.
“Local settings are:” Set dialing local and dialing type in this group box.

Local Area Code:
Enter the local area code that you want to use.
Local Country Code:
Enter the local country code of the country that you are dialing.
Disable Call waiting by dialing:
Click this check box to select one of the following:
*70,
70#,
1170
Dial using:
® Tone:
Click this button to enable tone dialing. This is the default setting.
® Pulse:
Click this button to enable pulse dialing.

Click New to create a new location name.
Create New Location dialog box

Create New Location E3

Create a new location narmed:

Click Remove to remove the selected location.
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Remove Location dialog box

'E Are you sure you want 1o remave the selected location?
i)

Dialing Patterns Dialog Box

Dialing Patterns K [HE

Edit the dialing pattern for each type of call to change how
the phone is dialed.

For Local calls dial:

pe

For Long Distance calls dial:
|9,1FG

For International calls dial:
IE—J,DllJEFG

(E,e = Counfry Code; F,f = Area Code; G, = Mumber)

Use this group box to set your modem’s dialing patterns.

Local Calls Dialing

Enter the local call dialing pattern. The default is 9,G.
Local Long Distance Calls Dialing

Enter the long distance call dialing pattern. The default is 9, 1FG.
International Calls Dialing

Enter the international call dialing pattern. The default is 9,011,EFG.

Dialup Wizard Dialog Box

Dialup YWizard B3
User Mame: I
Paseword: I

Darmain: I

¥ Save Password

<Back

Cancel |

Enter the related information in User Name, Password, Domain fields.
Click Save Password check box to bypass password entering.
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Dialup Wizard Dialog Box

Connection MNarme oo o
Phone Murmber oo
MModerm Name:Hayves Compatible on COM1:

Login Marme e

dwsize=3276 dwCptios=218

dwCountryID=xxxx dwCountryCode =xxxx

chwa ternatesOffset=0 ipaddr=00.00.00.00 =l

<Back

This contains setup information about dialup connection. Click Finish to complete the
Dial-up configuration.
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Chapter 4 - RDP Client Settings

If your server is Microsoft WTS (Windows Terminal Server), select Microsoft Remote
Desktop Client (RDP) connection in the New Connection dialog box. The following four
wizard dialog boxes will display in succession to configure the RDP connection. When you are
finished with the wizard, the new connection will be added to the Connection Name list in the
Terminal Manager dialog box.

WTS Connection Wizard Page 1

WTS Connection Wizard

Type a name for the new connection.

Mame:

Type the name of the computer to which you
wiant o connect.

Server:

Click Low Speed Connection if you are
connecting across a slower netwark,

[™ Low Speed Conection

< Back | Mext= |

Type a name in Name field so a user can identify this RDP connection. Enter the name/IP
address of the server in Server field. Check Low Speed Connection if using a Dialup
network connection. Click Next to continue.

WTS Connection Wizard Page 2
WTS Connection Wizard

If you want to automatically log onto the
server, click Automatic Logon and enter your
user name, password and domain, Otherwise,
you will be prompted for this information each
time you choose the connection.

I Automatic Logon

Username: I

Password: I

Domain: I

< Back | MNext>

4-1



RDP Client Settings

This dialog box allows you to logon to the server automatically. Check Automatic Logon
then enter the information in all required fields. Click Next to continue. If this process is

skipped, you will be required to enter the logon information each time that you activate the
RDP connection.

WTS Connection Wizard Page 3
YWTS Connection Wizard
On connection, the Windows NT desktop is

displayed by default.

To start an application when you connect,
select Application file name and type its name.

' Desktop
" Application file name:

When you specify an application, you can also
specify a working directory.

Working directory:

< Back | MNext> |

This dialog box allows you to access a desired application directly after connecting to the RDP
server. The Desktop is the default. Click Application File Name to enter the name of the
desired application and its working directory. Click Next to continue.

WTS Connection Wizard Page 4

WTS Connection Wizard

You have successfully created a new
connection called:

O

Click Finish to save your new connection.

< Back | Finish |

“XXxxxx” is the given RDP connection name you specified. Click Finish to save the new
connection. The Terminal Manager will list the new RDP connection.
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Starting with CE4 (.NET) additional screens are inserted between Pages 3 and Page 4.
These screens (shown below) concern the availability of local Client resources (e.g. printers)
to the Terminal Server, various performance options and color settings.

Local Resources E

Remote computer sound

Local devices
[ ] Cisk drives

Fririters
[ ] 5erial ports
Smart cards

[ <« Back ” Next = I

Remote computer sound can be brought to the Client or not.
Local devices on the Client are listed. Those checked are made visible to the Terminal

Server.
Performance

Choose your connection speed to optimize performance.

Bl the following:

[ | Desktop background
|:| Show contents of window while dragging

[ ]Menu and windaw animation

Thernes
Bitmnap caching

Reconnect if connection is dropped

« Back ” Hext =




RDP Client Settings

Performance affecting options can be selected.

Colors

High Color(16 hit)

Mote: Settings on the rernote computer might override this setting

Display the connection bar

[ < Back ” Finish ]

Set color mode and/or display RDP connection bar on top of session screen.
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Chapter 5 - Terminal Emulation Client Settings

If you select Terminal Emulation in the New Connection dialog box, the Terminal Setup
Wizard will help you to complete the terminal emulation setup. Following are the dialog
boxes of the wizard.

Note: The ET1500 supports ASCII VT100 emulation only.

Connection Information

Termin ard - Cx tion Information

Twpe a name far the new connection

Cannectian Mame: |

Session Type: |TN525IZI =]
i Display " Printer

Session Model:  [3477FC =l

Language: [U.5. English |

W Enhanced User Interface Adbvanced |

[ Full Screen

< Back Mext » | Cancel |

Connection Name:
Enter a Connection Name to identify the session. This name must be unique. It displays
as the Connection Name in the Terminal Manager Dialog Box.

Session Type:
Select one of the Session Types (TN5250, TN3270 or ASCII).

Display or Printer:

Click to select either a Display or Printer session. An ASCII session type does not support
a Printer session.
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Session Model:

Terminal Emulation Client Settings

This item varies with Session Type and Display/Printer selected.
See the following Table.

Session Type

Display Models

Printer Models

TN5250

3477-FC
3477-FG
3180-2
3197-2
3196-A2
5292-2
5291-1
5251-11

3812-1

TN3270

3278-2-E
3278-3-E
3278-4-E
3278-5-E

3287-1

ASCII

VT100
VT220
V1320
VT420 7-Bit
VT420 8-Bit
ANSI-BBS
SCO-ANSI
IBM3135-31
WYSE-50/60

<NONE>

Language:

Select the desired language.

Full Screen (Display only):
Check this box to cause the emulation screen to be displayed in Full Screen mode. In
this mode, the screen appears as a ‘green screen’ dumb terminal with input only from the
keyboard (no mouse cursor). A windows Title Bar and Status Line are not shown.

Enhanced User Interface (TN5250 Display only):
The default state is checked which indicates normal support for such user interface
features as scroll bars, select fields, field progression, enter field attributes word wrap,
etc. On older emulations such as 3196, the enhanced interface is not supported and the
application functions differently, which may be what the user desires. In this case
uncheck this option.

The following two check boxes are also displayed for a TN3270 display session.
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Associated printer:
Check this box if a TN3270 associated printer is to be defined.
Number Lock in Numeric Fields:
Check this box if TN3270 numeric fields can accept alpha data.

Advanced:

Terminal Emulation Client Settings

Click to show the Display or Printer EBCDIC to ASCII Translation Table. The edit procedure

is to overwrite new code over old code in the Table.

EBCDIC to ASCII Translation Table for Display

EBCDIC to ASCII Translation Table

1zt

Hex

Char

4}{] 5x| 6}{| ?}{| 8x| 9}{|A}{|E.x |Cx|D}{|E}{ |F}{

il |
2 |
3 |
4 |
45 |
6 |
7 |
|
0 |
|
B |
C |
D |
E |

T o 3

=l

BT o'

*F

ZE 24

28 29
ZB 2B
21 5E

2D
2F
c2
C4
co
C1
C3
C3
C7
01
fls]
2C
25
SF
zE
aF

F3 D3

co
Ca
cB
ce
cD
CE
CF
CC
&0

61
&2
63
&4
65
ala]
&7
&8
69

34 AR
23 BB
40 FO
27 FD
3D FE
22 Bl

BO B3

1)
&R
&
ah
EE
&F
70
71

7E
73
74
73
76
77
78
79

72 Th
A4 AL
B2 BF
ES DO
B3 DD A3
Ca DE B4
44 AE 3D

A2
A3
A5
B7
a3
AT
B&
BC
BD
BE
AC
7C
AF

7B 7D
41 44
42| 4B
43 4C
44 40
45 4E
46| 4F
47 50
43 51
49 52
A0 B9
F4 FB
F& FC
F2 F9
F3 FA
FS FF

aC
20
53
=4
55
56
57
b=
59
34

20
21
32
23
34
25
36
27
28
29

B2 B3
D4 DB
Da|DC
02 D9

D3| DA

05

20

Symbol

Cancel

il

This table controls the EBCDIC to ASCII conversion shown on the display session. You
normally do not need to modify this table. To modify the table, click on the ASCII value
you want to change. You simply overwrite the default value by typing the new value. To

exit this screen, click on OK.
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Keyboard Type Dialog Box

Terminal Setup Wizard - Keyboard Settings

Choice a type of the keyboard,

Kevboard Type:

|Enhanced Keyboard

Advanced |

Cancel |

Terminal Emulation Client Settings

Select the Keyboard Type: Enhanced (PC style keyboard) or 122Key.

Click Advanced to map the keyboards as shown below. On these maps, click the key to be
mapped and select/enter the desired definition. Note that these maps can also be invoked
from an Emulation display screen (see Chapter 8).

122-Keys Keyboard Mapping for TN5250

Keyboard Config

Function list

F1
F2
F3
F4
FS

F&
7

a7

& Shift

Al

Fi5 | Fi& Fi& Fi3|Fz0

System |

oK

& Mormal I

Cancel |

F21 F22|F23

F3 | F4 F& | F7 | Fa

F2 |Fio | Fii

BT

Diefault |

Er

PT | HP

FL

| Shift

L

Del

RiC

Enker
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Enhanced Keyboard Mapping for TN5250

Keyboard Config
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Enhanced Keyboard Mapping forTN3270
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Enhanced Keyboard Mapping for ASCII
x|

Shift I

rsx Nofscape ~=Control  [DICF)  ~esHex(od
Revert |
Escl F1| F2| F3| F4| F5| FE|| F?‘l FEIl F9|F1E||F11|F12| P5| 5L| Pﬁl

_|_|_|_|_|_|_|_|E-I<i Ins |Hm|PU| NL
T_ahl_l__ll_I_I_I_I_I_I_I_I_I | sel[en[ro] =

e [TTTTTTT T Ton] al Gl

| LYy ) T O
']




Terminal Emulation Client Settings

Connection Type Dialog Box (ASCII session)

Terminal Setup Wizard - Connection Type
Cannect Twpe
& TCRIP
! Berial
Connectionto: |k j
<Back =3 Cancel
TCP/IP:
Click this button and Next to use Host Settings dialog box.
Serial:

Click this button to enable Connection to. Scroll for communication port selection.
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Host Settings Dialog Box (Display Sessions)

Terminal Setup Wizard - Host Settings

Host Mamefsddress: I

Fort Number; |23

Device Name: I

<Back et Cancel |

Host Name/Address:
Enter the fully qualified Domain name or static IP address.

Port Number:
Enter TCP/IP port for Telnet on your host. The default value is port 23.

Device Name:

The host device name. A blank entry will cause the host to create a virtual device name.
This name must be unique.

Multiple names may be entered using comma separators; e.g. NAME1,NAME2,NAMES3.

During connection, if a name is already in use, the next name in sequence is used. Up to
five names may be specified.

Local Echo (ASCII session only)
Check to enable Local Echo.
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Host Settings Dialog Box (TN5250 Printer Session)

Terminal Setup Wizard - Host Settings E3
Host Mame/faddress:
Port Murnber : >3
Device MName:
Message Queue: OSYSOPR
Library: *| TBL
Fant: 011
Form Feed: CONT j
™ Local Echo

[~ Host Print Transfarm

<Back | Mets Cancel

Host Name/Address:
Enter the fully qualified Domain name or static IP address.
Port Number:
Enter TCP/IP port for Telnet on your host. The default value is port 23.
Device Name:
The host device name. A blank entry will cause the host to create a virtual device name.
This name must be unique.

Message Queue:

The default value is QSYSOPR. (Activated only in TN5250 Printer mode)
Library:

The default value is *LIBL. (Activated only in TN5250 Printer mode)
Font:

The default value is 011. (Activated only in TN5250 Printer mode)
Form Feed:

The default value is CONT. (Activated only in TN5250 Printer mode)
Local Echo:

This function is activated only when ASCII session is selected in Figure 6-1.
Host Print Transform:

Click this check box to use the Host Print Transform dialog box (See below). This function
is activated only when TN5250 Printer mode is selected.
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Host Print Transform Dialog Box

Terminal Setup Wizard - Host Printer Transform

Printer Model: |18 2380 Personal Printer Serts 7|
Paper Source 1 IMFRTYF'MDL j
paper Source 2: IMFRTYF'MDL j
Erwelope Hopper: IMFRTYF'MDL j

Custom Cbject: I

Custom Library: I

[ A5SCI Codepage 899 suppart

Printer Model:
Select your printer model. For a Customized printer object, select Other Printer and
specify Custom Object name and Library below.
Paper Source 1:
Select paper type in paper source 1. The default setting is MFRTYPMDL.
Paper Source 2:
Select paper type in paper source 2. The default setting is MFRTYPMDL.
Envelope Hopper:
Select Envelope size. The default setting is MFRTYPMDL.
ASCII Codepage 899 support:
Click to enable this function (not recommended).
Custom Object:
The default setting is blank.
Custom Library:
The default setting is blank.
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Serial Connection Settings Dialog Box (ASCII)

Terminal Setup Wizard - Serial Connection Settings

~Baud Rate —Data Bits
|00 =] E |
~Parity————————  ~Stop Bits
INDne j |1 j
—Flowe Contral — Transmit Limit
Jirput =] [unlimitec |
[~ Lacal Echa
©aack | Hexts | Cancel |

Terminal Emulation Client Settings

This dialog box only displays when ASCII session in Figure 6-1 and Serial connection in Figure
6-10 are selected. Enter the specific value or the default will be used.

Baud Rate:

The default value is 9600.
Data bits:

The default value is 8.
Parity:

The default value is None.
Stop Bits:

The default value is 1.
Flow Control:

The default value is Input.
Transmit Limit:

The default value is Unlimited.

Local Echo:

Click to enable and by default this function is disabled.
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Printer Settings Dialog Box (TN5250)

Terminal Setup Wizard - Printer Settings E3
Printer Part: ||_p'|'1; j
Printer Type: [HP Laser Jet /1 Series |

Transparent Mode Sequences

Lead Code 1: Im End Code 1: I5B
Lead Code 2: I?g End Code 2: IDD

Advanced

©spack | Eimish Canicel

Printer Port:

The default value is LPT1.
Printer Type:

Select the desired printer from the scroll list and the default is IBM Graphics Printer.
Transparent Mode Sequences:

Enter the specific value or the default will be used as followed.

Lead Codel: 6A End Codel: 5B
Lead Code2: 79 End Code2: 00

If the values of lead and end codes are ‘00’, this feature will be disabled.

Below is an example illustrating the transparent mode feature; ‘|=’ are the lead codes
and ‘$’ is the end code:
Given the character string
|-1B410C$ (Hex 6A 5F F1H C2H F4H F1H FOH C3H 5BH)
The printer emulation program will automatically remove the
Lead codes |- and End code $
And pack every two bytes of the remaining characters into one byte
Remaining characters 1B410C (Hex F1 C2 F4 F1 FO C3)
Packed Hex 1B 41 0C
And then send those bytes (Hex 1B 41 0OC) to the printer.
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Advanced:

Terminal Emulation Client Settings

Click Advanced to display/Edit the printer EDCDIC-ASCII table.

EBCDIC to ASCII Translation Table for Printer

EBCDIC to ASCII Translation Table

1zt

Hex

Char

2 [0
31 |
2|
%3 |
4 |
%5 |
6 |
%7 |
x|
3|
|
B |
C |
B
%E |

T o 3

=l

BT o'

*F

4}{| 5x| 6}{| ?}{| 8x| 9}{|A}{|E.x |Cx|D}{|E}{ |F}{
’ ED ED

200 26
2082
83 88
24 89
85 84
A00AL
46 BC
25 2B
87 8D
44 E1
SB 5D
ZE 24
3C 2A
2829
ZB 2B
21 5E

2D
2F
g3
2E
83
a0
fls]
aF
=in}
43
7C
2C
25
SF
zE
aF

o0
[=is]
29
g4
2y
ac
2B
aD
&0

61
&2
63
&4
65
ala]
&7
&8
69

34 AE
23 AF
40 EB
27 F3
3D DB
22 F1

F3 E6

1)
&R
&
ah
EE
&F
70
71

7E
73
74
73
76
77
78
79

72 Th
A6 AD AL 2D F2
A7 A8
o1 DB

20

20

o2 DB
2008 CDV A7 95

B
=l
oo
9E
9F
20
20

707D
41 44
42 4p
43 4C
444D
45 4E
46| 4F

AC 47 50

AB
OB

B3
OB
)
27

48 51
49 52

03 96
o4 81
95| 97
A2 A3

aC
20
53
=4
55
56
57
b=
59
34

20
21
32
23
34
25
36
27
28
29

FD DB

93

El=}

09 94,

95

97

A2 A3

A7

20

Cancel

[0]4 |
[t

This table controls the EBCDIC to ASCII conversion for your printer session. You
normally do not need to modify this table. If a character is printing on your printer with
the wrong ASCII value, use the printer manual to determine the ASCII HEX value of this
character and that of the value you want in its place. Find the incorrect value in the table,
click on the value and type in the correct value. To exit this screen, click OK.
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Printer Settings Dialog Box (TN3270 or ASCII)

Terminal Setup Wizard - Printer Settings [ x|
Frinter Part: LTI j
Printer Type:  [HP Laser Jetl/ll Series =]

¥ Form Feed After Lacalcopy

Achvanced |

<Back Finish Cancel |

Terminal Emulation Client Settings

Note: For TN3270, Next instead of Finish to LPD screen.
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LPD Settings Dialog Box (TN3270)

Terminal Setup Wizard - LPD Settings

LFD Host I

LFD Frinter I

<Back Finish

Terminal Emulation Client Settings

This dialog box is valid for TN3270 screen copy only. To enable this feature, enter LPD (Line
Printer Daemon) Host IP address and queue name of the LPD printer in required fields.

LPD Host

This field is for the IP address of an existing printer server.

LPD Printer

This field is for the queue name of the LPD. The name is case sensitive.

Note: If either of “LPD Host” and “LPD Printer” field is null, the WBT will cause screen copy

to its attached printer.
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Chapter 6 - Terminal Properties

Pressing the F2 key from the Terminal Manager dialog box allows you to examine and/or
modify the terminal properties. The dialog screen is composed of a number of Tabs (property
sheets). The tabs displayed may vary with the ET model or with the Security selected. Click

the desired Tab to display it.
The property tabs are described in the following sections.

After clicking OK in the Terminal Properties dialog box, the following message box will display
if any changes made require a restart of the terminal in order to take effect. Click Restart to
restart the terminal for changes to take effect.

Terminal Settings Change

The terminal must be restarted for changes 1o take effect.

Restart

Note: Press the Left Arrow key to skip the Restart.



6.1 General Tab

Terminal Properties m E]

General | Input ] Display ] MNetwork I Upgrade I Devices I Security I SysInfo ]About ]

QEM: CLI IMC,
viehsite: hitp: ffweww . computer lab.com

Copyright(c) 1992-2002 MAPLE Computer Corparation.
Product Mame: Windows Based Terminal ETS000 Series

Product ID: CACEESS8-0000-0000-0000-0050AC500138

Fir rrware Yersion WEBT-ES404 Bootloader: BIOS0202
Microsoft Windows CE: CEMNET Serial Mo: TC3301190
RAM: 128 MB

[ ]Reset the terminal to factory-default property settings

Terminal Properties

This General property sheet displays information that includes the name of the product and

information about the current software.

To reset the terminal properties to their factory-default settings, click the check box and press
Enter. The second time in sequence this is done, all connection settings (if any) will be cleared

and the initial Terminal Setup sequence will be invoked (see Chapter 2).

A Serial Number may be displayed below the Bootlloader display. Serial No. is displayed when
that value was manually entered or loaded at the factory (units shipped 3™ Quarter of 2002
or later). The serial number along with other asset related information is displayed and

stored in SNMPADM management software V2.0B1.81 or later.

Note: The Serial Number can be manually added/edited from this screen:

- Press Alt+Ctrl+Shift(left)+Space keys.
- Dialogue Box requests entry of a Serial Number

- Serial Number will display in General Tab



Terminal Properties

6.2 Input Tab

Terminal Properties @

[General |-IHDUt |Display I Netwiork ] Upgrade IDevices I Security I SysInfio ].ﬂ.buut ]

Keyboard and System

Locale: .5, English ~ Murmber Lack

System Locale: IEninsh (0409} b

Character Repeat

Repeat delay:

q Short :J Long
Repeat rate:

*—éﬁ\'—“ Slow :J Fast

Mouse Movement
Maouse speed:

Lg:: Slow

Fast

el

Locale:

Scroll list and select the keyboard type.
System Locale:

Scroll through and select the System language.
Number Lock:

Check to enable keyboard Num Lock on system startup.

Repeat delay:
Use this slider control to determine how quickly a key will start to repeat when held
down.

Repeat Rate:
Use this slider control to determine how quickly the same character will appear when the
associated key is held down.

Mouse Movement:
Use this slider control to determine how quickly the mouse moves on screen.

6-3



Terminal Properties

6.3 Display Tab

[General lInput | Display | Metwark I Upgrade ] Devices I Security I SysInfo ]Ahout ]

Desktop Area and Refresh Freguency

Colors: (D256 colors  @Hi
{7) True Calor (32 bit)

Details:  [540 x 480 @ 60Hz v

Enable Screen Saver

@Screen saver Wit |5 = minutes

Screen Saver Configuration

Flaating Object v

Desktop Area and Refresh Frequency:

® Color:
Select desired ICA color depth.
® Details:

The scroll list displays the current terminal display resolution. Scroll and click on a
selection to change resolution. The default is 640 x 480 @ 60Hz. Always click
TEST to verify that the resolution selected works with your monitor - a test screen
is displayed for 5 seconds using the setting selected.

Enable Screen Saver:

Click on the Screen Saver check box to make the three functions in the group box

activated.

® Screen Saver:
Click this button to enable the screen saver.

® \Wait:
Adjust the time (in minutes) that passes before the screen saver starts. You can
enter your own number or use the scrolling list.

Screen Saver Configuration:
Select the desired screen saver from the list. Click Settings to tailor the desired
selection. For example, the 'Floating Object’ can be set to be any text string of desired
size.
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6.4 Network Tab

|[ General I Input ] Display | MNetwork |Upgrade ]Devices ]Securit\; ]Syslnfo IAbDut ]

(%) Cbtain an IP address from a DHCP server:

[ Release l Feremy I

() Specify an IP address
Advanced MNetwork. ..

IP address:

Subnet Mask: o o0 o o

Gateway: 0 &8 .0 0o
[ SHMP MNetwork, ., I
Terminal Name ITEDDDDI
Netwark Options [ ICA Client Settings... I
Speed Multiplex: IAut: Sense o [ Advanced DHCP I

Obtain an IP address from a DHCP server:

Click this option to enable DHCP addressing. The DHCP server will automatically assign
(lease) an IP address to your terminal plus other parameters to configure the terminal.
The Release and Renew buttons can be used to Release this IP address and to Renew
(acquire a new) the IP address - use only when physically moving the ET to another
subnet or when the IP scheme for the current subnet has changed.

Specify an IP address:

Enter a static IP address in IP Address field. Enter the subnet mask and gateway of the
IP address in Subnet Mask and Gateway fields.

Terminal Name:

Name used by RDP connections and/or SNMP administration.

Used by DHCP (send Option 12) for Device (Client) identification.

The name automatically generated is 'T' plus the last 6 characters from the terminals
MAC address; e.g. For MAC=0050AC104712, Name=T104712.

Network Option:

Select an appropriate communication speed from Speed Multiplex scrolling list. The
default is Auto Sense, which automatically detects Network speed. Other options include
10 MBps Half Duplex, 10 MBps Full Duplex, 100 MBps Half Duplex and 100 MBps Full
Duplex.
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Advanced Network:
This dialog box is active only when Specify an IP Address is enabled.

Advanced Network Settings

Default Domain: maple.com.

Brimary Server IP Address: o o0 0 0

Secondary Server IP Address: [ g g o

[ ]Enable WINS

Primary Server IP Address: o .0 .0 .0

Secondary Server IPAddress: |0 o 0 .0

Ok l l Cancel l
Enable DNS:
Use this group box to set domain, primary, and secondary IP addresses for DNS.
Enable WINS:

Use this group box to set the primary and secondary IP addresses of a WINS server.

Advanced DHCP:
This dialog box is not provided with the ET1500 models.

Advanced DHCP
DHCP Option IDs

Oe

E

FTF Option IDs
For Auto Upgrade

o
o
ol
o
=

Eemote Server: 200 Eile Server: 206
User Name: Root Path: 207
Domain: User Mame: 202
Password: Password:  |ogg

Command Line:

[]keyboard Locale 140
Working Directory :

1 KRN

[Jsystem Lacale |14

=

$A [i%) [ix] [i%] [N [i%)
| |:\| D| D| D| |:\|
w o = [ 2 g

[ Terminal Name
Far Auta Device Maming{CHCP Option Yalue + Last IP)

l Default ] Ok l l Cancel

See Appendix B for Auto Update/Configuration DHCP options. Check both boxes to
support AutoUpdate/AutoConfiguration.
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SNMP Network:
SNMP Network

Terminal Infarmation

Laocatian: I

Field 1; I

Field 2: I

Field 3: I

Enter custom fields that can be viewed with SNMPadm (v2.0b1.81 or higher).
Typically used for ID processes.
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ICA Client Settings
Set ICA (Citrix) settings.

ICA Client Settings — Hotkeys Dialog Box

Global ICA Client: Settings

Hotkeys | Prefirences ] Server Lacatian ] Firewall Settings I PhiLite I

Connedtian Status CTRLESC W
Close Sezsion iz v ALTESC Im
EsC E v ALT-TAB Im
CTRL-ALT-DEL e v ALT-BACKTAB W

AhAL

This dialog box is invoked through the 1CA Client Settings tab found in the Terminal
Properties dialog box. It is the default hotkeys properties sheet. To customize default
hotkey key sequences, use the pull-down scroll boxes on the Hotkey properties. The
following describes the function of Hotkeys.

Status Dialog:
Displays the ICA connection status.
Close Session:
Disconnects an ICA client from the server and closes the client window on the local
desktop.
Toggle Title Bar:
Alternately hides and displays the client window title bar:
Use the title bar to drag the client window to different positions on the local desktop.
Remove the title bar to maximize your workspace.
CTRL-ALT-DEL.:
Displays the Windows NT Security dialog box.
CTRL-ESC:
On WinFrame servers, pressing this key sequence displays the Remote Task List.
On MetaFrame servers, pressing this key sequence displays the Windows NT Start
menu.
ALT-ESC:
This hotkey cycles the focus through your minimized icons and opens the associated
applications.
ALT-TAB:
This hotkey cycles through applications that have been opened. A window
appears, displaying the programs as you cycle through them.
ALT-BACKTAB:
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This hotkey sequence cycles through applications that have been opened in a
session, but in the opposite direction.

ICA Client Settings — Preferences Dialog Box

Glabal ICA Client, Sattings @
| Hatkeys | Preferences |Server Location ] Firewall Settings ] PhiLite }
Serial Number: I
Default Window Colars: O 16 Clent Name:  [TCOAESD
(OF:3

Serial Number:
This is the serial number of your ICA Client software. This field is only necessary
when you are using the ICA Windows CE Client with a product such as WinFrame
Host/Terminal, which requires each client to have a Citrix PC Client Pack serial
number in order to connect to the server. If a serial number is required, you must
enter it exactly as it appears on the serial number card. MetaFrame servers do not
use the Serial number field.

Default Window Colors:
In the Window Colors field, select 16, 256, or Thousands colors. When using a PPP
connection, 16 colors mode may provide better performance. If the window options
specified exceed the capabilities of the client hardware, the maximum size and color
depth supported by the CE operation system are used.

Client Name:
This text box allows you to change the client name of your device. The Citrix server
uses the client name to uniquely identify resources (such as mapped printers)
associated with a given client device. The client name should be unique for each
computer running a copy of a Citrix ICA Client. If you do not use unique client
names, device mapping and application publishing may not operate correctly.

Note: The default ET client name is the letters WBT suffixed with the devices
hexadecimal MAC address.
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ICA Client Settings — Server Location Dialog Box

Global IC& Client Settings
-Hutkeys Preferences[SE!WEf Location | Frewall Sattings | PhLite
v

TCP browser

Diefault List
Server Group

Primary & ----- W

Use this dialog box to locate available Cirtrix (ICA) servers and published applications.

Browser selection:

Select the desired browser type: TCP Browser, TCP+HTTP Browser, or
SSL/TLS+HTTPS Browser.

Server Group:
Select the group that you want to configure.

Add:
Click to add a server to the selected group.

Add Server Address Dialog Box
Add Server Address | X]

Enter in a new Citrix server

Canicel |

Enter the name of a new Citrix server or its IP address. Click OK to return to the
Select dialog above.

Delete:
Click to delete the selected name in the displayed list.

Rename Group:
Rename the Server Group.

Default List:
Click to recall the previous server list.
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ICA Client Settings — Firewall Settings Dialog Box

Glahal IGA Client: Settings

| Hatkeys | Preferences | Server Location Fiewal Settings |prte |
Proxy 5L/TLS Relay

rane (drect) v Address of relay Port
MOTE: Enable 55 or 128-hit encryption to |

Terminal Properties

43
asslre 3 secure cnnection
Prawy address Port
| |1nau
D |Use altemate address through firewalls
Proxy:

Select Proxy type from the list.

Use alternate address through firewall

If the ICA client is outside a firewall that uses address translation, you must
configure the client to use the alternate address returned by the master ICA server.

Addresses:

Enter IP addresses as needed.
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ICA Client Settings - PNLite Dialog Box
Global IGA Client Settings (oK)

| Hotkeys | Preferences | Server Location | Firewal Sattings | Phlite

il dential
[ ] Enable Phics i

Server LUser name; I
Address and port of MetaFrame server: P I
I Damain: I

Lsa 53L/TLS
Save passiord

PNLite is an ICA connection mode that lets clients running CE 3 connect to Citrix server
applications without having to configure connections for published applications. The
names of such applications are added to the Terminal Manager Connection name list.

Enable PNLite:
Check this box to enable the PNLite mode.

Server:
Enter the address and port number of the Nfuse server.

Use SSL/TLS:
Check to use Secure Socket Layer protocol.

User Credentials:
Enter your user name, password, and domain name. Check Save password if you
want your password to be remembered.
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6.5 Upgrade Tab
Terminal Properties @ E]

[ General ]Input ]Displa\; ]Network | Upgrade | Devices I Security I SysInfo ]About ]

SHMP Manager TP § o o0 o

[]Manual Ungrade

ETF Server: 192 168 .1 .32
Pathiname: I fe0401

Uzer name: Iaem

Password: ikt

Upgrade MNaw!

See Chapter 9 for detailed procedures.

Manual Upgrade:
Click to setup and start a manual update of the ET firmware from an FTP server.

Enter FTP server IP address and the path to the file containing the new firmware files.
If the FTP server requires a User ID and Password, enter it.

Click Upgrade Now! to start the update.
SNMP Manager IP:

If the terminal will be upgraded remotely using the SNMP Administrator, setting this IP
address will feedback upgrade status to the administrator. This is not required.
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6.6 Devices Tab

[General lInput lDispIay lNetwc:rk I Upgrade | Devices |59curit\,r lS\,stnﬁ: l.&bout ]

Cevices;

) |
P -l
Internet MAGTEK  MicroTouch  MetZoM
Cptions MSR Panel
e =] il =
MNetClock Metwork Fing Printers Remote Yalume
Display

Special devices are supported by special modules referenced by this Tab. Double click the
desired device setup icon. New device support may be added - check our home page
(www.computerlab.com) for a description of any such devices.

Date/Time: Adjust the current time and your country time zone.

Netclock: Get/synchronize time from SNTP servers.

LPD: Setup the attached printer as a network printer.

Ping: Ping Host by name or IP address.

MAGTEK MSR: Setup Magtek Magnetic Strip Reader with keyboard.

MicroTouch Panel: Setup a MicroTouch touch screen panel.

NetCOM: Setup attached serial device for access on the network.

Printers: Setup a local RDP printer.

Remote Display: Allow SNMPadm to shadow/control this terminal.

Volume: Set volume on terminal speakers.
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Internet Options (Browser configuration): Configure Browser options.

Network: Configure network connections - Dial-Up, Direct, VPN, or PPP.
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LPLy

Queus Mame:  [anaME

|:| Send Faorm Feed

LPD Print Server:

0K| x|

Bort: |515

Terminal Properties

If you have a printer attached to the parallel printer port, you can make this printer a
network printer. In this case, given the IP address of the WBT (see SysInfo) and the
Queue Name, devices on the network can print to your attached printer.

To create an LPD printer, check Enable LPD and enter a printer queue name. Port 515 is
standard for LPD printing. Check Send Form Feed to cause a Form Feed between print
jobs. The WBT now becomes a network print server. It can also serve itself.

{ [ ]Enable LPD

Queue Narme: INONAME

[ ]send Form Feed

Port:  |515

Printer Port: PT1: w

Expanded LPD Screen:

Printer Port:

LPT1: - Parallel printer port
LPT2: - If USB printer connected
COML1: - Serial printer on COM1
COM2: - Serial printer on COM2

6-17



Terminal Properties

6-18



Terminal Properties

Date/Time:

DatefTime

Current Time

January 2000
I = [1zis77 am 2
S M TWTFS

62T 25 29 30 31 1 Time Zone;  Pacific

£ 3 4 5 8 7 8 I{GMT-DB:DD}PacificTime{US&Canada]l;' v
9 10 11 12 13 14§ =

16 17 18 19 20 21 22 [ ] Time Zone By DHCP

23 24 25 26 27 25 29 Option 10 15
30-31 1 2 3 4 5
|:| Davlight savings time currently in effect Spply

This screen allows you to set the current time and your country time zone.

You can check 7ime Zone by DHCP to have DHCP set the Time Zone using the
specified DHCP option number. This option is of type 'string’ . The values are listed in the
Time Zone list; e.g. "(GMT-08:00) Pacific Time (US & Canada)"

NetClock:

NetClock

SNTP Server

[ add... H Edit. .. ][ Remaove ]

|:| Synchranize Time On Boaok

Get time from SNTP servers. You can add a new SNTP server or modify/remove any of
the original SNTP servers.

Check Synchronize Time On Boot to automatically synchronize time when unit
booted. To synchronize time NOW, click Synchronize.
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MAGTEK MSR:

MAGTEK MSR Configuratio |

Commands:

Command
Wait Time

Ik

LI Zancel |

If you use a Magtek Magnetic Strip Reader with keyboard, you may set the configuration
of that Reader from this screen. Refer to MAGTEK MSR manual for the complete set of
configuration commands.

To setup specific tracks to be read, input the following commands:

Track 1 data only: 01381
Track 2 data only: 01384
Track 3 data only: 01390
Track 1 and 2 data: 01385
Track 1 and 3 data: 01391
Track 2 and 3 data: 01394
Track 1, 2 and 3 data: 01395 (default)

Input the command, then click OK to close the driver screen and execute the
command. Open up the driver screen again, place the cursor after the command, and
swipe the credit card to make sure the correct track data is coming up on the screen.

A

Volume Control
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Sott

Use this control to set the volume on the terminal speakers. Click the Up or Down arrows
to position pointer to desired volume level from Soft to Loud.
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Fi1'£|
R

MicroTouch Panel:

This device is used to setup a Touchscreen panel (Micro Touch only).

Note: All connections should be done while power is off on the base and monitor.
The Micro Touch Panel monitor you received should have had three cable connections.
One for line voltage, one SVGA video connection and a DB9 female serial connection.
The serial cable should be connected to the DB9 male COM port on the back of the
ET5000 terminal.

To configure, from the terminal manager screen press F2, click on the "Devices™" Tab

then Double click on the Micro Touch icon.

Hardware:

TouchWare for Windows CE3.0 Properties

Calibratel Touch Zettings | Cursar

~Information———— Connection

ControllerType: Bort COM1 M

Firrmware Version; Baud Rate: Igﬁ[u] v|

Status: MNOT FOUMND
Find touchscreen |

Information

Status should be OK. If Status = NOT FOUND, press Find touchscreen .

Connection

Set serial port and Baud Rate. (This is normally not necessary)
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Press Find touchscreen if Status = NOT FOUND.
If NOT FOUND status persists, the Serial cable may not be connected or there is a
problem with the MicroTouch panel.
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Calibrate:

Calibration defines the touchscreen active
area and aligns it with the display.

Calitirate

i TouchiWare for Windows CE 2.0
“h;{ﬁ_%’] Coppnght 1993-2001, MicoT ouch Systems, Inc.

When the Calibrate button is active you can click it to calibrate the touch sensitivity and
screen extent. You will get a screen with crosshairs in the lower left that you will touch
for calibration, then touch the crosshairs in the upper right. After you are finished touch
the "Done" button that appears in the Calibrate Complete screen.

Touch Settings:

TonchWare for Windows CE3.0 Properties

Calibrate  Touch Settings |Cursn:|r | Harchware

Touch Mode

" Dirawing
" Buttan

Touch Mode

Desktop - Button press and Drag & Drop enabled (Default)

Drawing - Disable Button Press; enable Drag & Drop
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Button - Enable Button Press; disable Drag & Drop
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Cursor:

TouchWare for Windows CE3.0 Properties

Calibratel Touch Settings  Cursar |Hardware

~Cursor Offset——— —aStabilize Cursor
Set distance between finger Adjust Controller frequency for
and cursar, current dizplay zettings.
v Yerlical Set

¥ Honzontal Edge Adjust Stabilize

Cursor Offset
You can set the distance between your fingertip and the pointer tip.

Select Vertical and/or Horizontal Edge Adjustthen press Set. The following graphic
allows you to select Vertical Offset (Top = None, Bottom = Maximum) and Horizontal
Adjust (Center = none).

To define the cursor
offset, touch the
screen below the tip of
the arrow and lift off,

R

Stabilize Cursor (Not used)
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=

Ping Utility

Host Marne/&ddress:

Response:

Ping:

Stop

Enter Host name or IP address to ping. Click Start to ping the Host.
A series of Pings will be sent to the Host.
Click Stop button to end the process.

=" Remote Display:
Remote Display
Refresh {ms): Im

Enable Remote Display

The Remote Display applet allows you enable or disable remote shadowing via the
SNMPAdm Management tool. The refresh time (in milliseconds) affects the
responsiveness and bandwidth utilization of the shadowing function. The lower the
number, the faster the response and the more bandwidth used.
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il

NetCOM:
NetCOoM oK [ |

[ ]Enable MetCom:

Port: 155 15

When enabled, another device on the network (using TELNET) can talk to a serial device
(e.g. HyperTerminal) attached (null modem cable) to the ET com port. The SerialD type
device is addressed on the network by the ET's IP address and Port 6515; e.g. OPEN
192.168.2.219 6515. Set mode to send CRLF (Carriage Return & Line Feed) when Enter
is pressed (e.g. SET CRLF).

SerialD commands OPEN, WRITE, READ and CLOSE are described below.
1. OPEN comport,baudrate,parity,databits,stopbits,handshake
Comport: COM1, COM2
Baudrate: 2400, 4800, 9600, 19200, 38400, 57600
Parity: N(none), O(odd), E(even), M(mark), S(space)
Data bits: 5,6,7,8
Stop bits: 1,1.5,2
Handshake: N(none, default), X(Xon/Xoff), H(RTS/CTS)
Example: OPEN COM1,9600,N,8,1,N
2. WRITE number of chars<CRLF>n chars
Example: WRITE 5<Enter>12345
3. READ

Return >=0 if data available

Example: READ / ret O (no data)
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READ / receive 5 / receive 12345

4. CLOSE

Close open port
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All function will receive a return value:
if value >= 0, successful
If value < 0, an error occurred

Error number list

Open: Close:

-1 -> open port failed -4 -> port not open

-2 -> server busy 0 -> OK

-3 -> parameter error
0-> 0K

Write: Read:

-4 -> port not open -4 -> port not open

-6 -> timeout n -> n characters read
0->0K
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@ Printers (RDP printer):

Printers ox] [
Printer

Open Delete

The Printers applet is used to define ICA and RDP printers. This user interface DOES
NOT load a printer driver or in any way control local printers connected to the terminal.
The only purpose for this applet is to “define” the local printer for a terminal server.

To delete an existing printer definition, click that icon to highlight and click the Delete
button. To setup a new local printer, double click the Add Printer icon or click Open.

Add Printer:

WRT; Printer, Wizard

Select the Printer Part

Computers communicate with printers
through ports,

Selact the port you want your printer
o usge:

Mote: most computers use the LPT1:
port to communicate with a local
printer.

< Back
Select printer port: LPT1, COM1, or Network. Click Next to continue.
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WET, Printer, Wizard
Select the Printer Model
Select the manufacturer and model of your printer. If your

printer is not listed, check User Defined box to provide
your printer model.

Ptiriters:

uset 1000

uSet 10005F v2013,108
AGFA-ArcuSet 10005F v52.3
AGFA-AccuSet 1500

53

%

Select the manufacturer of your printer from the Manufacturers list. Then, choose
the desired printer model from the Printers list.

WRT Printer, Wizard

MNarne Your Printer

You must supply a name for this printer,

Supply a name for this printer. Some
programes do not support server and
printer name combinations of mare
than 31 characters,

Bririter name:

Enter a 'friendly’ name for the printer.

WRT Printer, Wizard

Configure another printer?
You have successfully configured the
printer on port COM1:

Do you want to configure
another printer?

Des
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WRBT, Printer. Wizard

You have successfully completed the Printer Setup
Wizard,

Tap Finish to apply the settings you have specified
and exit the printer wizard.
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& Internet Options:

General:

Internet Settings (o] (%]

General ICunnectiDn ISEcurit\; I Achranced ]

Start Page:

Search Page: |http:,‘,‘search.msn.cnm

Cache Size (in KBY: |1l5384 lclear Cache ] [Clear His;uryl

Define Start and Search pages. If desired, Clear Cache memory and or Clear
History (saved entered addresses). You can also change Cache Size.

Connection:

Intarnet Settings (k][]
Gereral |

D s LAM (no autodial)  Autodial narme: I w

14| Security I Achranced ]

Network
|:| Arcess the Internet wsing a proxy server

Address: I Port: I

Eypass proxy server for local addresses

If your internet connection uses a proxy server, set its address (name or IP) and the port
number used.

Security:

Internet Settings @] E]

[ General ] Connection |Secur|t\,r| advanced ]

Allow cookies

[ ] llows TLS 1.0 security

Bl S5L 2,0 secUrity

Allowe S5L 2.0 security

Warn when switching across secure and insecure areas

Select security options.

Advanced:
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Internet Settings @ E

[ General 1 Connection l Security |AdV6ﬂEEd]

Display images in pages

Play sounds in pages

Enable scripting

D Display a notification about every script error
Underline links

(@) Never () slways () Hower

Set page display options.
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@

Network:
AF TCOAESD[192.168.1.112] =] S
File Edit view aAdvanced | E| =l=] K2 x

Bl 2 21

Make MNew aii=alo} PCI-
Connection WTI0651

To configure a wireless connection on an ET5000, double click CISCO and refer to
Chapter 11 for detailed procedures.

To review/change the built in Ethernet network settings, double click the icon labled
PCI-xxxxxxx. To start other connections, double click the appropriate icon.

When multiple connections exist, you can use the Advanced Settings under the
Advanced menu to set the order in which the connections are accessed by network
services.

Advanced Ji _ E| = B

Advanced Settings...

Advanced Adapter Settings @

Connections are listed in the order in which
they are accessed by network services,

Connecti

0K ] [ Cancel
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To create a new network connection, double click Make New Connection.

Make New Connection Properties Sheet

Make New Connection @

Type a name for the connection:

Select the connection type:
() Dial-Up Connection
() Direct Cannection
() wirtual Private Metwork
() PRP over Ethermet [PPPoE]

Name and select connection type.

Dial-Up Connection:

Establish Dial-Up connection to RAS (Remote Access Server) using PPP (Point to
Point protocol).

Modem
gﬂl My Contection

Select a moder:

[ TCP{IP Settings... Hﬁecuritv Settings... ]

[ < Back ” Next = ]
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Configure...

Device Properties

Port Settings | Call Options

; B o Connection Preferences

Manual Dial (user supplies dial; l—
[ Srings) Baud Rate 15200 v

_ Data Bits a8 i
Terminals =
D lse term_in_al window Barity — —
before dialing Stop Bits i fuct

D Use terminal window after
dialing Flowy Control IHardware v

Device Properties
Port Settings | Call Options

Call Setup
[w]Cancel the call if not connected within: |12D seconds
Wait for dial tone before dialing
Wait for credit card tone |0 seconds

Extra Settings (special modem cormmands may be inserted into the dial string)

TCP/IP Settings ...

TCP/IP Settings [oK]

General | Mame Servers
?E;':L My Conrection

[]|se server-assigned IP address!

[ |use Slip
Lise software compreassion
se IP header compression

TCPfIP Settings

al_gal My Connection

Lze server-assigned addresses
DMS:
Alt DMS:
WINS: |
AltWINS: |
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Security Settings ...

Advanced Security Settings ]

o] [X

Logon security:
[ Use Extensible Authentication Protocol (EAP)

|MD5-ChaIIenge

Properties...

Unencrypted password (PAP)

Challenge Handshake Authentication Protocol (CHaR)

Microsoft CHAP (MS-CHAP)

Microsoft CHAP WVersion 2 (MS-CHAP w2

|:| Eor MS-CHAP based protocols, automatically use my
windows logon name and password (and domain it any)

Ereview user name and passyeord

Next >

Cfal My Connection
Countryfregion code: I

Area code: 425

Phone number:

[ ]Force long distance
[ ]Force local

[ < Back H Finish ]

Enter a phone number. Click Finish to create the connection.

Terminal Properties

Double click the created icon to enter sign on data and start the connection.

Direct Connection:
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Dervice
%a My Connection

Select a device:

e

TCP/IP Settings... HSEl:urit',r Settings. .. ]

[ = Back ” Finish J

See Dial-Up Connection for Configure, TCP/IP, and Security screens.
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connection

ﬂ‘)j My Connection
[y

Host narme or IP address:

[ TCPfIP Settings... ][Security Settings.

-

[ < Back “ Finish

l

Terminal Properties

Enter name or IP address of the VPN server for the network to which you want to

connect.

TCP/IP Settings ...

TCP/IP Settings [oK]

General | Mame Servers ]

gal My Connection

[+#] Lise server-assigned IP address

Use Slip
[]Use software compression
[]use IP header compression

TCP/IP Seltings

General | Mame Servers

al_?il My Connection

;iJse server-assigned addresses:
OIS
Alt DS
WIMS:
Al WIS

Security Settings ...
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Advanced Security Settings ]

Logon security:
[ Use Extensible Authentication Protocal (EAP)

|MD5-ChaIIenge

Properties...

|:| Unencrypted password (PAR)

|:| Challenge Handshake Authentication Protocol (CHAP)

Microsoft CHAP (MS-CHAP)

Microsaft CHAP Version 2 (MS-CHAP v2)

|:| For M3-CHAP based protocals, automatically use my
Windows logon name and password {and domain if any)

[ ] Preview user name and password

PPP over Ethernet (PPPOE):

3£§| My Connection
(S

PPPoE Service Barme (hlank for any service):

[ TCP{IP Settings... ][Security Settings. .. ]

[ < Back H Finish

TCP/IP Settings ...

TCP/IP Settings

General | Marme Servers

af;l My Connection

[+]iJse server-assigned IP address:

Lz Slip
[] Use software compression
[ ] Use IP header compression
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TCR{IP Settings @
Mame Servers ]

3;931 My Connection

;Llse server-assigned addresses;
DS
Alt DRSS,
WIMS:
AltWINS:

Security Settings ...

Advanced Security Settings ]

1Jze Data EHEprtio

Logon security:
[ Use Extensible suthentication Protocol (EAP)
|MD5-ChaI\enge

Properties...

[JUnencrynted passward (PAPY

|:| Chalenge Handshake Authentication Protocol (CHARP)

Micrasaft CHAP (MS-CHAP)

Microsoft CHAP Wersion 2 (MS-CHAP v2)

|:| For M5-CHAP based protocals, automatically use ey
wWindows logon name and password (and domain if any)

[ Ereview user name and password
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6.7 Security Tab

| General | Input | Display | Metwork | Upgrade | Devices | Security | Sysinfo | about |

[ ]Eailover Enable
Multinle Connect

[ ] connect Button Only []ring Before Connect

[ ] connection Task Bar []werbose

[] Ao Login as

Lser Administrator
Reset Hotkey Enable
ser Account:
Account Name Privilege Addd User., .,
Administrator Adrmin
Liser Guest wodify Liser. ..

Delete User...

With first time security setup, there is always an Administrator in the User Account field. This
Administrator account is of Admin privilege and cannot be removed.

Security Enable:
Click to enable security function. This makes the WBT a multiple user version based on
authorized privileges. A user login will be requested, unless Auto Login is also specified
(see below). Disabling security makes the WBT accessible without a login.

Hide Configure Tab:
Hide the Configure Tab in Terminal Manager Dialog Box. If Security is enabled, this check
box is disabled - the Configure Tab will be hidden unless signed on as Administrator.

Connect Button only:
A Connect Button (see chapter 2.3) is displayed after terminal power on instead of the
Terminal Manager screen. The user will not have direct access to the Terminal Manager
or Properties screens. All connections (not just those set for AutoStart) will be started for
the user when the button is clicked. If Security is enabled and user is not the
Administrator, only those connections set to start will be started.

Connection Task Bar:

Use the Connection Task Bar (see chapter 2.3) in place of the Terminal Manager Screen.
The checkbox is mutually exclusive with that for the Connect Button.
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Auto Login as:
Click to enable WBT automatic login as the selected user account in the User Name list.
Security Enable should also be checked or Auto Login will be ignored.

Add User:
Add a new user account and setup the user’s privilege, password and accessible
connections.

Modify User:
Modify the selected user’s properties, including password, privilege, and accessible
connections.

Delete User:
Delete the selected user account. It will show a delete confirmation message box.

User Properties — Administrator Dialog Box

Enahle Password Change Account Privilege
User Name: I— (®) Administrator:
Password: I (O User
Confirm Pagsword: I (O Guest

Available Connections: Agsigned Connections:

Available Connections | Type
Assign =

maple RDP

Default RDP RDP

i i LSSt Usgers of Administrator privilege
EE can use all connections.

Default ICA ca

Hewhyeh ca Toggle

NT=2000 ICA AUtoStart =

manle B

WBT Administrators can add/modify user accounts with this dialog box:

Enable Password Change:
This group enables Administrator to add new User Name and Password; or modify
current User Name and Password.

Account Privilege:
Administrator can set privilege of the user to be Administrator, User, or Guest.

Available Connections:

The currently available connections of WBT will automatically display in this
Available Connections item for Administrator’s assignment.
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Assign:
Click it to assign selected connections from the list of Available Connections group.

Unassign:
Click it to unassign selected connections from the list of Assigned Connections

group.

Assigned Connections:
The usable connections will display in this item.

Toggle AutoStart:

Set selected Assigned Connections to automatically startup after successful login.

There are three privilege levels for users of WBT: Administrator, User and Guest.
According to the privilege, WBT setup provides different functions:

Account Privilege Administrator [User Guest
Hide/Show Configure in|Hide/Show Hide Hide
Terminal Manager

Tab in Terminal Properties
General V V/(Disable Reset) | V(Disable Reset)
Input V V
Display V V
Network V
Printers V V
Upgrade V
Devices V V
Security \Yj
Sysinfo V V V
About V V
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User Properties — User Dialog Box

User, Properties E]

D Enable Password Change Account Priviege

User Mame: O Administator
Password: ser
Confirm Password: O Guast

Available Connections: Assigned Connections:

Available Connections | Type - Connections | Type | AutoStart
maple RDP
Default RDP RDP

Default ICA 1ca

scvhicvb 1CA Toggle
NT2000 ICA AutpStart =
maple EmMU < 5

When User is selected in Account Privilege group, this dialogue will display.
See Table above for the available functions with User privilege.

User Properties — Guest Dialog Box

User, Prapertias &

Enable Password Change Account Privilege

User Mame: | (O administratar
Password: | (D) user
Confirm Password: | ® Glest

Available Connections: Agsigned Connections:

Available Connections | Type 7 Connections | Type | AutoStart
maple RDP
Default ROP RDP

Default ICA ICA

xovbxovb ICA Toggle
HT2000 ICA AutoStart >
maple EMU < | B

When Guest is selected in Account Privilege group, this dialogue will display.
See Table above for the available functions with Guest privilege.

Reset HotKey Enable:
Click to enable the Ctrl+Tab+Delete+F12 key sequence at the Terminal Manager or

Connect Button screens. This key sequence displays a "Reset to factory default”
message box - Click Yes to reset or No to cancel the reset.

6-48



Terminal Properties

FailOver Enable:
Failover is an attempt to provide continuous availability of network application by
automatically switching to another server when the primary server fails or cannot be
started. For example: If enabled and the primary RDP/ICA server fails, the connection
will be ended; then on reconnect, connection to another configured RDP/ICA server is
automatically attempted to provide continuous availability to the user.

If a connection cannot be started (manual or automatic), an attempt is made to start the
next non-active connection. Next is in alphabetic order by connection name. Already
active connections are skipped.

When FailOver is started because of a connection failure, the message Please Wait
While Failover Works will display.

Multiple Connect: (FailOver)
Check to enable failover to multiple servers. If primary connection fails, try the next
server and so on until a successful connection is made or no other server is available. If
not enabled, only one new connection is attempted.

Ping Before Connect: (Not FailOver)
Check this box to display a FailOver Log window (see below) if connection start fails.

Verbose: (FailOver)
Check this box to cause messages to be displayed about Failover function failure and
success in a Failover Log Window.

FailOver Log Window: List FailOver actions and responses.
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6.8 Sysinfo Tab

This Tab shows the configuration of your ET5000.

| General ] Tnput lDispIay ] Metwirk I Lpgrade ] Devices ] Security | Sysinfo |Ab|:|ut ]
Metwark Card:  |poryT20651 DHCF Settings
I ST CHCP: Enable
MAC Address:  O04063COAESD LEEERE e
Elapsed: 302400
TCR/IP Settings
CNS: Enable
IP Address: 192,168.1.112 Pri. DMS: 168.05.1.1
Subnet Mask:  255,255.255.0 Sar. DNS: 168.05,192.1
Gateway 192.168.1.1 WINS: Enable
B mapls.com. bw Pri. WINS: 192,168.1.7
Sec WINS: T8
Memory Usage
Storage Mave slider 1o the left for more memary Program
Memmary to run programs. Move slider ta the right Mernary
for mare starage room.
Total: 4420 KB i ~ 1 Total 39780 kB
muse: 396562 [ N I Uss: 5304 Kb
Usage: 7% : { Usage: 14%

Network card:
Shows the Ethernet MAC address of the selected Network card.

TCP/IP Settings:
This will show the network status, about following: IP Address, Subnet Mask, Gateway,
Domain, DNS (enable or not), Primary DNS IP Address, Secondary DNS IP Address,
WINS (enable or not), Primary WINS IP Address, Secondary WINS IP Address.

DHCP Settings:
There will show information about DHCP: Enabled or Disabled. If enabled, the IP lease
time and elapsed time are shown.

Memory Usage:
This option is only meaningful for the Browser version of the ET5000.
Higher rate of Program memory allows you to execute more sessions.
Higher rate of Storage memory allows for a larger virtual disk size.
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6.9 About Tab

Terminal Properties @

| Genetal [ Input ]Displa\,r ]Network i Upgrade ] Dievices i Security i SyzInfo | About ]

Windows Based Terminal ETS000 Series

Copyright{c) 1985-2002 Microsoft Corp.
Copyright{c) 2002 National Semiconductor Carp.
Copyright{c) 1994-2002 Citrix Systemns, Inc.
Copyright{c) 1992-2002 ITRI Corp.

Copyright(c) 1992-2002 MAPLE Cormputer Corp.

WEBT-ES404B1

The About properties sheet contains copyright information about the terminal as well as the
WBT version ID (e.g. E5404B1). This properties sheet is informational. No user interaction is
required.
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6.10 Printers Tab (CE3)

This Tab is present only on CE3 based terminals. For CE.NET products see Terminal
Properties/Devices/Printers.

Terminal Properties [TIE3

| Lipgracde | Devices' SEcuritﬁ;' web | S'ﬂ_'l

Port: RE= Type | Default |

LPTI1:
COMI:

Deleta |

This dialog box allows you to setup a local printer for use by RDP connections. Select the Port
to be used. Click Add to create a new local RDP printer. Click Delete to delete the current
local printer.

Add:
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Printer Properties

Printer on port LPT1:

Eriendly Name IﬁGFA—ﬁccuSet 1000

Manufacturers: Printers:

Agfa o AGFA-ACCUSEt 1000 =
&l AGFA-AccuSet 10005F v2013.108
Apple AGFA-ACCUSet 10005F v32.3

&PS-PS LGFA-ACcuSet 1500

&5T AGFA-AccuSet 15005F v2013.108
ATET Ll &GFA-ACcUSet 500 Ll

¥ Make this the default printer:

Ok Cancel |

Select the manufacturer of your printer from Manufacturers list. Then, choose the
desired printer model from Printers list. Give a specified name in Friendly Name field

for the selected printer. Click check box of “Make this the default printer” to allow
the selected one as default printer.

Printers Properties Sheet (Printer Defined)

Terminal Properties [HE3
General | Inputl Displa\;l Metwork : Printers | Upgrade | Security | SysInfo | ﬁbuutl
Port | MName | Type | Default |
LPTI1: AGFA-ACC,,,  AGFA-ACC,.. Yes
COM1:
Properties... Delete

Click Properties to modify the properties of the current local printer.
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6.11 Web Tab (CE3, Browser version)

This Tab is present only on CE3 based terminals. For CE.NET based devices see Terminal
Properties/Devices/Internet Options.

Terminal Properties

Home Page: |www: [{home.microsoft.com
Preferences... |

Search Page: |http://msc.com
I piff Proyy Information

Config Helper

[ Persistent browser cache

Home Page:
The Home page (URL) to display when the browser starts or when you hit the browser
Home button.

Search Page:
The Search page (URL) to use when you hit the browser Search button.

Persistent browser cache:

Check this option to save information about the pages you have visited. This information
can be used to speed up loading when these pages are visited again.
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Preferences:

Preferences

Proxy Information:

Proxy Information

If your internet connection uses a proxy server, check the Access box and specify the
Proxy server name or IP address and the Port number used.
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Terminal Properties

YWeb Helper I

MIME Type List:

application/msword

application/pdf
applicationfvnd. ms-excel
application~nd. ms-powerpoint
applicationf-msdownload
applicationfx-shockwave-flash
imagehrmp

imanenif

[

New Type

Remove

Edit...

Al

—Link Information:
Type Description:
Ext Filename:
[CA Connection:
Wiewer Path:
Warking Dir:

If you have a Citrix (ICA) connection on your network, you can configure how to
view various file types. A Citrix session is used.

New Type:

Creat New Type E

Description I

FMIME Type: ||

-

File Extension: I

Wiewer Info

ICA Conncetion: I"“'\"'H\‘EE'DD

Viewer Path: I

wWorking Directary: I

Ok I Cancel |

Enter descriptive name and file extension. Specify the ICA server name and the
path plus working directory to use for the viewer for the specified file type.

See following example (Adobe Reader, .PDF file):
Description = Adobe Reader
MIME Type = application/pdf

File Extension = .pdf

ICA Connection = CITRIX1

Viewer Path = acrord32.exe
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Working Directory = c:\program files\adobe\acrobat 4.0\reader
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Chapter 7 - Terminal Emulation Sessions

7.1 Display Session

Display Screen (TN5250 example)

| Ele Edit view Macro Setting Help | * RN A ! ® D X

Sign oOn
3101059R

QPADEVOOZ 6

EMETCHE - PHOESET . o v o5 ow s o e @

[C] COFYRIGHT IBIM CORF. 1980, 1555,

Ready [TN5250 [192.168.1.2 [ [A N

Control bar:
The bar at the top of each display session consists of two sections:

® Menu bar has six options: File, Edit, View, Macro, Setting and Help.
The menu options are described in sections 7.1.1-7.1.5.

® Tool bar has Icons for (left to right): Ruler, Print, Copy, Paste, Keypad, Color Map,
Keyboard Map, Macro Play/Pause/Stop/Record, and Help.

A description of the icons follows.
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E Ruler Click to toggle ruler On/Off. See 7.1.5 for choice of ruler
types.
Associated | When an Associated Printer is selected with TN3270
% Printer session setup, this icon will be active. Click it to switch
to the associated printer control windows.
Copy Copy selected area. See 7.1.2 for use.
E Paste Paste copied area. See 7.1.2 for use.
444 Key Pad Display Key Pad. See 7.1.1 for use and 7.1.5 for Key Pad
configuration.
% Color Change colors. See 7.1.5 for its use.
Remapping
% Keyboard | See Chapter 6 for different types of keyboard
Remapping | remapping.
- Play Play Macro - See 7.1.4 for use.
il Pause Pause Macro - See 7.1.4 for use.
B Stop Stop Macro recording - See 7.1.4 for use.
P Record Record Macro - See 7.1.4 for use.
T Help Display basic information about terminal.

® X box - Click to Exit (End Connection).

Status bar:

Tool Bar Icons:

There are two status bars displaying at the bottom of each display session.
First status bar:
The right area identifies the cursor position, row (R) and column (C) in the format
R/C. The left area consists of status indicators and special indicators (not always

displayed). Each of them shows information about your current session and status
of the host system.

Status Indicators:

The host system is available.

Keyboard input is inhibited.

For TN3270, see TN3270 Input Inhibit

The keyboard is in insert mode.

The SHIFT key is down.

L
X
FanY
i
-

A message is waiting on the host system for the session. (TN5250)
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Special Indicators:

d Diacritic Mode The terminal is in diacritic mode. Hit the space bar
to see the character.

>> Type Ahead You can continue to key even if the keyboard is
input inhibited. (TN5250 only)

Num Numeric Numeric field (TN3270 only)

TN3270 Input Inhibit Status

X-system System lock. The application program locked the keyboard.

X i Time(Terminal wait). The host needs more time to response
to your request.

X % NUM |Numeric data only

X-f Minus function

X-S Minus symbol

X ®> Too much entered

X% Go elsewhere

XF+? An invalid diacritical-mark key error

XPROG nnn  |Program check. The symbol may appear because the data
received is not correct. Please refer to ‘IBM 3174
Establishment controller customer problem Determination’
for the definition of nnn.

® The second status line:
The left side shows Ready or Macros function status. The right side includes five
status areas:
1. The session type — TN5250, TN3270, or ASCII
2. Host Address
3. Device name
4. A : Caps Lock key is on
5. N : Num Lock key is on
The display of this line can be disabled via a View menu option.

Cursors and Cursor Functions:
There are generally two cursors - Emulation cursor (Caret) and the Windows mouse
cursor. By default, the right mouse button can be used to click on various ‘Hot Spots'
to select and execute menu number options, execute system function keys listed on the
screen, or type a selected word at the Emulation cursor position.
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Local Screen Print:
TN5250: Key Shift+Print to print to local attached printer.
TN3270: Key Print to print to local attached printer.
ASCII: No local print function is supported.

Full Screen Mode:
The session can be configured as Full Screen. This mode may also be set from the View
menu. In this mode, the Title Bar and Second Status line are not displayed and the
mouse cursor is not displayed. The screen appears as if it was a 'green screen’ dumb
terminal with input only from the keyboard.

In this mode you will need to use the Windows key sequences to access the Menu
options - Alt+<1st letter of menu name>+<underlined letter of option>. For example
key Alt+F+x to take the Exit option in the File menu. You can also double click the left
mouse button to return to normal screen mode from Full Screen mode.

7.1.1 File Menu

E Edit View Macro Setting Help

Disconnect
keyboard Remapping
Key Pad

Exit

Disconnect / Connect:
Choose Disconnect to disconnect the session from the host. The connection remains
active and Connect replaces Disconnect.

Keyboard procedure: ALT+SHIFT+DELETE or ALT+F+D

Disconnect Confirm Dialog Box

Keyboard procedure: ALT+Y for Yes or ALT+N for No
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Keyboard Remapping:
See Chapter 6 for the Keyboard Remapping screens.

Keyboard procedure: ALT+F+K

Key Pad:

Key Pad Dialog Box

- |
At SysReq Home | BErlnp | ErEOF Roll Up

Faoll Dn| Test | Clear Help Cup  Fld Exit

Field + | Field - [Mew Ln Reset | Enter F1

The Key PAD allows you to access frequently used keyboard functions or macros from
a convenient pop-up KeyPAD. You can position and size the display. Click top left X to
remove this display. To edit the KeyPad, see Settings Menu (Key Pad).

Keyboard procedure: ALT+F+P

Exit:
Click Exit to end the connection. Screen will show the next active session or the Terminal
Manager dialog box.

Keyboard procedure: ALT+F+X

7.1.2 Edit Menu

|EiIE View Macro Setting Help

Copy CHrl+iC

Paste [ EAL

=]

Copy:
You can use this function to copy data from one session or screen into another.
First select the area to be copied.

To select the area to be copied using the mouse, press the left mouse button at a corner
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of the area to be copied and drag the mouse cursor to highlight the area.
To select the area to be copied using the keyboard use: ALT+SHIFT+(Arrow keys)

Keyboard procedure: ALT+E+C

Paste:
This option can place the data that has been copied to the current cursor position.

Keyboard procedure: ALT+E+P
Select All:
This option is used to select all data so you can copy the entire screen. The second status

bar will not be selected.

Keyboard procedure: ALT+E+A
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7.1.3 View Menu

File Edit Macro Setting Help
v Status Bar
Eull Screen

Status Bar:
Use this option to toggle (on/off) display of the status of the current session in the
bottom line of the screen.

Keyboard procedure: ALT+V+S

Full Screen:
Use this option to toggle between Full Screen and Normal Screen mode.

Keyboard procedure: ALT+V+F
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7.1.4 Macro Menu

File Edit View Setting Help
Record

Pause

Stop

Hlay

it

Macros

Macros are used to record and play back frequently used keystrokes.

A macro can also be specified to automatically run after the connection is started.
Macros are stored by name under session type (5250/3270/ASCII); and all session of the
same type have access to macros created by other sessions of that type.

Record:
To record a macro, place the cursor in the desired position on the screen, then click the

Record button, start typing the characters, command keys, action keys, etc, when
finished, click the Stop button.

Keyboard procedure: ALT+M+R or
Record (122key keyboard) or
ALT+F4 (Enhanced keyboard)

Pause:
Pause is used to allow user input during a playback sequence or to insert a second time
delay. While recording a macro, select Pause to allow non-recorded user input. The
name Pause changes to Continue. Select Continue to resume recording the macro.

Keyboard procedure: ALT+M+U or press the PAUSE key

7o Continue, press: ALT+M+C or the PAUSE key

When Pause is active, you may specify a 1 to 9 second delay by typing
CTRL+ALT+[1-9 on number pad]. Pause is then set inactive. This is useful primarily in
TN3270 emulation to allow for screen transition (unbind state). If keystrokes are lost
during screen transition, then a delay must be used.
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Stop:
Stop ends the Record sequence. After selecting Stop, you will be prompted to enter a file
name or cancel the record process.

Keyboard procedure: ALT+M+S or
Record (122key keyboard) or
ALT+F4 (Enhanced keyboard)

Save Macro Dialog Box

Save MEIE[D” .

l Description

Macro Key

| v

Enter the file name you want the macro saved as. Type the description of the macro for
future reference. Assign the macro to a function key - required if keyboard used to Play
back the macro.

Macros:
Click Macros to display a list of all macros and their description. This option allows you
to open a pre-recorded macro for use when you hit the Play button. Note that the
default is to run the macro after you open the file so be sure that you are ready to play
the macro you are selecting. If you are not ready, click “Run after opened” so the
macro is ready to be played, but will not play immediately.

Open Macro Dialog Box
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Open Macro @ E

Description

Macro Key

| v

Run after opened Delete

[ | Run after connected

To automatically run a macro after the connection is started, select a macro from the list
and check "Run after connected".

Play:
Play is only active after you have selected a macro from the Macro list. This option plays
back the pre-recorded key sequences in the macro file previously selected.

Keyboard procedure: ALT+M+P or

PLAY (122key keyboard), Fn or
ALT+F5 (Enhanced keyboard), Fn

Quit:
This option is used to terminate a macro, which is playing. This option is only available
if a macro is currently being played back.

Keyboard procedure: ALT+M+Q
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7.1.5 Setting Menu

|Ei|E Edit YView Macro BE:=EdF8 Help
Diisplay

key Pad
Printer Port
Hiot Spot
Font Setup
Connection

Display: (ALT+S+D)
isplay Sotting _[K[X]

Caret

(®elock  (JLine () Under line

Column seperator

(@) Dot (JLine

[ ]| Display Attribute

Disable beep volume
P

Display controls the cursor type and whether there is a ruler line on the caret.

Caret:
Caret (Cursor) type defaults to Block. The other two selections are Line and Under
Line.

Ruler:
If you select Ruler you can select one of three ruler lines: Cross, Vertical and

Horizontal

Note: To toggle ruler on/off key Rule (122key keyboard) or ALT+PageDown
(Enhanced keyboard).

Column separator:
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This option defaults to Dot and the other type is Line separator.

Display Attribute:
If selected, you can see each attribute code on the current session screen.

Disable Beep Volume:
Select to disable Beep.
Color Mapping: (ALT+S+m)

Color, Remapping @]

Foreground Background

Mew color Mew color
[ ] Default
Foreground:

This box allows you to modify the foreground color.

1. Select the old color in the left color list.

2. Click New color button to select desired color in the Color Panel shown below.

3. If you need different color from the basic colors, click Define to create a new
color using the Define Advanced Color Panel.

4. Click OK. The new color will display on the screen.

Background: Follow the Foreground procedure to modify the Background color.
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Basic colors:

P
Bl § Bl |
el R R R B § |
i R R R B B |

Custom colors: |QEﬁ"E =

g e T
e
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Define Advanced Color Panel Dialog Box

Basic colors: :
I 2 o0
"~ ftmmiet Gt 1 I | gat:ID
T O .. Lum:lD
el 8 F § N § | -
1 8 0 0 B J |
LRl el R Color |Solid

ﬁed:llj
Custorn colors: Define > Greer‘l'ID
e T
rrrrrr— BElue: Ilj [&dd to Custom Colors

Key Pad: (ALT+S5+P)

Key Pad Setup @ @
Atn SysReq | Home | Erlnp | ErEOF | Raoll Up

Rall On Test Clear Help Dup FId Exit

Field + | Field - | Mew Ln | Reset Enter F1
KeyPad Size KeyPad
BE v fatn
Key Type Home
SysReq Erlnp
@ system Local Print Print
() tacra [nsert Help
Delete Curscr Up
< | >

This option allows you to access frequently used keyboard functions or macros from a
convenient pop-up Key Pad.

Select the KeyPad Size in terms of the number of Columns x Rows. Values range from
1x1 to 9x4.

Click on a cell in the matrix displayed. The Name, if any, will display in the KeyPad field.
Select the Key Type; either System key or Macro name. The list of system keys or

defined macro names will be displayed. Double click the desired entry for the specified
cell.
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Printer Port: (ALT+S+P)

Printer Port Setting E
Frinter Port: |IEIRE -

Ok |

Select printer port: LPT1: (default) or COM1:
If COML1 is selected, a Port Setting button is displayed in the above dialog. Clicking
this button will display the Com Port Setting dialog as shown below.

Baud

Parity [Mane v
Data Bits E v
Stop Bits [1 v
Flovw |}(|:|r1,"3<|:|1’|r w

Hot Spot: (ALT+S+H)

HotSpot [x]
Right buttons

[/] Mumber (M. [N=][N#]
[V] System (S=)[S-1[5:1[5.]

By default, the right mouse button can be used to click on various 'Hot Spots' to select
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and execute menu number options, execute system function keys listed on the screen,
or type a selected word at the Emulation cursor position.

7-16



Terminal Emulation Sessions

Font Setup: (ALT+S+F)

Font Setup

Installed

Test 123 ABC

Select desired font. Courier New is the default. Other fonts may be loaded as described
in Appendix C.

Connection: (ALT+S+C)

Connection 5etting @ @

Connection refry

@pever  Oiminue ()5 minutes

()10 minutes ()20 minutes () Immediate

When an emulation session is disconnected from the Host, an attempt can be made to
automatically reconnect that session after a specified period of time. The default setting
is Never to disable this feature. Retry time periods of 1, 5, 10, or 30 minutes can be set.
If Immediate is selected, an attempt is made to immediately reconnect the session.

A TN5250 session, manually disconnected by the user (e.g. File-Disconnect) will not be
retried. The TN3270 and ASCII sessions, if so disconnected, will be retried.
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7.1.6 Help Menu

Fle Edit View Macro Setting BN F =
Shout TerrmPro...

Click Help then About to display basic information about the terminal.

Keyboard Procedure: ALT+H+A

About TermPro @ E

ﬁ MAPLLE

TermPro Yersion 1.0{Build 4.66)

{3y Copyright 1999-2000
All Rights Reserved,

Total available memory: 32 ME
Total free memory: 33948 KB

Click OK (or press ENTER) to continue.
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7.2 Printer Session

Printer Session Screen (TN3270 Printer example)

Disconnect
Control
Printer Port

Exit

Device Mame:

Printer Type: HP Laser Jet II/III Series

Device Type: 3287-1

] Online

Printer Ready

‘ H Paz2 ‘ Formm Feed

This dialog box means that the printer is in the ready status to connect to the host.

e Online:
When the printer session is active, the ‘Online’ button will become yellow.

e PA1l/PA2/Form Feed: (TN3270 only)
Click the button to send the named code to the server.

Using the keyboard, Tab to desired Button and press Enter.

TN5250 Printer Session Status Example

192.168.1.1

Device Mame: thpridl
Printer Type: HP Laser Jet I/ Series
Device Type: 3812-1

[owre D

Printer Ready
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Online and printing (Red/Green boxes alternate).
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7.2.1 File Menu

ClsConnect
Control
Frinter Port

Exit

Disconnect: (ALT+SHIFT+DELETE or ALT+F+D)

Select Disconnect to disable the printer session from the host. The connection remains
active and Connect replaces Disconnect.

TermPro | K]

=
o
[y}
z
5

Control: (TN3270 only) (ALT+F+C)

7-21



Terminal Emulation Sessions

3270 Printer Control

CPI LPI
10 @
on | O
@5
(15 Os
MILP iﬁﬁ {i‘ MPP !132 Iﬂ
Advanced

[ ]Celete Empty Line

Mull is printed as space

Auto Line Feed is not performed if
[]cr is placed at MPP+1
[ ]ML is placed at MPP+1

Ignore FF if it is placed at 1st position
g 2] P
FF is performed as form feed plus one space

CPI:

Characters Per Inch. The default is 10 CPI.
LPI:

Lines Per Inch. The default is 6 LPI.

MPL:
Maximum Print Lines per page. The range is from 1 to 255. The default is 66.
MPP:
Maximum Print Position. The range is from 1 to 255. The default is 132.
Delete Empty Line:
Selecting this function will delete the whole line if it includes only unprintable
characters. Unprintable characters include null, control codes. But space (X'40) is
printable character. By default this function is disabled. This function is valid only for
DSC (LU3 with 2 and 3 bit of WCC is not ‘00).
Null is printed as space:
This function is valid only for screen print DSC(LUS3).
Auto Line Feed is not performed if
1. CRis placed at MPP+1:
If this item is selected and MPP+1 has CR, the Auto Line Feed will not be
performed. This function is valid only for DSC (LU3 with WCC'’s ‘00’ in 2" and
39 pit).
2. NL is placed at MPP+1:
Selecting this item will cause NL on MPP+1, the Auto Line Feed will not be
performed. This function is valid only for DSC (LU3 with WCC'’s ‘00’ in 2" and
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3 bit).

Ilgnore FF if it is placed at 1°' position:
Selecting this item in LU3, the system will ignore FF at 1% position in first line.

FF is performed as form feed plus one space:
When this item is selected, a FF code will cause form feed be performed. The 1% line
of the next page will be a space and printing starts at the 2" position of the 1% line.
Clear this item and printing starts at the 1% position of the 1% line of the next page.
This function is valid only for screen print and LU3. By default this function is
enabled.

Printer Port: (ALT+F+P)

Printer. Port Setting m @

Printer Port: ILF'Tl ; v

‘CDMI : \

If COML1 is selected, a Port Setting button is displayed in the above dialog. Clicking
this button will display the Com Port Setting dialog as shown below.

Baud

Parity |N|:|ne v
Data Bits E v
Stop Bits 1 v
Flovw |}(|:|r1,"3<|:|1’|r w
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7.2.2 Help Menu

Ahout TermPra...

Click Help then About to display basic information about the terminal.

Keyboard Procedure: ALT+H+A

About. TermPro @]

ﬁ MAPLLE

TerrPro Yersion 1.0{Build 4.66)

{Cy Copyright 1999-2000
all Rights Reserved,

Total available memory: 32 MB
Total free memory: 33948 KB

Click OK (or press ENTER) to continue.
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Chapter 8 - Terminal Firmware Upgrade

The CE Client uses the FTP protocol to access and download new firmware on to the flash

memory of the terminal. The update can be started manually via the Upgrade panel of the
Terminal Properties screen, via the SNMP Administrator software or automatically upon boot
if the proper DHCP parameters were set.

8.1 Prepare FTP Server

The files for the flash update must be located on an FTP server on your network. The single
file is a compressed file which must be expanded then placed in a known location on your
FTP server.

An FTP server is provided with Microsoft Internet Information Server. If you have I1S running
on a server, check if the FTP service is started and identify your "FTP Root". Place the files
in the FTP root or a folder under the FTP Root.

Note: To check if your FTP server is configured properly, open a browser and type htp://<FTP server IP address>

to see the list of folders under the FTP root.

The IBM AS/400 FTP server is supported. Please refer to Appendix A for configuration
instructions.

Unix, Linux and other (RFC compliant) FTP servers are supported as well. Refer to you
system documentation on configuring your specific FTP server.
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8.2 Update Procedure

Press F2 and click the Upgrade tab to display the Upgrade Properties Sheet.

Upgrade Properties Sheet

| Devices | Security | Wieh | 5 4 I ’I

SHMP Manager IP: ||:| 0.0 .0

1 Manually Upgrade

FTP Server; ID 0 .0 .0

Pathnarne:

LUser hame: |

Password:

I mEracle oy

SNMP Manager IP:
If specified, upgrade status information is transmitted to the device at the IP address
that is running the MAPLE WBT SNMP Administrator (see 8.3)

Manual Upgrade:

The default is Manually upgrade. Enter the update information in the four fields
required.

FTP Server:
FTP server IP address
Pathname:
Enter the directory of the update files under the FTP server root.
For example: /et5000/e0317
Username:
Enter the valid username (if FTP security requires); otherwise leave blank
Password:
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Enter the valid password (if FTP security requires); otherwise leave blank
Click Upgrade Now! To start update
Upgrade Now Dialog Box

Upgrade Now

Are you sUre you want to upgrade firmware right now 7

When you Click “Upgrade Now!” button, the confirm dialog box will display.
When the upgrade procedure is finished, the system will ask to be restarted, click
Yes.

To complete update of the Windows CE Registry, press F2 at the Session Manager screen,
select the General Tab, check Reset the terminal to factory-default settings,
then press Enter. The terminal will re-boot. You can begin to use the terminal; or reset
to defaults again (required when going from CE2.0 to CE3.0).

Auto Upgrade/Configuration initiated via custom DHCP tags (See Appendix B):

The CLIENT may be automatically updated/configured if you configure DHCP to pass
custom tags to the client. When powered on, this will occur when a newer version is
detected. To use this feature, in Network Properties insure that Obtain an IP
address from a DHCP server is enabled and that all FTP options are enabled under
Advanced DHCP. The DHCP options must be setup as described in Appendix B.

Upgrade Firmware Dialog Box
Upgrade Firmware

[ \?) Feboot to upgrade firmware 7

Yes No |

Click Yes to reboot WBT for upgrade or wait for timeout.
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8.3 SNMP Manager Procedure

The CE firmware can be updated from a centrally located PC/Server running the Maple WBT
SNMP Manager.

Please see the SNMPadmin manual for complete operating functions/details for updating CE
Thin Clients.



Web Browser

Chapter 9 - Web Browser

An example browser screen is shown below.

aple Computer Corporation-Thin Client with A Breadth of ¥ersion - Internet Explorer
Fle Edit View Favorites Windows | &« © @ € & %

- Address | bt f e rnaple, comm, teef

v MapLy  Natural Touch of Networking Communication

PXER
Home

News

About Maple
Product
Service
Support
Contact

~~-* Maple will attend the exhibition of Computex 2008

Operation is essentially the same as running an IE browser on a Windows PC. Refer to
chapter 6.6 (Internet Options, CE.NET) or 6.11 (CE3) for configuration details.

The Menus are similar; but some are significantly different. The Menus are shown below with
differences highlighted.
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9.1 File Menu

|Ei|e Edit ¥Yiew Go Favorites Window
New Window  Ctrl+N

Print Ctrl+P |

Work Offline
Close

Print ok

—Print Bange—— Orientation———
ILP‘T'I J Al {* Portrait
Paort i
" Selection " Land:zape
Het Path [F git1
. —Marging(inches)
Paper Size ILetter j ainsl !

Lett: I Top: I
v Draft Mode - "
[~ Calar Bight: I Battarm: I

Port:
LPT1: (parallel printer port)
LPT2: (USB printer if attached)
COM1:57600
COM1:9600
IRDA
Network

Net Path:

If Port = Network, specify the network printer path (UNC of printer):
\\YOURSERVER\YOURPRINTER; e.g. \\wrsrasserver\hplj2200
Note: IP address is not supported in place of server name.
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9.2 Edit Menu

File | Edit Yiew Go Favorites Window
Cut

Copy
Paste

Find Ctrl+F

9-3



9.3 View Menu

File Edit | View Go Favorites

Encoding »
Stop Esc
Befresh F&

Window

Largest
Larger

Smaller

Smallest

Internet Options

File Edit | ¥Yiew Go Favo
Text size

rites Window

> |

Stop Esc
Befresh F5

Universal Alphabet
Universal Alphabet [UTF-7]

Internet Options

Universal Alphabet [UTF-8]
User Defined

¥ Western Alphabet

File Edit Yiew Go Favorites Window

Text size
Encoding

2
2

Stop Esc
Befresh F5

Internet Options
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Web Browser

Internet Gptions m @

General |C|:|nr‘|ecti|:|n ISEcuritﬁ,r ]F‘rivacﬁ_.r ]ﬁdvanced ]F‘Dpups ]

St art p age : LT a : ] IIIII'IIII IIII'IIII IIII'IIII | r|-| E' _||E! . |: |:| r|-| . t'lll'lll'

Search Page: lhttp:ffsearu:h.msn.n:um

Lser Agent (reguires browser restart): |Defau|t Mindows CE) N

Cache Size (in KB |512 |Clear Cache | |Clear History

See section 6.9 for configuration details. The Internet Options menu option will not be
displayed if Security is enabled and the user is not the Administrator.

9.4 Go Menu

File Edit Hiew|§u Favorites Window
Back Alt+<-
Fordward Alt+->

Search

9.5 Favorites Menu

File Edit Yiew Go | Favorites Window

Add to favorites

Delete favorites

The list of favorites is shown.

Add Favorites

Internet B xplorer will add thiz page to your Favorites lisk.

Mame: I

k. Cancel

The Name shown may be edited.



Web Browser

Delete Favorites E3

Internet Explorer will delete the zelected page from your Favornites list.
F avorites: ||

] | Cancel |

9.6 Window Menu

File Edit Yiew Go Favorites | Window
Close

Close All

1.Thin Client Windows Based Terminal...
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Chapter 10 - Wireless Network Configuration

IMPORTANT NOTE: This chapter refers to the wireless configuration for the ET5000n CE4
based thin client. For information on the MT series thin clients using CE5, refer to Appendix
D.

10.1 Wireless Networking Concepts

The ET5000n (example) supports 802.11b wireless networking using Cisco 350 series
PCMCIA adapters. Additional 802.11b vendor support will be added to the terminal as drivers
become available.

When using the wireless adapter, the ET5000n can connect to your wireless infrastructure
and participate in you LAN. The wireless standard 802.11b supports up to 11Mbit data rate
that provides performance equal to most wired implementations.

IMPORTANT NOTE: Wired and wireless Ethernet connections should NEVER be connected

simultaneously. Do not connect both wired Ethernet and have the 802.11b wireless PCMCIA
card inserted at the same time.

10.2 Install Wireless PCMCIA Card

After turning off the terminal, insert the wireless PCMCIA card into the PCMCIA slot in the
back of the ET5000n. The card must be inserted with the bottom of the PCMCIA card facing
the Ethernet port and the top of the PCMCIA card facing the plastic bezel of the terminal.

e
PCMCIA Slot Aﬁl f

PCMCIA board
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10.3 Configure Wireless Settings

The wireless settings are configured via the Network program located in the Devices Tab
of the Terminal Properties panel. SSID, WEP and other wireless security settings are set
within the configuration screens that follow.

If your organization broadcasts the SSID and does not have WEP enabled (no security
enabled on your network), there is nothing to configure. The terminal will auto-detect the
network and does not require configuration.

To configure you wireless settings, start at the Terminal Manager screen, then press F2 to
go to the Terminal Properties panel. Click the Devices tab then double click the
Network icon.

Terminal Properties "Devices" Panel

Terminal Properties ﬂ a

[General InputI Display ] Netwark ] Upgrade | Devices \ SecLrity ]Svslnfo ].&bout }

" = e
i ] =
P @ w P
Internet LFD MAGTEK  MicroTouch  MetCOM
Options ISR Pariel
'n = =
D @ = 4
MetClock MNetwork Ping Printers Rermote Yolume

Display

After you double click the Network icon, you will be presented with the Network Connections
Panel. If the wireless card has been detected, it will be listed among available network
connections. Double click the icon labeled “Ciscol”.
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Network Connections Panel

AF TCOAESD[192.168.1.112] I [=ES

File Edit View Advanced REE K? X
it W o

WMake New {15001} PCI-

Connection VT30651

Wireless Network Configuration

From within the "Cisco 802.11 miniport Settings" IP Address tab, you can manually set

the IP address the wireless card will use or use DHCP

IP Address tab

'Cisco 802.11 miniport’ Settings

IP Address [Mame Servers | wirgless Networks |

An 1P address can be

(@) Dbtain an IP address via DHCP:

automatically assigned to this

does not automnaticaly assign

computer. If your network (O specify an [P address

1P addresses, ask your network IP Address: |:|
administrator for an address, Subnet Mask: l:l
and then type it in the space .

provided, Default Gateway: l:l

From within the Name Servers tab, you can manually specify your DNS and Wins servers if

you are not using DHCP.
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Name Servers tab

'Cisco 802.11 miniport’ Settings

IP Address | Mame Servers | wirgless Networks

MNarme server addresses may be  Primary DNS: I:l
automatically assigned if DHCP

is enahled on this adapter, Secondary DS |:|
Yo can specify additional s l:l
WINS ar DNS resalvers in the Primary WINS:

space provided. Secondary WINS: l:l

From within the Wireless Network tab, you can select an access point to associate with, if
the SSID broadcast is enabled on your Access Points. If SSID broadcast is not enabled, click
the Add button under the Preferred Networks section.

Wireless Networks tab

'Cisco 802,11 miniport’ Settings

[IP Address ]Name Servers | Wirelass Networks ]

[W]Use Windaows to configure my wireless netwark settings

Available networks:
To connect to an available network, tap Configure.

Configure

Preferred networks:

Autornaticaly connect to avalable netwaorks in the order listed
below:

Move up

Move down

Remove Properties

From within the Wireless Network tab, you can specify the type of wireless network in
your environment. Businesses normally only use Access Point based networks. The default
setting “Any available network (access point preferred)” is sufficient for most applications.
You can specify “Access point (infrastructure) networks only” to add a layer of additional
security if desired. The option “Automatically connect to non-preferred networks” is only
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used in a roaming application with all Access Point security disabled. When complete, click
the Close button to save your settings.

Advanced Network Panel
Advanced

Networks to access

@iﬂ\ny avallable netwark (access point preferred )

O Access point (infrastructure) networks only

O Computer-to-computer (ad hoc) networks only

Automatically connect to non-preferred networks

Close

From within the Wireless Network Properties screen you can specify your SSID, WEP
and 802.1x settings. If you use WEP and specify your WEP settings manually, un-select the
check box “The key is provided automatically” then click the Modify WEP Key
button.

The WEP Enabled setting on this panel is set automatically based on the WEP setting
detected on your Access Point. If WEP is enabled on your access point, the WEP Enabled
option is checked, and is not checked if it is disabled.

Wireless Network Properties

i wireless Netwark Properties

wireless Network Properties

Metwork name (SSIDY: I Metwork name (SSID): I
[ ] This is a computer-to-computer fad hoc) network; [ | This is a computer-ta-computer (ad hoc) network;
wirgless access points are not Lsed wireless access points are not usad
Wireless network key {WEP) Wireless network key {WEP)
This network requires a key for: This network requires a key for:
Data encryption (WEP enablad) [ ] Data encryption (WER enabled)
|:| Metwark Authentication (Shared mode) [ | Metwark Authentication (Shared mode)
|:| The key is provided autoratically The key is provided autormatically

Modify WEP Key

[

IEEE 802.1X Authentication IEEE 802.1X Authentication
[ ]Enable 802.1% authentication on this network [ |Enable 802.1% authentication on this network
EAP TLs EAP |TLs
Properties Properties
[ OK ] [ Cancel [ OK l [ Cancel
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At the Wireless (WEP) Key Settings panel, enter the WEP key(s) used within your
network. The key settings can be entered as hex or ASCII characters and accept values of 40
or 104 bits.

Wireless (WEP) Key settings

wireless (WEP) Key Settings

Metwork key: I

Key format: IASCII characters »

Key length: !104 bits (13 characters) s

Key index (advanced): ID

[ OK H Cancel ]

After all configuration settings have been entered, click OK'in the top right corner of the
"Cisco 802.11 miniport Settings" panel to save your settings and close the panel.
Restart the terminal to initialize the settings that were just saved.

10.4 Wireless Communication Problems

If you are unable to connect to the network and receive the error message “Access point
could not be found” restart terminal to try again”, this indicates that the settings entered did
not allow the terminal to associate with an access point or there is no access point within
radio range.

- If the settings are known to be correct and access points are functioning normally, accept
the option to restart the terminal and allow the terminal to attempt to associate again.

- Confirm the wireless security settings for your network, re-enter the settings in the
network tab

- Verify the signal strength within the area the terminal is being used

- Attempt to place the terminal (PCMCIA antenna) in an area which would not obscure the
signal

- Select the Refresh button from within the "Cisco 802.11 miniport Settings" panel and
determine if an antenna icon appears in the “Available Networks” or in the “Preferred
Networks” window. If there is a blue ring around the top of the antenna icon, the
connection is established
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'Cisco 802.11 miniport! Settings

IP Address ] Marne Servers | Wirsless Metworks

Use Windows to configure my wireless network settings

Available networks:
To connect to an available netwark, tap Configure.

g Configure

Preferred networks:

Autornatically connect to avalable networks in the order listed
belowy:

A Move up

Move down

Add... ] ’ Remove l ’ Properties ]
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Appendix A - AS/400 FTP Setup

The following instructions will assist you in setting up the AS/400 FTP server so it can be used for “Flash
Update” of the ET. You must have CA/400 (or equivalent software) running on a PC and Security Officer
authority to complete these steps.

Please Note:
There are a number of changes, which will be made to your current AS/400 FTP server, which
may have security consequences and are entirely your responsibility. Please be sure you are
familiar with any security risks these changes may create.

The update file is a "self extracting zip file". When you execute this file, it will expand into multiple files.
Put the self-extracting zip file in a working directory on a PC with client access and execute the file. The
file will expand into multiple files. The file names are:

MANIFEST.DUB Version control file and manifest of BIN files
FILE_XXX.BIN xxx = file sequence number for flash image firmware

CAUTION: All files are controlled as a group! When you are updating or changing the files in the
created directory in the AS/400 IFS, be certain that all files are replaced as a group.

1. On aterminal or emulated terminal session, create a directory (e.g. E5420 for the version
number) in the AS/400 IFS by entering the following command :
===> CRTDIR DIR('E5420")

2. On a PC running CA/400, copy the Flash Update files (which you obtained from Maple) to the
AS/400 directory: e.g. /E5420
a) Open two copies of Windows Explorer
b) Select the directory which contains the new Flash Update files in the first frame
c) Select the directory on the AS/400 in the second frame
d) Drag each of the Flash Update files to the directory on the AS/400

NOTE: When specifying the directory in the Update section on the Client be sure to use the forward
slash (/) character in front of the directory name. DO NOT USE the back slash (\) character. For
example, the path should be entered as: /E5420

Please refer to Chapter 8 and follow the "Manual Upgrade" procedure to perform the flash update for the
Client.



Appendix B - AutoUpdate/AutoConfiguration

AutoUpdate / AutoConfiguration Setup & Use

The ET, with access to a DHCP server and an FTP server, can
power on and automatically update its firmware version and/or its
configuration if newer objects are available on the FTP server. In
addition, DHCP can provide various RDP/ICA connection
parameters.

Note: See SNMP User Guide for more information on building and
preparing a configuration image.

DHCP Extended Options

Options 206 through 209 are defined as FTP AutoUpdate/Config
options.

The ET firmware files are can be retrieved from the WEB or
accessed via E-mail. The Configuration files are generated using
the WBT SNMP Administrator program

Important Note:

All values are defined as “string” type values!

206 FTP Server. The IP address or Name of the FTP server to be
used for Auto setup.

207 FTP Path. Path name (e.g. /etauto) to the Auto setup
directory containing the firmware version update files
(manafest.dub & associated '.bin’ files; some 6MB) plus the
configuration files (SnmpAutoConfig.sac & associated



".bin' file; some 240KB).

208 FTP User Name: User sign on name (if required)

209 FTP Password- Sign on password (if required)



Options 200 through 205 are Terminal Server connection options
(RDP & ICA):

200 Remote servers: Enter host name or IP address for the
terminal servers. The entry format is as follows:

<RDP:namel,name2\host;ICA:namel,name2\host address>
_Or_
<RDP:*\host;ICA:*\host address>

where:

= "host" can be the IP address or host name.

= "name" is the session name in the Terminal Manager of the Client
= "RDP:" and "ICA:" identify the connection type

Examples:

1. 192.168.1.1

= all ICA and RDP session will connect to 192.168.1.1

2. <RDP:*;ICA:*>192.168.1.1

= all ICA/RDP sessions connect to 192.168.1.1

3. <RDP:rdpl,rdp2\192.168.1.1;ICA:ical,ica2\192.168.1.3>

= RDP session rdpl,rdp2 connect to 192.168.1.1, ICA session ical,
ica2 connect to 192.168.1.3

4. <RDP:*;ICA:*\192.168.1.3>192.168.1.1

= all RDP session connect to 192.168.1.1 and all ICA session connect to
192.168.1.3

5. <ICA:*>192.168.1.3
= all ICA session connect to 192.168.1.3

201 User Name: Automatic Logon user name.
202 Domain. Automatic Logon domain name.
203 Password:- Automatic Logon password.

204 Command Line: Application to run



205 Working Directory. The working directory for the
application.

Important Note:
The extended option numbers described above may be redefined in the 7erminal
Properties screen, Network tab, using the Advanced DHCP button. This is not

recommended for options 206-209 because it will disable autoconfig of default devices.




Appendix C - Advanced Terminal Customization

C.1 Emulation Font Upload

The CE Client terminal emulation program ( 7ermPro) comes with a
default font, which supports all languages, the terminal is designed to
support. This font may not be desirable to some users. To address this
issue, a feature was added to allow the Administrator to install fonts
onto the terminal for use with the local emulation program.

Many fonts are available for free download or purchase on the Internet
and other medium. Maple provides for the “Andale32”. This font is
similar to fonts available on many legacy terminals. Andale32 is a font
which looks similar to “Tahoma” and is a san serif, monospace, truetype
font.

Additional fonts are available from multiple sources on the Internet.
One site, which has a number of fonts available, is SourceForge.net
(http://prdownloads.sourceforge.net/corefonts)

Important Note: 7THE ONLY FONTS SUPPORTED are fonts with
“Monospace” and “Truetype” attributes.

You are responsible to ensure the font you select has the necessary
language support for your locale and that you have the legal right to
use the font. Most available fonts support US English.

Font Install Prerequisites
o Minimum version requirements: CE3, CE4(.NET), or above
o True Type, Mono Space font file with TTF extension

o SNMPAdm Management software (version 1.83.7 or above)
installed on a PC or server

o FTP server on your network

o TTF file installed on your FTP server
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Verify FTP Location, Path and Security Requirements

It is recommended that you verify the location, path and security
requirements of your FTP server by using Internet Explorer to browse
to your FTP server. Browse to your FTP server using Internet Explorer
using following example:

o Using the IE navigation bar, browse to your FTP server (example:
ftp://192.168.1.2)

o Ifyou are prompted for User ID / Password, take note of the ID and
Password for use in a subsequent step (example: ID = Mike,
Password = Smith). Please note that if you are not prompted for a
password, then it is likely that “anonymous” access is supported
and no user ID or password is required.

o Browse the folders in your FTP server until you find the font you
intend on loading onto the client. (example: andalemo.ttf)

o When you locate the desired font file, note the location in the
navigation bar (example: ftp://192.168.1.2/fonts)

o For the above example, the following would be set in SNMPAdm:
= FTP Server: 192.168.1.2
= Path: /fonts
= User Name: Mike

= Password: Smith

Font Install Procedure

1. Set upgrade server and path in the SNMPAdm management tool:
e Click File, Options
e Click the FTP Server tab

e Set the FTP options where the TTF file is located and the security
settings if required by your FTP server:

= FTP Server: The IP address or Name of the FTP server.
= Path: Path name (e.g. /font) containing the TTF file

= User Name: User sign on name (if required)

= Password: Sign on password (if required)

e Click the OK box to save your settings
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ftp://192.168.1.2/fonts

2. Force terminal to download TTF font file using the SNMPAdm
management tool:

e Discover the terminal to which the font is to be uploaded
e Right click on the IP address(s) of the terminal
e Select the menu item “Messages”

e Enter the following string into the message box. The font file
“andalemo.ttf” will be used for this example:

$INSTALL FONT$ andalemo.ttf

Important Notes:

= Enter the font name of your TTF file in place of the example
file name above (andalemo.ttf)

= The command must be in all capital letters

= The file name is case sensitive and must match the case of
the file on your FTP server

e Press the Send button to send the command to the terminal(s)

e The command instructs the terminal to download the font from
the specified FTP server and Path

e No message confirming the upload is displayed. An error
message is displayed on the terminal if the font upload failed
because of FTP path or security issues.

Using The Installed Font

The font can now be accessed by the user from within the 7ermPro
emulation program. To select the font used by 7ermpPro:.

e Start the emulation program
e Click the menu item: Setting
e Click the menu option: Font Setup

e Select the font from the pull down list

Related Messages:

SUNINSTALL FONT$ fontname
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Example: $UNINSTALL FONT$ andalemo.ttf

Reboot by user is required after the font is uninstalled.

$LIST INSTALL FONTS$
The SNMPAdm "Message History" lists the installed fonts.

This function is only active if the SNMP Manager IP is set on the
client. To force the SNMP Manager IP address to be set to the PC
currently managing the client, reboot the client by right clicking on the
IP address of the client and selecting the Reboot option.
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C.2 Boot-up Splash Screen Upload

The initial splash screen, that is seen just after power up and shows the
progress bar during boot can be changed. For instance, some
customers prefer to have the splash screen of their company logo.

The Splash Screen file is named cli.bmp and is a 640x480, 256 color
bitmap file (302KB, 72x72 DPI).

Install Prerequisites

Q

Q

Minimum version requirements: CE4(.NET) and above

SNMPAdm Management software installed on a PC or server,
version 1.83.10 or above

New Splash Screen file named cli.bmp installed on your FTP server
on the network.

DHCP options 206 — 209 served (optional)

206 FTP Server. The IP address or Name of the FTP server.
207 FTP Path: Path name (e.g. /font) containing the TTF file
208 FTP User Name: User sign on name (if required)

209 FTP Password: Sign on password (if required)

Install Procedure

If DHCP options 206 — 208 are served, start at step 2.

Set upgrade server and path on the ET3000/ET5000:

e Press F2 at the Terminal Manger panel

e At the Terminal Properties panel, click the Upgrade tab
e Select the check box: Manual Upgrade

e Enterthe FTP Server, IP address and Path where the bitmap
file is located

e Enter the User name and Password only if required
e Click OK on the Terminal Properties panel when finished

e Accept the option to restart the terminal
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2. Force terminal to download the bitmap file using the SNMPAdm
management tool:

e Discover the terminal you wish to upload the font to
e Right click on the IP address(s) of the terminal

e Select the menu item “Messages” and enter the following string
into the message box. The command must be in all capital
letters and the image file name is case sensitive.

$FLASH BOOTLOGOS$ cli.omp

e Press the Send button to send the command to the terminal(s)

e The command instructs the terminal to download the font from
the specified FTP server and Path

C.3 Remote Serial Number Update

The serial number is loaded into the flash by the factory for all Maple
terminals, which were shipped with version x0350 or above. If the
terminal you are using does not have the serial number loaded, it can
be entered manually on the terminal (see section 6.1) or via a special
command

Use SNMPAdm 1.83.10 or above, to send a command to update the
serial number:

e discover the terminal you wish to update serial number
e right click on the IP address of the terminal
e select the menu item Messages

e enter the following string into the message box. The number
TBB512345 will be used for this example:

$SET SERIALNOS$ TBB512345
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C.4 Put New Screensaver

The following command can be used to install a new screen saver
Floating Object (add to OEM Logo list).

Use SNMPAdIm 1.83.10 or above, to send a command to install a new
‘Floating Object’ bitmap (.bmp) file:

e discover the terminal you wish to update.

e right click on the IP address of the terminal

e select the menu item Messages

e enter the following string in the message box.

$PUT SCRSAVER LOGO$ xxxx.bmp

where xxxx.bmp is the bitmap file from the FTP server.

C.5 FTP Put File

Use SNMPAdm 1.83.10 or above, to send a command to put a file to the
selected Client \Hard Disk’ folder

e discover the terminal you wish to update.
e right click on the IP address of the terminal
e select the menu item Messages

e enter the following string in the message box.

$FTP PUTFILES filename
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C.6 Registry Edits

The configuration of a windows based terminal is held in the 'Registry’.
This registry can be edited to change certain operating characteristics.
Use SNMPAdm version 1.83.7 or above to edit the registry.

C.6.1 Disable Browser Address Bar

Terminal versions: CE4(.NET). Note: CE5 and above clients have User
Interface option.

For some applications, it may be desirable to limit the user's access to
the address bar. This may be useful in a kiosks or intranet application.
To disable the address bar, the registry must be modified. A dword

value "Disable AddressBar" must be added as follows:

'HKEY_CURRENT_USER\Software\Microsoft\Internet
Explorer\Main\Disable AddressBar’

0 = disabled
1 =enabled

A simple way to implement this change would be to use the following
procedure:

e set SNMP File/Option to ‘Append’

e create a new, empty registry by pressing the "New Setting" icon in
the Remote Setting tab

e create the tree:
HKEY_CURRENT_USER\Software\Microsoft\Internet Explorer\Main

e create the dword: Disable AddressBar

e enter the value of "0" or "1"

e click the SaveAll icon

e rename the file from "NewSetting" to "disable addressbar"

e click the SaveAll icon
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e drag/drop this change on to any terminal
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C.6.2 Autostart Delay Feature

Terminal versions: CE4 (.NET) or above.

The Autostart Delay feature was added to allow for circumstances
where the network connection was not established by the time the
sessions would be autostarted. For example, when using wireless
networking, it is possible that the terminal will not authenticate to the
Access Point by the time the session has started. This would result in
the session failing to connect to the host. A delay can be inserted
before Autostart begins which resolves this issue.

The Autostart Delay feature must be enabled via a registry change.
The dword value is:

'HKEY_LOCAL_MACHINE\Software\Microsoft\WBT\Shell\
AutoStartDelay’

The value is in seconds and can be up to 99. A recommended value is
10, if required at all.

A simple way to implement this change would be to use the following
procedure:

e set SNMP File/Option to ‘Append’

e create a new, empty registry by pressing the "New Setting" icon in
the Remote Setting tab

e create the tree:
HKEY_LOCAL_MACHINE\Software\Microsoft\WBT\Shell\

e create the dword: AutoStartDelay

e enter the value of "10"

e click the SaveAll icon

e rename the file from "NewSetting" to "autostart delay"
e click the SaveAll icon

e drag/drop this change on to any terminal
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C.6.3 Disable USB or Serial ports or drivers on Clients

Terminal versions: CE4 (.NET) or above.

For data security it may be desired to disable USB and/or Serial ports on
the Client. The Client hardware determines whether USB and Serial
ports are supported and how many ports are available.

Modify the registry on the thin client using the Maple SNMP
management software. (See the SNMP manual for methods of editing
the registry either "live" or drag/drop to multiple clients).

There are two ways to "disable” the USB port, you can completely turn
it off, or just remove the driver configuration. If you only disable driver
support for a USB device (not USB port), then plug in

a USB device, a notify dialog will show up on the screen. If you disable
the USB port instead, you will not see any message when USB device is
plugged in.

To disable the Serial Ports...
-remove the CE registry key
'HKEY_LOCAL_MACHINE\Drivers\Builtin\Serial' and 'Serial2'

(‘Serial', if only one serial port)

To disable USB ports...

-Remove the registry keys
'HKEY_LOCAL_MACHINE\Drivers\Builtin\PCI\Template\ehci'
and, if found
'HKEY_LOCAL_MACHINE\Drivers\Builtin\PCI\Instance\ehcil'

To keep USB port enabled, but disable all USB device drivers...

To disable driver for USB Flash disk...
-Remove registry key 'Mass_Storage Class' on
'HKEY_LOCAL_MACHINE\Drivers\USB\ClientDrivers'
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To disable driver for USB printer...
-Remove registry key 'Printer_Class' on
'HKEY_LOCAL_MACHINE\Drivers\USB\ClientDrivers'

To disable driver for USB keyboard and mouse, and other HID devices...
-Remove registry key 'Hid' on
'HKEY_ _LOCAL_MACHINE\Drivers\USB\ClientDrivers'

To disable driver for USB wireless card...
-Remove registry key 'VNUWLC5S' on
'HKEY _LOCAL_MACHINE\Drivers\USB\ClientDrivers'
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C.6.4 5250 Beep with Wave file and audio speakers

If the 5250 message beep is not loud enough (or unique enough) from
the built in speaker on the Client, add registry entry to utilize .WAV file
for Message Beep. The selected .WAV file will then play on external
speaker port when message is received to the 5250 session.

Edit the registry using the SNMP software, and add the following
STRING value to this location:

HKEY_LOCAL_MACHINE\Software\MAPLE\WinTerm\%sesssion name%\Display Setting
NEW STRING = "Beep Wave File"
STRING VALUE = "/windows/beep.wav"

(Note: quotes are not part of values)

There are other .WAV files pre-loaded in the windows folder on the
terminal. You can choose any of the following:

beep.wav
close.wav
critical.wav
default.wav
empty.wav
exclam.wav
infbeg.wav
infend.wav
infintr.wav
menupop.wav
menusel.wav
openprog.wav
guestion.wav
recend.wav
recstart.wav

startup.wav

C-14



CE5 ONLY:
windmax.wav

windmin.wav

You can add your own .WAV file using the SNMPADM management tool
FTP PUTFILE command (see C.5) or drag/drop using RDP or CITRIX
session to the Client file system folder:

CE4 ET3000: /DiskOnChip
CE4 ET4000/5000: /Hard Disk
CE5 MTxxxx: /Hard Disk

CE5 ET45xx/55xx: /Hard Disk
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Appendix D - CE5 New/Revised Features

This document describes the enhancements made to the CE Thin Clients supporting CES5.
Under Terminal Properties the following topics are discussed:
e Auto Fail Recovery used to stop users from exiting a connection

e On Resume Password Protect to require password entry on resuming from the
screen saver.

e New and revised Devices support.
- Aironet
- Certificates
- Dialing
- Internet Options
- Network and Dial-up Connections
- Terminal Server Client Licenses
- ThinPrint
- Touch Screen
- Volume & Sounds
- WInCE VNC
- Wireless Network
- Egalax TouchKit

Under Terminal Manager are described:

e New Terminal emulation features:
- Full Screen mode/ Toggle and Lock
- Disable Macro RECORD
- Key Pad display status preserved on connection exit
- Revised Window menu option
- Under keyboard remapping, the Ctrl key is added as a 3™ shift condition
- Configure: Advanced option to allows specification of multiple hosts

e \Web Connections:
- Create/Edit connections
- Kiosk mode / Navigation bar

e RDP/ICA new versions
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D.1 Terminal Properties

Security / Auto Fail Recovery: Exit session and session automatically restarts. User
cannot exit session — session is automatically recovered. With Connection Retry setting set
to Immediate, disconnect condition automatically tries to reconnect — Auto Fail Recovery
does not retry.

[ General | 1nput | Display | Metwark | Ungrads | Devices | Security | sysinfo -

; [ Eailover Enable
[ ]Hide Configure Tab Iultiple Connect

[ ] connect Button Only [ ]Ping Before Connect
[ connection Task Bar [ verbaose

[ ]Auto Login as

User Administrator [ Auto Fail Recovery

v| Reset Hokey Enable
User Account: v

Account Name Privilege Add User. ..
Adrministrator Adrnin
Modify User...

Delete User...
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Display / On resume, password protect is enabled only if Security is enabled under

the Security Tab.

Terminal Properties

[General IInput | Display |Network IUpgrade ]Devices ISecurit\; ISvsInfD ]About ]

Desktop Area and Refresh Frequency

golors: (D2s6 Colors  (@H
{0 True Color(32 bit)

Details: |B00 x 600 @ 60Hz v

Screen Saver

|Floating Chject

Wait |5 5 minLtEs On resume, password protect

If enabled and checked when screen saver screen is exited, the user’s password is
requested as shown below.

Welcome to Windows CE

Password: I
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Devices: The device icons (circled) have been expanded and revised.
erminal Properties @ ﬂ

General Ilnput lDispIay ]Network lUpgrade | Diewvices |Securit\; ]S\;slnfo lAbDut ]

Dewvices:
Ajronet Cergﬁzges Date /Tirme g‘ig Internet LPD
Cllent Utlllty Options

=2 ;: % 5]

MAGTEE, MetiZon MetZlock Metwark Ping Printers
MSR and l |—
o B
—t ;
~——
Remote Terminal Thln r|nt TDuch Volume B Wince YWnc

Disi Iai SErvEr. . Scresn Sounds
Wireless e! !a EV3

Metwork TouchKit

Aironet

The Aironet Client Utility is used to configure the Aironet 350 series PCMCIA cards when
used with the ET4520 (formerly ET5500) model terminal.

Aironet: Client: Utility

Profiles | Firmwae | Status | Statistics | survey |

Manage Profiles: Select Active Profile:
Profiled IProFiIeD -

Cisco Wireless LAN
Adapter Mat Found |

’ Delete ] ’thions...] ’ About. .. ]

Certificates
Certificates, which are issued by a certificate authority (such as Verisign), can be imported

into the terminal flash drive. Certificates are typically used for authentication purposes
with browser or wireless applications.

Stores

Class 2 Public Primary Certification Authority

Class 2 Public Primary Certification autharity
Ertrust,net Certification authority (2042
Entrust.net Secure Server Certification Authorit —

Lists the certificates Equifax Secure Certificate Authority
trusted by you GlobalSign Root CA v
tmport.. | [ view.. | [ Remove




Dialing
The Dialing applet is used to configure dial-up parameters for configured modem dial-up
connections.

Dialing Properties
when ding from: [T

Local settings are:

The local area code is: |425 Dialing Patterns...

The local country fregion code is: |1
Dial using: (@) Tone (D pulse
D Disable call waiting by dialing:

Internet Options
The Internet Options applet is used to configure browser parameters such as start page,

proxy settings, browser security, cookie handling and pop-ups.

Internet Options

General |CDnnectiDn lSecurity lF‘rivacy ] Advanced lF‘Dpups ]

ompuiterlab, com]

Start Page:

Search Page: |http:ffsearch.msn.com

Lser fgent (reguires broweser restart): |Defau|t {windows CE) v
Cache Size (in KB): |512 [Clear Cache I [Clear History
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Network and Dial-up Connections
The Network and Dial-up Connections applet supplements the Network tab in the
Terminal Properties screen.

The Network tab in the Terminal Properties screen controls the behavior of the Ethernet
interface. Other interface TCP/IP connections can be created, configured, enabled and
disabled via the Network and Dial-up Connections applet.

Common tasks include:

- disable Ethernet interface when using wireless or dial-up
- configure static IP address for wireless interface

- create dial-up connection

[ File Edit view Advanced | o=l =] P X
1 e 1 =
j._~r -ér T,
YHUWLEST  WRUWLCS1 PCI-

RTL21391

Terminal Server Client Licenses

The Terminal Server Client Licenses applet displays any terminal services client access
licenses that are stored on the terminal. The Delete option should be used when the
license that is stored on the client is no longer valid. For example, if the terminal is
moved from one terminal server domain to another, you may wish to delete the license
from the previous farm.

| stosdiconses: [ pelete

Mo Licenses found

Close
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ThinPrint
The ThinPrint applet is the .print client for ThinPrint. Please refer to your ThinPrint
documentation to configure this printer client application.

Setun | pssignment | Advanced |

.print Client CE
Wersion 5.5.215.36 WinCE {400)
Copyright 2002, 2003 ThinPrint GmbH

Current printer
PT1: v

Touch Screen

The Touch Screen applet allows you to detect, configure and calibrate a touch screen
monitor for use with the terminal. The following touch screen controller types are
supported:

Microtouch Panel (serial port only)
ELO (serial and USB ports)
None-no port selection

Touch Screens:

|MichTDuch Parel v

Port:
[comi: v

Click Properties for setup notes.

IMPORTANT NOTE: After you select the correct touch screen type and port, DO NOT click the Properties
button. After you select the correct touch screen type and port, click OK, and then reboot. After the reboot,
you can select the Properties button to detect and calibrate your touch screen monitor. If you select
Properties before a reboot, the user interface may hang.
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Volume & Sounds

The Volume & Sounds applet controls the speaker volume, sound events and to specify

sounds for events.

Volume & Sounds Properties m ﬂ
Wolume | Sounds

Events {warnings, beeps and system events)
= Applications (program specific and all other sounds)
LI_): Motifications {alarms, appointments and reminders)
- Enable clicks and taps for:

Key clicks: Loud Soft
¥

laud Enable sounds for:

WinCE VNC

The WInCE VNC applet allows you to enable the VNC server on the CE client. If the VNC
server is enabled, standard VNC viewers such as RealVNC or other VNC viewers can be
used to remotely shadow the device. To enable this feature, set a password, select
“Launch On Startup” then click the Apply and Exit buttons.

Wince Vnc Setup [X]

Incorning Connections

Passward:

Password: I***** @

{retype)
(& characters or less)

Display Mumber: |5ggn

I:‘ Enable Java Viewer

WinWMC Inactive

Connection Settings
I:‘ Launch On Startup Enable Yigwer Input

D Query On Connection

[ Start WRC ] [ Apply ] [ Exit
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Wireless Network

The wireless network Icon allows you to configure the internal or external VNUWLC51
Wireless 802.11b/g adapter available from Maple. The user interface is the standard
Windows wireless configuration program.

Wireless Networks @ ﬂ

Available Wireless Metworks

=™
WRLWLCS1

The following guidelines should be followed when configuring the wireless connection:

e When you initially power on the terminal, do not use the WBT Setup Wizard. Allow
the automatic configuration countdown window to time out.

e A DHCP connection message will display at the top of the screen, then eventually show
the Terminal Manager screen

e Within a few seconds, you will be presented with the VNUWLC51 wireless
configuration menu

e Configure your wireless settings as needed

e When you are connected to your wireless network, the SSID you defined will display
with an icon that appears as an antenna with a blue halo and the Status indicator will
read: “Connected to your-SSID”

e Un-check the option “Notify me when new wireless networks are available”. This will

prevent end users from being presented with this menu in the event your wireless

network goes down.

Click OK to close the VNUWLC51 wireless configuration menu

Press the F2 key to go to the Terminal Properties screen

Click on the Network tab

Select the radio button next to “Specify an IP address”. This is only used for the wired

connection and will substantially reduce boot time

Click on the Devices tab

e Open the Network and Dial-up Connections applet

e Right click on the PCI-RTL81391 icon and select “Disable”. This will prevent the
computer from attempting to use the wired connection and increase wireless
performance.

e If you want to use a static IP address for your wireless connection, double click the
VNUWLC51 and set the IP address and other settings using this window

e Select File/Close to exit the Network and Dial-up Connections applet



e Click the OK button in the top right of the Terminal Properties window to return to the
Terminal Manager screen

e Configure the terminal connections as required. You may return to the Terminal
Properties screen to change screen resolution, set security and other options.

Note: if you wish to use the wired Ethernet connection, reset the terminal to default or reverse the above
instructions. If you made an error you don’t know how to recover from, or used the setup wizard prior to
reading this notice, reset the terminal to default. (To reset to default: at the Terminal Manager screen,
press and hold CTRL+TAB+DEL+F12.)

EGalax TouchKit
The EGalax TouchKit applet allows you to configure touch screen monitors that use the
EGalax TouchKit controller.

COM Part: INONE W
LUSE Port

IMPORTANT NOTE: After you select the desired port, DO NOT click the Properties button. After you select
the port, click OK, then reboot. After the reboot, you can select the Properties button to detect and
calibrate your touch screen monitor. If you select Properties before a reboot, the user interface may hang.
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D.2 Terminal Manager Connections
Terminal Emulation (TermPro)

Disable Macro Record for all emulation sessions: Prevent users from capturing
secure data or for saving their own secure data (passwords, etc.)

Add dword value “Disable Record”:dword=1 on key
“HKEY_LOCAL_MACHINE\SOFTWARE\MAPLE\WinTerm”

& SNMP Administrator Registry Editor
Fil=

--I:I Customized Data [ Hame Type Data
-1 DhepOptions Disable Record  REG_DWORD 0x00000001 (17

-0 Drivers

-0 Drivers3z2

&0 Explorer

&1 Extviodems

-0 Hardware

--I:I Ident

-3 init

- MU

-0 rils

- Platfarm

- Printers

=1 Services

--l:l Snd

223 SOFTINARE

w (3 Amd | |
-0 Geods

=423 MAPLE

--{:I Display

¢ @ Macros

rr

WYINTer m
o W T j ! I I

[10.1.2. 74\HKEY_LOCAL_MACHIME\SOFTWARE MAPLE|WinTerm

| A

For all configured sessions, “Record” is disabled under the Macro menu options.

[Ete Edit view JIEELHN Setting  Windows Help |
Record na/

Pause '

j Stop

In addition the keying procedure to enter Macro Record is ignored. Pre-recorded macros can still be
played.
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Full Screen Mode
View / Alt+Shift+F to toggle Full Screen mode (fixed with E5502.2)

Bk e

" File Edit m Macro Setting Windows ﬂelp| fa

v Status Bar
oy i : S10F9&BE

Full Screen Alt+shift+F

Note: If toggle to Full Screen mode, the Full Screen check box is checked in the
Configuration screen and reset if toggle back.

Lock Full Screen — Disable Double-Click , Alt+F and Shift+Alt+F used to exit Full Screen

mode.
Display Seang_ ) @ E]
Caret
() Block (OiLine
: - ()variable
Blinking
[] Ruter
Cross ert Haorz

Colurmn seperator

Dot (OLine (O Mene

[ Display Attribute
[]pisable beep valume
[]Lock Full Screen

To unlock, End session and Edit (Configure); or Edit registry. (End Session first else error
when editing) - see following screen!

Lock FullScreen = 1 (locked), 0 (not locked)
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& SNMP Administrator Registry Editor
File:
= init 2 [ name Type Data
- MU Caret REG_SZ 2
&3 nls CaretBlinking ~ REG_SZ 1
-3 Platform Calurmn Sepe... REG_S? D
w2 Printers Enhanced Use... REG_SZ 1
--l:l Services Farm Feed REG_SZ 1
E-E3 snd Lock FullScreen REG_SZ 1
553 SOFTWARE LPD Host Add... REG_SZ
D Arnd LPD Printer M... REG_SZ
D Cifrise Ruler REG_SZ 0,0
--D Geode
=144 MAPLE
-0 Display
--{:I Macros
-0 Metwork
=3 WinTerm
03 32700
-0 52504
223 s2508 |
IERE sy oy etling
- Corwert Codes
-2 Keyboard Setting
- @ Printer Setting
F-] ASCIT hd
1 e | » 4| i &
[10.1,2, 42\ HKEY_LOCAL_MACHINE|SOFTWARE\MAPLE|WinTerm| 52508 Display Setting y

KeyPad display status saved with Settings: Sign off & exit session and restart will show KeyPad as
previously displayed.

Revised Windows options:

[ Fle Edit view Macro setting [FEERGEN Help

MATH Close Al

et Window Alt+Page Up
8] Previous Window Ctrl+Page Up

1 5250PRT [10.1.1.202]
2 ascii [10.1.1.202]

* 352504 [10.1.1,202]
4 32700 [locis.loc.gowv]
5 52508 [10.1,1.202]

Close All: Close all active emulation sessions.
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Keyboard Remapping: The Ctrl key was added as an additional shift type for 5250 and 3270
emulation.

|F1 " Fz " F3 || F4 | | FS " F& || F7 || Fa | |F9 ||FlD||F11||F12| |F'S || SL ” PA |

Keyboard remapping
Furiction list
- Default
Fl | Osnift  [follon
e (&) Mormal IRD” on
F4
k= (@F: IJump Mext Session
F&
F7 v el IJump Previous Session
A -

L L L L L LTI T Jese|jmefum|e [u
ol | [ LT T LT LT |[sefen]ol .
o JI T T T T T] ] .

AN EEEERREENEID D -
crl | an | | | et Jem] [ <] v]>]
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Host Setting Configuration - Support Multiple Hosts

Using the Advanced button on the Host Settings screen allows you to specify
connections to multiple Hosts of the same session type.

Below is an example screen showing multiple hosts.

Hest Hamay Address: I]._. 1.1.202

Port Mumber |'~'|

Host Mameaddress List:
| 1001.1.202
= 10.1.1.201

# 10.1.1.203 I
| Acvarced |

el ]

Initially this screen displays the Host Name/Address entered from the main Host
Settings screen with a check in the check box indicating execution is desired.

The Name/Address of other hosts can be Added. Existing entries can be Deleted or
Replaced. Uncheck entries that are not to be started when the session is started.

Duplicate Host Name/Address entries are ignored — hosts must be unique.
All host sessions inherit Device Name plus any Setting Options set after the session is
started (e.g. Connection Retry, Color Mapping, etc.).

If more than one host is specified, the user is presented with a screen when the
session starts. At this time entries may be unchecked so as not to run or checked to be
started when OK is clicked.

Host Selection m

Host Mame/address List:

v 10.1.1.202
v 10.1.1.201
| 10.1.1.2032

Host Name/faddress: Port Mumber:
23
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Web Connection Configure

Microsoft Internet Explorer is added to the new Connection dialog to allow creation of
multiple Web connections.

Connections | Canfigure

Connection MName Type Skartup

565250 printer EMU

52508 EMU

_ ascii EMU

i Defaule ROP RDP " :

I%Default e e Weh Connection m
wieb connection wieh Default

= Connection Name:
New. Connection |

Select the bype of connection to create:
i Start Page:

Terminal Emulation I
Citriz ICA Client
Microsaft Inkernet Explorer Search Page:
Microsoft Remaote Deskiop Client

Terminal Emulation I

[ kimsk Mode Mavigator Bar

[ ada. [ Ede. | oeee  |[ statp.. |

Double click Web connection to edit existing web connection.

Connection Mame Type Startup
32700 EMU

E3270PRT Weh Connection m

57504 . . Autostart
=]

52508 Connection Mame:

E65250PRT

B ascr | Default
4MDefaul ROP Start Page:

[&]pefaul 1ca -

TestBAD |

EWeb connection Search Page:

[] kiosk Mode Mavigatar Bar

[ add. [ Ede. || oelere || sertup.. |

Kiosk Mode if checked disables Menu line, address line, etc. so user cannot exit.

Navigator Bar: If Kiosk Mode is checked, this option can be checked to display the
Navigation Bar.

D-16



IE Kiosk Display....

vl MAPLE Natural Touch of Networking Communica

TXHER
Home

News

About Maple
Product
Service
Support
Contact

With Navigation Bar ....
trO08 a%x

” MAPLE Natural Touch of Networking Communica
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RDP Session Configuration (RDP version 5.1 or above)

General |Display ]Local Resources ]Programs IExperience ]

Connection
Marme: efault RO
Server: |1D.1.l.218

[ ] Autornatic Logan

Username: |

Passward: |

Domain; |

[] Don't save username when logoff

Don’t save username when logoff: If checked, entry of user name will be required for login.

Edit Connection m

[General | Display |LDcaI Resources lF‘ngrams IExperience ]

Colors

Mote: Settings on the remote computer might overtide this setting

Display the connection bar
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Edit Connection
Display | Local Resources | Programs | Experience

Remote computer sound

-
=
@: Sring to this computer

Local devices

Connect autornatically to these local devices when logoed on
P to the remote computer:

[ bisk drives
Printers

[ ]5erial ports
Smart cards

Edit Connection

[General ]Display ]Local Resources | Programs |Experience ]

Application to run

O]

() Bile name:
|Desktop

wWorking Directory:

Edit. Connection

[General ]Display ILDEEI| Resources IF‘ngrams | Experience ]

Performance

@ Chioose your connection speed to optimize performance.

Allow the follwing:
Diesktop background

Show contents of window while dragging
Menu and windaw: animation

Themes
[ ]Bitmap caching

Reconnect if connection is dropped
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ICA Configuration (version 9.04 or above)

Select a Seryer, or. Published Application

Select a server from the lisk or enter a server name |I|

ICITRIXI

O Published Application

¥ou can change your server location settings by clicking Server Location.

Primary server: {Auto-Locake)
(o] o

Specify Logon, Information

If desired, vou can specify logon information ko be used when
connecting to the remate application,

Usernarne: '
Password: I
Diomain: I

D Allow Srnart Card logon

’ Cancel ][ < Back I Mext = ][ Dane ]

Allow Smart Card logon option is new.

D Use Disk Cache EI
Sound Quality: Lo

|:| Enable Sound
Microphone Input: IDisabIed
D Enable Session Reliability  Port: I2598

|:| Enable Speedscreen Multimedia Acceleration

Speedscresn; IHLItD w | Encrvphion Level: IBasic W

Apphy Windomms key
combinations {e.qg. Alt + Tab):

IIn full screen desktops only s

[ Cancel l[ < Back I Mext = ][ Done

Expanded options.
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Firewall Settings

MOTE: Enable 550 or 128-bit

- SSLITLS Relay
encryption to assure a secure
connection Address of relay

Proxy address Part I . I443
- [10z0

Use alternate address through
firewalls

[ Cancel ][ < Back ]

Expanded Firewall settings.
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