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PREFACE 

This handbook describes messages associated with 
Version 3.5 of the Communications Control Program 
(CCP 3.5) which is used with the CONTROL DATA® 255x 
Series Network Processor Unit (NPU). The CCP is 
the operating software for the NPU and provides 
front-end and remote message distribution functions 
for a enc® 6000 or CYBER 170 host computer system. 
The CYBER host system operates under control of the 
NOS 2 operating system. 

Two types of diagnostics are described: the in-line 
diagnostics, which are an integral part of CCP; and 
the optional on-line diagnostics, which are used 
for testing network lines. Off-line diagnostics 
are discussed in the appropriate hardware reference 
manuals. 

These descriptions are designed to assist system 
operators and customer engineers (CEs) in isolating 
system faults. Any codes appearing within these 
messages are described and defined. Brief 
instructions on dump interpretation are also 
provided. To interpret the dump, either with or 
without a halt code, you will need a link edit 
listing of the CCP for this NPU. 

Diagnostic information of the NPU includes: 

Service messages to the host computer that are 
unrelated to an NPU halt; these in-line 
diagnostic messages include alarms, CE errors, 
and statistics (described in section 2) 

Halt codes and dump interpretation information 
(described in section 3) 

On-line diagnostic 
section 4) 

tests (described in 

Publication 

Off-line diagnostic tests (described in the NPU 
Hardware Reference Manual, MSMP Diagnostic 
Reference Manual, CYBER 18 Computer System 
Field Repair Guide, and in the ODS Reference 
Manual; other equipment-oriented hardware tests 
are described in the appropriate hardware 
maintenance manual for the individual equipment) 

The CE error codes, statistics service messages, 
halt codes, and on-line diagnostic test responses 
are given in the form of Diagnostic Decision Logic 
Tables (DDLTs) which aid the troubleshooter in 
interpreting the message and isolating and 
correcting the hardware or software malfunction. 

RELATED MANUALS 
Related material is contained in the publications 
listed below. Other manuals may be needed, such as 
the hardware, firmware, or emulator software 
reference manual for the devices serviced by a 
given program. Also, communication standards and 
device operating literature can be useful. 

The NOS 2 Manual Abstracts is a pocket-sized manual 
that contains a brief description of the contents 
and intended audience of every manual available for 
NOS 2 and its product sets. The abstracts manual 
can help a particular reader determine which 
manuals are of greatest importance. 

Another manual, the Software Publications Release 
History, gives the titles and revision levels of 
software manuals available for the Programming 
System Report (PSR) level of NOS 2 installed at 
your site. 

Publication Number 

AA132, AA133, AA153, DT120, FC402 CYBER 18 Computer 
Systems Central Processor Field Repair Guide 60475001 
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CYBER 170, CYBER 70 and 6000 Series Concurrent 
Maintenance Library Reference Manual 

CYBER 18-25/30 Communication Multiplex Subsystem 
Hardware Reference/Maintenance Manual 

Hardware Performance Analyzer (HPA) User Reference 
Manual 

MSMP Diagnostic Reference Manual 

Network Processor Unit Hardware Maintenance Manual 
(for 2551-1, 2551-2, and 2552-2) 

Network Processor Unit Hardware Reference Manual 
(for 2551-1, 2551-2, and 2552-2) 

60454740 

96768610 

60459460 

96700000 

60472000 

60472800 
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Publication 

NOS 2 Installation Handbook 

NOS 2 Operator/Analyst Handbook 

Operational Diagnostic System (ODS) Version 2 
Reference Manual 

60459320 

60459300 

96768410 

Order CDC manuals from Control Data Corpora~ion, Literature and Distribution 
Services, 308 North Dale Street, St. Paul, Minnesota 55103. 

This product is intended for use only as described in 
this document. Control Data cannot be responsible 
for the proper functioning of undescribed features or 
undefined parameters. 
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NOTATIONS 

Throughout this manual, the following conventions 
are used to present statement formats, operator 
type-ins, and diagnostic messages: 

UPPERCASE Uppercase letters indicate acronyms, 
words, or mnemonics either required 
by the network software as input, or 
produced as output. 

lowercase Lowercase letters identify variables 
for which values are supplied by the 
network or terminal user, or by the 
network software as output. 
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Ellipsis indicates that omitted 
entities repeat the form and 
function of the entity last given. 

[ J 

{ } 

Square brackets enclose entities 
that are optional; if omission of 
any entity causes the use of a 
default entity, the default is 
underlined. 

Braces enclose entities from which 
one must be chosen. 

Unless otherwise specified, all references to 
numbers are to decimal vaues and all references to 
bytes are to 8-bit bytes and all references to 
characters are to 7-bit ASCII-coded characters. 
Fields defined as unused should not be assumed to 
contain zeros. 

ix 
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INTRODUCTION 1 

This handbook gives you, the customer engineer or 
systems operator, the procedures needed to inter­
pret two types of diagnostics for the 255x Series 
Network Processing Unit (NPU): 

Automatic in-line diagnostics 

Alarm messages sent 
operator's console 

to the network 

CE error messages sent to the host computer 

Halt codes interpreted with the associated 
255x dump in postmortem dumps 

Operator-initiated on-line diagnostics 

A third type of diagnostics, which is initiated 
off-line, is described in the NPU Hardware Mainten­
ance Manual, the ODS 2 Reference Manual, and the 
MSMP Diagnostic Reference Manual. 

Use the network processing unit operator's (NOP) 
terminal to help with diagnostic processing. A NOP 
uses the commands discussed in section 4 to help 
control trunks, logical links, lines, and terminals. 

AUTOMATIC IN-LINE 
DIAGNOSTICS 
Alarm, CE error, and statistics service messages 
are types of in-line diagnostics. They are some­
times called service messages because they are sent 
directly to the host computer and are not related 
to an NPU halt. 

ALARM MESSAGES 

Alarm messages are generated by the Communications 
Control Program (CCP) in response to detected hard­
ware error conditions. If the number of failures 
for a class of CE error messages exceeds a pre­
determined threshold, CCP sends an alarm message to 
the NOP console. 

CE ERROR MESSAGES 

CE error messages also are generated by CCP in 
response to detected hardware errors. If an 
individual failure occurs, CCP sends a CE error 
message to the host, where it is logged into the CE 
Error File. 

ST A TISTICS SERVICE MESSAGES 

Statistics service messages are generated 
periodically for individual NPUs, trunks, and 
lines. Like CE error messages, statistics service 
messages are sent upline to the host computer's 
engineering file where they are later processed by 
the Hardware Performance Analyzer (HPA). 
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HALT CODES AND DUMPS 

The fourth type of in-line diagnostic, halt codes, 
is keyed to NPU hardware and software failures. If 
a fatal error stops the NPU, an NPU subroutine 
saves the cause of the halt in a halt code field. 
The information in the NPU memory, the micro­
processor file l registers, and a microprocessor 
checksum are dumped into a host computer file. 
This file is processed by the Network Dump Analyzer 
(NDA) utility program in the host. The output from 
the file processing is available at either a line 
printer or a terminal. 

Analyzing the halt code and its associated dump 
helps you to determine the cause of the NPU 
malfunction. If the halt code message is not 
generated, you still can analyze the failure by 
using information saved from the dump. 

Halt codes and associated NPU dump interpretation 
are discussed in section 3. 

NOTE 

Other actions, such as the failure of the 
NPU to respond within a specified amount of 
time, are detected by the host; therefore, 
this type of diagnostic is not part of the 
CCP diagnostic software package. See the 
NOS 2 Operator/ Analyst Handbook for a de­
scription of these messages, their delivery 
mode, and the actions you should take when 
the host receives such messages. 

OPERATOR-INITIATED 
ON-LINE DIAGNOSTICS 
You can use on-line diagnostics to test network 
lines. You can request on-line diagnostics from 
the NOP console by entering commands that trigger 
individual tests. These tests are closed-loop 
tests for single network lines. The tests send and 
return eight characters of data on a closed-loop 
path. The returned characters are compared with 
those you sent to check for data quality along with 
other test functions. 

Be sure either to disable or ask the Host Operator 
(HOP) or controlling NOP to disable the line you 
want to test. Then, in order of increasing 
complexity, you can test the line in several ways: 
by a CLA internal loop test, by a modem loop test, 
or by an external loop test. You will need a 
jumper plug to run the external loop test. For the 
first two tests, you will need the proper software 
commands. You may also need to position the test 
switches that are located on either remote or local 
equipment. The telephone company may ask you to do 
other line testing. You will find additional 
terminal tests described in the hardware manuals 
for the individual terminals. 

On-line, operator-initiated diagnostics are 
discussed in section 4. 

1-l 
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Analyzing halt codes and associated dumps DIAGNOSTIC DECISION 
LOGIC TABLES 
To help you in trouble-shooting problems, most of 
the diagnostics in this handbook are described 
through Diagnostic Decision Logic Tables (DDLTs). 

Performing operator-initiated on-line diagnos­
tics 

Use DDLTs for: 

Starting the diagnostic mode 

Analyzing errors detected by CE error messages 

Analyzing errors indicated by statistics ser­
vice messages 

DDLTs help you to identify and isolate equipment 
malfunctions in replaceable assemblies. A DDLT 
aids you in analyzing a situation for specific 
conditions and then directs you to those actions 
that should correct the situation. The most likely 
action is listed first. Each DDLT has five 
sections: assumptions, conditions, responses, 
actions, and sequence of actions, as shown in 
table 1-1. 

TABLE 1-1. SAMPLE DDLT 

ASSUME 

1. The communications Control Program is loaded, initialized and operating, at least to the idle state. 

2. MI.IA is working since the system has not halted. 

3. After each corrective action, the test should be retried. 

4. The operator is familiar with the DDLT format. 

5. The operator is using the operating instructions given on the previous pages. 

CONDITIONS 

1. Look at the eighth byte of data in the diagnostic test response at the console. This 
is the response code. 

RESPONSES 

1 2 3 4 

Is the response code AB thru DB, or DF? Y Y Y N 

3. Have you already run the modem loopback mode test on this communications line with the 
local modem looped back towards the CLA successfully? 

ACTIONS 

1. Replace the local modem. 

Ill 
y 

SEQUENCE 

1 4 11111111111111 

2. Have local telephone central office check the local telephone line. 2 5 !llllllllllll 

4. You have misinterpreted the directions. Return to sheet 6 and run the DDLT again. 

S. Run the modem loopback mode test on this communications line with the local modem 
looped back towards the CLA. 

6. If the local modem has no loopback, replace the modem cable. 

7. If the local modem has no loopback, replace the CLA. 

1-2 

x 

2 

3 
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ASSUMPTIONS 

The upper section of a DDLT contains the 
prerequisites for the specific tests you should 
do. A DDLT is valid only if all assumptions are 
true. 

CONDITIONS 

The center left section of the DDLT contains the 
conditions or tests you should make. Each 
condition asks a question to which you can answer 
yes or no. 

I RESPONSES, ACTIONS, AND SEQUENCE 

I 

I 

The center right section of the DDLT contains the 
response to the question asked in the conditions 
section. Each condition, which is asked in 
question form, can be answered with a yes (Y) or a 
no (N). The example shown in table 1-1 has four 
unique responses, numbered 1 to 4, from left to 
right. The shaded area in the example shows the 
conditions that define response 3. 

The first condition limits the range of the 
response. If the response is yes, go to the next 
condition. In table 1-1, the response is no, which 
indicates that the appropriate test has not been 
run. Note that the next condition cannot be 
checked. By reading down column 3, you can see 
that only one action (marked by an X) is appro­
priate. The hypothetical operator in this example 
should run the CLA external loopback test. This 
test will give its own response code, which will 
take the operator back through the DDLT again. 

Note that if the response to both the first two 
conditions had been yes, the operator would have 
taken either the action in column 1 (third condi­
tion = yes) or column 2 (third condition =no). In 
either case, more than one action could have been 
taken. Each action would have been done in the 
indicated sequence until the appropriate action 
fixed the problem, or until all suggested actions 
were tried. 

The DDLTs assume that your inputs are entered · 
correctly. Any incorrect entry may cause the DDLT 
to direct you to an incorrect action. If you have 
any doubts about the accuracy of your entry, repeat 
the sequence of DDLT steps that led up to an action 
before going further. 

Figure 1-1 is a flowchart that shows how diagnostic 
mode is entered. 

Table 1-2 shows the information presented in 
figure 1-1 in DDLT format. 

NO 

RUN 

GET NPU 
DUMP OF 
HALT 
CONDITION 

HALT CODES 
DOLT 

RUN HARDWARE 
PERFORMANCE 
ANALYZER 
REPORT 

RUN 
STATISTICS 
MESSAGE DDL T 

YES 

YES 

NO 

NO 

RUN 
OFF-LINE 
DIAGNOSTICS 

Figure 1-1. Flowchart Showing Entry to Diagnostics 
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I TABLE 1-2. DOLT FOR ENTERING DIAGNOSTIC MODE (Sheet 1 of 3) 

ASSUME 

1. Operator is fam.iliar with DDLT format. 

I RESPONSES 
CONDITIONS 

1 2 3 4 5 6 

1. Are you responding to a halt message? y N N N N N 

2. Are you responding to a dump? - y N N N N 

3. Are you responding to a terminal user's telephone call stating that the line is 
not working, or to a network system operator's report that a line is bad? - - y N N N 

4. Are you reponding to a HPA (Hardware Performance Analyzer) report? - - - y N N 

5. Are you responding to an alarm message from the NPU? - - - - - y 

ACTIONS SEQUENCE 

1. Go to sheet 2. x - - - - -
2. See section 3 for halt codes and dump interpretation. - x - - - -
3. See section 4 for on-line diagnostic tests. Run diagnostics on the specified 

line(s) following the communications line fault isolation techniques described 
at the end of section 4. - - x - - -

4. Go to sheet 3. - - - x - -

5. Pick the condition most similar to one of the four listed conditions. Then take 
the action indicated. - - - - x -

6. Run HPA in the host to obtain more information on the malfunctioning line, 
MLIA, or coupler. Then go to sheet 3. - - - - - x 

1-4 60471500 F 



TABLE 1-2. DDLT FOR ENTERING DIAGNOSTIC MODE (Sheet 2 of 3) 

I RESPONSES 
CONDITIONS 

1 2 3 4 5 6 

1. Are you responding to a system halt? y N N N N N 

2. Are you responding to a line-related problem? - y N N N N 

3. Are you responding to a service message? - - y N N N 

4. Look at the PFC byte of the service message. Is the PFC byte = OA and the 
SFC byte = 00? (this indicates a CE error message.) - - y N N N 

5. Is the PFC byte = OA and the SFC byte = 01? (This indicates an alarm message.) - - - y N N 

6. Is the PFC byte = 07? (This indicates a statistics message.) - - - - y N 

ACTIONS SEQUENCE 

, 

1. Take an NPU dump and go to section 3 (Halt Code DDLTs). x - - - - - I 
2. See section 4 for on-line diagnostic tests. Run diagnostics on the specified 

line(s). - x - - - -

3. See section 2 for CE error messages. - - x - - -

4. Discard the message and see section 2 for alarm messages. - - - x - - I 
5. See section 2 for statistics messages. - - - - x -

6. This message is garbled. If other console messages are also garbled, run 
off-line MSMP console diagnostics during PM (preventive maintenance) period. 
Otherwise, discard this message. - - - - - x 

TABLE 1-2. DDLT FOR ENTERING DIAGNOSTIC MODE (Sheet 3 of 3) 

I RESPONSES 
CONDITIONS 

1 2 3 

1. Are you responding to a CE error message? y N N 

2. Are you responding to a statistics message? - y N 

ACTIONS SEQUENCE 

1. See section 2 for CE error messages. x - -
2. See section 2 for statisctics messages. - x -
3. On HPA reports, only CE error messages and statistics messages concern the CCP system. 

Ignore other types of message. - - x 
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ALARM, CE ERROR, AND STATISTICS .SERVICE .MESSAGES 

This section discusses how to interpret service 
messages and gives suggested Customer Engineering 
(CE) actions for: 

Alarm messages, which indicate that a device 
has caused more CE error messages to be 
generated than is consistent with reliable 
operation. When this threshold number is 
exceeded, an alarm is sent to the network 
processing unit operator's (NOP) console. 

CE error messages, which detail an equipment 
failure and are sent to the host's engineering 
file. A CE error message is created for every 
detected hardware-related abnormality, 
including all network processing unit-related 
hardware, such as the coupler, Multiplex Loop 
Interface Adapters (MLIAs), and Communication 
Line Adapters (CLAs); and all connected 
hardware, such as modems, lines, and terminals. 

Statistics service messages, which give a 
history of Network Processing Unit (NPU) or 
line functioning. They are sent upline to the 
host's engineering file. A statistics service 
message is generated periodically. After one 
statistics service message is generated for 
each NPU or line, the cycle starts again. 
Statistics service messages also are generated 
when any counter holding statistics information 
overflows. A line statistics service message 
is generated when a line is disconnected or 
deleted. 

ALARM MESSAGES 
An alarm message is sent to the NOP because the 
abnormality it reports is serious enough to degrade 
network performance. Do not ignore alarm 
messages. Follow the actions indicated, such as 
running the Hardware Performance Analyzer (BPA). 
Use the information displayed by the BPA to do the 
appropriate CE or statistics diagnostic tests. 
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The HPA does not purge CE error and statistics 
information automatically from the host files when 
it is run. See the CYBER 170, CYBER 70, and 6000 
Series Concurrent Maintenance Library reference 
manual for a description of how the BPA works. 

The format of the alarm message in the network 
(each numeric byte contains two hexadecimal digits) 
is: 

Link DN 
header 

DN 

SN CN P/R.ES/ PFC SFC TEXT 
=00 BT=04 =OA =01 

Destination node - Coupler of super­
visory host 

SN Source node - NPU 

CN 

P/RES 

BT 

PFC 

SFC 

TEXT 

Connection number 00 for service 
messages 

Unused 

Block type - 4 is CMD block 

Primary function code - OA 

1 
alarm 
message 

Secondary function code - 01 

One of three formats as described in 
appendix A. 

MAINTENANCE ALARM PORT xx, ERROR=ec 
MAINTENANCE ALARM Ml.IA, ERROR=ec 
MAINTENANCE ALARM COUPLER n,ERROR=ec 

xx is a hexadecimal number 

2-1. 
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CE ERROR MESSAGES 

The creation of CE error report messages is 
separate from, and in addition to, statistics 
accumulated in the NPU and periodically suppplied 
to the host. 

An error lllessage counter is incremented each time 
an error message is generated. This prevents 
swamping the NPU or host with error messages when 
an oscillatory condition arises. When the counter 
reaches a pre-established threshold, the error is 
discarded rather than recorded. The counter is 
periodically reset to zero based on another counter 
whose threshold is also a pre-established parameter. 

The format for CE error 
contains two hexadecimal 
character) is: 

Link DN 
header =00 

DN Destination node 

SN Source node 

messages 
digits or 

(each 
one 

EC 

CN Connection number - 00 for service 
messages 

P/RES Unused 

BT Block type - 4 is CMD block 

PFC 

byte 
ASCII 

TEXT 

Primary function code - OA } 

Secondary function code - 01 

CE error 
message 

SFC 

2-2 

EC 

TEXT 

Error codes (described in appendix A) I 
Error code dependent (1 to 8 bytes long 
as described in appendix A) 

These CE 
categories: 

error messages are divided into 6 

1. 

2. 

Modem signal messages (error codes 02 through I 
03 and OC) 

CLA messages (error codes 04 through 09 and OD 
through 10) 

3. Ml.IA messages (error code 11) 

4. Coupler messages (error codes 20 through 29) 

5. Real-time clock messages (error code 18) 

6. TIP-detected terminal errors (error codes OA, 
OB, 2A through 2D, and 30 through 32) 

Figure 2-1 is a flowchart that summarizes the DDLT 
procedure for CE error messages. 

Table 2-1 lists the CE error messages in DDLT 
form. The DDLTs suggest actions you should taken 
when a certain messages appears. 

All references to the off-line diagnostics in the 
CE error messages DDLTs refer to diagnostics listed 
and described in the NPU Hardware maintenance 
manual, the ODS manual, and the MSMP Diagnostic 
reference manual. These books give you procedures 
for running those diagnostics and supply hints on 
using them to isolate equipment malfunctions. 

CE error messages and text definitions are 
described in appendix A. 
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Figure 2-1. Flowchart for CE Error Code DDLT 

60471500 F 2-3 



I TABLE 2-1. CE ERROR CODES DDLT (Sheet 1 of 36) 

CE Error Codes Index 

ASSUME 

1. Operator is familiar with DDLT format. 

2. CE error message has error code. 

I RESPONSES 
CONDITIONS 

1 2 3 4 5 6 

1. Look at the error code byte of the CE error message to find the error code (byte 
follows SFC byte). 

Is the error code= 01? N N N N N y 

2. Is the error code = 02? N N N N y -
3. Is the error code = 03? N N N y - -
4. Is the error code = 04? N N y - - -

5. Is the error code= 05? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 2. x - - - - -

2. Go to sheet 11. - x - - - -
3. Go to sheet 12. - - x - - -

4. Go to sheet 13. - - - x - -

5. Go to sheet 14. - - - - x -
6. Go to sheet 20. - - - - - x -I 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 2 of 36) I 

CE Error Codes Index 

ASSUME 

RESPONSES I 
CONDITIONS 

1 2 3 4 5 6 

1. Is the error code = 06? N N N N N y 

2. Is the error code = 07? N N N N y -

3. Is the error code = 08? N N N y - -

4. Is the error code= 09? N N y - - -

5. Is the error code = OA? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 3. x - - - - -
2. Go to sheet 15. - x - - - -
3. Go to sheet 16. - - x - - -
4. Go to sheet 16. - - - x - - I 
5. Go to sheet 12. - - - - x -
6. Go to sheet 17. - - - - - x I 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 3 of 36) 

CE Error Codes Index 

ASSUME 

I RESPONSES 
CONDITIONS 

1 2 3 4 5 6 

1. Is the err.or code = OB? N N N N N y 

2. Is the error code = OC? N N N N y -

3. Is the error code = OD? N N N y - -

4. Is the error code = OE? N N y - - -

5. Is the error code = OF? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 4. x - - - - -

2. Go to sheet 18. - x - - - -
3. Go to sheet 20. - - x - - -. 

4. Go to sheet 19. - - - x - -

5. Go to sheet 29. - - - - x -

6. Go to sheet 15. - - - - - x 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 4 of 36) I 

CE Error Codes Index 

ASSUME 

RESPONSES I 
CONDITIONS 

1 2 3 4 5 6 

1. Is the error code = 10? N N N N N y 

2. Is the error code= 11? N N N N y -
3. Is the error code = 12? N N N y - -

4. Is the error code= 13? N N y - - -
5. Is the error code = 14? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 5. x - - - - -

2. Go to sheet 20. - x x x - -

3. Go to sheet 21. - - - - x -
4. Go to sheet 18. - - - - - x I 

TABLE 2-1. CE ERROR CODES DDLT (Sheet 5 of 36) I 

CE Error Codes Index 

ASSUME 

RESPONSES I 
CONDITIONS 

1 2 3 4 5 6 

1. Is the error code = 15? N N N N N y 

2. Is the error code = 16? . N N N N y -

3. Is the error code = 17? N N N y - -

4. Is the error code = 18? N N y - - -

5. Is the error code = 19? N y - - - - I 
ACTIONS SEQUENCE 

1. Go to sheet 6. x - - - - -

2. Go to sheet 20. - x x x x x I 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 6 of 36) 

CE Error Codes Index 

ASSUME 

I RESPONSES 
CONDITIONS 

1 2 3 4 5 6 

1. Is the error code = lA? N N N N N y 

2. Is the error code = lB? N N N N y -
3. Is the error code = lC? N N N y - -
4. Is the error code= lD? N N y - - -
5. Is the error code = lE? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 7. x - - - - -

I 2. Go to sheet 20. - x x x x x 

I TABLE 2-1. CE ERROR CODES DDLT (Sheet 7 of 36) 

CE Error Codes Index 

ASSUME 

I RESPONSES 
CONDITIONS 

1 2 3 4 5 6 

1. Is the error code = lF? N N N N N y 

2. Is the error code = 20? N N N N y -

3. Is the error code = 21? N N N y - -
4. Is the error code = 22? N N y - - -
s. Is the error code = 23? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 8. x - - - - -

2. Go to sheet 24. - x - - - -
3. Go to sheet 23. - - - x - -
4. Go to sheet 22. - - - - x -
5. Go to sheet 20. - - x - - x 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 8 of 36) I 

CE Error Codes Index 

ASSUME 

RESPONSES I 
CONDITIONS 

1 2 3 4 5 6 

1. Is the error code = 24? N N N N N y 

2. Is the error code • 25? N N N N y -

3. Is the error code = 26? N N N y - -
4. Is the error code= 27? N N y - - -

5. Is the error code = 28? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 9. x - - - - -

2. Go to sheet 27. - x - - - -
3. Go to sheet 26. - - x - - -
4. Go to sheet 20. - - - x x -
5. Go to sheet 25. - - - - - x 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 9 of 36) 

CE Error Codes Index 

ASSUME 

I RESPONSES 
CONDITIONS 

. 1 2 3 4 5 6 

1. Is the error code = 29? N N N N N y 

2. Is the error code = 2A? N N N N y -

3. Is the error code = 2B or 2C? N N N y - -
4. Is the error code = 2D? N N y - - -
5. Is the error code = 2E? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 10. x - - - - -
2. Go to sheet 20. - x - - - -

3. Go to sheet 32. - - x - - -
4. Go to sheet 31. - - - x - -
5. Go to sheet 30. - - - - x -

6. Go to sheet 28. - - - - - x 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 10 of 36) I 

CE Error Codes Index 

ASSUME 

RESPONSES 
CONDITIONS 

l 2 3 4 5 6 7 

1. Is the error code= 2F? N N N N N N y 

2. Is the error code = 30, 31, or 32? N N N N N y -

3. Is the error code = 33? N N N N y - -

4. Is the error code = 34 or 35? N N N y - - -

5. Is the error code = 36? N N y - - - -
6. Is the error code = or greater than 37? N y - - - - -

ACTIONS SEQUENCE 

1. You have misinterpreted an instruction. Go back to sheet 1 and try again. x - - - - - -
2. Go to sheet 20. - x - - - - -
3. Go to sheet 36. - - x - - - -

4. Go to sheet 35. - - - x - - -

5. Go to sheet 34. - - - - x - -

6. Go to sheet 33. - - - - - x -

7. Go to sheet 20. - - - - - - x 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 11 of 36) 

CE Error Messase 05 - CLA Address Error 

ASSUME 

The worklist processor found a worklist entry with the CLA address equal to zero, or greater than the maximum 
allowed address (build time parameter). Most likely a bit of the CLA address field is erroneous. 

I RESPONSES 
CONDITIONS 

1 2 

1. Has CE error message 05 been occurring more than 12 times a day? y N 

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. 1 -

2. Run MSMP 6000 Coupler diagnostics. Also run either TFF on native mode 255Xs or TFE on 
-100 255Xs. 2 -

3. Replace the CYBER coupler interface card (slot Bon MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory machines). 3 -I 

4. Run MSMP MI.IA diagnostics. 4 -
5. If other CE error messages are outstanding, follow DDLTs for those messages. 5 -

6. Call CE or analyst as appropriate. 6 -
7. Unless the customer has reason to believe some serious fault exists, an occasional CE 

error message 05 should not be a matter for concern. However, the test operator 
can perform the six steps listed above at his discretion. - x 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 12 of 36) I 
T 

CE Error Messa15es 04 and 07 - Unsolicited ODD or In2ut 

ASSUME 

An unsolicited output data demand (ODD) or unsolicited input was detected by the worklist processor. This is 
usually caused 1) by connecting and activating a CLA with an address of another active CLA, or 2) by 
connecting and activating a CLA which happens to give an ODD or an input before the system has enabled it, or 
3) by a defective CLA. (Error message 04 is caused by an unsolicited ODD; error message 07 is caused by an 
unsolicited input.) 

RESPONSES 
CONDITIONS 

I 
1 2 3 

1. Has CE error message 04 or 07 been occurring more than 12 times a day? y y N 

2. Have some CLAs been plugged in during this time? y N -

ACTIONS SEQUENCE 

1. Check the addresses on the CLA handles for a duplicated address or for a switch set between 
two numbers. (The byte of the CE error message following the error code contains the CLA 
address.) - 1 -

2. Run ODS load check and mainframe diagnostics. - 2 -

3. Run MSMP MLIA diagnostics. - 3 -

4. Run MSMP 6000 Coupler diagnostics. Also run either TFF on native mode 255Xs or TFE on 
-100 255Xs. - 4 -

5. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory machines). - 5 - I 

6. If other CE error messages are outstanding, follow DDLTs for those messages. - 6 -

7. Call CE or analyst as appropriate. - 7 -

8. Unless the customer has reason to believe some serious fault exists, an occasional CE 
error message 04 or 07 should not be a matter for concern. However, the test operator 
can perform the seven steps listed above at his discretion. x - x 
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I TABLE 2-1. CE ERR.OR CODES DDLT (Sheet 13 of 36) 

. 
CE Error Messa&e 03 - Abnormal DCD 

ASSUME 

Abnormal operation of the data carrier detect (DCD) signal was detected by the CLA status handler. Failure 
of the DCD in the middle of input or a lO~second timeout of DCD is abnormal. This error message indicates 
noise on a transmission line. 

I RESPONSES 
CONDITIONS 

1 2 

1. The byte of the CE error message following the error code contains the CLA address. Does 
one CLA have more than 12 CE error messages 03 occurring during one·hour? y N 

ACTIONS SEQUENCE 

1. Using the communications line fault isolation procedures in section 4, run on-line 
diagnostics on the intermittent CLA line. x -

2. Some noise on a transmission line is to be expected. Unless the customer has reason to 
believe that some serious fault exists, an occasional CE error message 03 should not be 
a matter of concern. However, the test operator can perform the above step at his 
discretion. - x 

I TABLE 2-1. CE ERROR CODES DDLT (Sheet 14 of 36) 

CE Error Messase 02 - Abnormal DSR or CTS 

ASSUME 

Abnormal operation of the data set ready (DSR) or clear to send (CTS) modem signals was detected by the CLA 
status handler. An invalid sequence of modem signal changes or the normal disconnect sequence on some types 
of line protocols will cause this error message. 

NOTE 

This message occurs in the normal sequence of disconnecting on some lines. 
Do not treat this as an error message. 

CONDITIONS 

None. 

ACTIONS 

None. 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 15 of 36) I 

CE Error Messa~es OA and OB - TIP Event Receiver Timeout 

ASSUME 

CE error message OA occurs when the TIP event receiver times out an output data demand (ODD) during the 
transmission of a message. 

CE error message OB occurs when the TIP event receiver times out because the data carrier detect (DCD) signal 
was missing for a period of time longer than the threshold value. These errors can be caused by a noisy 
transmission line, a bad modem, or a bad CLA. 

RESPONSES I 
CONDITIONS 

1 2 

1. The byte of the CE error message following the error code contains the CLA address. Is 
the CLA receiving more than 6 CE error messages OA or OB during one hour? y N 

ACTIONS SEQUENCE 

1. Using the communications line fault isolation procedures in section 4, run on-line 
diagnostics on the intermittent CLA line. x -

2. Some noise on a transmission line is to be expected. Unless the customer has reason to 
believe that some serious fault exists, an occasional CE error message OA or OB should not 
be a matter of concern. However, the test operator can perform the above step at his 
discretion. - x 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 16 of 36) 

CE Error Messages 08 and 09 - Mux Loop Error 

ASSUME 

The CLA status handler has detected a loop error. This is usually caused by noise on the multiplexer loop. 
CE error message 08 is an input loop error (ILE); CE error message 09 is an output loop error (OLEh 

I RESPONSES 
CONDITIONS 

l 2 

1. Has CE error message 08 or 09 occurred more than three times in one-half hour on the same 
line number? y N 

ACTIONS SEQUENCE 

1. Run on-line diagnostics on the CLA specified by that line number using the CLA internal 
loopback test. 1 -

2. Replace the primary loop multiplexer card in the loop multiplexer cage containing the 
specified CLA. 2 -

3. Replace MI.IA card 1 (slot D on core memory machines, slot E on MOS memory machines). 3 -

4. Replace MLIA card 2 (slot E on core memory machines, slot F on MOS memory machines). 4 -

5. Replace MI.IA card 3 (slot F on core memory machines, slot G on MOS memory machines). 5 -

6. Replace loop multiplexer cables one at a time. 6 -

7. Call CE or analyst as appropriate. 7 -

8. Unless the customer has reason to believe some serious fault exists, an occasional CE 
error message 08 or 09 should not be a matter for concern. However, the test operator 
can perform the seven steps listed above at his discretion. - x 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 17 of 36) I 

CE Error Messa8e 06 - Ille8al Mux Looe Form.at 

ASSUME 

The worklist processor detected an illegal loop cell format in the CIB. This is usually caused by a bad MLIA 
or a loop multiplexer problem. The only formats accepted are: 1) a CLA address cell followed by a data cell 
with an end-of-line frame flag, 2) a CLA address cell followed by two supervision cells (the second 
supervision cell has the end-of-line frame flag), 3) a CLA address cell followed by a data cell and two 
supervision cells (the second supervision cell has the end-of-line frame flag). 

RESPONSES I 
CONDITIONS 

1 2 3 4 

1. Has CE error message 06 occurred more than three times in one-half hour? y y y N 

2. The byte of the CE error message following the error code contains the CLA address. 
Did the CE error message occur for one CLA address? y y N -

3. Did the CE error message contain CLA addresses of CLAs that reside in one loop 
multiplexer cage? - y N -

ACTIONS SEQUENCE 

1. Replace the primary loop multiplexer card in the loop multiplexer cage containing the 
CLAs whose addresses were in the error messages. 2 1 - -

2. Replace MLIA card 1 (slot D on core memory machines, slot E on MOS memory machines). - 2 1 -
3. Replace MLIA card 2 (slot E on core memory machines, slot F on MOS memory machines). - 3 2 -

4. Replace MLIA card 3 (slot F on core memory machines, slot G on MOS memory machines). - 4 3 -

5. Replace the CLA with the address indicated in the CE error message. 1 - - -

6. Call CE or analyst as appropriate. 3 5 4 -

7. Unless the customer has reason to believe some serious fault exists, an occasional 
CE error message 06 should not be a matter for concern. However, the test operator 
can perform the six steps listed above at his discretion. - - - x 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 18 of 36) 

CE Error Messages OF and 10 - NCNA/Data Transfer Overrun Error 

ASSUME 

CE error message OF occurs when the CLA status handler has detected a next charcter not available (NCNA) 
condition. This is caused by a synchronous CLA not having the next character for output in time to keep the 
output data stream in synchronization. 

CE error message 10 occurs when the CLA status handler has detected a data transfer overrun condition. This 
is caused by a CLA receiving a second character before the loop multiplexer has accepted the first 
character. Either problem may occur due to system overloading or due to a bad CLA. 

I RESPONSES 
CONDITIONS 

1 2 3 

1. Has CE error message OF or 10 occurred more than three times in one-half hour? y y N 

2. The byte of the CE error message following the error code contains the CLA address. Each 
loop multiplexer card cage is organized so the left-most card slot has highest priority 
and each succeeding slot to the right has lower priority than its neighbor to the left. 
On the CLA card, CLAl has a higher priority than CLA2. If the system has more than one 
loop multiplexer, the loop multiplexer with the highest priority has its upper cable 
connected to the MLIA. Check the CLAs priority placement. Are the CLAs in the proper 
priority placement according to line speed? y N -

ACTIONS SEQUENCE 

1. Replace the CLA with the address indicated in the CE error message. 1 - -

2. Place the CLAs in the proper priority positions according to line speed. - 1 -

3. Call CE or analyst as appropriate. 2 2 -
4. Unless the customer has reason to believe some serious fault exists, an occasional CE 

error message OF or 10 should not be a matter for concern. However, the test operator 
can perform the three steps listed above at his discretion. - - x 

2-18 60471500 F 



TABLE 2-1. CE ERROR CODES DDLT (Sheet 19 of 36) I 

CE Error Messa~e OD - Excessive CLA Status Messases 

ASSUME 

The CLA status handler detected more than 128 status messages from a CLA within one-half second. The byte of 
the CE error message following the error code contains the CLA line number. This flood of status messages is 
usually due to very noisy line conditions; however, it may also be caused by a bad CLA or a bad modem. 

CONDITIONS 

None. 

ACTIONS 

1. Using the communications line fault isolation procedures in section 4, run on-line diagnostics on the 
intermittent CLA line. 

TABLE 2-1. CE ERROR CODES DDLT (Sheet 20 of 36) I 

CE Error Messages 00, 01, OE, 12 thru lF, 222 252 26, 2E, 2F, and 37 or higher - Illegal I 
ASSUME 

These are not valid CE error message codes. It is likely that the CE error code byte part of the message is 
garbled. 

CONDITIONS 

None. 

ACTIONS 

None. 

NOTE 

These CE error messages should not appear on the Hardware Performance 
Analyzer reports. 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 21 of 36) 

CE Error Messa~e 11 - MLIA Error 

ASSUME 

The MLIA interrupt handler has detected MLIA error status. This status may be caused by a faulty MLIA, 
faulty loop cables, or a faulty loop multiplexer. 

I RESPONSES 
CONDITIONS 

1 2 

1. Has this CE error message occurred more than three times within one-half hour? y N 

ACTIONS SEQUENCE 

1. Run MSMP MST041 diagnostics. x -

2. Unless the customer has reason to believe some serious fault exists, an occasional CE error 
message 11 should not be a matter for concern. However, the test operator can perform the 
step listed above at his discretion. - x 

I TABLE 2-1. CE ERROR CODES DDLT (Sheet 22 of 36) 

CE Error Messa~e 20 - Deadman Timeout 

ASSUME 

The host interface package (HIP) software has detected a deadman timeout error. Error detection occurs in 
HIP procedure PTSTART. CE error message 20 does not necessarily indicate a failure; it can merely mean that 
the host failed to communicate with the 2550 within the amount of time specified by the CCP global constant 
ADEADTO. When the error is detected, the HIP sends a host computer down message to all the 'interactive 
terminals in the system. The two bytes of the CE error message following the error code contain the last 
state of the HIP. 

CONDITIONS 

CE error message 20 normally is not an indication of a 2550 failure. The message occurs during normal 
operation if the host is locked out for ADEADTO time, due to higher priority local batch activity. During 
this period the host computer cannot communicate with the 2550 to prevent the deadman timer from expiring. 

ACTIONS 

None. .. 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 23 of 36) I 

CE Error Message 21 - s2urious Cou~ler Interrupt 

ASSUME 

The coupler spu~ious interrupt condition is detected by the host interface package (HIP) software; the error 
detection occurs in the procedure PTINTPROC. A spurious coupler interrupt occurs when a coupler status 
following an interrupt does not contain one of the following: 1) a chain address zero, 2) a hardware timeout, 
3) transfer terminated by the PPU, 4) transmission complete, 5) parity error, or 6) protect fault. The error 
message shows the actual coupler status (look at the two bytes following the error code). 

RESPONSES I 
CONDITIONS 

l 2 

1. Has CE error message 21 occurred more than three times within one-half hour? y N 

ACTIONS SEQUENCE 

1. During the next PM period, run off-line MSMP 6000 Coupler or 6000 Expansion Coupler 
diagnostics (depending on which coupler is present). Also run either TFF on native mode 
255Xs or TFE on -100 255Xs. 1 - I 

-·· 

2. Replace the coupler I/O card (slot C for the 6000 Coupler, slot AA for the 6000 Expansion 
Coupler). 2 -

3. Replace the coupler OMA card (slot D for the 6000 Coupler, slot A for the 6000 Expansion 
Coupler). 3 -

4. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory machines). 4 - I 

5. Replace the status mode interrupt card (slot L). 5 -

6. Replace the I/0-TTY card (slot K). 6 -
7. If other CE error messages are outstanding, follow DDLTs for those messages. 7 -
8. Call CE or analyst as appropriate. 8 -

9. Unless the customer has reason to believe some serious fault exists, an occasional CE error 
message 21 should not be a matter for concern. However, the test operator can perform the 
eight steps listed above at his discretion. - x 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 24 of 36) 

CE Error Messa~e 23 - CouEler Hardware Timeout on InEut 

ASSUME 

The coupler hardware timeout condition is detected by the host interface package (HIP) software; the error 
detection occurs in procedure PTINTPROC. If the timeout occurs when the HIP is expecting input data (traffic 

' 
from the 2550 to the host), the PTINTPROC procedure is in state 2 (BZSTATE = AOPT 2) during the detection of 
the error. If the host to 2550 channel is active longer than three seconds, the coupler deactivates the 
channel, sets bits 10 (timeout) and 15 (alarm) in the coupler status, and causes an interrupt. The CE error 
message contains the actual coupler status (look at the two bytes following the error code). 

I RESPONSES 
CONDITIONS 

1 2 

1. Has CE error mesSa.ge 23 occurred more than three times within one-half hour? y N 

ACTIONS SEQUENCE 

1. During the next PM period, run off-line MSMP 6000 Coupler or 6000 Expansion Coupler 
diagnostics (depending on which coupler is present). Also run either TFF on native mode 
255Xs or TFE on -100 255Xs. 1 -

2. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory machines). 2 -I 

3. Replace the coupler I/O card (slot C for the 6000 Coupler, slot AA for the 6000 Expansion 
Coupler). 3 -

4. Replace the coupler DMA card (slot D for the 6000 Coupler, slot A for the 6000 Expansion 
Coupler). 4 -

5. If other CE error messages are outstanding, follow DDLTs for those messages. 5 -

6. Call CE or analyst as appropriate. 6 -
7. Unless the customer has reason to believe some serious fault exists, an occasional CE error 

message 23 should not be a matter for concern. However, the test operator can perform the 
six steps listed above at his discretion. - x 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 25 of 36) I 

CE Error Me$sa~e 24 - In:eut Data Transfer Terminated bl PPU 

ASSUME 

The coupler transfer terminated by PPU condition is detected by the host interface package (HIP) software. 
The error detection occurs in procedure PTINPRCOC. If the HIP is expecting input (traffic from the 2550 to 
the host) when the transfer terminated by PPU occurs, PTINPRCOC is in state 2 (BZSTATE = AOPT2) during the 
detection of the error. If the host deactivates the data channel before a data transfer is complete, bit 1 
of the coupler status word is set and an interrupt occurs. The error message shows the actual coupler status 
(check the two bytes following the error code). 

RESPONSES 
CONDITIONS I 

1 2 

1. Has CE error message 24 occurred more than three times within one-half hour? y N 

ACTIONS SEQUENCE 

1. During the next PM period, run off-line MSMP 6000 Coupler or 6000 Expansion Coupler 
diagnostics (depending on which coupler is present). Also run either TFF on native mode 
255Xs or TFE on -100 255Xs. 1 -

2. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory machines). 2 -

3. Replace the coupler I/O card (slot C for the 6000 Coupler, slot AA for the 6000 Expansion 
Coupler). 3 -

4. Replace the coupler DMA card (slot D for the 6000 Coupler, slot A for the 6000 Expansion 
Coupler). 4 - I 

5. If other CE error messages are outstanding, follow DDLTs for those messages. 5 -

6. Call CE or analyst as appropriate. 6 -

7. Unless the customer has reason to believe some serious fault exists, an occasional CE error 
message 24 should not be a matter for concern. However, the test operator can perform the 
six steps listed above at his discretion. - x 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 26 of 36) 

CE Error Messa~e 27 - Out2ut Data Transfer Terminated bX PPU 

ASSUME 

The coupler transfer terminated by PPU condition is detected by the host interface package (HIP) software. 
The error detection occurs in procedure PTINPROC. If the HIP is expecting output (traffic from the host to 
the 2550) when the t~ansfer terminated by PPU occurs, then the PTINPROC program is in state 2 (BZSTATE = 

I 
AOPT2) during the detection of the error. If the host deactivates the data channel before a data transfer is 
complete, bit 7 of the coupler status word is set and an interrupt occurs. The error message shows the 
actual coupler status (check the two bytes following the error code). 

RESPONSES 
CONDITIONS I 

1 2 

1. Has CE error message 27 occurred more than three times within one-half hour? y N 

ACTIONS SEQUENCE 

1. During the next PM period, run off-line MSMP 6000 Coupler or 6000 Expansion Coupler 
diagnostics (depending on which coupler is present). Also run either TFF on native mode 
255Xs or TFE on -100 255Xs. 1 -

2. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory machines). 2 -I 

3. Replace the coupler I/O card (slot C for the 6000 Coupler, slot AA for the 6000 Expansion 
Coupler). 3 -

4. Replace the coupler DMA card (slot D for the 6000 Coupler, slot A for the 6000 Expansion 
Coupler). 4 -

5. If other CE error messages are out~tanding, follow DDLTs for those messages. 5 -

6. Call CE or analyst as appropriate. 6 -

7. Unless the customer has reason to believe some serious fault exists, an occasional CE error 
message 27 should not be a matter for concern. However, the test operator can perform the 
six steps listed above at his discretion. - x 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 27 of 36) I 

CE Error Message 28 - Hardware Timeout On Out;eut 

ASSUME 

The coupler hardware timeout condition is detected by the host interface package (HIP) software. The error 
detection coding resides in procedure PTINTPROC. If the timeout occurs while the HIP is expecting output 
data (traffic from the host to the 2550) then the PTINTPROC program is in state 5 (BZSTATE = AOPT5) during 
the detection of the error. If the host to 2550 channel is active longer than three seconds, the coupler 
will deactivate the channel, set bit 10 (timeout) and bit 15 (alarm) in the coupler status, and cause an 
interrupt. The CE error message contains the actual coupler status (check the two bytes following the error 
code). 

RESPONSES 
CONDITIONS I 

1 2 

1. Has CE error message 28 occurred more than three times within one-half hour? y N 

ACTIONS SEQUENCE 

1. During the next PM period, run off-line MSMP 6000 Coupler or 6000 Expansion Coupler 
diagnostics (depending on which coupler is present). Also run either TFF on native mode 
255Xs or TFE on -100 255Xs. 1 -

2. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory machines). 2 - I 

3. Replace the coupler I/O card (slot C for the 6000 Coupler, slot AA for the 6000 Expansion 
Coupler). 3 -

4. Replace the coupler DMA card (slot D for the 6000 Coupler, slot A for the 6000 Expansion 
Coupler). 4 -

5. If other CE error messages are outstanding, follow DDLTs for those messages. 5 -

6. Call CE or analyst as appropriate. 6 -
7. Unless the customer has reason to believe some serious fault exists, an occasional CE error 

message 28 should not be a matter for concern. However, the test operator can perform the 
six steps listed above at his discretion. - x 
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I TABLE 2-1. CE ERROR CODES DOLT (Sheet 28 of 36) 

CE Error Messa8e 29 - Missins EOP 

ASSUME 

The host interface package (HIP) software detected a missing end of operation (EOP) flag. In the early 
coupler models this error was caused by a timing problem. This coupler problem has been corrected. 

I RESPONSES 
CONDITIONS 

1 2 

1. Has CE error message 29 occurred more than three times within one-half hour? y N 

ACTIONS SEQUENCE 

1. Run MSMP 6000 Coupler diagnostics. Also run either TFF on native mode 255Xs or TFE on 
-100 255Xs. 1 -

2. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory machines). 2 -I 

3. Run ODS load check and mainframe diagnostics. 3 -

4. If other CE error messages are outstanding, follow DDLTs for those messages. 4 -
5. Call CE or analyst as appropriate. 5 -
6. Unless the customer has reason to believe some serious fault exists, an occasional CE 

error message 29 should not be a matter for concern. However, the test operator can 
perform the five steps listed above at his discretion. - x 
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TABLE 2-1. CE ERROR CODES DOLT (Sheet 29 of 36) I 

CE Error Messa~e OC - Abnormal Secondarx: DCD 

ASSUME 

Abnormal secondary DCD (received-line signal detector) was detected by the CLA status handler. This signal 
can be used as an interrupt signal from the terminal equipment and is monitored for a level change. 

RESPONSES 
CONDITIONS I 

1 2 3 

1. The byte of the CE error message following the error code contains the CLA address. Is the 
CLA on a line using reverse channel interrupt in its protocol? N y y 

2. Are there any complaints about the reverse channel interrupt function? - y N 

ACTIONS SEQUENCE 

1. Using the communications line fault isolation procedures in section 4, run on-line 
diagnostics on the intermittent CLA line. x x -

2. None. This is a normal message in response to a reverse channel interrupt. - - x 

TABLE 2-1. CE ERROR CODES DOLT (Sheet 30 of 36) I 

CE Error Message 2A - HASP too Manx: NAK.S Received 

ASSUME 

The HASP TIP has received a fifth NAK. (negative acknowledge block) on a block and has declared the line to be 
inoperative. This condition can be caused by a noisy transmission line, a bad modem, a bad CLA, or a bad 
terminal. 

RESPONSES 
CONDITIONS I 

1 2 

1. The byte of the CE error message following the error code conatins the CLA address. Has 
the CLA received more than three CE error messages 2A during one hour? y N 

ACTIONS SEQUENCE 

1. Using the communications line fault isolation procedures in section 4, run on-line 
diagnostics on the failing line. x -

2. Some noise on a transmission line is to be expected. Unless the customer has reason to 
believe that some serious fault exists, an occasional CE error message 2A should not be a 
matter of concern. However, the test operator can perform the above step at his discretion. - x 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 31 of 36) 

CE Error Messages 2B and 2C - Bad BCB From HASP TIP or HASP Workstation 

ASSUME 

The protocol between the HASP TIP and the HASP terminal has detected two or more lost blocks and declared the 
condition unrecoverable and the line inoperative. This condition can be caused by a noisy transmission line, 
bad modem, a bad CLA, or a bad terminal. CE error messages 2B occurs when the HASP terminal detects lost 
blocks. CE error messages 2C occurs when the HASP TIP detects lost blocks. 

I RESPONSES 
CONDITIONS 

1 2 

1. The byte of the CE error message following the error code contains the CLA address. Has 
the CLA received three or more CE error messages 2B or 2C during one hour? y N 

i 

ACTIONS SEQUENCE 

1. Using the communications line fault isolation procedures in section 4, run on-line 
diagnostics on the failing line. x -

2. Some noise on a transmission line is to be expected. Unless the customer has reason to 
believe that some serious fault exists, an occasional CE error message 2B or 2C should not 
be a matter of concern. However, the test operator can perform the above step at his 
discretion. - x 

2-28 60471500 F 



TABLE 2-1. CE ERROR CODES DDLT (Sheet 32 of 36) I 

CE Error Messa~e 2D - HASP Workstation Restart 

ASSUME 

The HASP TIP has detected an unexpected HASP workstation restart. This condition can be caused by the HASP 
workstation operator doing a restart or a noisy transmission line. 

RESPONSES 
CONDITIONS 

I 
1 2 3 

1. The byte of the CE error message following the error code contains the CLA address. Did 
the HASP workstation operating on this line do a restart? y N N 

2. Has this CLA received three or more CE error messages 2D during one hour? - y N 

ACTIONS SEQUENCE 

1. This should not be treated as an error. x - -

2. Using the communications line fault isolation procedures in section 4, run on-line 
diagnostics on the failing line. - x -

3. Some noise on a transmission line is to be expected. Unless the customer has reason to 
believe that some serious fault exists, an occasional CE error message 2D should not be 
a matter of concern. However, the test operator can perform the above step at his 
discretion. - - x 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 33 of 36) 

CE Error Messages 302 31 2 and 32 - No Res;eonse 2 Bad Res;eonse 2 Error Res:eonse From Mode 4 Terminal 

ASSUME 

CE error message 30 occurs when a response timeout occurs after transmitting to the terminal. CE error 
message 31 occurs when the terminal response is not the expected response. CE error message 32 occurs when 
the terminal indicates it has received incorrect information. These three CE error messages can be caused by 
a bad terminal, a bad modem or a noisy transmission line. 

I RESPONSES 
CONDITIONS 

1 2 

1. The byte of the CE error message following the error code contains the CLA address. Has 
the CLA received more than three CE error messages 30, 31, or 32 in the last half-hour? y N 

ACTIONS SEQUENCE 

1. Contact the terminal operator and have him verify that the terminal is correctly 
configured: all switches in normal positon, emulator loaded correctly, and power to 
modem and to terminal is on. 1 -

2. Using the communications line fault isolation procedures in section 4, run on-line 
diagnostics on the failing line. 2 -

3. Some noise on a transmission line is to be expected. Unless the customer has reason to 
believe that some serious fault exists, an occasional CE error message 30, 31, or 32 
should not be a matter of concern. However, the test operator can perform the above 
steps at his discretion. - x 
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TABLE 2-1. CE ERROR CODES DDLT (Sheet 34 of 36) I 

CE Error Messa~e 33 - LIP Timeout on Idle Block 

ASSUME 

The link interface program (LIP) in the local NPU has timed out waiting for an idle block from a remote NPU. 
This condition can be caused by a remote NPU failure or a noisy transmission line. 

RESPONSES 
CONDITIONS 

I 
1 2 

1. The byte of the CE error message following the error code contains the CLA (trunk) address. 
The second byte of the message following the CLA address contains the node ID of the remote 
NPU. Has the NPU failed? y N 

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics on failed NPU. Also run either TFF on native 
mode 255Xs or TFE on -100 255Xs 1 - I 

2. Run MSMP MLIA diagnostics on failed NPU. 2 -

3. Using the communications line fault isolation procedures in section 4, run on-line 
diagnostics on the failing trunk. 3 1 

4. Call CE or analyst as appropriate. 4 2 
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I TABLE 2-1. CE ERROR CODES DDLT (Sheet 35 of 36) 

CE Error Messa~es 34 and 35 - HDLC Protocol Failure and Command Reject 

ASSUME 

CE error message 34 occurs when the local NPU link interface program (LIP) fails to receive a response to a 
block sent to the remote NPU. CE error message 35 occurs when the local NPU LIP sends a command to the 
remote NPU which is rejected. Both of these conditions can be caused by a remote NPU failure or a noisy 
transmission line. 

RESPONSES 
CONDITIONS 

1 2 I 
1. The byte of the CE error message following the error code contains the CLA (trunk) address. 

The second byte of the message following the CLA address contains the node ID of the remote 
NPU. Has the remote NPU failed? y N 

ACTIONS SEQUENCE 

I 1. Run ODS load check and mainframe diagnostics on failed NPU. Also run either TFF on native 
mode 255Xs or TFE on -100 255Xs. 1 -

2. Run MSMP MLIA diagnostics on failed NPU. 2 -
3. Using the co11Dllunications line fault isolation procedures in section 4, run on-line 

diagnostics on the failing trunk. 3 1 

4. Call CE or analyst as appropriate. 4 2 

I TABLE 2-1. CE ERROR CODES DDLT (Sheet 36 of 36) 

CE Error Messa~e 36 - LIP Received Bad Frame (CRC Error) 

ASSUME 

This message occurs when the local NPU link interface program (LIP) detects a CRC error on data received 
from the remote NPU. The condition can be caused by a noisy transmission line or a bad CLA. 

I RESPONSES 
CONDITIONS 

1 2 

I. The byte of the CE error message following the error code contains the CLA (trunk) address. 
The second byte of the message following the CLA address contains the node ID of the remote 
NPU. Has CE error message 36 occurred more than three times in one hour? y N 

ACTIONS SEQUENCE 

1. Using the communications line fault isolation procedures in section 4, run on-line 
diagnostics on the failing trunk. x -

2. Some noise on a transmission line is to be expected. Unless the customer has reason to 
believe that some serious fault exists, an occasional CE error message 36 should not be 
a matter of concern. However, the test operator can perform the above step at his 
discretion. - x 
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I 

STATISTICS SERVICE 
MESSAGES 
Each NPU maintains statistics data and a timer that 
generate statistics at intervals selected during 
CCP program build. Statistics message counters are 
maintained for the NPU and for each trunk and 
line. Each type of counter is dumped and cleared 
at each timer timeout. Reports are also sent 
regardless of the timer if you disconnect or 
disable a line or if a statistics counter 
overflows. The statistics block is dumped and 
cleared and the counter is set to ones. 

Statistics reports are sent as unsolicited service 
messages. 

The first bytes of statistics messages are the same 
for NPUs and trunks and lines. The remaining bytes 
(text) are unique to each message type. The format 
of the common bytes is: 

Link 
header 

DN 

DN SN CN P/RES/ PFC SFC TEXT 
=00 BT=04 =01 =01 

or 02 

Destination node - 00 is the engineer­
ing file in the host 

SN Source node - originating NPU 

CN Connection number - 00 for statistics 
messages 

P/RES 

BT 

PFC 

Unused 

Block type - 4 is CMD block 

Primary function code - 07 is statis­
tics message 

SFC Secondary function code 

01 is NPU statistics 
02 is line/trunk statistics 

TEXT See appendix A for explanation 

The information in the statistics messages is 
stored in host files. To access this information, 
run the Host Performance Analyzer Program (HPA) as 
described in the Communications Multiplex Hardware 
Maintenance manual. 

I Appendix A shows the format of the text, whose byte 
assignment and byte meaning are unique for each of 
the statistics message types. 
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Figure 2-2 shows two flowcharts that summarize DDLT 
procedures for the two types of statistics 
messages: NPU and trunk/line. The DDLTs for these 
messages are shown in table 2-2. 

ENTER 

NPU STATISTICS DOLT 

NO ACTION 

ENTER 

COUPLER 
PROBLEM 

TAKE 
INDICATED 
ACTION 

TRUNK/LINE STATISTICS DDL T 

NO ACTION 

RUN ON-LINE 
DIAGNOSTICS 
FOR THE PORT. 

Figure 2-2. Flowcharts for Statistics 
Messages DDLTs 
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I TABLE 2-2. STATISTICS SERVICE MESSAGES DDLT (Sheet 1 of 2) 

I Statistics Service Message 01 - NPU Statistics 

ASSUME 

1. Operator is familiar with DDLT format. 

The NPU statistics give useful information about the 255x host interface and about system loading. The 
coun1' of blocks discarded due to bad network addresses (word 4) and the count of blocks discarded due to bad 
format (word 5) could indicate possible coupler problems. Statistics messages are generated periodically 
as well as when the statistics count for an individual equipment exceeds the threshold level. 

RESPONSES 
CONDITIONS I 

1 2 3 

1. Have there been any messages discarded for bad network addresses or bad format? y N N 

2. Has the TIP regulation occurred frequently? - y N 

ACTIONS SEQUENCE 

1. Replace the coupler cards (slots B, C, and D in MOS memory machines, and slots A, B, and 
C in core memory machines) at next PM period. x - -

I 2. Check the 2550 Configurator to see if sufficient memory has been provided for the present 
load and configuration. - 1 -

3. Check the trunk/line statistics messages. Is the NPU running at its maximum capacity? 
If so, take no action. Otherwise, consider any problems that are using up buffers. - 2 -

4. Take no action. - - x 
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TABLE 2-2. STATISTICS SERVICE MESSAGES DDLT (Sheet 2 of 2) I 

Statistics Service Messa~e 02 - Trunk/Line Statistics I 
ASSUME 

1. Operator is familiar with DDLT format. 

The trunk/line statistics give a summary of the amount of activity by port number (line) for all ports. 
The most used parts of the message are: 1) the port number (first byte of text); 2) the count of the 
blocks transmitted from the terminal to the host (word 1 of text); and 3) the count of the blocks received 
from the host to the terminal (word 2 of text). These statistics would be most useful in discovering a 
port in a rotary configuration that was not working before the customer calls up and complains, or for 
comparing actual activity of the various ports to expected activity. 

RESPONSES I 
CONDITIONS 

1 2 

1. Does one of the rotary ports show an unusually low number of blocks of traffic compared to 
the rest of the rotary system? (Normally the amount of traffic should decrease as you get 
further away from the primary port of the rotary system.) y N 

ACTIONS SEQUENCE 

1. During the next PM period, run on-line diagnostics on the port with the unusually low 
traffic following the communications line fault isolation procedures in section 4. x -

2. Take no action. - x 
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HALT CODES AND DUMP INTERPRETATION 3 

When the Communications Control Program (CCP) stops 
the Network Processing Unit (NPU) because of an 
unrecoverable condition caused by either hardware 
or software errors, CCP delivers a halt message to 
the console if you have selected the console 
option. The format of the halt message is: 

HALT xxxx yyyy 
wwww PORT 
zzzz BUFFER ADDR 

xxxx The four digit hexadecimal halt code 

yyyy The address of the program in control 
when the halt occurred 

wwww The port number. It appears only 
with these CLA hardware halt codes: 

zzzz 

CLA address out of range (0005) 
and CLA status overflow (OOOD) 

The buffer address. It appears only 
with these buffer halt codes: 

0009, OOOA, OOOB, and OOOC 

Following a halt, the host usually dumps the NPU 
main memory, micromemory, and the file 1 regis­
ters. After a dump, the host attempts to reload 
the NPU. The number of times the host attempts to 
reload the NPU is based on a parameter you specify 
at installation. Another installation option gives 
you a dump after the first two attempts at reload­
ing; subsequent reloading attempts suppress dumps. 

To reload the NPU after the installation option 
expires , you must use the MASTER CLEAR switch on 
the NPU maintenance control panel to clear the NPU. 

You can locally stop the NPU by setting the MASTER 
CLEAR switch on the maintenance control panel. 

If a halt code is not generated, you must consult 
the dump listing generated from the host by the 
Network Dump Analyzer (NDA) program to find the 
cause of the failure. If you are a CE, you also 
may want to consult the dump listing whenever the 
cause of the halt is not apparent. 
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HALT CODES 

Halt codes are caused by: 

Incorrect switch settings 

Hardware malfunctions 

Either hardware or software problems 

HARDWARE MALFUNCTIONS 

These conditions are usually caused by some type of 
hardware failure: 

Power failures (halt code 0001) 

Memory parity error (halt code 0002) 

Memory protect bit error (halt code 0003) 

Bad MLIA initialization status (halt code 0011) 

ML.IA failure (halt code 0005) 

If you are a host operator and one of these condi­
tions occurs, it's best to allow the CE to repair 
the underlying hardware problem. 

HARDWARE OR SOFTWARE PROBLEMS 

Halt codes other than those already specified are 
caused by either a hardware failure or a software 
error. If you are a host operator, you might want 
to call a systems analyst to correct any software 
problems and a CE to repair any hardware problems. 
Regardless of whom you consult, be sure to have any 
dumps that were taken by the host available for 
examination. 

Figure 3-1 is a flowchart that summarizes the DDLT 
procedures for halt codes, and table 3-1 is a 
series of DDLTs you should consult to help you 
interpret halt codes. 
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4 F 1A 

TOO MANY 
INVALID WORK LIST HALT CODE 
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10 

NO TRY 
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RELOADING 
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MLIA HARDWARE FORCE LOAD HALT CODE 
STATUS SM RECEIVED 

6 11 1C 
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STATUS 
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HALT CODE 
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13 

1E 
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STACK 
OVERFLOW 
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HALT CODE 
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SEQUENCE OF A 
ACTIONS 15 
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INTERRUPT 

DUPLICATE 
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RELEASE OF INVALID COUPLER 
BUFFER ORDERWORD 

NO B 16 

CHAIN ERROR 
FIND PROGRAM ON GET INVALID HALT 
THAT CALLED BUFFER CODE 
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BUFFER ILLEGAL 
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RANGE 

D 
18 
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FAILURE. INVALID HALT 

CODE 

2 
E 19 
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PARITY ERROR MONITOR 
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3 

PROGRAM 
PROTECT 
ERR 

Figure 3-1. Flowchart for Halt Codes DDLT 
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TABLE 3-1. HALT CODES DDLT (Sheet 1 of 36) I 

ASSUME 

1. The operator is familiar with the ODS DDLT format. 

2. The system has halted or has not been successfully loaded. 

TABLE 3-1. HALT CODES DDLT (Sheet 2 of 36) I 

Halt Codes Ent!l: 

ASSUME 

RESPONSES I 
CONDITIONS 

1 2 3 4 

1. Has the system been successfully loaded and displayed the following: 

CCP 3.5 I 
NPU ID: OOxx 
LEVEL: OOyy 
VARIANT: OOzz N N N y 

2. Check location 3016 (halt code) of the dump. Does this address have any bits set to l? N N y -

3. Is this a new build that has not loaded successfully before? N y - -

ACTIONS SEQUENCE 

1. Go to sheet 3. x - - -

2. Try reloading CCP. - 1 1 1 

3. Try loading previous good load file. If this file loads successfully, have the 
system analyst check the build time parameters and program changes since the last 
good build operation. - 2 - -

4. Run ODS load check and mainframe diagnostics. - 3 - -

5. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. - 4 - -

6. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on 
core memory machines, and slot AB if running through a secondary coupler on MOS 
memory machines). - 5 - - I 

7. Call CE or analyst as appropriate. - 6 - -

8. Go to sheet 5. - - 2 -
9. Go to sheet 4. - - - 2 
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I 

I 

I 

TABLE 3-1. HALT CODES DDLT (Sheet 3 of 36) 

Halt Codes - No Halt Code Available 

ASSUME 

CONDITIONS 

1. The system failed during initialization but did not generate a halt code message. Look up 
the NPINTAB entry in the address table (address of table is at 15016). The contents of 
this location is the start address of the NPINTAB table. (See dump interpretation sub­
section at end of section 3.) Look at the second entry in the NPINTAB table. This entry 
contains a group of flags that are set as each phase of initialization is completed as 
follows: 

Bit 0 is set to initialize page registers. 

Bit 1 is set at the completion of setting up program protect bits. 

Bit 2 is set at the completion of initializing buffers (assigning BCBs and releasing 
all buffers to buffer pools). 

Bit 3 is set at the completion of initializing worklist control blocks (WLCBs). 

Bit 4 is set at the completion of miscellaneous NPU console initialization. 

Bit 5 is set at the completion of applications initialization. 

Bit 6 is set at the completion of initializing the MLIA (stops NPU if two CLAs have 
duplicate addresses). 

Bit 7 is set at the completion of initializing the lines. 

Bit 8 is set when timer services are initialized. 

Bits 9 thru 14 should be zeros. If not, none of the word is valid. 

Bit 15 is set at the completion of the second phase of buffer initialization. 

The P-register (contained in location FF16 of the File 1 register dump area) shows the 
address where the NPU was looping at halt time. 

ACTIONS 

1. Try reloading CCP. 

2. Find whether load file has been modified. 

3. Run ODS load check and mainframe diagnostics. 

4. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 

5. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on 
core memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 

6. Call CE or analyst as appropriate. 

3-4 

RESPONSES 

1 

x 

SEQUENCE 

2 

3 

4 

5 

6 
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TABLE 3-1. HALT CODES DDLT (Sheet 4 of 36) I 

Halt Codes - Halt Code Available 

ASSUME 

RESPONSES I 
CONDITIONS 

1 2 3 4 

1. Was the last message displayed on the console a halt code message? Halt code 
messages have the format HALT xxxx yyyy; xxxx is the halt and yyyy is the return 
address of the program in control. y y N - I 

2. Is the halt code non-zero? y N - -

3. Check location 3016 of the dump. This contains the halt code. Is this non-zero? - - y N 

ACTIONS SEQUENCE 

1. Go to sheet 5. x - x -
2. Go to sheet 17. - x - -
3. The program was looping. File 1 register FF16 of the dump contains the P-register 

value. This value is the address of the program that was executing when the 2550 
stopped. A link edit listing contains the program that resides at this address. 
Go to sheet 19. - - - x I 
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TABLE 3-1. .HALT CODES DDLT (Sheet 5 of 36) 

Halt Codes Index 

ASSUME 

1. Operator is familiar with the ODS DDLT format. 

2. Halt code message has halt code. 

RESPONSES 
CONDITIONS 

1 2 3 4 5 6 7 

1. Is the halt code • 0000? N N N N N N y 

2. Is the halt code • 0001? N N N N N y -
3. ls the halt code• 0002? N N N N y - -
4. Is the halt code • 0003? N N N y - - -
5. Is the halt code • 0004? N N y - - - -
6. Is the halt code • 0005? N y - - - - -

ACTIONS SEQUENCE 

1. Go to sheet 6. x - - - - - -
~ 

2. Go to sheet 17. - x - - - - -
3. Go to sheet 16. - - x - - - -
4. Go to sheet 15. - - - x - - -
5. Go to sheet 14. - - - - x - -
6. Go to sheet 13. - - - - - x -

7. Go to sheet 12. - - - - - - x 
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TABLE 3-1. HALT.CODES DDLT (Sheet 6 of 36) I 

Halt Codes Index 

ASSUME 

RESPONSES 
CONDITIONS I 

1 2 3 4 5 6 

1. Is the halt code = 0006? N N N N N y 

2. Is the halt code = 0007? N N N N y -
3. Is the halt code = 0008? N N N y - -

4. Is the halt code ~ 0009? N N y - - -
5. Is the halt code = OOOA? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 7. x - - - - -

2. Go to sheet 22. - x - - - -

3. Go to sheet 21. - - x - - -

4. Go to sheet 20. - - - x - -

5. Go to sheet 19. - - - - x -

6. Go to sheet 18. - - - - - x 
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I TABLE 3-1. HALT CODES DDLT (Sheet 7 of 36) 

Halt Codes Index 

ASSUME 

I ' RESPONSES 
CONDITIONS 

1 2 3 4 5 6 

1. Is the halt code • OOOB? N N N N N y 

2. Is the bal t code • OOOC? N N N N y -

3. Is the halt code • OOOD? N N N y - -

4. Is the halt code • OOOE? N N y - - -
5. Is the halt code • OOOF? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 8. x - - - - -

2. Go to sheet 27. - x - - - -

3. Go to sheet 26. - - x - - -

4. Go to sheet 25. - - - x - -

5. Go to sheet 24. - - - - x -

6. Go to sheet 23. - - - - - x 
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TABLE 3-1. 114LT· CODES DDLT (Sheet 8 of 36) I 

Halt Codes Index 

ASSUME 

RESPONSES I 
CONDITIONS 

1 2 3 4 5 6 

1. Is the halt code = 0010? N N N N N y 

2. Is the halt code = 0011? N N N N y -
3. Is the halt code = 0012? N N N y - -
4. Is the halt code = 0013? N N y - - -
5. Is the halt code • 0014? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 9. x - - - - -
2. Go to sheet 20. - x - - - -
3. Go to sheet 31. - - x - - -
4. Go to sheet 30. - - - x - -

-,... 

5. Go to sheet 29. - - - - x -
6. Go to sheet 28. - - - - - x 
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TABLE 3-1. HALT CODES DDLT (Sheet 9 of 36) 

Halt Codes Index 

ASSUME 

RESPONSES 
CONDITIONS 

1 2 3 4 5 6 

1. Is the halt code = 15? N N N N N y 

2. Is the halt code • 16? N N N N y -

3. Is the halt code • 17? N N N y - -
4. Is the halt code• 18? N N y - - -

5. Is the halt code = 19? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 10. x - - - - -
2. Go to sheet 20. - x - - - -
3. Go to sheet 20. - - x - - -
4. Go to sheet 33. - - - x - -
5. Go to sheet 20. - - - - x -
6. Go to sheet 32. - - - - - x 
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TABLE 3-1. HALT ·CODES DDLT (Sheet 10 of 36) 

Halt Codes Index 

ASSUME 

RESPONSES 
CONDITIONS 

1 2 3 4 5 6 

1. Is the halt code ... lA? N N N N N y 

2. Is the halt code • lB? N N N N y -

3. Is the halt code = lC? N N N y - -

4. Is the halt code • lD? N N y - - -
5. Is the halt code = lE? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 11. x - - - - -

2. Go to sheet 34. - x - - - -

3. Go to sheet 20. - - x - - -

4. Go to sheet 20. - - - x - -
5. Go to sheet 20. - - - - x -
6. Go to sheet 20. - - - - - x 

60471500 F 3-11 e 



TABLE 3-1. HALT CODES DDLT (Sheet 11 of 36) 

Halt Codes Index 

ASSUME 

RESPONSES 
CONDITIONS 

1 2 3 4 

1. Is the halt code = lF? N N N y 

2. Is the halt code = 20? N N y -
3. Is the halt code~ 21? N y - -

ACTIONS SEQUENCE 

1. You have misinterpreted an instruction. Go back to sheet 1 and try again. x - - -

2. Go to sheet 20. - x - -
3. Go to sheet 36. - - x -
4. Go to sheet 35. - - - x 

TABLE 3-1. HALT CODES DDLT (Sheet 12 of 36) 

Halt Code 0000 - Master Clear 

ASSUME 

RESPONSES 
CONDITIONS 

1 2 3 

1. Has Master Clear button been used? y N N 

2. Did NAM halt the 2550? N y N 

ACTIONS SEQUENCE 

1. No action; normal use. 1 - -
2. Check NAM dayfile for possible PIP coupler error. - 1 -

3. Possible firmware problem. Call an analyst. - - 1 
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TABLE 3-1. HALT CODES DDLT (Sheet 13 of 36) I 

Halt Code 0001 - Power Failure 

ASSUME 

Power failure may be caused by a power supply turning off or a momentary power fluctuation on the line. 

RESPONSES 
CONDITIONS I 

1 2 3 

1. Has one or more power supplies turned off? N N y 

2. Check location 3116 of the dump. This is the return address of the program calling 
PBBALT. Are the contents of location 3116 an address within the PBLNOO program? 
(The address of PBLNOO can be found in the CCP Link Edit listing - module memory map -
sorted by module address.) N y -

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. 1 - -
2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 - -
3. Run TFF on-line under MALET. 3 - - I 
4. Call CE or analyst as appropriate. 4 - -
5. Reload CCP (there was a momentary power fluctuation on the line). - x -
6. Reapply power to the failed power supply or replace the power supply. - - x 
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I TABLE 3-1. HALT CODES DDLT (Sheet 14 of 36) 

Halt Code 0002 - Mem.or1 ParitI Error 

ASSUME 

The NPU detected a memory parity error while executing a memory cycle during a program instruction, or 
during a memory cycle-stealing operation of a DMA-using device such as the coupler or MLIA. Memory parity 
error logic is described in the hardware reference manual. 

I RESPONSES 
CONDITIONS 

1 2 

1. Check location 31 16 of the duap. This is the return address of the,program calling 
PBBALT. Are the contents of location 31 16 an ad~ress within the PBLNOO program? 
(The address of PBLNOO can be found in the CCP Link Edit listing - module memory map -
sorted by module address.) y N 

ACTIONS SEQUENCE 

I I. Run TFF on-line under MALET. I 1 

2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 2 

I 3. Run ODS load check and mainframe diagnostics. 3 3 

4. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 4 4 

5. call CE or analyst as appropriate. 5 6 

6. Have analyst check that the program calling PBHALT did not mistakenly use halt code 0002. - 5 

3-14 60471500 F 



TABLE 3-1. HALT CODES DDLT (Sheet 15 of 36) I 

...,,,. 

Halt Code 0003 - Pro1ram Protect Error 

ASSUME 

A program protect error was detected by the NPU. This is a valid condition if the protect system is active 
(using software breakpoints). Unexpected occurrence of this halt may indicate a violation of restrictions 
on use of software breakpoint. Program protect error logic is described in the hardware reference manual. 
Software breakpoint logic is described in the CCP 3 Internal Maintenance Specifications, available from 
Software Manufacturing Distribution. 

RESPONSES I 
CONDITIONS 

1 2 3 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBBALT. Are the contents of location 3116 an address within the PBBREAKPOINT program? 
(The address of PBBREAKPOINT can be found in the CCP Link Edit listing - module memory 
map - sorted by module address.) y N -

2. Was someone making use of the software breakpoints? y - N 

ACTIONS SEQUENCE 

1. Ep.sure that someone did not accidently leave a software breakpoint set (ask the operator, 
and so forth). Remove any software breakpoints. 1 - -

2. Run ODS load check and mainframe diagnostics (including protect bit tests). 2 1 1 

3. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics and the MI.IA diagnostics. 3 2 2 

4. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 4 3 3 I 

5. can CE or analyst as appropriate. 5 4 4 
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I TABLE 3-1. HALT CODES DDLT (Sheet 16 of 36) 

Halt Code 0004 - Interru2t Count Less Than Zero 

ASSUME 

Either the PASCAL program bas attempted to unlock interrupts more of ten than the interrupts were locked, or a 
program looped through instructions which included a lock interrupts instruction until the count overflowed 
(800016>· 

I RESPONSES 
CONDITIONS 

1 2 

1. Check location 31 16 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 3116 an address within the UNLOCK program? 
(The address of UNLOCK can be found in the CCP Link Edit listing - module memory map -
sorted by module address.) y N 

ACTIONS SEQUENCE 

1. Have system analyst look at the entry point of UNLOCK to find who called UNLOCK. Check 
the calling program to find if it was looping. 1 -

2. Run ODS load check and mainframe diagnostics. 2 1 

3. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 3 2 

4. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 4 3 I 

5. Run MSMP MLIA diagnostics. 5 4 

6. Call CE or analyst as appropriate. 6 5 
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TABLE 3-1. HALT CODES DDLT (Sheet 17 of 36) I 

Halt Code 0005 - MLIA Failure 

ASSUME 

The multiplex loop interface adapter (MLIA) failed. Either a status was read from the MLIA with bit 00 equal 
to 1 (MLIA not ready), or more than 20 unprocessed MLIA error interrupts have accumulated. This condition 
can occur when the multiplex loop opens. 

RESPONSES 
CONDITIONS I 

1 2 

1. Check location 3116 of the dump. This is the return address of the program. calling 
PBHALT. Are the contents of location 3116 an address within the PBMLIA program? 
(The address of PBMLIA can be found in the CCP Link Edit listing - module memory map -
sorted by module address.) y N 

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. 1 1 

2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 2 

3. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AR if running through a secondary coupler on MOS memory 
machines). 3 3 r 

4. Run MSMP MST041 diagnostics. 4 4 

5. Call CE or analyst as appropriate. 5 6 

6. Have system analyst check the· program. calling PBHALT to find if it set the wrong halt code. - 5 
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I TABLE 3-1. HALT CODES DDLT (Sheet 18 of 36) 

I Halt Code 0006 - Overran CIB 

ASSUME 

The firmware pointer to read next loop cell from circular input buffer (CIB) exceeded present line frame 
pointer. 

I RESPONSES 
CONDITIONS 

1 2 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 31 16 an address within the PBMLIAOPS or PMMLEH 
program? (The address of PBMLIAOPS and PMMLEH can be found in the CCP Link Edit listing -
module memory map - sorted by module address.) y N 

ACTIONS SEQUENCE 

1. Run MSMP MI.IA diagnostics. 1 1 

2. Run ODS load check and mainframe diagnostics. 2 2 

3. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 3 3 

4. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory machines). 4 4 I 

5. Call CE or analyst as appropriate. 5 6 

6. Have system analyst check the program calling PBHALT to find if it set the wrong halt code. - 5 
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TABLE 3-1. BA.LT CODES DDLT (Sheet 19 of 36) I 

Halt Code 0007 - Branch to Zero Detected 

ASSUME 

Branch to zero (less than OOOE) has been detected. 

RESPONSES I 
CONDITIONS 

1 2 

1. Has this build been successfully run before? y N 

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. 1 -
2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 -
3. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 

memory machines, and slot AB if running through a secondary coupler on MOS memory machines). 3 - I 
4. Run MSMP MST041 diagnostics. 4 -
5. Call CE or analyst as appropriate. 5 -

6. Have system analyst check the MPLINK and MPEDIT listings for undefined externals or 
undefined LINKZAPs. 6 -

TABLE 3-1. BA.LT CODES DDLT (Sheet 20 of 36) I 

Halt Codes 0008, 0014, 0016, 0018 through lD, and >20 I 
ASSUME 

The above-named halt codes are not used. I 
CONDITIONS 

None. 

ACTIONS 

---------+-
None. I 
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I TABLE 3-1. HALT CODES DDLT (Sheet 21 of 36) 

I Halt Code 0009 - Ran Out of Buffers 

ASSUME 

I 
CONDITIONS 

RESPONSES 

1 2 3 4 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 3116 an address within the PBSTOP program? 
(The address of PBSTOP can be found in the CCP Link Edit listing - module memory map -
sorted by module address. PBSTOP is the firmware interface.) y y y N 

2. Fine BECTLB in the CCP Link Edit listing - entry symbol list - sorted by entry name. 
Locate the entry point of BECTLB in the dump and check the contents of the 1st, 11th, 
21st, and 31st word (decimal) of BECTLB. Were any of these words equal to zero? y y N -

3. Was the configuration changed recently? N y - -

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. 1 2 1 1 

2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 3 2 2 

3. Replace the CYBER coupler interface card (slot B on MOS u1emory machines, slot A on 
core memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 3 4 3 3 I 

4. Run MSMP MLIA diagnostics. 4 5 4 4 

5. Call CE or analyst as appropriate. 5 6 5 5 

I 6. Check the 2550 configurator to see if sufficient memory is available to handle the 
system configuration (based on terminal types, number of terminals, and so forth). - 1 - -
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TABLE 3-1. HALT CODES DDLT (Sheet 22 of 36) I 

Halt Code OOOA - Du2licate Release of Buffer I 
ASSUME 

The buffer to be released has already been released. 

RESPONSES I 
CONDITIONS 

1 2 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 3116 an address within the PBSTOP program? 
(The address of PBSTOP can be found in the CCP Link Edit listing - module memory map -
sorted by module address. PBSTOP is the firmware interface.) y N 

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. 1 1 

2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 2 

3. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 3 3 I 

4. Run MSMP MLIA diagnostics. 4 4 

5. Call CE or analyst as appropriate. 5 6 

6. Have system analyst check the program calling PBHALT to find if it set the wrong halt code. - 5 
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I TABLE 3-1. BA.LT CODES DDLT (Sheet 23 of 36) 

Halt Code OOOB - Buffer Chain Error 

ASSUME 

The program tried to get a buffer from the free buffer pool. The chaining address of the buffer obtained did 
not point to the end of another buffer of the same size. 

RESPONSES 
CONDITIONS I 

1 2 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 3116 an address within the PBSTOP program? 
(The address of PBSTOP can be found in the CCP Link Edit listing - module memory map -
sorted by module address. The buffer address is printed following the halt code.) y N 

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. 1 1 

2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 2 

I 3. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 3 3 

4. Run MSMP MLIA diagnostics. 4 4 

5. Call CE or analyst as appropriate. 5 6 

6. Have system analyst check the program calling PBHALT to find if it set the wrong halt code. - 5 
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TABLE 3-1. HALT CODES DDLT (Sheet 24 of 36) I 

Halt Code OOOC - Buff er out of Ra!!ae .... 

ASSUME 

The program tried to release a buffer. The address of the buffer was not within the range of the buffer 
area. 

RESPONSES 
CONDITIONS 

I 
1 2 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 3116 an address within the BUFMAI program? 
(The address of BUFMAI can be found in the CCP Link Edit listing - module memory map -
sorted by module address. The buffer address is printed following the halt code.) y N 

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. 1 1 

2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 2 

3. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 3 3 I 

4. Run MSMP MLIA diagnostics. 4 4 

5. Call CE or analyst as appropriate. 5 6 

6. Have system analyst check the program calling PBHALT to find if it set the wrong halt code. - 5 
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I TABLE 3-1. HALT CODES DDLT (Sheet 25 of 36) 

I . Halt Code OOOD - Cou2ler Alarm Condition 

ASSUME 

The coupler detected a memory parity error or a program protect bit error during data transfer. 

I RESPONSES 
CONDITIONS 

1 2 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHA.LT. Are the contents of location 3116 an address within the PTINIT program? 
(The address of PTINIT can be found in the CCP Link Edit listing - module memory map -
sorted by module address.) y N 

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. 1 1 

2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 2 

3. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 3 3 I 

4. Run MSMP MST041 diagnostics. 4 4 

5. Call CE or analyst as appropriate. 5 6 

6. Have system analyst check the program calling PBHALT to find if it set the wrong halt code. - 5 
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TABLE 3-1. HALT CODES DDLT (Sheet 26 of 36) I 

Halt Code OOOE - Monitor Sto22ed I 
ASSUME 

The monitor stopped (OPS TIMEOUT} because a routine was running which did not reset the monitor timer often 
enough. Probably part of memory has become garbled. 

RESPONSES 
CONDITIONS I 

l 2 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 31 16 an address within the PBTIMER program? 
(The address of PBTIMER can be found in the CCP Link Edit listing - module memory map -
sorted by module address.) y N 

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. l l 

2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 2 
-

3. Replace the CYBER coupler interface card (slot Bon MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 3 3 I 

4. Run MSMP MST041 diagnostics. 4 4 

5. Call CE or analyst as appropriate. 5 6 

6. Have system analyst check the program calling PBHALT to find if it set the wrong halt code. - 5 
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I TABLE 3-1. HALT CODES DDLT (Sheet 27 of 36) 

Halt Code OOOF - Too Kanz Worklist Entries From One CLA 

ASSUME 

Too many status messages were received from the CLA. Before PBHALT halts the system to avoid running out of 
buffers, PBHALT checks the worklist entry to see if a CLA is requesting too many worklists. If a CLA is 
detected to be bad, PBHALT sets halt code OOOF and gives the CLA address at the end of the message. 

I RESPONSES 
CONDITIONS 

1 2 

1. Is there a CLA with port address (CLA address) given in the halt message? y N 

ACTIONS SEQUENCE 

1. Replace the CLA having the address given at the end of the halt message. 1 -
2. Run ODS load check and mainframe diagnostics. 2 1 

3. Run MSHP 6000 Coupler or 6000 Expansion Coupler diagnostics. 3 2 

4. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 4 3 I 

s. Run MSHP MST041 diagnostics. 5 4 

6. Call CE or analyst as appropriate. 6 5 

7. Have system analyst check the program calling PBHALT to find if it set some halt code 
other than OOOF. - 6 
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TABLE 3-1. HALT CODES DDLT (Sheet 28 of 36) I 

Halt Code 0010 - Force Load Service Messye Received 

ASSUME 

The force load service message is used to cause a remote NPU to halt so that the host can reload the NPU. ,, 

RESPONSES I 
CONDITIONS 

1 2 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 31 16 an address within the PNFR.CELD program? 
(The address of PNFRCELD can be found in the CCP Link Edit listing - module memory map -
sorted by module address.) y N 

ACTIONS SEQUENCE 

1. No action required, this halt is normal. x -

2. Run ODS load check and mainframe diagnostics. - 1 

3. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. - 2 

4. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). - 3 I 

5. Run MSMP MST041 diagnostics. - 4 

6. Call CE or analyst as appropriate. - 6 

7. Have system analyst check the program calling PBHALT to find if it set some halt code 
other than 001016• - 5 
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I TABLE 3-1. HALT CODES DDLT (Sheet 29 of 36) 

Halt Code 0011 - Bad MLIA Initialization Status 

ASSUME 

At the end of initializing the multiplex subsystem, the MLIA status was read and found to contain some value 
other than 000916• 

I RESPONSES 
CONDITIONS 

1 2 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 3116 an address within the PIMLIA program? 
(The address of PIMLIA can be found in the CCP Link Edit listing - module memory map -
sorted by module address.) y N 

ACTIONS SEQUENCE 

1. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 1 2 

2. Run ODS load check and mainframe diagnostics. 2 1 

3. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 3 3 I 

4. Run MSMP MST041 diagnostics. 4 4 

s. Call CE or analyst as appropriate. 5 6 

6. Have system analyst check the program calling PBHALT to find if it set the wrong halt code. 6 5 
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TABLE 3-1. HALT CODES DDLT (Sheet 30 of 36) 

Halt Code 0012 - Bad NCB 

ASSUME 

CCP has received a bad network control block. 

RESPONSES 
CONDITIONS 

1 2 

1. Has a recent change been made to NDLP input? y N 

2. Bas this NPU previously been successfully loaded with current load file? N y 

ACTIONS SEQUENCE 

1. Using previous NDLP input, reload NPU with old load file. 1 -

2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. - 1 

3. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory machines). - 2 

4. Run MSMP MST041 diagnostics. - 3 

5. Call CE or analyst as appropriate. - 4 
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I TABLE 3-1. HALT CODES DDLT (Sheet 31 of 36) 

Halt Code 0013 - Chain Address Eg,ual to Zero 

ASSUME 

The host interface program (HIP) detected that the coupler chain address was zero. This error detection is 
done in procedure PTHIPINT. The error is reported only for up-line transactions (traffic from the NPU to the 
host). The error occurs when the coupler has used up its current buffer, has not found the last buffer flag 
set, and has tried to chain to the next buffer but could not find that next buffer address. 

I RESPONSES 
CONDITIONS 

1 2 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 3116 an address within the PTHIPINT program? 
(The address of PTHIPINT can be found in the CCP Link Edit listing - module memory map -
sorted by module address.) y N 

ACTIONS SEQUENCE 

1. Run ODS load check and mainframe diagnostics. 1 1 

2. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 2 

3. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 3 3 I 

4. Run MSMP MST041 diagnostics. 4 4 

5. Call CE or analyst as appropriate. 5 6 

6. Have system analyst check the program calling PBHALT to find if it set some halt code 
other than 001316• - 5 
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TABLE 3-1. HALT CODES DDLT (Sheet 32 of 36) I 

Halt Code 0015 - Invalid Cou2ler Orderword 

ASSUME 

The illegal orderword condition is detected by the host interface package (HIP) software. This error 
detection is done in procedure PTHIPINT. PTHIPINT is in state 3 (BZSTATE = AOPT3) during detection of this 
·error. If the orderword sent from the host to the NPU is less than 1, or equal to 4, or greater than 6, the 
orderword is invalid and the coupler is cleared. The orderword register on the coupler DMA card causes a 
coupler interrupt when loaded. 

RESPONSES I 
CONDITIONS 

1 2 

1. Check location 3116 of the dump. This is the return address of the program calling 
PBHALT. Are the contents of location 31 16 an address within the PTHIPINT program? 
(The address of PTHIPINT can be found in the CCP Link Edit listing - module memory map -
sorted by module address.) y N 

ACTIONS SEQUENCE 

1. Replace the coupler I/O card (slot C for the 6000 Coupler, slot AA for the 6000 Expansion 
Coupler). 1 -

-
2. Run ODS load check and mainframe diagnostics. 2 1 

3. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 3 2 

4. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 
memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 4 3 I 

5. Run MSMP MST041 diagnostics. 5 4 

6. Call CE or analyst as appropriate. 6 6 

7. Have system analyst check the program calling PBHALT to find if it set some halt code 
other than 001516• - 5 
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TABLE 3-1. HALT CODES DDLT (Sheet 33 of 36) 

Halt Code 0017 - Ill ea al Call to Non-e:xistant Program 

ASSUME 

A call has been made to a module that is not defined in the 2550. 

RESPONSES 
CONDITIONS 

1 2 

1. Determine who was calling JOILL (see MPLINK output). y -

2. Check output from MPLINK. y -

ACTIONS SEQUENCE 

1. This is strictly a software problem. Call analyst who should change either the MPLINK 
input or CCP. 1 -

TABLE 3-1. HALT CODES DDLT (Sheet 34 of 36) 

Halt Code OOlE - Dx:namic Stack Overflow 

ASSUME 

The area where parameters are stored for recursive program calls has overflowed. 

RESPONSES 
CONDITIONS 

1 2 

1. Is contents of location FF16 in main memory between 4016 and FC16? y N 

ACTIONS SEQUENCE 

1. Probably a software problem. Call CE or analyst for analysis of dump and resolution of 
problem. - x 

2. Run ODS load check and mainframe diagnostics. 1 -
3. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 2 -
4. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 

memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 3 -

5. Run MSMP MST041 diagnostics. 4 -
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TABLE 3-1. HALT CODES DDLT (Sheet 35 of 36) 

Halt Code OOlF - Nyative Interru2t Count 

ASSUME 

The software maintained count of disabled interrupts has become negative. 

RESPONSES 
CONDITIONS 

1 2 

1. It is unlikely that the problem is caused by standard CDC software. This is typically a 
hardware problem. y N 

ACTIONS SEQUENCE 

1. Run MSMP 6000 Coupler or 6000 Expansion Coupler diagnostics. 1 -
2. R.un ODS load check and mainframe diagnostics. 2 -
3. Replace the CYBER coupler interface card (slot B on MOS memory machines, slot A on core 

memory machines, and slot AB if running through a secondary coupler on MOS memory 
machines). 3 -

4. Run MSMP MST041 diagnostics. 4 -

TABLE 3-1. HALT CODES DDLT (Sheet 36 of 36) 

Halt Code 0020 - Out2ut Over In2ut 

ASSUME 

A forced halt was generated by standard software to trap software that is doing two consecutive outputs 
without waiting for OBT. 

-

RESPONSES 
CONDITIONS 

1 2 

1. Check location 3116 of the dump for the address of the mux firmware. y N 

ACTIONS SEQUENCE 

1. Call analyst for problem analysis and resolution. 1 -

2. Examine last software call to determine which TIP is not waiting for OBT. 2 -
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2550 DUMPS 
During normal operation, NPU failures are connnuni­
cated to both the NOP and the HOP. After the NPU 
fails, the host automatically dlDD.ps and reloads the 
contents of NPU memory (Record 3). 

The dump format is similar to the one shown in 
figure 3-2. 

NPU DUMP 0003 NDA (DN=03) NOA VER 1.1 

CHANNEL 04 

EQUIPMENT 07 Header information 

TIME 00.14.05 Record 1 

DATE 78/09/02 

NPU NAME NODE2 

BASE FILE 1 REGISTERS 

ADDRESS 0 1 2 3 D E F 
000000 0000 0508 0500 0000 AEEO AEE3 3720 
000010 0560 OFOO 0000 ODOO 0004 OOEO BABE 
000020 007F 0064 0064 0001 0007 OOOF 7055 
000030 AAD8 165E ACD8 0000 0000 0001 0000 Micromemory dump 
000040 0001 8720 0000 OOFE 0085 0000 0801 Record 2 
000050 0000 0000 0200 8000 0000 0000 0304 
000060 OEDA 0000 3682 8723 0000 OOOF 2000 File 1 registers in groups of 16 
000070 1175 0001 0005 0006 401F 0000 0008 words per line. Code is hexa-
000080 OF16 0014 0000 0050 8590 B59F oooc decimal 
000090 1283 0000 B5BO 0000 Al80 0000 0000 
OOOOAO 86C5 1F27 0018 0000 OOFO 0000 OOF8 
OOOOBO 0040 004D 0000 0000 0071 7008 0000 
ooooco 0000 0000 0000 0000 0000 0000 0000 
000000 OOlF 0000 BDCO 0000 0000 0000 0000 
OOOOEO BDF8 0000 2C83 BE85 0000 0000 0000 
OOOOFO 0000 0000 0000 0000 0000 0000 AA2D 

ADDRESS 0 1 2 3 D E F 
000000 OBOO OBOO OBOO OBOO OBOO 5400 A9F6. 
000010 0011 0807 0000 0000 0000 0000 0000 
000020 0000 0000 0000 0000 0000 0000 0000 
000030 0000 0000 0000 0000 0000 0000 0000 
000040 0000 0044 OOFE 0000 0002 0001 0001 
000050 0001 0000 0044 0000 0030 0052 0000 
000060 0001 472C 1263 lllF FFFE 0091 0001 
000070 0002 0019 0001 0019 0001 0002 0001 Main memory dump 
000080 0001 0001 457A 0001 0000 0000 0000 Record 3 
000090 0000 0000 0000 0000 0000 0000 0000 
OOOOFO**OOOO 0000 0000 0000 0000 0000 0040 If lines have identical information, 
000100 0000 1400 1BA8 0000 1400 lCOF 0000 lines after the first are omitted. 
000110 0000 1400 3715 0000 1400 3720 0000 New line with unique information 
000120 FOlO 1400 1C4E 0000 1400 3751 0000 is flagged with **. Sixteen words 
000130 0000 1400 3750 0000 1400 3781 0000 per line. Code is hexadecimal. 
000140 1400 0000 1400 Dl08 1400 3781 0000 
000150 1125 11F5 1064 1065 0000 0000 0000 
000160 1518 1563 15CA 1699 AAD8 0000 AF21 
000170 0000 0000 E8FD E600 0000 0000 0000 
000180 5400 4761 12AF 1071 CEF6 6400 12B3 

Figure 3-2. Sample NPU Dwnp 
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INTERPRETING A DUMP 
WITHOUT A HALT CODE 
A halt can happen at any time, even before initial­
ization is finished. For example, the system can 
become trapped in a loop before the CCP header 
prints. Because CCP is not in control ( ini tializa­
tion hasn't completed), you will receive none of 
the previsously mentioned halt codes. Without a 
halt code, you must interpret the dump to determine 
which halt occurred, or in which subroutine of the 
initiation section the program is looping. 

it's not zero, a halt has occurred and the halt 
code value is in that location. Note the value in 
table 3..:..1 and follow the suggested action for that 
halt. 

If memory location 30 (hexadecimal) equals zero, 
examine the address of the NPINTAB entry in the 
address table. The address table, which is dis­
played at initialization, begins at fixed memory 
adress 150 (hexadecimal). See table 3-2 for the 
contents of the address table. Entry NPINTAB gives 
the starting address for the NPINTAB table, whose 
format is shown in figure 3-3. The NPISFL entry in 
the NPINTAB table contains the flags that mark the 
initialization subroutines that have completed 
running when the looping started. Give this 
information to the systems analyst along with the 
printout of the dump. 

See pages 2 and 3 of table 3-1 for the DDLT 
sequence for dump interpretation. 

First, examine the contents of memory location 30 
(hexadecimal) as shown in the dump printout. If 

TABLE 3-2. 

Location 

ADDRESS TABLE 

(Hexadecimal) Address Title/Routine 

150 BYWLCB Worklist control block -
151 JSWLADDR WL entry by LEVELNO 

152 BITCB Internal processing TCB 

153 BIBUFF Internal processing block 

154 JKMASK Interrupt masks 

155 JKTMASK PBAMASK save area 1--

156 CBTIMTBL TIMAL table 

157 JACT PD controller table 

158 BECTLBK Buffer control block (BCB) 

159 BYSTAMP Buffer stamp area 

15A CLBFSPACE Buffer space in number of small buffers_ 

15B 0 

15C NAPORT Port table ]-15D BQCIB Circular input buffer (CIB) 

15E 0 -15F CGLCBS Line control blocks (LCB) 

160 CHSUBLCB Sub line control blocks 

161 CGTCBS Terminal control blocks (TBC) .,__ 
162 BJTIPTYPT TIP type table 

163 NJTECT Terminal characteristics table -
164 0 

165 NPINTAB Initialization complete table -
166 0 

167 CCPVER CCP version address (0035) 

168 CCPCYC CCP cycle address (xxxx) 1--

169 CCPLEV CCP level address (PSR level) 

16A CCPVAR CCP variant ID -
16B 0 

NOTE: This table begins at main memory location 15016• 

Base 

Mux subsystem 

Lines and TIPs 

Initialization 
Information 
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Word 0 (NPSODD) 

Word 1 (NPISFL) 

Word 2 (NPBMLS) 

15 

0 

BIS 

y 

14 

0 

0 

y 

13 12 

0 0 

0 0 

y y 

11 10 9 8 

0 0 0 0 

0 0 0 B8 

y y y y 

7 6 5 4 3 2 1 

x x x x x x x 

B7 B6 BS B4 B3 B2 Bl 

y y y y y y y 

NPSODD - Duplicate CLA address, where XX ••• XX is the duplicated CLA address between 
0116 and FE16• 0016 indicates preset value (no duplicates), and FF16 
indicates no response. 

NPISFL - Initialization completion sequence flags, where Bl5 and B8 through BO 
indicate start or completion of various tasks as follows: 

Bl5 - All buffers initialized, system initialization completed 

B8 - Second phase of buffer initialization started/completed 

B7 - Initialization of fixed lines started/completed 

B6 - Initialization of MI.IA started/completed 

BS - Application initialization started/completed 

B4 - Miscellaneous NPU console initialization started/completed 

B3 - Initialization of worklist control blocks started/completed 

B2 - Initialization of buffers started/comp~eted 

Bl - Set up program protect bits s~arted/completed 

BO - Set up of page registers started/completed 

A function is completed if the next higher bit is set, otherwise it was 
started but not completed. 

NPBMLS - Bad MLIA initialization status, where any value for YY ••• YY other than 
000916 indicates bad status. Call a Customer Engineer to run MI.IA 
diagnostics. 

Figure 3-3. NPINTAB Table Starting Address Format 

0 

x 

BO 

y 
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ON-LINE DIAGNOSTIC TESTS 4 

The Communications Control Program ( CCP) includes 
on-line diagnostic tests that you, the systems 
operator, can do from the Network Processing Unit 
(NOP) console. These tests give you data and 
status information for one or more communications 
lines. 

The topics discussed in this section are: 

NOP operating instructions 

DDLT interpretation of diagnostic response 
messages 

Detailed information on using commands to 
isolate faults 

NOP CONSOLE OPERATING 
INSTRUCTIONS 

If you are at the host console, assign the NOP to 
the K-display by entering: 

K.NAM. 
and 

K.AP=CS 

Precede each comm.and with K. For example: 

K.TXT,NPU=LOCA,MSG=INT=,20,0,00 

In the following command examples, each command is 
shown first with its full spelling, followed by the 
acceptable abbreviated command format. 

DISABLE A TRUNK OR A LINE 

Use this comm.and to disable a trunk: 

{
DISABLE, TRUNK;} 
DI,TR 

= trunk name 

Use this command to disable a communications line: 

{
DISABLE,LINE} = line name 
DI,ll . 

The NPU at the other end of the disabled trunk will 
detect a trunk failure and will break the terminal 
connections of all affected logical lines. 
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REQUEST CONNECTION TO ON-LINE 
DIAGNOSTICS 
Use this command to connect to the on-line 
diagnostic tests: 

npu-name, {::QUEST} 

The TST command must be accepted before you 
any other TST command to the NPU. 

The message: 

/OLD: REQUEST INITIATED. 

is returned if the OLD facility is not in 
the NPU. Otherwise: 

/OLD: IN USE. 

is returned. 

NOTE 

A second request from the same NOP is 
responded to with IN USE. 

direct 

use in 

After REQUEST INITIATED, the request is success­
fully accepted unless the OLD facility is not 
available to the specified NPU. If the OLD 
facility is not available, you will receive this 
message: 

FROM NPU-name 
NO ONLINE DIAGNOSTICS PRESENT. 

The request has been processed when you receive 
this message: 

READY •• 

If you send another TST command to an NPU before 
the REQUEST command is accepted, that command is 
not processed and you will receive this message: 

/OLD: NO PRIOR REQUEST am. 
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ON-LINE TESTS FOR ·CLAS AND MODEMS 

Three tests allow you to do basic data and line 
turn-around to determine whether all data and 
status are normal. You can test one or more CLAs 
concurrently without impacting services to other 
lines in the network. 

You can use comm.ands to test communication lines by 
using these three tests: 

A Communications Line Adapter (CLA) internal 
loopback test, which tests all CLA logic except 
modem drivers and receivers. 

An external loopback test, which 
and transmission line problems. 
tests require that the modem 
features. Be sure to install 
jumper plug during these tests. 

isolates modem 
Some of the 

have loopback 
the loopback 

CI.A modem loopback test, which tests modem 
drivers and receivers. 

Start Testing of CLA logic Using 
Internal loopback Test 
Use this command to test the CLA logic in the 
designated NPU: 

TST, Test the CLA logic in the NPU 
NPU, 
and 
MSG 

INT Starts CLA internal loopback test 

ii Port number (CLA address, 01-FE) 

j 

kk 

CI.A type 
0 is synchronous RS-232 (2560-1) 
1 is asynchronous (2561-1) 
2 is synchronous non RS-232 (2560-2,) 
3 is synchronous SDLC (2563-1) 
4 is synchronous SDLC non RS-232 

buffered (2563-2) 

Modem class (see table 4-1) 

The ii,j, and kk parameters must appear exactly as 
Table 4-1 shows modem classes. shown. Insert leading zeros if necessary. 

TABLE 4-1. MODEM CLASSES 

Maximum Modem 
CLA Modem Class 

Test Mode Type Speed (Hexadecimal) Modemst 

Internal and All Not 00 None 
External Loop back Applicable 

Modem Loopback 2560-1 201B, 201A, 201C, 201D 
2560-2 Not 01 208A, 208B, 209 
2560-3 Applicable 358-2 
2563-1 
2563-2 

2561-1 100 02 
Async 110 03 

120 04 
134.5 05 
150 06 
300 07 103 series, 113A, 113B, VA 3405 A thru G 
600 08 VA 3405 A thru G 
800 09 

1050 OA 
1200 OB VA 3405 A thru G 
1600 OD 
2400 OF 
4800 10 
9600 12 358-1 

tThe modems listed constitute only a small fraction of all possible modems offerred by a variety of 
manufacturers. 
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Table 4-2 gives the responses you can expect to 
receive after starting this test. 

H3 Stop Testing of CLA Logic Using Internal 
Loopback Test 

This test continues either until you stop it or 
until an error code occurs followed by an associ­
ated error message. These error codes and their 
significance are shown in table 4-3. 

Use this command to end testing of the line or 
trunk: 

TERM Terminates the test 
Figure 4-1 shows the CLA status associated with the 
error codes in table 4-3. ii Port number (CLA address, 01-FE) 

Table 4-4 gives you the responses generated by this 
command if the test completed successfully or if 
you entered the command incorrectly. 

TABLE 4-2. RESPONSES TO START ON-LINE DIAGNOSTIC TEST COMMAND FROM NOP CONSOLE 

Initial Response 

From NPU-name 
PORT ii STARTED 

From NPU-name 
PORT ii INV PORT 

From NPU-name 
PORT ii INV CLA TYPE 

From NPU-name 
PORT ii INV TEST MODE 

From NPU-name 
PORT ii NOT DISABLED 

From NPU-name 
PORT ii TEST IN PROC. 

From NPU-name 
PORT ii LOW BUFFERS 

From NPU-name 
PORT ii INV MODEM CLS 

Second Response -
If Error Occurred 

From NPU-name 
PORT ii ERROR (error data) 

60471500 F 

Meaning 

Test started 

No such port number 

No such type of CLA 

Undefined test mode was entered (was not one of the 
following: INT, EXT, or MOD) 

Th.at port was not taken out of service before starting 
diagnostics 

Some diagnostic test is already being run on this port 

System is low on buffers 

Modem class parameter is outside the allowable range 

Meaning 

Error responses are summarized in table 4-4. See also 
table 4-7, DDLTs. 
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Error 

I Code 

00 

01 

02 

03 

04 

05 

06 

07 

08 

09 

OA 

OB 

oc 
OD 

OE 

OF 

10 

11 

12 

13 

14 

15 

16 

17 

18 

19 

IA 

1B 
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TABLE 4-3. ON-LINE DIAGNOSTIC TEST ERROR CODES (Sheet 1 of 2) 

PORT pp ERROR xx, yy ,qqqq, rrrr 

where: pp =port number 

xx = error code (see below) 

yy = number of subtests being performed at error time 

DATA 1 

qqqq = 1 - NA for N-type errors 
2 - expected CLA status for S-type errors 
3 - operator/default data for D-type errors 

DATA 2 

rrrr = 1 - NA for N-type errors 
2 - received CLA status for S-type er-rors 
3 - received data for D-type errors 

xx = Error Code (Hexadeeimal) 

Signifiean('e 

Not legal in error message 

Unsolicited input detected 

Unsolicited output data demand detected (ODf)) 

Input loop error (ILE) 

Output loop error (OLE) 

Parity error 

Framing error 

Data transfer overrun (OTO) 

Next character not available (NCNA) 

No CLA status after CLA status requested 

Unsolicited CLA status 

CLA status not cleared after input supervision ON (ISON) 

No status after request to send (RTS) or input status request (JSR) 

No clear to send (CTS) after RTS 

No status after data terminal ready (DTR) 

No data set ready (DSR) after DTR 

No signal quality detect (SQD) after DTR 

No ring indicator (RI) after DTR 

No.status after secondary request to send (SRTS) 

No secondary received line signal detector (SRLSD) after SRTS 

No CLA status after local mode (LM) 

No data carrier detect (DCD) after LM 

Unsolicited status after originate mode (OM) 

No status or improper operation of RI after terminal busy (TB) 

No status after new sync (NSYN) 

Improper operation of DCD, RI, or quality monitor (QM) or 
unsolicited status after NSYN 

No RI after RTS 

Unsolicited status after LM 

Error 
Type 

N 

N 

s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 
s 

s 
s 
s 
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TABLE 4-3. ON-LINE DIAGNOSTIC TEST .ERROR CODES (Sheet 2 of 2) 

Error Significance 
Code 

lC Input data timeout during data verification test (DVT) 

1D Unsolicited status during DVT 

1E No CRCs received during DVT of SDLC CLA 

Test Conditions 
,,,... A 

' lF DVT failed (synchronous CLA even parity) 

20 DVT failed (synchronous CLA odd parity) 

21 DVT failed (synchronous CLA no parity) 

22 DVT failed (HDLC CLA) 

23 DVT failed (HDLC CLA) 

24 DVT failed (HDLC CLA) 

25 DVT failed (async CLA, 40 baud, even parity, 1 stop bit) 

26 DVT failed (async CLA, 85.4 baud, odd parity, 2 stop bits) 

27 DVT failed (async CLA, 100 baud, no parity, 1 stop bit) 

28 DVT failed (async CLA, 110 baud, even parity, 2 stop bits} 

29 DVT failed (async CLA, 120 baud, odd parity, 1 stop bit) 

2A DVT failed (async CLA, 134.5 baud, no parity, 2 stop bits} 

2B DVT failed (async CLA, 150 baud, even parity, 1 stop bit} 

2C DVT failed (async CLA, 300 baud, odd parity, 2 stop bits} 

2D DVT failed (async CLA, 600 baud, no parity, 1 stop bit} 

2E DVT failed (async CLA, 800 baud, even parity, 2 stop bits} 

2F DVT failed (async CLA, 1050 baud, odd parity, 1 stop bit} 

30 DVT failed (async CLA, 1200 baud, no parity, 2 stop bits} 

31 DVT failed (async CLA, 1600 baud, even parity, 1 stop bit} 

32 DVT failed (async CLA, 1600 baud, odd parity, 2 stop bits) 

33 DVT failed (async CLA, 2400 baud, no parity, l stop bit) 

34 DVT failed (async CLA, 2400 baud, even parity, 2 stop bits) 

35 DVT failed (async CLA, 4800 baud, odd parity, 1 stop bit} 

36 DVT failed (async CLA, 9600 baud, no parity, 2 stop bits) 

37 DVT failed (async CLA, 9600 baud, even parity, 1 stop bit) 

38 Multiplex subsystem buff er threshold detected 

LEGEND: 

N 

s 

D 

qqqq = not used (ignore values) 
rrrr = not used (ignore values) 

qqqq is expected CLA status (see figure 4-1) t 
rrrr is received CLA status (see figure 4-1) 

qqqq is input data for verification t 
rrrr is expected data for verification tt 

t qqqq will be X'FFFF' if no data or status is expected but is received. 

~-t!~~ will_~~ _X'FFFF' if no data or status is received but is expected. 
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Error 
Type I 

N 

s 
N 

D 

D 

D 

D I D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

D 

N 
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' I 

I 

I 

I 

I 
I 

15 11 Async I CTS I OSR I oco I RI I soco I ILE CLA 
(2561) 

Sync 15 11 
CLA I CTS I OSR I oco I RI I QMtl SQOt I ILE 

(Mode 4) 
(2560) 

15 11 
HDLC I OSR I oco I CLA CTS RI SQD QM ILE 
(2563) 

where: ABT - Abort 
CTS - Clear to send 
OCD - Data carrier detect 
OSR - Data set ready 
OTO - Data transfer overrun 
FCSE - Frame check sequence error 
FES - Framing error status 
ILE - Input loop error 
LCR - Last character received 
NCNA - Next character not available 

tDU138-A only 

Status Word 2 

7 3 0 

I OLE I PES I OTO I FES I I - - I 
7 3 0 

I OLE I PES I OTO I - INCNAI - - I 
7 3 0 

I OLE I FCSE I OTO I ABT I NCNA I LCR I RCl I RC2 I RC3 I 

OLE - Output loop error 
PES - Parity error 
QM - Quality monitor 

RCl} RC2 - Reason codes 
RC3 
RI - Ring indicator 
SDCD - Secondary data carrier detector 
SQD - Signal quality detector 

Figure 4-1. CLA Status Word 

TABLE 4-4. RESPONSES TO TERMINATE DIAGNOSTIC TEST COMMAND FROM NOP CONSOLE 

Initial Response Meaning 

From NPU-name CLA line/trunk test completed without errors 
PORT ii TEST CMPL - OK 

From NPU-name No such CLA port number 
PORT ii INV PORT 

From NPU-name CLA line/trunk with that number was not doing diag-
PORT ii NOT IN PROC. nostics, or the diagnostics stopped because an error 

was detected and an error response was already given 
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Start Testing Lines Using External 
loopback Test 

First, make sure that the proper external loop back 
plug is installed. Table 4-5 shows the correct 
connector number for each type of CLA. Also, 
ensure that all CLA interface switches are open. 
Only those switches shown in table 4-6 should be 
closed. 

TABLE 4-5. CONNECTORS NEEDED TO RUN 
EXTERNAL LOOPBACK TEST 

CLA 
Product Connector 
Number Number 

2560-1 74715000 

2561-1 74715600 

2563-2 74877033 

2560-2 None. Cannot run external 
2560-3 loopback ttest 

TABLE 4-6. CLA INTERFACE SWITCH SETTINGS 

CLA 
Product CLA Interface Switches 
Number Set to Closed Positiont 

2560-1 2.4 kHz 

2561-1 OM an SRTS 19 

2563-1 QM and 2.4 kHz 

2563-2 2.4 kHz 

t All other CLA interface switches should be 
in the open position. 
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Use this command to isolate modem and line problems: 

TST, Test for modem and line problems 
NPU, 
and 
MSG 

EXT External loopback 

ii Port number (CLA address) 

j CLA type 
0 is synchronous RS-232 (2560-1) 
1 is asynchronous (2561-1) 
2 is synchronous non RS-232 (2560-2) 
3 is synchronous SDLC (2563-1) 
4 is synchronous SDLC .buffered 

(2563-2) 

kk Modem class (see table 4-1) 

Enter the ii, j, and kk parameters exactly as 
shown. Insert leading zeros if necessary. 

Table 4-2 gives the responses you can expect to 
receive after starting this test. 

This test continues either until you stop it or 
until an error code occurs followed by an associ­
ated error message. These error codes and their 
significance are shown in table 4-3. 

Stop Testing Lines Using External 
Loopback Test 

Use this command to end testing of a line or a 
trunk: 

Except for EXT, j, and kk, this command is identi­
cal to that given for starting testing of a line or 
a trunk in external loopback mode. 

This test continues either until you stop it or 
until an error code occurs followed by an associ­
ated error message. These error codes and their 
significance are shown in table 4-3. 

Table 4-4 gives the responses generated by this 
command if the test completed sucessfully or if you 
entered the command incorrectly. 

Remove the external loopback plug. 
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Start Testing Modem Drivers Using Modem 
Loopback Test 
Use this command to begin testing modem drivers and 
receivers: 

TST, 
NPU, 
MSG, 
and 
MOD 

Start testing modem drivers and 
receivers 

MOD Modem loopback 

ii 

j 

Port number (CLA address) 

CLA type 
0 is synchronous RS-232 (2560-1) 
1 is asynchronous (2561-1) 
2 is synchronous non RS-232 (2560-2) 
3 is synchronous SDLC (2563-1) 
4 is synchronous SDLC non RS-232 

buffered (2563-2) 

kk Modem class (see table 4-1) 

Enter the ii, j, and kk parameters exactly as 
shown. Insert leading zeros if necessary. 

Table 4-2 gives the responses you can expect to 
receive after starting this test. 

This test continues either until you stop it or 
until an error code occurs followed by an associ­
ated error message. These error codes and their 
significance are shown in table 4-3. 

Stop Testing Modem Drivers Using Modem 
loopback Test 

Use this command to end testing of modem drivers 
and receivers: 

Except for TERM, j, and kk, this command is identi­
cal to the one for starting testing of modem 
drivers and receivers. 
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This test continues either until you stop it or 
until an error code occurs followed by an associ­
ated error message. These error codes and their 
significance are shown in table 4-3. 

Table 4-4 gives you the responses generated by this 
command if you completed this test successfuly or 
if you entered this command incorrectly. 

DISCONNECT FROM ON-LINE TESTING 

After completing on-line testing for the internal 
loopback test, the modem loopback t.est, or the CLA 
external loopback test, use this command to break 
the connection with on-line diagnostics: 

TST, Disconnect from testing 
NPU, 
and 
DROP 

This command ends all tasks currently being 
processed by the NPU. 

REENABLE A TRUNK OR A LINE 

After you have tested a trunk or a line and found 
that it is operating properly, you must reenable 
that trunk or line. 

Use this command to reenable a previously disabled 
trunk: 

{
ENABLE,TRUNK} 
EN,TR 

=trunk-name 

Use this command to reenable a previously disabled 
communications line: 

{
ENABLE,LINE} = line-name 
EN,LI · 

DIAGNOSTIC DECISION 
LOGIC TABLES FOR ON-LINE 
DIAGNOSTICS 
Figure 4-2 is a summary of the actions indicated in 
the on-line diagnostic DDLTs. Table 4-7 gives the 
individual DDLTs • 
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NOT PRESENT 

ENTER 

DISABLE. 
LINES/TRUNKS 

SELECT AND 
START TEST ON 
LINE/TRUNK 

INV. PORT 

DISABLE 
AT NOP 

-•·-' AT NOP '"----
NO PRIOR REQUEST CMD 

CHECK MODEM 
CLASS TABLE. 
START TEST WITH 
RIGHT PARAMS. 

INV. TEST MODE 

LINE NOT DISABLED 

DISABLE TRUNK/ 
LINE AT NOP/LOP 
"CONSOLE. START 
TEST AGAIN. 

TEST IN PROCESS 

INV. MOD CLASS 

CHECK MODEM 
CLASS TABLE. 
START TEST 
WITH RIGHT 
PAR AMS. 

PORT STARTED 

NO RESPONSE. 
WAIT FOR ERROR 
OR TEST END. 

RESPONSE 

AT HOST 
OR NPU 

CHECK AND TRY 
AGAIN WITH 
RIGHT PARAMS 

NOT IN PROCESS 
TEST COMPL. 
NO ERRORS 

TERMINATE 
TEST. 
ENABLE 
LINES(TRUNKS 

CHECK AND 
TRY AGAIN 
WITH RIGHT 
PARAMS UNLESS 
ERROR MESSAGE 
WAS ISSUED. 
IF SO. GO TO 1 

* SELECT AND START 
NEXT TEST ON SAME 
OR DIFFERENT PORT 

** TERMINATE TEST 
SE OU ENCE 

*** SWITCH ON ERROR 
TYPE 

Figure 4-2. Flowchart for On-Line Diagnostic DDLT (Sheet 1 of 2) 
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CODE 

I 4-10 

OOOR~39 

03-09, OB-37 

38 

IF OTHER 
SUCH ERRORS, 
RUN OFF-LINE 
DIAGNOSTIC 

RESELECT AND 
RERUN TEST 
OR RUN 
OFF-LINE 

DUPLICATE 
ADDRESS OR 
BAD CLA OR 
BAD LOOP MUX 

NPU LOW ON 
BUFFERS. TRY 
TEST AGAIN 

YES 

EXTERNAL 
LOOPBACK 

USE CORRECT 
TEST JACK. 
RERUN TEST. 

TAKE INDICATED 
ACTIONS (TP CO 
HELP) 

REMOTE CENTRAL 

TAKE INDICATED 
ACTIONS (TP CO 
HELP) 

REMOTE MODEM 

TAKE INDICATED 
ACTIONS (TP CO 
HELP) 

Figure 4-2. Flowchart for On-Line Diagnostic DDLT (Sheet 2 of 2) 
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 1 of 14) 

ASSUME 

1. The Communications Control Program (CCP) is loaded, initialized and operating at least to the idle state. 

2. MLIA is working since the system. has not halted. 

3. After each corrective action, the test should be retried. 

4. The operator is familiar with the DDLT format. 

5. The operating instructions for the on-line diagnostics are given in text. 

TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 2 of 14) 

Diagnostic Index I 
ASSUME 

RESPONSES I 
CONDITIONS 

1 2 3 4 5 6 

1. Is diagnostic response = NO OVERLAY PROGRAM? N N N N N y 

2. Is diagnostic response = PORT iit STARTED? N N N N y -

3. ls diagnostic response = PORT ii INV PORT? N N N y - -

4. Is diagnostic response = PORT ii INV CLA TYPE? N N y - - -

5. Is diagnostic response = PORT ii INV TEST MODE? N y - - - -

ACTIONS SEQUENCE 

1. Go to sheet 3. x - - - - -

2. No overlay program loaded. Request diagnostic overlay be loaded. - - - - - x 

3. Test has started; no action required. Wait for error message or wait for test 
complete message. Go to sheet 4 to continue DDLT on either of these messages. - - - - x -

4. Port number is outside the allowable range of port numbers. Check for proper 
port number and reissue command. - - - x - -

5. Not a valid CLA type. Check for proper CLA type and reissue command. - - x - - -

6. An undefined test mode was entered (was not one of the following: INT, EXT, 
or MOD). Check for proper test mode and reissue command. - x - - - -

t ii = CLA port number 
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 3 of 14) 

Diagnostic Index 

ASSUME 

CONDITIONS 

1. Is diagnostic response = PORT ii NOT DISABLED? 

2. Is diagnostic response = PORT ii TEST IN PROC.? 

3. Is diagnostic response = PORT ii LOW BUFFERS? 

4. Is diagnostic response = PORT ii INV MODEM CLS? 

5. Is diagnostic response =PORT ii NOT IN PROC.? 

ACTIONS 

1. Go to sheet 4. 

2. Port was not taken out of service before starting diagnostics. Contact the 
NOP or HOP and have the desired line/trunk disabled. 

3. Some diagnostic test is already being run on this port. Check for proper port 
number. 

4. System is low on buffers. Reissue command later. 

5. Modem class parameter is outside the allowable range. Check modem class and 
reissue command. 

6. CLA line/trunk number was not,doing diagnostics, or diagnostics stopped because 
an error response was already given. Check that the proper CLA port number was 
used in each message. 

tu = CLA port number 

4-12 

RESPONSES 

1 2 3 4 5 6 

N N N N N y 

N N N N y -

N N N y - -

N N y - - -
N y - - - -

SEQUENCE 

x - - - - -

- - - - - x 

- - - - x -

- - - x - -

- - x - - -

- x - - - -
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 4 of 14) 

Diagnostic Index 

ASSUME 

RESPONSES 
CONDITIONS 

1 2 3 

1. Is diagnostic response = PORT ii TEST CMPL - OK? N N y 

2. Is first part of diagnostic response = PORT ii ERRORt? N y -

ACTIONS SEQUENCE 

1. Terminate test, start next test or terminate diagnostics. 

2. CLA line/trunk test found no errors. No action required. 

3. An error has been detected during CLA testing. Go to sheet 5. 

tTest data follows in hexadecimal format: 

Not meaningful 
for N-type tests 

~ 

aaaa bbbb 
......_..,__, ------

l Lreturned status (S) 
returned data {D) 

expected status (S) 
input data (D) 

~subtest in process at stop 

'-error code 

x 

-
-

The subtest is an index to the control parameters table (see Link Edit testing for diagnostics). An 
exception exists if the test has reached the data turnaround stage. In that case, subtest is· an entry 
in the compare data address table. 
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 5 of 14) 

I Diagnostic Index 

ASSUME 

I 
RESPONSES 

CONDITIONS 
1 2 

1. Is the next piece of the diagnostic response (error code) = 00 or L 39? N y 

ACTIONS SEQUENCE 

1. Go to sheet 6. - x 

2. This is not a legal response number for on-line diagnostics. Check over previous console 
messages to see if the console is misinterpreting some characters. If so, run the NPU 
off-line console diagnostics. 1 -

3. Run the ODS off-line diagnostics on the mainframe. 2 -

TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 6 of 14) 

Checki3 CLA T;ue 

ASSUME 

I RESPONSES 
CONDITIONS 

1 2 3 4 

1. Look at the port -number (CLA address) in the diagnostic test response. Is this CLA 
being tested? y y N N 

2. Does the CLA (whose address is in the diagnostic test reponse at the console) product 
number match the type of CLA test being run? (Type 00 = 2560-1, type 01 = 2561-1, 
type 02 = 2560-2 or 2560-3, type 03 = 2563-1, or type 04 = 2563-2) y N - -I 

3. This is a system anomaly. Is this the second time down this path? - - y N 

ACTIONS SEQUENCE 

1. Go to sheet 7. x - - -
2. Rerun test using the proper type of CLA test. - x - -
3. Rerun the diagnostics on all the lines that were being tested when this error occurred. 

Keep the commands in the same order as previously run. - - - x 
4. Check over previous console messages to see if the console is misinterpreting some 

characters. If so, run off-line MSMP console diagnostics. - - 1 -
5. Run the ODS off-line diagnostics on the mainframe. - - 2 -
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 7 of 14) 

CLA Test Mode Index 

ASSUME 

RESPONSES 
CONDITIONS I 

1 2 3 

1. Look at test mode part of the start diagnostics command for this CLA. Is this CLA being 
tested in the internal loopback mode? y N N 

2. Is this CLA being tested in the external loopback mode? - y N 

3. Is this CLA being tested in the modem loopback mode? - - y 

ACTIONS SEQUENCE 

1. Go to sheet 8. x - -

2. Go to sheet 9. - x -
3. Go to sheet 10. - - x 

TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 8 of 14) 

CLA Internal Looeback Test 

ASSUME 

RESPONSES 
CONDITIONS I 

1 2 3 4 

1. Look at the data following the word ERROR in the diagnostic test response at the 
console. Is th~s the response code. Is the response code = 01, 02, or OA.? y N N N 

2. Is the response code = 03 thru 09, or OB thru 37? - y N N 

3. Is the response code = 38? - - y N 

ACTIONS SEQUENCE 

1. Check to see if there is more than one CLA set to the address given in the port number 
in the diagnostic test response at the console. If there are duplicated addreses, 
change them to give each CLA a unique address. 1 - - -

2. Replace the CLA whose address is in the port number in the diagnostic test response at 
the console. 2 1 - -

3. Replace the primary loop multiplex in the loop multiplexer card cage which contains the 
above CLA. 3 2 - -

4. The multiplexer subsystem is low on buffers. Reissue the test command. - - x -

5. You have misinterpreted the directions. Return to sheet 2 and run DDLT again. - - - x 
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 9 of 14) 

CLA External LooEback Test 

ASSUME 

RESPONSES 
CONDITIONS 

I 
1 2 3 

1. Look at the port number in the diagnostic test response. This is the CLA address. 
Does this CLA have an external connector on it? y y N 

I 
2. Is it the proper external test connector for this CLA product number? 2560-1 uses 

connector 74715000, 2561-1 uses connector 74715600, 2563-1 uses connector 74870830, 
2563-2 uses connector 74877033. 2560-2 and 2560-3 cannot run an external loopback test. y N -

ACTIONS SEQUENCE 

1. Go to sheet 8. x - -
2. Rerun test with proper external test connector. - x x 
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 10 of 14) 

CLA Modem Loo2back Test 

ASSUME 

RESPONSES I 
CONDITIONS 

1 2 3 4 5 6 

1. Is the communications line (address is in the port number of the diagnostic 
test response at the console) looped back towards the CLA at the local modem? y N N N N N 

2. Is the communications line looped back towards the CLA at the local telephone 
central office? - y N N N N 

3. Is the communications line looped back towards the CLA at the remote telephone 
central office? - - y N N N 

4. ls the communications line looped back towards the CLA at the remote modem? - - - y N N 

5. Are you sure there is a loopback condition in the communications line? - - ''\ - y N 

ACTIONS SEQUENCE 

1. Go to sheet ll. x - - - - -

2. Go to sheet 12. - x - - - -

3. Go to sheet 13. - - x - - -

4. Go to sheet 14. - - - x - -

5. Choose the one of the four above loopback point descriptions that is the 
closest match to your loopback point and follow its directions. - - - - x -

6. This mode of testing requires a loopback towards the CLA in the communications 
line between the CLA and the terminal. Place the loopback of your choice in 
the communications line and rerun the test. - - - - - x 
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 11 of 14) 

I CLA Local Modem LooEback Test 

ASSUME 

I RESPONSES 
CONDITIONS 

1 2 3 

1. Look at the data following the word ERROR in the diagnostic test response at the 
console. This is the error code. Is the error code = 01 thru 38? y y N 

2. Have you already tested the CI.A with the external loop back test using an external test 
connector successfully? If the CLA type does not allow an external loopback test, have you 
run the internal loopback test successfully? y N -

ACTIONS SEQUENCE 

1. Replace the modem cable. 1 - -
2. Replace the CLA. 2 - -
3. Replace the modem. 3 - -
4. Run the CLA external loopback test. - x -
5. You have misinterpreted the directions. Return to sheet 5 and run DDLT again. - - x 
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 12 of 14) 

CLA Loo2back at Local Central Off ice Test 

ASSUME 

RESPONSES 
CONDITIONS 

I 
1 2 3 4 

1. Look at the data following the word ERROR in the diagnostic test response at the 
console. This is the error code. Is the error code= 01 thru 38.? y y y N 

2. Have you already tested the CLA with the external loop back test using an external test 
connector successfully? If the CLA type does not allow an external loopback test, have 
you run the internal loopback test successfully? y y N -

3. Have you already run the modem loopback test on this communications line with the local 
modem looped back towards the CLA successfully? y N - -

ACTIONS SEQUENCE 

1. Replace the local modem. 1 4 - -
2. Have local telephone central office check the local telephone line. 2 5 - -

3. Run the CLA external loopback test. - - x -

4. You have misinterpreted the directions. Return to sheet 5 and run DDLT again. - - - x 

5. Run the modem loopback test on this communications line with the local modem looped 
back towards the CLA. - 1 - -

6. If the local modem has no loopback, replace the modem cable. - 2 - -

7. If the local modem has no loopback, replace the CLA. - 3 - -
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 13 of 14) 

CLA LooEback at Remote TeleEhone Central Office 

ASSUME 

I RESPONSES 
CONDITIONS 

1 2 3 4 5 

1. Look at the data following the word ERROR in the diagnostic test response. 
This is the error code. Is the error code = 01 thru 38.? y y y y N 

2. Have you already tested the CLA with the external loopback test using an external 
test connector successfully? If the CI.A type does not allow an external loop back 
test, have you run the internal loopback test successfully? y y y N -

3. Have you already run the modem loopback test on this communications line with the 
local modem looped back towards the CI.A successfully? y y N - -

4. Have you already run the modem loopback test on this communications line with the 
local telephone central off ice looped back towards the CI.A successfully? y N - - -

ACTIONS SEQUENCE 

1. Have the telephone company check the line from the local central office to the 
remote central office. x - - - -

2. Run the modem loopback test on this communications line with the local central 
telephone office looped back towards the CLA. - x - - -

3. Run the modem loopback test on this communications line with the local modem 
looped back towards the CLA. - - x - -

4. Run the CLA external loopback test. - - - x -

5. You have misinterpreted the directions. Return to sheet 5 and run DDLT again. - - - - x 
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TABLE 4-7. ON-LINE DIAGNOSTICS DDLT (Sheet 14 of 14) 

CLA. Loo2back at Remote Modem 
ASSUME 

RESPONSES 
CONDITIONS 

I 
1 2 3 4 5 6 

1. Look at the data following the word ERROR in the diagnostic test response at 
the console. This is the error code. Is the error code = 00 thru 38? y y y y y N 

2. Have you already tested the CLA with the external loopback test using an 
external test connector successfully? If the CLA type does not allow an 
external loopback test, have you run the internal loopback test 
successfully? y y y y N -

3. Have you already run the modem loopback test on this communications line with 
the local modem looped back towards the CLA successfully? y y y N - -

4. Have you already run the modem loopback test on this communications line with 
the local telephone central office looped back towards the CLA successfully? y y N - - -

5. Have you already run the modem loopback test on this communications line with 
the remote telephone central office looped back towards the CLA successfully? y N - - - -

ACTIONS ' SEQUENCE 

1. Replace the remote modem. 1 - - - - -

2. Have the remote telephone central office check the telephone line to the 
remote modem. 2 - - - - -

3. Run the modem loopback test on this communications line with the remote 
telephone central office looped back towards the CLA. - x - - - -

4. Run the modem loopback test on this communications line with the local 
telephone central office looped back towards the CLA. - - x - - -

5. Run the modem loopback test on this communications line with the local modem 
looped back towards the CLA. - - - x - -

6. Run the CLA external loopback test. - - - - x -

7. You have misinterpreted the directions. Return to sheet 5 and run DDLT again. - - - - - x 
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COMMUNICAT.IONS LINE 
FAULT ISOLATION 

Use the on-line diagnostic test programs to isolate 
suspected faulty communications line problems to a 
particular piece of equipment. Three basic program 
modes are available within the on-line diagnostic 
terminal interface program (TIP) to accomplish this 
testing. 

Two of the available test modes (CLA internal 
loopback mode and CLA external loopback mode using 
an external test connector) test the CLAs. The 
third mode (external data loopback mode), used 
after CLA operation is verified by the CLA modes, 
tests the local and remote modems and the 
transmission line facilities. The external data 
loopback mode includes analog and digital loopback 
tests, remote tests, self tests, and transceiver 
analog loopback tests. 

CLA INTERNAL AND EXTERNAL 
LOOPBACK TEST MODES 

In the CLA internal loopback test mode, all CLA 
logic except the modem signal drivers and receivers 
are tested. 

You can use the CLA external loopback mode only 
with CLA types 2560-1, 2561-1, 2563-1, and 2563-2. 
CLA type 2560-1 uses external test connector type 
74715000, CLA type 2561-1 uses external test 
connector type 74715600, CLA type 2563-1 uses 
external test connector type 74870830, and CLA type 
2563-2 uses external test connector type 74877033. 
These connectors are installed at the CLA in place 
of the normal connector to the local modem. 

If you anticipate external loopback and you use a 
modem that lacks special test switches, inform the 
telephone company of any special connections to be 

I made. See appendix C. 

EXTERNAL DAT A LOOPBACK MODE 

Use the external data loopback mode after you 
verify CLA operation by running the CLA internal 
and external loopback mode tests. 

PRELIMINARY INFORMATION REQUIRED 

Before running the external data loop back tests, 
you should know: 

4-22 

The type of modem or Data Set (Bell 207C, CDC 
358-2, and so forth) used on the line or lines 
to be tested. 

The test modes (analog loopback, digital 
loopback, self test, and so forth) available 
for use with the modem or modems to be tested. 
See the applicable modem manual or Bell 
Telephone Data Set specifications for this 
information and/or step-by-step instructions 
for testing. Table 4-8 lists some of the more 
common modems and the test modes available for 
each. 

The type of service (dial-up or dedicated). 
Dedicated lines have more loopback points than 
do dial-up lines. 

The type of line operation used (simplex, half 
duplex, or full duplex). Simplex lines cannot 
be looped back past the analog loopback of the 
local modem. Half-duplex lines echo back 
transmitted data to the received data line at 
the modem interface. Full-duplex lines handle 
all types of loopback points. 

TABLE 4-8. COMMON MODEMS AND LOOPBACK 
TESTS AVAILABLE 

Modem Type Loopback Tests Available 

Bell 103 Remote test 

Bell 103A Analog test, remote test 

Bell 113A Remote test 

Bell 201A Remote test 

Bell 2018 Remote test 

Bell 201C Analog test, digital test, self test 

Bell 202 Remote test 

Bell 202$ Analog test, remote test 

Bell 202T Analog test, remote test 

Bell 208A Analog test, digital test, self test 

Bell 208B Analog test, self test 

CDC 358-2 Transceiver analog loopback test 

After obtaining this information, refer to 
figure 4-3 to determine the possible loopback 
points available for the particular configuration 
to be tested. Thereafter, adapt the suggested 
loopback test sequence contained in this section 
for the configuration to be tested. The suggested 
procedure assumes a full-duplex line with modems 
that accept all test modes available. If a proper 
loop back test fails, replace the faulty equipment 
or call the maintenance personnel responsible for 
the indicated faulty equipment. 
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CLA IN INTERNAL LOOPBACK MODE 

FOR CLA TYPE 2561-1, SET TO ECHOPLEX MODE (ECHO ON) AND RECEIVED DATA IS LOOPED BACK TO 
TRANSMIT DATA SO THAT THE DATA RECEIVED FROM THE TERMINAL IS SENT BACK TO THE TERMINAL. 

USING THE EXTERNAL LOOPBACK CONNECTOR AT THE RS-232 CONNECTOR ON CLA TYPES 2560-1, 2561-1, 
2563-1, AND 2563-2 (2560-1 USES LOOPBACK CONNECTOR 74715000, 2561-1 USES LOOP BACK CONNECTOR 
74715600, 2563-1 USES LOOPBACK CONNECTOR 74870830, AND 2563-2 USES LOOPBACK CONNECTOR 74877033). 

ANALOG LOOPBACK TEST MODE SWITCH ON MODEM CAUSES ANALOG LOOPBACK TOWARD TERMINAL (CLA 
ACTS AS TERMINAL). 

DIGITAL LOOPBACK TEST MODE SWITCH ON MODEM CAUSES DIGITAL LOOPBACK TOWARD TELEPHONE 
LINES. 

REMOTE TEST MODE SWITCH ON TELEPHONE DATA SETS (MODEMS) CAUSES SPECIAL LOOPBACK TOWARD 
TELEPHONE LINES FOR TELEPHONE COMPANY TESTING ONLY. THIS IS HARDWARE TESTING AND IS NOT 
INCLUDED IN THIS MANUAL. 

ANALOG LOOPBACK ON TELEPHONE COMPANY TEST PANEL TOWARD EITHER TERMINAL (BY SPECIAL 
ARRANGEMENT WITH TELEPHONE COMPANY). THIS IS HARDWARE TESTING AND IS NOT DESCRIBED IN 
THIS MANUAL. 

LOCAL MODE SWITCH ON TERMINAL CAUSES LOCAL TESTING OF TERMINAL. THIS HARDWARE TEST IS 
DESCRIBED IN THE APPROPRIATE HARDWARE MANUAL. 

HALF-DUPLEX LINES WILL LOOP TRANSMIT DATA BACK TO RECEIVE DATA AT MODEM INTERFACE. 

SELF-TEST MODE SWITCH ON MODEM CAUSES WORD GENERATOR AND WORD COMPARATOR BUILT INTO 
MODEM TO TEST MODEM LOGIC. REFER TO REFERENCE MANUAL FOR MODEM OR DATA SET TYPE. 
THIS IS AN OFF-LINE TEST THAT IS NOT DESCRIBED IN THIS MANUAL. 

Figure 4-3. Loopback Points for Test Selection 
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EXTERNAL DAT A LOOPBACK TESTS 

The external data loopback mode includes analog and 
digital loop back tests, remote tests, self tests, 
and transceiver analog loopback tests. Refer to 
table 4-8 for the test mode or modes that apply to 
each of the common types of modems or data sets. 

In the analog loopback test (activated by the 
analog loopback test mode switch on the modem) you 
can use either the local or remote modem to loop 
analog data back toward the terminal (with the CLA 
acting as a terminal for the local modem) • The 
digital analog loopback test is activated by the 
digital loopback test switch on the modem and loops 
digital data from the modem back toward the 
coJlllllunications lines (local or remote central 
office). 

Use the remote test mode only when requested by the 
telephone company maintenance personnel for 
telephone company testing of the modem and 
telephone lines. 

If the modem being tested includes word generator 
and word comparator facilities, activating the 
self-test mode switch at the modem enables the 
modem to test its own logic. Additionally, for the 
CDC type 358-2 modem, the transceiver analog 
loopback test mode connects transmit data by jumper 
wire back to the receive data side of the modem. 

SUGGESTED LOOPBACK TEST .SEQUENCE 

When a coDllllunications line failure is suspected, 
run the following tests in the sequence indicated 
to isolate the problem to a particular piece of 
equipment or section of the transmission line or 
system cabling. If any test fails, replace the 
faulty equipment or call the maintenance personnel 
responsible for the indicated faulty equipment and 
report the test indications so that the trouble may 
be corrected. 

1. Execute the CLA internal loopback test to test 
all CLA logic except the modem signal drivers 
and receivers. 

2. 

4-24 

a. If the test fails, it indicates that the 
CLA is faulty. Replace the CLA. 

b. If the test does not fail, proceed to the 
next step. 

If the CLA is type 2560-1, install external 
test connector type 74715000, if type 2561-1, 
install external test COJlnector type 74715600, 
if type 2563-1, install external test connector 
type 74870830, and if type 2563-2, install 

external test connector 74877033. Execu~e the 
CLA external loopback test to test all logic of 
the CLA, including the modem signal drivers and 
receivers. 

a. If the test fails, it indicates that the 
CLA modem signal drivers or receivers are 
faulty. Replace the CLA. 

b. If the test does not fail, proceed to the 
next step. 

3. With the analog test button on the local modem 
depressed, execute the external data loopback 
test. This tests the data trnasmission 
capability of the local modem and the 
CLA-to-local modem cable. 

a. If the test fails, either the local modem 
or the CLA-to-local modem cable is faulty. 
Proceed to step 6. 

b. If the test does not fail, proceed to the 
next step. 

4. Release the analog test button on the local 
modem and request that the digital test button 
on the remote modem be pressed. Again run the 
external data loopback test. This tests the 
transmission line and remote modem. 

a. If the test fails, either the transmission 
line or remote modem is faulty. Proceed to 
step 8. 

b. If the test does not fail, proceed to the 
next step. 

5. Request release of the digital test button on 
the remote modem. If no errors were detected 
in steps 1 through 4, the CLA modems and 
transmission line may be assumed to be working 
properly. Request testing of the remote 
terminal and the remote terminal-to-remote 
modem cable using any available diagnostics. 
See steps 10 through 12. 

6. Enter this step from step 3. Release the 
analog test button on the local modem. If the 
local modem has an analog loopback self-test 
mode (such as Bell 208A modem), run that test 
as described in the modem (Data Set) manual. 

a. If the test fails, the local modem. is bad. 
Request repair or replacement of the local 
modem. 

b. If the test does not fail or if the modem 
does not have a self-test mode, proceed to 
the next step. 
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7. Replace the CLA-to-local modem cable and, with 
the analog test button on the local modem 
depressed, execute the external data loop back 
test. 

a. If the test fails and the modem is a 
telephone company modem without the 
self-test mode, read appendixes C, D, and E 
before calling the telephone company repair 
service and requesting assistance to test 
the modem and telephone line. Follow 
telephone company directions to test the 
modem and line. 

b. If the test does not fail, the trouble was 
in the CLA-to-local modem cable and has 
been corrected. 

8. Enter this step from step 4. If the remote 
modem has an analog loopback self-test mode, 
run that test as described in the modem (Data 
Set) manual. 

9. 

a. If the test fails, the remote modem is 
bad. Request repair or replacement of the 
remote modem. 

b. If the test does not fail or if the modem 
does not have a self-test mode, proceed to 
the next step. 

If the modem is a telephone company modem 
without self-test mode, read appendixes C, D, 
and E before calling the telephone company 
repair service and requesting assistance to 
test the modem and telephone line. Follow the 
telephone company directions to test the modem 
and line. 

a. If the test fails, 
replacement of the 
equipment. 

request repair or 
indicated faulty 
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b. If the test does not fail or the modem is 
not a telephone company modem, proceed to 
the next step. 

10. If the local and remote modem both tested 
properly, but step 4 continues to fail, a 
transmission line problem is indicated. 
Request the telephone company to loop back the 
telepone line at the voice frequency test panel 
in the local central off ice to return the 
signal toward the CLA. Execute the external 
data loopback test to verify that the telephone 
line is working properly to the local central 
office. 

a. If this test fails, the telephone line 
between the local central office is bad. 
Have the telephone company check that line. 

b. If this test does not fail, proceed to the 
next step. 

11. Request the telepone company to loop back the 
telephone line at the voice frequency test 
panel in the remote central office and again 
run the external data loopback test. 

a. If this test fails, have the telephone 
company check the telephone line. 

b. If this test does not fail, proceed to the 
next step. 

12. If the remote terminal is capable of self-test, 
or if the remote terminal can send messages 
that the terminal can copy on a looped back 
line request performance of those tests to 
indicate a fault in the remote terminal. 
Request repair or replacement of the terinal. 



MESSAGES A 

This appendix contains tables for alarm messages, CE error codes, CE message text definitions, statistics 
message text definitions, and halt codes. 

TABLE A-1. ALARM MESSAGES 

Message Significance Action 

From NPU-name Too many recent errors at Find coupler error codes 
MAINTENANCE ALARM COUPLER, n,ERROR=ec host/NPU :interface in host dayfile. 

From NPU-name Too many recent errors in Find MLIA error codes in 
MAINTENANCE ALARM MLIA, ERROR=ec mux subsystem host dayfile. 

From NPU-name Too many recent errors on Find CLA and modem messages 
MAINTENANCE ALARM PORT, nn,ERROR=ec this line (port) 

Code 
(Hexadecimal) 

00 

01 

02 

03 

04 

05 

06 

07 

08 

09 

OA 

OB 

oc 

OD 
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TABLE A-2. CE ERROR CODES 

Significance 

Not used 

Not used 

Abnormal data set ready (DSR) or clear to 
send (CTS) 

Abnormal data carrier detect (DCD) 

Unsolicited output data demand (ODD) 

CLA address out of range 

Illegal mux loop cell format 

Unsolicite4 input 

Input mux loop error 

Output mux loop error 

TIP event receiver timeout for ODD 

TIP event receiver timeout for DCD 

Abnormal secondary data carrier detect (SDCD) 

Excessive CLA status messages 

in host dayfile. 

Action 

None. 

None. 

None. This is not an error. It occurs 
as part of the normal disconnect sequence 
on some lines. 

If this occurs occasionally, ignore it. 
Otherwise, call CE or analyst. 

Check for CLA duplicate address or CLA 
address switch set between two nUDlbers. 
This error should not cause concern 
unless it occurs frequently; if it does, 
call CE or analyst. 

Same as code 04 

Same as code 03 

Same as code 04 

Same as code 03 

Same as code 03 

Same as code 03 

Same as code 03 

This is normal for channels using reverse 
channel interrupts. For other channels, 
call CE or analyst. 

If this occurs frequenctly, call CE or 
analyst. 
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Code 
(Hexadecimal) 

OE 

OF 

10 

11 

12 thru lF 

20 

21 

22 

23 

24 

25 

26 

27 

28 

29 

2A 

2B 

2C 

2D 

2E 

2F 

30 

31 

32 

33 

34 

35 

36 
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TABLE A-2. CE ERROR CODES (Contd) 

Significance 

Not used 

Next character not available (output) 

Data transfer overrun (output) 

MI.IA error status 

Not used 

Deadman timeout 

Spurious coupler interrupt 

Not used 

Coupler hardware timeout on input 

Input data transfer terminated by PPU 

Not used 

Not used 

Output data transfer terminated by PPU 

Hardware timeout on output 

End of operation (EOP) missing 

HASP TIP: Too many NAKs received 

HASP TIP: Bad BCB from HASP TIP 

HASP TIP: Bad BCB from HASP workstation 

HASP TIP: Workstation restart 

Not used 

Not used 

Mode 4 TIP: No response from terminal 

Mode 4 TIP: Bad response (unexpected response) 

Mode 4 TIP: Error response from terminal 

LIP: Timeout on idle block ' 
LIP: Protocol failure (no response to frame) 

LIP: Remote NPU rejected command from local NPU 
LIP: Bad frame detected by CRC 

Action 

None. The CE error code part of the CE 
message is evidently garbled. 

Put CLAs in proper priority positions so 
higher speed or high-use channels are 
serviced first. If this does not solve 
problem, call CE or analyst. 

Same as code OF 

Same as code 03 

None. The CE error code part of the CE 
message is evidently garbled. 

None. This can occur normally when the 
host locks out the 255x due to host 
processing higher priority batch tasks. 

This will occur occasionally. If it 
occurs frequently, call CE or analyst. 

Same as code OE. 

Same as code 03 

Same as code 03 

Same as code OE 

Same as code OE 

Same as code 03 

Same as code 03 

Same as code 03 

Same as code 03 

Same as code 03 

Same as code 03 

Not an error if workstation is restart­
ing. Otherwise, call CE or analyst. 

Same as code OE 

Same as code OE 

Contact terminal operator; have him 
verify that terminal is properly con­
figured with all switches in correct 
position. Then call CE or analyst. 

Same as code 30 

Same as code 30 

Same as code 03 

Same as code 03 

Same as code 03 

An occasional bad frame is normal. If 
bad frames occur frequently, call CE or 
analyst. 
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TABLE A-3. CE ERROR MESSAGE TEXT DEFINITIONS 

Error Codes 
(Hexadecimal) Text Definition 

01 thru 10 

11 

20 

21 thru 24 

60471500 F 

where: Port number (CI.A address) p 

Sl 
S2 

CI.A status byte 1 (logical format) } 
CI.A status byte 2 (logical format) 

Sl and S2 not used for 
ECs 04-07, OA, OB, 10 

CI.A status byte 1 

bits! CTS I DSR I DCD I l<l I ~ I SQD I ILE I OLE I 
CI.A status byte 2 

bits ___ I --.a.-1 D__.._TO I __.__I _NCNA ___ I ~' __..._I __.._I ___.I . . ~ 

where: 

where: 

where: 

I CP I 
where: 

I 
Unused Unused 

CTS 
DSR 
DCD 
RI 
QM 
SQD 
ILE 
OLE 
DTO 
NCNA 

ET 

ILE 
LD 
AL 

LS 
NS 

ST I 
CP and 

Clear or send 
Data Set ready 
Data carrier detect 
Ring indicator 
Quality monitor 
Signal quality detector 
Input loop error 
Output loop error 
Data transfer overrun 
Next character not available 

Error type (00 = Error condition restored 
01 = Error counts given 
02 = Ml.IA failure) 

Input loop error count I 
Lost data count only listed if ET = 
Alarm count 

Last state 
Current state 

ST Coupler status word 

01 (2 bytes each) 
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TABLE A-3. CE ERROR MESSAGE TEXT DEFINITIONS (Contd) 

Error Codes 
(Hexadecimal) Text Definition 

27 thru 29 

where: CP and ST Coupler status word 

2A thru 2D 

where: p Port number (CLA address) 

2E thru 32 I p 

I 
00 I CA I TAI DTI ERR I 

where: p Port number (CLA address) 
CA Cluster address 
TA Terminal address 
DT Device type 
ERR Error count 

33 thru 36 
I 

p 
I 

00 NID 

where: p Port nuaber (CLA address) 
NID Node ID of remote NPU 

37 
I 

p 

I 
00 CA ITAIDTITcl 

where: p Port number (CLA address) 
CA Cluster address 
TA Terminal address 
DT Device type 
TC Terminal class 

Coupler Status Word (CP and ST) 

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0 

Alarm I 
Chain address zero 

Not used 

protect fault 

Memory parity error 

NPU status regiser loaded 

CYBER channel parity error Memory address register loaded 

Hardware timeout External cabinet alarm 

NPU status accepted Transmission complete 

Orderword loaded Transfer terminated by NPU 

Transfer terminated by PPU 

e A-4 60471500 F 



TABLE A-4. STATISTICS MESSAGE TEXT DEFINITIONS 

Secondary 
Function Code Text Definition 

01 

02 

Code 
(Hexadecimal) 

0000 

0001 

0002 

0003 

NPU STATISTICS 

I 1 I 2 I 3 I 4 I 5 I 6 I 1 I 8 I 9 I 10 I Statistics Words 

Where: Word 1 
Word 2 
Word 3 
Word 4 
Word 5 
Word 6 
Word 7 
Word 8 
Word 9 
Word 10 

CPU utilization % 
Average number of data buffers 
Lowest regulation level reached 
Number of inputs rejected due to NPU regulation 
Average characters per second received from host 
Average characters per second sent to host 
Average number of worklists processed per second 
Number of active batch output devices 
Number of active batch input devices 
Number of console devices connected 

NOTE: Each word is composed of two bytes. 

TRUNK/LINE STATISTICS 

p 

Where: 

00 

p 
HO 
LRN 

HO 
Word Word Word Word Word 

LRN 1 2 3 4 5 

Port 
Host ordinal 
Link remote node - ID of NPU at opposite end of trunk 
(always 0 for lines) 

Trunk/line statistics words (2 bytes each) 

Word 1 Number of blocks transmitted 
Word 2 Number of blocks received 
Word 3 Number of characters transmitted in good blocks 
Word 4 Number of characters received in good blocks 
Word 5 Number of bad blocks retransmitted 

TABLE A-5. HALT CODES 

Significance Action 

NPU master clear 

Power failure Reapply power, reload CCP (for momentary failure). 
Call CE or analyst. 

Memory parity error Call CE or analyst. 

Program protect bit error Check that software breakpoint not accidently left 
set. Call CE or analyst. 
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Code 
(Hexadeciaal) 

0004 

0005 

0006 

0007 

0008 

0009 

OOOA 

OOOB 

oooc 

OOOD 

OOOE 

OOOF 

0010 

0011 

0012 

0013 

0014 

0015 

0016 

0017 

0018 

0019 

OOlA 

OOlB 

OOlC 

OOlD 

OOlE 

OO!F 

0020 

TABLE A-5. HALT CODES (Contd) 

Significance 

Interrupt count <O 

MI.IA failure 
(reported by MI.IA hardware status) 

Overran CIB 

Branch to zero detected 

Not used 

Ban out of buffers 

Duplicate release of buffer 

Buffer chain error during buffer get 

Buffer out of range 

Coupler alarm condition 

Monitor stopped 

Too many worltlists from one CLA 

Force load service message received 

Bad MLIA initialization status 

Bad NCB 

Chain address = 0 

Not used 

Invalid coupler orderword 

Not used 

Illegal call to nonexistent program 

Not used 

Not used 

Not used 

Not used 

Not used 

Not used 

Dynamic stack overflow 

Negative interrupt count 

Output over output 

Action 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Check NOS 2 Installation Handbook to find if 
sufficient memory available to handle system 
configuration. Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

This is normal if a force load message was entered. 
Otherwise, take same action as code 0002. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 

Call CE or analyst. 
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GLOSSARY Bl 

This glossary defines terms (both English language 
and anemonic) unique to the descriptions contained 
in this aanual or colDDlon terms whose definitions 
are different from or aore restricted than, 
definitions commonly held. A glossary of English 
language terms is presented first, followed by a 
glossary of anemonic terms. 

ENGLISH LANGUAGE TERMS 
Alarm Message -

A aessage generated by the NPU and sent to the 
NOP console. It informs the NOP that a network 
element (coupler, MLIA, or line) has suffered a 
large number of recent errors. 

Block -
A unit of information used by the network. A 
aessage is divided into blocks to facilitate 
buffering, transmission, error detection, and 
correction of variable-length data streams. A 
transmission block includes the protocol 
envelope consisting of the transaission header 
and transmission trailer information. The 
envelope is used to delimit and control 
tranSDlission of the block over the 
colDDlunications channel. A bad block is one 
which failed to be transmitted properly and was 
therefore rejected by the receiver or by the 
sender. 

Block Type -
One of the nine standard formats for 
blocks (that is, blocks used in the 
protocol between host and NPU). 

system 
block 

Breakpoint -
A prograDIDling utility aid that allows the 
operator to stop the program and computer 
execution at predetermined instructions 
(breakpoints) and to examine the program and/or 
change program parameters while the program is 
stopped. 

Buffer -
A collection of data 
Buffers often hold a 
Chained buffers hold 
regardless of size. 

Byte -

in contiguous words. 
portion of a aessage. 

the entire message, 

A group of contiguous bits. Unless prefixed 
(for exaaple, 6-bit byte), the term iDlplies 
8-bit groups. When used for encoding character 
data, a byte represents a single character. 

CE Error Code -
A code appearing in a CE error message that 
designates the cause of the error. 

CE Error Message -
An NPU-generated aessage reporting a hardware 
failure. The messages are sent to the host's 
engineering file where they can be processed by 
the Hardware Performance Analyzer (HPA) program. 

60471500 F 

Chain Address -
The address held at the end of one buffer 
pointing to the next buffer. The next buffer 
holds successive data that could not fit in the 
first buffer. Many buffers can be chained 
together in this fashion. 

CLA Priority -
The placement of CLA cards in the 255X card 
slots determines the order in which a CLA is 
serviced. 

Cluster -
A group consisting of a controller and all 
terminals that it supports. A cluster has its 
own address, known as a cluster address. 

ColDDland -
Information passed to a process which details 
the method of controlling the process in 
contrast to data destined for transmission by 
the process. 

Communications Control Program (CCP) -
The program that controls the NPU for network 
operations. 

Communications Line -
A communications circuit between a terminal and 
its network processing unit. 

ColDDlunications Line Adapter (CLA) -
A hardware unit that converts data between 
bit-serial and bit-parallel formats. 

Connection Number (CN) -
A num.ber specifying the path (line) used to 
connect the terminal through the NPU to the 
host. 

Console -
A terminal devoted to network control 
processing. There are two such terminals 
concerned with diagnostics for CCP: the 
Network Operator's (NOP) terminal, and the 
Local Operator's (LOP) terminal. 

Control Blocks -
(1) The types of blocks used to transait 
control (as opposed to data) information; (2) 
Blocks assigned for special 
configuration/status purposes in the NPU. 
These blocks include terminal control blocks 
(TCB), line control blocks (LCB), logical link 
control blocks (LLCB), queue control blocks 
(QCB), buffer maintenance control blocks (BCB), 
mux line control blocks (MI.CB), text processing 
control blocks (TPCB), worklist control blocks 
(WLCB), and diagnostic control blocks (DCB). 

Controller -
A hardware device that interfaces multiple 
terminals to a single communications line, and 
performs some common functions for those 
terminals (such as protocol handling). 
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Coupler -
The hardware interface between the local NPU 
and the host. Transmissions across the coupler 
use block protocol. 

Data -
Any portion of a message as created by the 
source, exclusive of any information used to 
accomplish the transmission of such message. 

Data Set -
A hardware interface that transforms analog 
data to digital data and the converse. 
Synonymous with modem. 

Destination Node (DN) 
The node which directly interfaces to the 
destination. 

Device -
A terminal or portion of a terminal. 

Diagnostic Decision Logic Table (DOLT) -
Special diagnostic programs that use a highly 
structured table technique to aid the 
troubleshooter in isolating a problem. 

Dial-Up -
A terminal that is switched; that is, it is 
connected to the network only when the phone 
connection is dialed to the computer's 
telephone number. 

Direct Memory Access (DMA) -
The high-speed I/O channel to 
memory. This channel is used 
buffered transfers. 

the NPU main 
for host:/NPU 

Downline -
The direction of output information flow from 
host to terminal or NPU. 

Dump -
The process of transferring the contents of the 
NPU main memory, registers, and file 1 
registers to the host. The dump can be 
processed by the Network Dump Analyzer in the 
host to produce a listing of the dumped 
hexadecimal information. 

File 1 Registers -
A set of registers in 
portion of the NPU. They 
at NPU initialization time. 

the microprocessor 
are dynamically set 

Frame -
(1) The basic communication unit used in trunk 
(NPU-t:o-NPU) communicat.ions. Frames are 
composed of control bytes, a CRC sum, and (in 
some cases) data bytes in sub-block sequence. 
A sub-block may be a block protocol block or a 
part of a block. Fram.es are transmitted as a 
sequence of bytes through the mul t:iplex 
subsystem. (2) A frame is also a unit of data 
on the multiplexer input and output loops. It 
consists of one character of data to/from a 
line, surrounded by control information. 

Front-End NPU -
See Local NPU. 
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Full Duplex (FDX) -
Two-way simultaneous transmission, when applied 
to a communications line. Simultaneous, 
independent operation of the input and output 
devices, when applied to a terminal. 

Function Codes -
Codes used by the service module to designate 
the type of function (command or status) being 
transmitted. Two codes are defined: primary 
function code (PFC) and secondary function code 
(SFC). 

Half Duplex (BDX) -
Two-way alternate transmission, when applied to 
a communications line. When applied to a 
terminal, it means that the terminal cannot 
simultaneously send one message while receiving 
another, usually because the output device 
locally copies the input while the terminal is 
in input mode. 

Halt Codes -
Codes generated by the NPU when it executes. a 
soft-stop. These codes indicate the cause of 
the stoppage. 

Hardware Performance Analyzer (HPA) -
A host program. that processes the messages in 
the host's engineering file. The output 
contains information about network performance. 

Host -
A digital computer that executes the programs 
of an application process. In this CCP 
release, a network has only one host; the host 
is directly connected to at least one NPU. 

Host Interface Pack.age (HIP) 
The collection of programs resident in an NPU 
(part of CCP) that controls the transfer of 
data between a host and a local NPU. 

Host Operator (HOP) - I 
A network operator residing at the system 
console. The HOP monitors and controls 
activities of the network and application 
program. Contrast: with network processing unit 
operator. 

Host Ordinal (HO) 
A number assigned 
service messages. 

Information -

to the host for use in 

A stream of bits that is communicated from one 
point to another, exclusive of synchronizing 
patterns that establish the sample point for 
the receiver. 

In-line Diagnostics -
That part of CCP that generates diagnostic 
information about on-line network performance. 
In-line diagnostics include alarm messages, CE 
error messages, statistics messages, halt code 
messages, and NPU dumps. 

Input -
Information flowing upline 
host. 

from terminal to 
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Line -
The connection between the NPU and a terminal. 

Line Control Block (LCB) -
A control block in the terminal node that 
records the status and operational parameters 
of the associated line. 

Line Number -
The identifier of a specific terminal line, 
consisting of a CLA hardware address (port) 
and, where necessary, a multiplexer subport. 

Link -
A point-to-point communications connection 
between two nodes consisting of one or more 
trunks. In this CCP release, also called a 
logical link and a trunk. 

Link Interface Program (LIP) -
The collection of programs resident in the NPU 
that controls the transfer of blocks over one 
or more links. 

Local NPU -
An NPU that is attached by a coupler directly 
to the host. Also called front-end NPU. 

Logical Connection -
A logical message path established between two 
application programs or between a network 
terminal and an application program. Until 
terminated, the logical connection allows 
messages to pass between the two entities. 

Logical Link Control Block (LLCB) -
A control block that maintains the operational 
parameters and status of a particular link. 

Loop Multiplexer (LM) -
The hardware that interfaces the CLAs (which 
convert. data bet.ween bit-serial-digital and 
bit-parallel-digital (character) format) and 
the input and output loops. 

Loopback Tests -
A group of three on-line diagnostic tests that 
loop the data back toward the test source. 
Together, the tests are called the on-line 
diagnostic program. Data is looped back to the 
NPU internally, at the modem, or externally. 

Macromemory -
The main memory portion of the NPU. It is 
partly dedicated to resident programs and 
common areas; the remainder is a buffer area 
used for data and overlay programs. Word size 
is 16 data bits plus thr~e additional bits for 
parity and program protection. Memory is 
packaged in SK- and 16K-word increments; 32K is 
the minimum memory size. 

Message -
A logical unit of information, as processed by 
an application program. When transmitted over 
a network, a message can consist of one or more 
physical blocks. 
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Micromemory -
The micro portion of the NPU memory. This 
consists of 3072 words of 32-bit length. 1024 
words are read-only memory (ROM); the remaining 
2048 words are random access memory (RAM) and 
are alterable. The ROM memory contains the 
emulator microprogram that allows use of 
assembly language. 

Microprocessor -
The portion of the NPU that processes programs. 

Modem -
A hardware device for converting analog levels 
to digital signals and the converse. Long 
lines interface to digital equipment via 
modems. Modem is synonymous with Data Set. 

MSMP/6000 Diagnostics 
A set of hardware diagnostics described in the 
MSMP Diagnostic Reference Manual. 

Multiplex Loop Interface Adapter (MLIA) -
The hardware portion of the multiplex subsystem 
that controls the multiplex loops (input and 
output) as well as the interface between the 
NPU and the multiplex subsystem. 

Network Address -
A set of three 8-bit numbers, consisting of two 
node IDs followed by a connection number. The 
first node ID is the destination node. The 
second node ID is the source node. 

Network Dump Analyzer (NDA) -
An application program to the host that 
processes the NPU dump into an output listing 
of the dump contents together with appropriate 
heading information. 

Network Processing Unit Operator (NOP) I 
An operator who resides at a terminal and 
controls network elements such as NPUs, trunks, 
logical links, lines, terminals, and so forth. 
Contrast. with host operator. 

Network Processor Unit (NPU) -
The collection of hardware and software that 
supports a set of one or more 
directly-connected 2550 series Communications 
Control Processor macromemory modules. These 
programs buffer and transmit data between 
terminals and host computer. 

Node -
A network element that creates, absorbs, 
switches, and/or buffers message blocks. 
Typical system nodes are NS and CS in the host, 
the coupler node of a local NPU, and a terminal 
node of a local NPU. 

Node ID -
An 8-bit binary serial number that represents a 
node. 
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NPUMST041 Diagnostics -
A set of off-line diagnostics described in the 
CYBER. 18 Computer Systems Central Processor 
Field Repair Guide. 

ODS Loadcheck Diagnostics -
A set of off-line· diagnostics for the NPU 
described in the ODS 2 Reference Manual. 

Off-Line Diagnostics -
Optional diagnostics for the NPU that require 
the NPU be disconnected from the network. 

On-Line Diagnostics -
Optional diagnostics for the NPU that can be 
executed while the NPU is connected to, and 
operating as a part of the network. Individual 
1 ines being tested must , however, be 
disconnected from the network. 

Orderword -
A hardware register in the coupler used by the 
PPU to direct NPU operations. 

Output -
Information flowing downline from host to 
terminal. 

Output Buffer -
Any buffer that is currently used to output 
information from the NPU to the host, to 
another NPU, to a peripheral device, or to a 
terminal via the multiplex subsystem. 

Output Data Demand (ODD) -
A signal raised by a CLA indicating that the 
CLA is ready to receive the next character of 
an output message. 

Parity -
A data assurance method. Parity in the NPU is 
word-oriented and is ordinarily not controlled 
by the operator. A parity bit is added when 
words are stored in main memory and is 
discarded after checking when the word is i;ead 
from main memory. A parity error causes the 
highest priority interrupt in the system. 

PASCAL -
A high-level programming language used for CCP 
programs. Almost all CCP programs are written 
in PASCAL language. 

PBHALT -
The CCP program that brings the NPU to a soft 
stop with the registers ready for saving, and 
the memory ready for a dump. This program also 
generates the halt message. 

Peripheral Processing Unit (PPU) 
The part of the host dedicated to performing 
I/O transfers. The coupler connects the PPU 
directly to an NPU. 

Primary Function Code (PFC) -
See function code. 
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Protect System -
A method of prohibiting one set of programs 
(unprotected) from accessing another set of 
programs (protected) and their associated 
data. The NPU uses a protect bit in the main 
memory word to implement the system. The 
protect fault is set when an unprotected 
program attempts to access a protected one. 

Protocol -
The complete set of rules used to transmit data 
between two nodes. This includes format of the 
data and commands, and the sequence of comm.ands 
needed to prepare the devices to send and 
receive data. 

Read Mode -
The NPU console mode in which the NPU is ready 
to accept data/ comm.ands from the keyboard and 
echo the data (and some comm.ands) on the CRT. 

Real-Time Clock -
The basic computer clock. The clock is stopped 
and restarted periodiacally by the base system 
monitor (part of CCP) during on-line operation. 

Regulation -
The process of making an NPU or a host 
progress! vely less available to accept various 
classes of input data. The host has one 
regulation scheme, the host and multiplex 
interface of a local NPU have another scheme, 
and the multiplex interface to a neighboring 
NPU has a third regulation scheme. Some types 
of terminals (for instance, HASP workstations) 
may also regulate data. Regulation 
classificatons are usually based on batch, 
interactive, and control message criteria. 

Remote NPU -
An NPU connected only to other (local) NPUs. A 
remote NPU lacks a coupler; hence it can have 
no direct connection to the host. 

Service Message (SM) -
The network method of transmitting most comm.and 
and status information to/from the NPU. 
Service messages use CMD blocks in the block 
protocol. 

Service Module (SVM) -
The set of NPU programs responsible for 
processing most service messages. SVM is a 
part of the network communications software. 

Source Node (SN) -
The network node originating a message or block 
of information. 

Statistics Service Message -
A subclass of service messages that contain 
detailed information about the characteristics 
and history of a network element such as a line 
or a terminal. 
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Status -
Information relating to the current state of a 
device, line, and so forth. Service messages 
are the principal carriers of status 
information. Statistics are a special subclass 
of status. 

Subfunction Code (SFC) -
See function code. 

Subport -
One of several multiplexed addresses in a 
port. In this CCP configuration, subport is 
always equal to zero. 

Terminal -
An element connected to a netwrk by means of a 
communications line. Terminals supply input 
messages to, and/or accept output messages 
from, 'an application program. A terminal can 
be a separately addressable device comprising a 
physical terminal or station, or the collection 
of all devices with a common address. 

Terminal Class -
A classification of terminals. It is used by 
the service module in processing service 
messages. 

Terminal Configuration -
That collection of information that identifies 
the addresses (if any), device types and 
characteristics, and operational mode of all 
terminals connected to a given communications 
line. 

Terminal Control Block (TCB) -
A control block containing 
status information for an 
TCBs are dynamically assigned. 

configuration and 
active terminal. 

Terminal Interface Programs (TIPs) -
NPU programs that provide the interface between 
real terminal format and virtual terminal 
format. The standard TIPs are the Async TIP, 
the Mode 4 TIP, and the HASP TIP. TIPs are 
responsible for some data conversion and for 
error processing. 

Terminal Node (TN) -
Network processing unit that supports one or 
more terminal interface programs and to which 
terminals are directly connected via 
communications lines. 
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Timeout -
The process of setting a time for completion of 
an operation and entering an error processing 
condition if the operation has not finished in 
the allotted time. 

Trunk -
A line connecting two NPUs or an NPU and a 
host. The host/NPU trunk uses block protocol; 
the NPU/NPU trunk uses trunk protocol. 

Trunk Protocol -
The protocol used for communicating between 
neighboring NPUs. It is the CDCCP protocol 
that uses the frame as the basic communiations 
element. 

Upline -
The direction of message travel from a terminal 
through an NPU to the host. 

Word -
The basic storage and processing element of a 
computer. The NPU uses 16-bit words (main 
memory) and 32-bit words (internal to the 
microprocessor only). All interfaces are 
16-bit word (DMA and A/Q) or in character 
format (multiplex loop interface); characters 
are stored in main memory two per word. Hosts 
(CYBER series) use 60-bit words but a 12-bit 
byte interface to the NPU. Data characters at 
the host side of the inerface are stored in 
bits 19 through 12 and 7 through 0 of a dual 
12-bit byte. 

Wordlists -
Packets of information containing the 
parameters for a task to be performed. 
Programs use worklists to request tasks of OPS 
level programs. Worklist entries are queued to 
the called program. Entries are one to six 
words long and a given program always has 
entries of the same size. 

Wordlist Processor -
The base system programs responsible for 
creating and queuing worklist entries. 
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MNEMONICS 
ASCII 

BCD 

I BMCB 

BT 

CA 

CCP 

CE 

CIB 

CLA 

CN 

CRC 

CRT 

CTS 

DA 

DCB 

DCD 

DDLT 

DIS 

DMA 

DN 

DSR 

DT 

_
1 

DVT 

EC 

EN 

EOP 

FDX 

HASP 

HDX 

HIP 

HO 

I HOP 

HPA 

I 

ID 

IDC 

ILE 

I/O 

LCB 

LI 

LIP 

LLCB 

LM 

I LRN 

B-6 

American Standard Code for Information 

Interchange 

Binary coded decimal 

Buffer maintenance control block 

Block type 

Cluster addresses 

Communications Control Program 

Customer engineer 

Circular input buffer 

Communications Line Adapter 

Connection number 

Cyclic redundancy check 

Cathode ray tube 

Clear to send 

Data 

Diagnostic control blocks 

Data carrier detect 

Diagnostic Decision Logic Table 

Disable 

Direct memory access 

Destination node 

Data set ready 

Device type 

Data Verification Test 

Error code 

Enable 

End of operation 

Full duplex 

Houston Automatic Spooling Protocol 

Half duplex 

Host Interface Program 

Host ordinal 

Host Operator 

Hardware Performance Analyzer 

Internal (loopback test) 

Identification number 

Internal data channel 

Input loop error 

Input/ output 

Line control block 

Line 

Link interface package 

Logical link control block 

Loop multiplexer 

Link remote node 

MLCB Multiplex line control block 

MI.IA Multiplex Loop Interface Adapter 

MOD Modem 

MOS Metal oxide semiconductor 

NAK Negative acknowledgement 

NCB Network control block 

NCNA Next character not available 

NDA Network Dump Analyzer 

NOP Network processing unit operator 

NPINTAB NPU Initialization Complete/Error Table 

NPU Network Processor Unit 

ODD Output data demand 

ODS Off-line diagnostic system 

OLE Output loop error 

ORD 

p 

PFC 

PM 

POI 

PPU 

QCB 

RAM 

RC 

ROM 

RTC 

RTS 

SDCD 

SFC 

SM 

SN 

SOB 

SP 

SVM 

T 

TA 

TCB 

TERM 

TIP 

TN 

TTY 

TUP 

UT 

WLCB 

WM 

Orderword 

Port 

Primary function code 

Preventive maintenance 

Point of interface 

Peripheral processing unit 

Queue control block 

Random access memory 

Reason code 

Read only memory 

Real-time clock 

Request to send 

Secondary Data Carrier Detect 

Secondary function code 

Service message 

Source node 

Start of header 

Subport 

Service module 

Terminate 

Terminal address 

Terminal control block 

Terminate 

Terminal Interface Program 

Terminal node 

Teletype 

Test Utility Program 

User terminal 

Worklist control block 

Write mode 
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DATA LINE PROBLEM SOLVING c I 

CIRCUIT NUMBER 
This number identifies the line to the telephone 
company. Keep it someplace (besides the site log) 
where it is readily accessible. A good place is 
the demarcation strip. A demarcation strip is the 
point where the telephone line terminates. This 
point is then connected to the modem. If you put 
the circuit number on the modem, you risk having it 
removed if the data set is replaced. 

STRAPPING OPTIONS 
If your data set becomes inoperable and has to be 
replaced, the replacement may not have the correct 
strapping options. Therefore, you should keep a 
list of strapping options for future reference. 
Keep this list in the site log and a copy in the 
terminal cabinet, if convenient. 

When a problem develops on your data line, certain 
information is necessary to help isolate the 
problem. Therefore, you should take time to find 
and record this information so that it is readily 
available when a problem arises. 

LINE TYPE 
When requesting help from the telephone company, 
you need to .know certain information about the line 
type. 

Dedicated (sometimes called private or leased 
line) 

Dial-up 

EMERGENCY SERVICE PHONE NUMBER 
An emergency service phone number should be 
available on your modem or near the demarcation 
stip. If a number is not posted there, you will 
have to get it from your local sales 
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representative. After you get the emergency phone I 
number, keep it handy. This number will put you in 
contact with the Private Line Service Board. For 
Long Lines, this board is open 24 hours a day, 7 
days a week. 

Now that you have all the necessary information, 
you can start checking your phone line problem. 

If your phone line is a dial -up line, you can try 
hanging up and dialing again. This may give you a 
different line of better quality. If redialing 
does not solve your problem, or if redialing is 
necessary too often, you may have to work with the 
telephone account representative to resolve the 
problem. 

Dedicated lines present unique problems that may 
prove difficult to define and correct. After you 
are reasonably sure that the problem is in the 
phone line, you should proceed as follows: 

1. Call the emergency service number. 

2. Identify yourself and your circuit number. A I 
typical line number would be: 

4 FD 1735 01 

I I , Dash number (if present) 
signifies station number 
on a multidrop line 

Circuit number 

-------prefix (see attached list) 

"4" signifies local line. 
Absence of this digit 
signifies Long Line 

The test board person will then check your line to 
see if it is properly terminated. If the problem 
cannot be resolved by talking to the test board 
person, call Regional Tech Support. They will have 
the test equipment and experience necessary to 
check futher into the problem. 
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CLA REPLACEMENT DI 

The 2550 system hardware and software permit a 
communications line adapter (CLA) circuit card to 
be exchanged without impacting service to users 
connected to other CLAs within the system. To 
exchange a CLA in a system that is on line: 

1. Ensure that neither of the two lines connected 
to the CLA to be exchanged is operational by 
taking a status report on the host console and 
observing the condition of each line. If 
either line is being used (user logged on), 
send a service message to the user to notify 
that the line is to be deactivated at a certain 
time (for example, in 10 minutes). 

2. After determining that neither line is being 
used, take the lines out of service by typing 
in appropriately coded disable line commands at 
the NPU operator (NOP) console. 

3. On the CLA circuit card to be exchanged, set 
the two switches to the OFF position. 

4. Disconnect the modem cables and remove the CLA 
cirucit card. 

5. On the CLA circuit card to be installed, set 
the two switches to the OFF position before 
inserting the card into the card slot. 
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6. Insert the replacement CLA circuit 
the card slot, dial the ADDRESS 
switches to the correct line number 
reconnect the modem cables, and 
switches to the ON position. 

card into 
thumbwheel 
addresses, 
set both 

7. Restore the lines to service by typing in 
apprepriately eoded enable line- commands at the 
NOP console. 

Here is an alternate procedure that you may use if 
a spare CLA circuit card and spare card slot are 
available: 

1. 

2. 

Remove the bad CLA circuit card from service as 
directed in steps 1, 2, and 3 above. 

Disconnect the modem cable at the bad CLA, move 
to the spare CLA, and reconnect. 

3. Dial the ADDRESS thumbwheels to the correct 
line number addresses and set the CLA enable 
switch to the ON position. 

4. Restore the lines to service by typing in 
appropriately coded .enable line commands at the 
NOP console. 
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NOP COMMANDS 

I This appendix shows the relationship between the 
NOP commands and the responses used to run the 
on-line diagnostics through the service messages 
(SMs) sent to the NPU. 

I The format of statistics service messages sent to 
and from the host is: 

Byte 0 
CN=OO BT=04 Text I Link 

. Header 

where: 

SN 

CN 

BT 

Source node 
host ID (downline), or 
NPU ID (upline) 

Connection number 
00 for SMs 

Block type 
4 for CMD blocks 

E I 

DN Destiation node 
Table E-1 gives the text of each type of message I 
and its response. 

NPU ID (downline command), or 
host ID (upline response) 

--~---------------------.-T-:A.B_L_E_._.E_-_1_. __ N_o_P~co_MMAND _____ s_AND ____ A_ss_o_c_I_A_rE_o~s-E_R_v_Ic_E __ ME~s-sA_G_E_s~---------------------I 
NOP Command Downline and Upline Service Messages 

Disable Trunk/Line 
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Message 

PFC 
=08 

SFC 
=01 I • I 00 

--i=;rom NPU to trunk 

PFC Primary function code 
SFC Secondary function code 
HO Host ordinal 

Response 

PFC 
=08 

SFC 
=4116 p 00 HO 

RC 
=00 LT 

RC Reason code, 00 is normal response 
LT Line type (see table E-2) 
CFS Configuration state (see table E-3) 
LRN Local/remote node ID (trunk) 

CFS 

NT Number of terminals configured on a line 

Error Respod!;e 

PFC 
=08 

RC 

SFC 
=8116 p 

Reason code 

00 HO RC 

I.RN 
or NT 

01 - Invalid line number, or no (lines/trunks) belong to requestor 
03 - (Line/trunk); illegal configuration state 
04 - (Trunk); cannot disable last path to NS 

I 
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TABLE E-1. NOP COMMANDS AND ASSOCIATED SERVICE MESSAGES (Contd) 

NOP Command 

Diagnostic Test Request 

Start Test CoDDand 

Tenninate Diagnostic 
Program 

e E-2 

Downline and Upline Service Messages 

Message 

PFC SFC 
=2016 =OA16 

Response 

PFC SFC 
=2016 

SFC Secondary function code 
4At6 if accepted 
8A16 if rejected 

Message 

SFC 
•On16 Data 

Data 1-22 ASCII words 

Message 

ASCII is: test,ii,y,kk 

Test INT or I - CLA internal loopback 
EXT or E - CLA external loopback 
MOD or M - Modem loopback 

ii Port number 01 _s_ ii _s_ FE16 

y CLA type 
00 - Synchronous RS-232 (2560-1, -101) 
01 - Asynchronous (2561-1, -101) 
02 - Synchronous non-RS-232 (2560-2, 3, -102, -103) 
03 - Synchronous SDLC (2563-1, -101) 
04 - Synchronous SDLC non-RS-232 buffered (2563-2) 

kk Modem class (see table 4-1) 

No response 
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NOP Command 

Enable Line/Trunk 

Start Test Response 
(Unsolicited Message) 
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TABLE E-1. NOP COMMANDS AND ASSOCIATED SERVICE MESSAGES (Contd) I 

Downline and Upline Service Messages 

Message 

Response (Normal) 

I 
PFC 

I SFC I I 00 I I I I I 
LRN 

I =08 '""016: p HO RC LT CFS or NT 

LLRN - trunk 
NT = 00 - lines 

LT Line type (see table E-2) I 
CFS Configuration state (see table E-3) 
RC 00 - (Trunk/line) enabled and operational 

04 - (Trunk/line) inoperative 
05 - (Line) enabled - wait for ring indicator or auto recognition result 

Error Response 

RC 01 - Invalid line number, or no (lines/trunks) belong to requestor 
02 - (Line/trunk) status request in process 
03 - (Line/trunk) invalid configuration state 
04 - (Trunk) cannot disable last path to NS 

Response to Start Test 

PFC 
=2016 

SFC 
=OD16 Data 

ASCII Data 

PORT ii STARTED 
PORT ii INV PORT 
PORT ii INV CLA TYPE 
PORT ii INV TEST MODE 
PORT ii NOT DISABLED 
PORT ii TEST IN PROC. 
PORT ii LOW BUFFERS 
PORT ii INV MODEM CLS 

Qperator Action on Error Response 

Wait for other messages 
Check port/subport numbers 
Check CLA type 
Check test mode 
Disable line or trunk and restart test 
Wait until current test is over 
Try later, more buffers may be available 
Check modem class 
Then reenter correct command (see section 4) 
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TABLE E-1. NOP COMMANDS AND ASSOCIATED SERVICE MESSAGES (Contd) 

NOP Command 

Start Test Response 
(Unsolicited Message) 
(Contd) 

Terminate Diagnostic Test 

Downline and Upline Service Messages 

Error Response (During Test) 

l Same as start test response except for ASCII data J 

ASCII Data 

Port ii ERROR yy,pp,qqqq,rrrr 

ii Port number expressed as two hexadecimal digits 01 i ii i FE16 

yy error code (see table 4-3) 

pp Subsection number of test being performed by diagnostic program at the 
time of error detection 

qqqq Additional data relative to the type of error received (see DDLTs 
and in section 4); each field represents a 16-bit word output as 4 
rrrr hexadecimal digits 

Message 

I Same as start test except for ASCII data I 
ASCII Data 

TERM or T,,ii 

ii Port number, 01 iii i FE16 

Response 

l Same as start test response except for ASCII data ] 

ASCII Data 

PORT ii TEST CMPL - OK 
PORT ii INV PORT 
PORT ii NOT IN PROC. 

Operator Action 

Start next test or end diagnostic 
Check port number and reenter command 
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TABLE E-2. LINE TYPES 

Line Answer 
Type CLA Type Modem Type Mode 

1 2560-1 Synchronous 201A/208B Compatiblel Switched 

2 2560-1 Synchronous 201B/208A Compatiblel Dedicated 

3 2560-1 Synchronous 201B/208A Compatiblel Dedicated 

2560-2 Synchronous Bell 301/303 Compatible Dedicated 

2560-3 Synchronous V.35 Interface Dedicated 

4-5 Reserved for CDC 

6 2561-1 Asynchronous 103F/113/212A Compatible! Switched 

7 2561-1 Asynchronous 103F/113/212A Compatible! Dedicated 

8-9 Reserved for CDC 

10 2563-1 HDLC 201B Compatible! Dedicated 

2563-2 HDLC V.35 Modem. Dedicated 

ll-127 Reserved for CDC 

128-255 Reserved for installations 

Legend: 

1 RS232 

2 Turnaround required. Turnaround not delayed. 

3 Operating with HDX protocol. 

4 Turnaround not required. Turnaround not delayed. 

TABLE E-3. CONFIGURATION STATES 

Value Significance 

LCB not configured 

LCB configured, not enabled 

Enable requested to TIP 

Line operational, no TCBs 

Line Operational, TCBs configured 

Disabled requested to TIP 

Line inoperative, no TCBs 

Line inoperative, TCBs configured 

Disconnect requested to TIP 

Carrier Circuit 
Type Type 

Controlled2 2-Wire HDX 

Controlled2 4-Wire FDX3 

Constant 4-Wire FDX 

Constant 4-Wire FDX 

Constant 4-Wire FDX 

Constant4 2-Wire FDX 

Constant4 2-Wire FDX 

Constant4 4-Wire FDX 

Constant4 4-Wire FDX 

00 

01 

02 

03 

04 

05 

06 

07 

08 

09 Line inoperative, waiting for ring or auto recognition in process 
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Abnormal DCD 2-3, 2-14 
Abnormal DSR or CTS 2-3, 2-14 
Abnormal secondary DCD 2-3, 2-27 
Alarm message 

Block type 2-1 
Connection number 2-1 
Definition B-1 
Destination node 2-1 
Format 2-1 
Generation of 1-1, 2-1 
Hardware Performance Analyzer 2-1 
Primary function code 2-1 
Secondary function code 2-1 
Source node 2-1 
Text 2-1, A-1 

Automatic in-line diagnostics 
Alarm messages 1-1, 2-1 
CE errors 1-1, 2-2 
Statistics service messages 1-1, 2-33 

Bad BCB from HASP or workstation 2-3, 2-28 
Bad MLIA initialization status 3-28, A-6 
Bad NCB 3-29, A-6 
Binary coded decimal (BCD) B-6 
Block B-1 
Block type 

Alarm message 2-1 
CE~error message 2-2 
Definition B;..l 
Statistics messages 2-33 

Branch to zero detected 3-19, A-6 
Breakpoint B-1 
Buffer 

Chain address 
Definition B-1 
Output B-4 

B-1 

Buffer chain error 3-22, A-6 
Buffer Maintenance Control Block (BMCT) 
Buffer out of range 3-23, A-6 
Byte B-1 

CE errors 
Code A-1 
Message 

Categories 2-2 
Definition B-1 
Diagnostic Decision Logic Tables 
Flowchart 2-3 
Format 2-2 
Generation of 1-1, 2-2 
Text 2-2, A-3 

Chain address 
Definition B-1 
Halt code 3-30, A-6 

Circuit number C-1 
CLA address error 2-3, 2-12 
CLA circuit card D-1 
CLA interface switches 4-7 
CLA line types 4-2, E-5 
CLA status word 4-6 
CLA tests 4-2 
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B-1, B-6 

2-4 

INDEX 

Clear to send (CTS) B-6 
Communications Control Program (CCP) 

Alarm messages 1-1 
Definition B-1 

Communications line 
Definition B-1 
Fault isolation 4-22 

Communications Line Adapter (CLA) 
Definition B-1 
Messages 2-2 
Priority B-1 
Replacing D-1 
Types 4-2 

Configuration states E-5 
Connection number (CN) 

Alarm messages 2-1 
CE error messages 2-2 
Definition B-1 
For CLA types 4-7 
Statistics messages 2-33 

Console B-1 
Control blocks 

Definition B-1 
Types B-1 

Controller B-1 
Coupler 

Definition B-2 
Messages 2-2 

Coupler alarm condition 3-24 A-6 
Coupler hardware timeout (inp~t) 2-3, 2-22 
Coupler hardware timeout (output) 2-3, 2-25 
Cyclic redundancy check (CRC) B-6 

Dash number C-1 
Data 

Definition B-2 
Regulation B-4 

Data carrier detect (DCD) B-6 
Data line problems C-1 
Data set B-2 
Data set ready (DSR) B-6 
Data transfer overrun 2-3, 2-18 
Data verification test (DVT) B-6 
Deadman timeout 2-3, 2-20 
Dedicated line C-1 
Demarcation strip C-1 
Destination node 

Alarm messages 2-1 
CE error messages 2-2 
Definition B-2 
Statistics messages 2-33 

Device 
Definition B-2 
Status B-5 

Diagnostic Decision Logic Tables (DDLTs) 
CE errors 2-4 
Definition B-2 
Halt codes 3-3 
How to use 1-2 
Sample 1-2 
Statistics 2-34 

Diagnostic test request E-2 
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Diagnostics 
In-line 1-1, 2-1, 3-1 
Off-line 1-1 
On-line 1-1, 1-4 

Dial-up 
Line C-1 
Terminal B-2 

Direct memory access (DMA) B-2 
Disable trunk/line 4-1, D-1 
Disconnected line 2-3 
Downline B-2 
Dump 

Definition B-2 
Interpretation 3-1, 3-34 
2550 1-1, 3-34 

Duplicate release of buffer 3-21, A-6 
Dynamic stack overflow 3-32, A-6 

Enable line/trunk 4-8, E-3 
Excessive CLA status messages 2-3, 2-19 
External loopback tests 1-1, 4-2, 4-22 

File 1 register 3-1, 3-34, B-2 
Force load service message received 
Frame B-2 
Front-end NPU B-2 
Full duplex (FDX) B-2 
Function codes 

Definition B-2 
Primary 2-1 
Secondary 2-1 

Half duplex (lIDX) B-2 
Halt codes 

Buffer address 3-1 
DDLTs 3-3 
Definition B-2 
Flowchart 3-2 
Format 3-1 
Generation of 1-1, 3-1 
Port number 3-1 
Text A-5 
Types of 3-1 

3-27, A-6 

Hardware Performance Analyzer (HPA) 2-1, 2-33, B-2 
HASP received too many NAKs 2-3, 2-27 
HASP workstation restart 2-3, 2-29 
HDLC protocol failure/command rejection 2-3, 2-32 
Host B-2 
Host Interface Program (HIP) B-2 
Host operator (HOP) 1-1, B-2 
Host ordinal B-2 

Identification number B-6 
Illegal call to nonexistent program 3-32, A-6 
Illegal MUX loop format 2-3, 2-17 
Information B-2 
In-line diagnostics 

Alarm messages 1-1, 2-1 
CE errors 1-1, 2-2 
Halt codes 1-1, 3-1 
Statistics 1-1, 2-31 

Input B-2 
Input data transfer terminated 2-3, 2-23 
Input loop error (ILE) B-6 
Input/Output (I/O) B-6 
Internal data channel (IDC) B-6 
Internal loopback tests 1-1, 4-2, 4-22 
Interrupt count less than zero 3-16, A-6 
Invalid coupler orderword 3-31, A-6 

• Index-2 

Jumper plug 1-1 

K-display 4-1 

Line 
Definition B-3 
Operation 4-22 
Statistics 2-33 
Status B-5 
Type 

Dedicated C-1 
Dial-up C-1 

Line Control Block (LCB) B-3 
Line number B-2 
Link B-2 
Link Interface Program (LIP) B-2 
Link remote node (LRN) B-6 
LIP received bad frame 2-3, 2-32 
LIP timeout on idle block 2-3, 2-31 
Local line C-1 
Local NPU B-2 
Logical connection B-2 
Logical Link Control Block (LLCB) 
Long line C-1 
Loop multiplexer (LM) B-3 
Loopback points 4-22 
Loopback tests 4-2, 4-22, B-3 

Macromemory B-3 
Memory parity error 3-14, A-5 
Message 

Counters 2-33 
Definition B-3 

B-3 

Metal oxide semiconductor (MOS) B-6 
Micromemory 3-1, B-3 
Microprocessor B-3 
Missing EOP 2-3, 2-26 
MLIA error 2-3, 2-20 
MLIA failure 3-17, A-6 
Mode 4 terminal response 
Modem 

Class 4-2 
Definition B-3 
Local 4-24 
Remote 4-24 
Types 4-22 

bad or 

Modem loopback test 1-1, 4-2 
Modem messages 2-2 
Monitor stopped 3-25, A-6 
MSMP/6000 diagnostics B-3 

missing 

Multiplex Line Control Block (MLCB) B-6 
Multiplex Loop Interface Adapter (MLIA) 

Definition B-3 
Messages 2-2 

MUX loop error 2-3, 2-16 

Negative acknowledgement (NAK) B-6 
Negative interrupt count 3-33, A-6 
Network address B-3 
Network Control Block (NCB) B-6 

2-3, 

Network Dump Analyzer (NDA) 1-1, B-3 
Network Processing Unit operator (NOP) 1-1, 

3-1, B-3 
Network Processor Unit (NPU) 1-1, B-3 
Next character not available 2-3, 2-18 
Node B-3 
Node ID B-3 

2-30 
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NOP commands 
Diagnostic test request E-2 
Disable trunk/line E-1 
Enable line/trunk E-3 
Start test command E-2 
Start test response E-3 
Terminate diagnostic program E-2 
Terminate diagnostic test E-4 

NOP console 4-1 
NPINTAB table 3-4, 3-35, 3-36 
NPU 

Dump 3-1 
Failures 3-34 
Reload 3-1 
Sample 3-34 
Statistics messages 2-34 

NPU master clear 3-12, A-5 
NPUMST041 diagnostics B-4 

Off-line diagnostic system (ODS) 
Off-line diagnostics 1-l, 2-2 
On-line diagnostics 

DDLTs 4-8 
Definition B-4 
Error codes 4-4 
Flowchart 4-9 
Generation of 1-1, 4-1 
Tests 4-1 

Orderword B-4 
Output buffer B-4 
Output data demand (ODD) B-4 
Output data transfer terminated 
Output loop error (OLE) B-6 
Output over input 3-33, A-6 
Overran CIB 3-18, A-6 

Parity B-4 
PASCAL B-4 
PBHALT B-4 

B-6 

2-3, 2-24 

Peripheral Processing Unit (PPU) B-4 
Point of Interface (POI) B-6 
Port number 3-1 
Power failure 3-13, A-5 
Primary function Code (PFC) 

Alarm messages 2-1 
CE error messages 2-2 
Definition B-4 
Statistics messages 2-33 

Program protect bit error 3-15, A-5 
Protect system B-4 
Protocol B-4 

Queue Control Block (QCB) B-6 

Ran out of buffers 3-20, A-6 
Random access memory (RAM) B-6 
Read mode B-4 
Read only memory (ROM) B-6 
Real-time clock (RTC) 

Definition B-4 
Messages 2-2 
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Reason code B-6 
Reenable trunk/line 4-8 
Regulation scheme B-4 
Remote NPU B-4 
Request to Send (RTS) B-6 

Secondary Data Carrier Detect (SDCD) B-6 
Secondary function code (SFC) 

Alarm messages 2-1 
CE error messages 2-2 
Statistics messages 2-33 

Service message (SM) B-4, E-1 
Service module (SVM) B-4 
Source node (SN) B-4 
Spurious coupler interrupt 2-3, 2-21 
Start of header (SOH) B-6 
Start test command E-2 
Start test response E-3 
Statistics service messages 

Block type 2-33 
Connection number 2-33 
DDLTs 2-34 
De fin it ion B-4 
Destination node 2-33 
Flowcharts 2-33 
Format 2-33 
Generation of 2-1 
Primary function code 
Secondary function code 
Text A-5 

Strapping options 
Subfunction code 
Subport B-5 

Terminal 
Class B-5 
Node B-5 

C-1 
B-5 

Terminal class B-5 
Terminal configuration B-5 

2-33 
2-33 

Terminal Control Block (TCB) B-5 
Terminal Interface Program (TIP) B-5 
Terminal node B-5 
Terminate diagnostic program E-2 
Terminate diagnostic test E-4 
Test Utility Program (TUP) B-6 
Timeout B-5 
Timer 2-33 
TIP-detected terminal errors 2-2 
TIP event receiver timeout 2-3, 2-15 
Too many worklists from one CLA 3-26, A-6 
Trunk B-5 
Trunk/line statistics 2-34 
Trunk protocol B-5 

Unsolicited ODD or input 2-3, 2-13 
Upline B-5 
User terminal (UT) B-6 

Word B-5 
Wordlist processor B-5 
Wordlists B-5 
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