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This version ot Chap 4 results from:

1.
2,

3.

4,

5.

A new packet format from the Port and Protocol Task Force,
Host port id 1s now 32 bits,

Device class for the controller {s DV ,MSC for mass storage
controller,

Minor revisions to the <characteristics and status block
formats,

Reserved flelds must be zero,

An outstandinag issue is the method to he used by a host to determine

actual

unit numbers since the controller characteristics includes only

the number of units of each class.

The maintenance of this document will now be handled by Bill Grace,

Your comments will be appreciated by Bill.

Rok Mitcnell
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4.1 INTRODUCTION,

4.,1,1 Scope,
This chapter defines the interface between the host computer and the
H8CS0 Controller,

Section 4.2 defines the general functional responsibilities which the
Host and the Controller respectively have.

Section 4,3 specifies the constraints on the physical I/0 interface by
#hich the Host connects to the Controller,

Section 4,4 specifies the overall geometry of the information on the

disk and the performance cnaracteristics of tne Controller as seen by
the host.

Section 4,5 defines the mechanisms (protocol) by which control
information is rassed petween the Host and Controller,

NOTE ¢

This specification 1s predicated and built upon four related documents,
An understanding of the contents of these documents is recommended to
the appreciation of this document,

LCP. (DEVICE CONTROL PACKETS): A PROPUSED STANDARD FOR MASS
STORAGE DEVICES, R, Supnik, Revision 2, 1=-0ct=78

VAX=11 PORT ARCHITECTURE, W, Strecker, Revision 2, 22=Sep=78
DEC STD xxX, STANDARD FOR INTELLIGENT DISK BAD BLOCK
REPLACEMENT, B, Rublnson, (in preparation, herein referred
to as DEC Std 166)

ICCS BUS PROTQCOL, PRELIMINARY SPECIFICATION, w, Strecher,
26=Dec=78

4,1,2 Terminoloqgy.
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4.1.,2.1 Bus and Architecture Terminology =

1, "Subsystem" =« the subsystem is composed of the controller and
all peripheral devices attached to and accessed through that
controller,

2. "Controller" == the controller is the hardware and software
which communicates with the host via DCP and causes the
commanded activity to occur on a unit,

3, "Device Classes" == devices in the same device «class share
common functional characteristics, They transfer data in the
same manner, are accessed similarly, anad differ essentially
only 1{in thelr access times, transfer rates, geometries, and
error characteristics, There are two classes of devices that
are of concern to this chapter:

1, "Disk Class Devices" == any random access, block
replaceable mass storage device contairing data of fixed
length blocks, This class includes rotating disks,
vectawes, Iudbs, vuwbles, CCus, etc,

2, "Tape Class bevices" == any sequential access, variable
length record mass storage device, The data on these
devices typically cannot be selectively overwritten,
fevices in this class include magtapes and TU60 cassettes,

4, "Class Driver" =« the code in the host operating system that
controls the operation of a peripheral or set of peripnerals of
the same c¢class, It typically serves to interface the
device=independent logical I/0 system to the peculiarities of a
particular device or class of devices, It is at the device or
class driver level that the interface described in this chapter
#1111 be implemented in most host operating systems,

S. "Port Driver" == the code in the host operating system that
manages the operation of an I/0 bus port. It typically serves
to interface the totally command=delivery-=mechanism independent
device or class driver to the peculiarities of a particular bus
or device command deljvery mecnanism,

6. "Unit" == as used in this document, a wunit {s any distinct,
addressable component in the sybsystem that serves a logically
distinct function from other components in the subsystem,
Tyrically they represent individual disk drives, tape drives,
or individual disks in multi=ynit drives, but the controller
itself 1is a loglcal unit as well, It is to logical units that
individual commands are directed,
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4.1,2.2 Disxk Format Terminology, =

1. "Block"== On disk class devices, a block <corresponds to a
sinqgle, addressable data region of 512 or 576 bytes in length
(depending on format), For this class of devices, all blocks
are of the same length,

On tape class devices, a block corresponds to a single data
record on the tape, For this class of devices, a block may be
of any length,

2. "Logical Block Number (LBMN)"== A number whicn Ildentifies a
particular data block’s relative position in the total set of
blocks made available to the host on a vparticular unit of a
particular device, Each unit presents to the host a set ot
logically contigous blocks numbered from 0 to n«i, where n {s
the total number of blocks avajlable on the unit, This number
bears no necessary relationship to any physical placement of
that block on the unit itself: LBN to physical address
translation is a function of the controller alone, The number
0f ploCks wver cylinder is a characteristic of a unit,

3, "Replacement Block wumber"=« A number which identifies the
block on tne disk tor placing a block of datAa when the original
disk nlock location 1s bad, The plock 1s still accessed by
referencing the LBN, The replacement block number is assigned
by the HSC50 when a write with replacement command is glven,
The host must speclfy the RBN for the UDASO,

4, "DEC STD 166%"== A proposed replacement for DEC STD 144, It
provides substantially more Iinformation than the current
standard, and is necessary to accomodate substantial changes {in
disk format induced by new technologies, Specifically, it
includes information describing the parameters of disk format,
a pad block map, and a replacement block map that |is
considerably larger than existing versions,

4,1,2,3 Tape Format Terminology =

\To be specifiled\

4,1,2.4 Control PFrotocol Terminoloay, =

i, "Packet"== A packet 1is A single, discrete, self=contained
control message transmitted between the host and controller via
an undefined messaae delivery mechanism, Packets transmitted
from the host to the controller convey command information to
the controller, Packets transmitted between the controller Aand
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host convey status and operation result information to the
host.

2., "Hard Initialization"e= The restarting of the controller as if
the controller is being powered up for the first time, All
context from previous operation is lost, Hard 1initialization
results from physical conditions in the controller (power up,
component failure) or from a bus~level action by a host,

3., "Soft Initialization"== The resetting and resynchronization of
the controller relative to a particular nost, The controller
continues running and context not involved with the
initializing host 1is retained, but operations relative to the
{initializing host itself are aborted and communication with the
host 1s resynchronized, Soft {initialization results from a
command by a host, Soft initialization 1s required because
nard initialization cannot be used to resynchronize 1in a
multi=host environment,

4, “(Characteristics"=~- Characteristics are those controller or
unit parameters which <govern operation of the controller or
unit, atfect the interpretation of and action on commands, and
cnange relatively infreaquently. Examples of characteristics
are snadowing relationsnhips, controller error thresholds, andg
tape unit density and speed settinas,

5, "Status"e= Status is the set of variable physical conditions
describing the current ophysical and 1logical state of the
controller or unit, Status can change relatively frequently.
Examples of status are the online/offline logical state of a
unit, error flags, and the physical state of the spindle and
panel switches,

6, "Host Timer" and "Command Timer"==- Logical timers wused to
detect bpossiple failure of the host or controller, The "host
timer" is a timer set by the controller to monitor activity on
the part of the host and detect failure to utilize the logical
connection to the controller over an extended period of time,
The "command timer"™ {is a timer maintained by the host to
monitor controller activity and detect <controller failure to
complete a command in an acceptable time frame,

7. "Controller Cffline" and "Controller Online" == Logical states
of the subsystem relative to the host, The subsystem may be in
either of these two states relative to each host to shich it is
nhysically connected, and may be in Adifferent states to
different hosts. Tne logical state that a controller is 1in
governs the set of commands it will process and actions it will
take on benalf of the nost,

8, "Unit Uffline", "unit Avallable", and "unit Online" == Logical
states of a particular subsystem unit relative to the host,
nepending on the logical state of the subsystem relative to the
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host, 1individyal units attached to that supbsystem may also be
in one of three logical states relative to a host. The logical
state of a unit governs whether or not it is available to
process requests on benalf of the host,

9, "Shadowing"=« The duplication of a mass storage transaction on
two units of the same device class., A shadowed unit is
typically an image of another unit:; it c¢ontains no history
describing the steps by which the image was arrived at,
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4,2 HOST & CONTROLLER FUNCTIONAL RESPONSIBILITIES

4,2,1 Regponsibilities of Controller

4,2,1.1 HMinimum Integrity Diagnosis =

The controller s responsible for executing sufficlent diagnostics
locally to establish minimum operational and communication intearity
each time the controller is powered up or hard initialized, Among the
elements which must be tested are the controller processor, internal
busses, internal memory, load device (TUSR), and communication port to
the outside world,

It is also the controller’s responsibility to avoid signalling to the
nost tnat i1l 1§ d4valldaple to come onlineé unless tnese alagnostics have
been successfully executed,

4,2,1.,2 Notification of Controller Status Changes =

The controller 1is responsible for making available to a connected host
notification of all spontaneous changes in controller status other than
tnose resulting in controller tailure, Status changes include changes
in the avajilability or physical state of any of the units attached to
the controller, non=fatal changes in the configuration or state of the
controller itself, or any spontaneous 1initializations that occur in
controller or drives,

The set of possible status changes that can take place in the subsystem
will be divided into classes ranging from the most serious (controller
spontaneocus relilnitialization) to the commonplace (drive changes such as
write protect, pack unloaded, etc,)., The controller is responsible for
providing the nost with a mechanism ¢for directing which classes of
status changes are to be reported and which are not., 1In addition to the
class of error setting for each host ,the controller will provide for
each host to srecify receipt of either error 10g information which is
controller spontaneous, or controller spontaneocus and those related to
that host’s coemmands, or controller spontaneous and those related to all
hosts,

The controller 1s responsible tor notifying all nosts descripbed in 1ts
internal confiagquration data rase of its hard reinitialization,
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4,2.1,3 Notification of Errors =

The controller is responsible for notifying the hnhost when a command
cannot be successfully completed, and for supplving information
regarding the exact nature of the error as part of tnat notification,

The controller is responsiple for making available to the host
appropriate information for the host error log whenever a command cannot
be successfully completed or whenever a command |is successfully
completed, but the successful completion ot the command required the use
of an error recovery procedure in the subsystem.

The set of possible error loq situations will pe divided into classes
ranging from the serious (drive mis-seek, ECC error involving large
number of symbols) to the commonplace (single=symbol ECC error, physical
bad block), The contreller is responsible for providing the host with a
mechanism for directing which classes of error 109 information are to be
reported and which are not.

4.,2,1.4 Command Integrity Verification =

The controller is respronsible for verityving the intearity
(opcode/parameter validity, etc,) of each request that it receives fronm
the host, and for rejecting those commands that are not valid 1in the
current subsystem context (as determined by the controller parameter
base and state, i,e, current CHARACTERISTICS and STATUS).

The controller will execute each valid command, and has ND
responsibility relative to the validity of a series of commands,

4,2,1.5 Verification of Host Connection Before Relinquishing Drive =

If a dual~ported drive ‘online’ to a controller requests verification of
the drive=to=controller connection, the subsysStem is responsible for
verifying that it is still “controller online’ to at least one host
before retaining 1ts connection to the drive, A controller must not
keep a dual=portedq drive online if all hosts to wnhich {t can be
logically connected are ‘controller offline’,

4o2.1.,6 Shadowina Resvonsinilities =

The controller 1is responsible for duplicating all write operations to a
shadowed unit on the approprjiate shadow unit, and for avoiding
notification of successful completion of the 1initial operation unless
and until eoth tne initial operation and the duplicate are successfully
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completed,

If a physical status change occurs for reasons other than host command,
such as FE 1initiated pack spin down, the host will be notified on the
next host reference to either unit or by an ATTENTION message, depending
onh the situation,

4,2,1.7 Guarantee of FIFD Data Integrity on Disk Class Devices =

The controller is responsible for satisfying all WRITE operations of the
same priority class to a particular LBN on a particular diskeclass unit
such that all operations of the same priority class on that LBN that
preceeded it are completed before the WRITE {is processed, and any
operations of the same priority class to the same LBN that follow it are
postponed until the #RITE is completed,

Note that this responsibilitilty is within request priority classes
only? the controller has no responsibility to satisty requests of
differiny orlorility to the same Lbd iIn any particular order, regardless
of tnhe fact that they may include conflicting reads and writes,

The controller is NOT responsivle for satisfying requests to different
LBNs on the same disk-class unit in any particular order, or for
satisfying READ operations in any particular order,

4,2,1.8 Guarantee of Serial Command Execution on Tape Class Devices =

The controller 1s responsiple for executing all operations on tape class
units serially in the order i{n which they are received.,

4,2,1.9 Timeout of kequests for Host Data =

The controller 1s responsible for timeout of each request for host data
(for WRITE or COUMPARE) sent to the host, and for suitable error recovery
(to be defined) should that timeout actually occur,

4,2,1.,10 Change to WRITE=PRUTECT Status =

If the controller can determine that a host is not operatina correctly,
the <controller is responsible for changing its status relative to that
host to WRITE-PROTECT, wormal operation can pe reestablished by the
host resynchronizinag with the controller,
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The criteria that the controller will use to establish that a host 1is
disabled are enumerated In Section 4.,5.2.1.2.1

4,2.1.11 Formatting and Reformatting =

The formatting and reformatting of units 1s the responsibility of the
controller via software executing in the controller itself, Formatting
and reformatting operations are initiated in the controller via the
appropriate host or FE panel command,

4,2,1.12 Automatic Revectorinao of Rad Blocks =

The controller is responsible for automatically revectoring bad blocks
when formatting a volume and when copving one volume to another, An
unrevectoreg wad nlock onh Line source unit wili pe copied and thne oata
marked invalid on the copve.

4,2,1,13 mMaintenance of DEC STD 166 Information =

The controller is responsibile for maintenance of and utilization of the
information in the 166 area for the purpose of revectoring bad blocks.

The controller is also responsible for denyving the nost write access to
the 166 area,

The host can utilize the information in the 166 area as appropriate ¢to
its particular needs, For example, the host can use the bad block and
replacement block information In the 166 area as part of its file
allocation policy if that policy reaquires such information,

The host accesses the 166 area directly via that portion of the LEN
space assigned to that purpose on each unlit.

4,2,2 FResponslvilities of Host
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4,2,2,1 #inpimum Interface Integrity Diagnosis =

The host is responsible for diagnosing the physical interface bhetween
itself and the controller, The host is responsible for executing this
diagnostic before attempting to use the 1logical connection with the
controller,

4,2,2,2 Resynchronizing with the Controller =

The host 1s respronsible for resynchronizing with the <controller under
the following circumstances:

1, The nost itself 1s powered up or reinitialized,

2. The nhost 1s recoverinag from possible controller failure,

4,2.243 1Integrity ot Commands =

The host is respronsiple for sendina only syntactically and semantically
valid commands to tne controller, Furthermore, the host is responsible
for the relationships BETWEEN commands? the host must not {issye
commands that conflict with each other or with commands from another
host connected to the controller,

4,2,2.4 Managing Controller Operation =

As part of managing the controller operation, the host 1Is responsible
for determining the current characteristics of the subsystem, and for
changing the controller characteristics and thresholds to those
necessary for proper operation witn the connecting nost,

The subsystem will operate under a set of default characteristics and
thresholds should the host choose not to alter them, but in this case
the host is responsivle for operating meaningfully with the default
subsystem characteristics.

4.,2.2,5 inlgue keference nNumbers =

The host is responsible tor supplying a UNIOUF reference number in every
command that 1s outstanding to the controller at any given time,
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4,2,2,6 Timeout of Commands =

The host s responsible for ensuring that each command that |is
transmitted to the controller is covered by a timer, If more than one
command 1s simultaneously outstanding to the controller, then the host
s responsible for covering a series of commands with a gross timer or
for managing multiple timers, 1If any command timer expires, tne host is
responsible for appropriate error recovery action (defined in Section
4.,5,2,4) The host should NEVER ask the controller to perform an uptimed
operation,

4,2.2,7 Relssue of Uutstanding Commands =~

Under certain error conditions (command timeout, controller
reinitialization due to non=critical component failure, etc,) the host
is responsible for resynchronizing with the controller and reissuing all
commands that were outstanding at the time the error was detected, in
this instance, the nost 1is also responsible for insuring that the
comiparnds ate not relssued until tne prescribed resynchronization nas
oeen successfully accomplisned, Note that across resynchronizations and
reinitializations, tne <controller’s set of outstanding commands are
"erased", so tne sare reference number cah be reused,

4,2,2.8 Error Recovery with a Failing Controller =

If a host detects that a controller {is failing, 1t 1is the host’s
responsibility to cease issuing further commands to the controller and
to execute the error recovery sequence prescribed in Section 4,5.,2.4%.

The criteria that the host is to use to determine that a controller s
failing are enumerated in Section 4,5.2.4.

4,2,2.9 Revectoring of weare=caused Bad Blocks =

When a bad block is reported to the host, the host s responsible for
directing the controller to replace tnat pad block with a replacement
block when and if consistent with host policy.

The controller «ill not replace vad blocks (unless formatting or copyinag
a volume) unless directed to do so by the host,
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4,2,2.,10 Coordination with Other Host(s) =

In an environment wnere multiple hosts are connected to the same
controller, the hosts are responsible for coordinating their access to
the subsystem so that there {s no conflict for the same units or data,
The controller will satisfy any regquest for any unit from any host; 1t
will NOT protect multiple hosts from each other,

Furthermore, the hosts must coordinate their subsystem characteristics
changes such that conflictino characteristics commands are not given to
the controller, The latest set of characteristics and parameters |In
force in the controller will be the latest set received from any host;
the controller will not detect conflicts between multiple nosts
requestinag different characteristics or status parameters.,

4,2,2.11 Shadowing =

If units are to pe snauowed, tne nost 1s responsiole for directing tne
controller which units are to pe shadowed by which units as part of the
controller characteristics estarlishment,

The host 1s responsible for any shadowing at other than the unit level

by issuing the appropriate combination of individual commands to achieve
the desired shadow functionality,

4,2.2,12 Error Loaging =

It 1s the host’s responsibllity to process error log information passed
to it from the controller in a manner consistent with host policy,

If error log information is to be reported to the user, it is the host’s
responsibility to do so,

The host is also responsible for determining and setting which classes
of errors are to he reported by tne controller,
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4,3 HOST PHYSICAL INTERCONNECT

This specification discusses the functions that the device driver
performs to control the operation of the controller, It is documented
independent of whatever physical delivery mechanism 1s used to move
command packets and data between the host and controller, The protocol
described in this chapter assumeS Ccertain characteristics that the
delivery nmechanism must have, however, and these assumptions are
documented in this section, Theoretically, any delivery mechanism which
provides the necessarvy guarantees and functional interfaces should be
usable with any disk or tape <¢lass driver that conforms to this
specitication, A new port driver for the new delivery mechanism should
be all that is reauired,

4,3,1 Guarantees Regquired of Control Packet and Data Transport Mechanism

Ine gelivery nechanisw must pe caparle 0f quaranteeing tne following to
the device class driver:

1. That message packets qgueued to the port driver on a given
priority 1level will be sent and received in the order in which
they are Qqueued,

2. That transmission errors will be detected and the appropriate
low level error recovery operations (resynch, retry, etc,) will
auntomatically occur,

3, That transmission errors reported by the port are not
recoverable,

4, That message transmission will stop when an unrecoverable error
is detected; that i{s, those megsages queued to the port driver
behind the erroneous message will not be transmitted until the
class driver has intervened, Tnis is reguired in order for the
controller to be aole to fulfill 1ts LBN FIFU guarantee,

5. that a bus=level hard {njtialize function exists, and when
invoked causes an unconditional reaction on the initialized
node that forces the initializead node to a known state and does
not depend on functioning software in the initialized node to
operate,

6. Tnat a bus=level echo tunction exists that completes a «circulit
tnrough tne hus and receiving node as well as tne sendger,

7. That non=acceptance of a message at a receivinag port be
recognizable at the sending port.
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4,3.,2 Functional interface to Control Packet Mechanism

The interface between the port driver and the class driver 1s assumed to
have the following functional characteristics:

1, A message is sent to the controller bpy passing to the port
driver the address of a puffer containing the message and an
indication that it is to be sent to a particular node on the
hus (the controller),

2, The class driver is notified that an attempt to send 3 message
was unsuccesstul when the port driver passes back to the class
driver the address of the buffer containing the original
message and an indication that a transmission error has
occurred, In this 1instance, further transmission will be
inhibpited wunti)] the c¢class driver indfcates directly that
transmission is to resume,

3, The class driver is notified that a message has been recejived
when the port driver passes to the class driver tne adaress of
a buffer containing the message and information definina the
sender,

4, The class driver has control over whether the port i{s actively
transmitting, receiving, or both (relative to the calling class
driver only) via appropriate indications to the port driver,

5. The <class driver has control over reinitialization and
resynchronization of the port (relative to the calling class
driver only) via appropriate indications to the port driver,
When told to reinitialize, the port driver discards any
outstanding work relative to the <calling c¢lass driver and
resets to an idle, non=transmitting and non-receiving state for
that class driver ready to begin the first operation indicated
by that class driver,

6, The class driver has the capability of causing a bus=level hard
initialize of the specified node via appropriate indications to
the port driver,

7. The class driver has the ability to verify the integrity of its
connection with a specified node by passing the address of a
hbuffer to the port driver and indicating ¢tnat it is to bpe
echoed via the appropriate node, The port driver «ill return
the address of another bhuffer containing the echoed data when
the echc loopb has been conpleted,
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Interface to Data Transfer Mecnanism
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4,4 CONTROLLER PHYSICAL CHARACTERISTICS

4,4.,1 Geometry of Hass Storage Information

See SDI document(Chapter 5 of HSCS50 Specification)

4,4,2 DEC STD 166 Areas

See 166 document,

4,4,3 Controller Performance Characteristics

See Chapter 3 of H3C50 Specification
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4.5 CONTROL PROTOCOL (HSC50 Implementation of DCP = DEVICE CONTROL PROTOCOL)

4.5,1 General Cnaracteristics of Control Protocol

The HSC50 control protocol has the following general characteristics:

1., The total HSCS50 control interface is divided into four 1logical
levels, The 1lower levels (0 & 1) are documented in the port
specification, The higher levels (2 & 3) are documented in the
following sections, The levels are:

1, Level 0 = the physical system used to transmit information
along the pus connecting the host and controller,

2, Level 1 = the port system by which messages and data are
transmitted vetween tne host and controllere.

3, Level 2 = the actual control information passed between the
nost and controller, This level <contains the messages
themselves,

4, Level 3 « fixed sequences Of level 2 commands and responses
that are executed as a dgroup to perform higher logical
functions,

2, It is a master/slave protocol, The HSCS50 i{s a middle element
in the host=drive communication, and as such is the servant of
the host. The responsibilities in the protocol are asymmetric,
allowing the host to dominate operations such as communication
resynchronization,

3, The lower levels of the protocol are symmetric, Although the
responsibiliities in tnhe protocol are asymmetric, tne mechanisms
used to dispatch these responsibilities are identical 1in both
directions. The sane packet format is used in both directions
(with different semantic 1interpretations), and symmetric
delivery mechanisms are assumed,

4, The control protocol 1is asynchronous, The host may have
multiple commands outstanding to the controller at any given
time, and tne communication medium may be full duplex,
Furthermore, the controller may send an undetermined nuwber of
unsolicited messages at any time.
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4,5,2 General Rules Governing Control Protocol Usage

4,5.,2,1 Subsvstem Logical States =

4,5.,2.1.,1 Subsystem [,onical State Definitions =

The subsystem may be in either of two loglcal states relative to any
host. Note that 1in a multi=host environment, the subsystem logical
state relative to a particular host is independent of its state relative
to any other host, These states are:

1, "CONTROLLER DFFLINE", The ‘controller offline’ state 1Is Jjust
what it implies, A subsystem that is ‘contoller offline’ is
not avallable to the nost and cannot perform any operations on
behalf of the host, Note that there are several reasons a
subsystewn may ve ‘controller oftline’ to a4 given nost, only
some Of wnich are inoperapble hardware. The subsystem may be
‘controller offline” to the host because the host bus enable
rutton on the front panel has disabled the host pbus, or it may
be ‘controller offline’ because the operator or FE has vremoved
the controller from service (via its FE panel),

A host can distinguish a subsystem that is in the ‘controller
offline’ state Dbecause It will not respond correctly to any
command,

Each time the subsystem makes the transition from the
‘controller offline’ state to the ‘controller online’ state, {t
sends a REINITIALIZED attention message to all hosts that are
described in the controller’s internal configuration tables,
It will send this message regardless of whether the
reinitialization was spontaneous or forced, After the
REINITIALIZED message the next command from the host must be an
INIT to assure proper synchronization of the host and the
controller,

The PSUEDU TERMINAL IN command is the only command which |1is
potentially recognizable by the controller in the offline state
and then only for diagnostics,

2. "CONTROLLER ONLINE", A suhsystem that is “controller online’
to a nhost is logically connhected to that host and can execute
its entire command repertoire on bpehalf of tnat host,

A host can distinguish a subsystem that iIs in the ‘controller
online’ state ©pecause it will execute all commands and the
summary status in the END packet will indicate that the current
suhsystem state is ‘“controller online’,
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Note that the logical states of the subsystem are distinct from but
related to the logical states ot any units connected to the controller,
If a subsystem is “‘controller offline’ to a host, then all units
connected to tnhe controller are also ‘ynit offline’ to the host, 1If a
subsystem is ‘controller online’, however, then the individuyal units
connected to that controller may themselves be ‘unit online’, ‘unit
avallable’, or “unit offline’ to the host, independent of each other,
depending on their states relative to the controller, All state changes
in the subsystem (including unit state changes) are reported to the host
if the subsystem is “controller online’ and such information is desired,

4,5.,2.,1.2 Suhsystem State Transitions =

4,5,2.1.2.1 Controller Offline =

The subsystem enters the “‘controller offline’ state relative to a
particular host wnenever it ceases to function because of power tajlure,
hardware fajlure, software tallure, spontaneous hard reinitialization,
or commanded hard reinitialization, 1In addition, the subsystem enters
the ‘controller offline’ state relative to the host after sending a
DISCONNECTING attention message because the host bus enable switch on
the controller panel has bheen disabled or a command removing the
subsystem from service was received at the FE panel, Basically, any
condition which disables the controller or destroys its context takes it
into the ‘controller offline’ state,

4,5,2.1.2.,2 Controller Online =

The subsystem enters the ‘controller online’ state relative to a
particular nost when it successfully executes the diagnostics after a
power=up, bus level initalization or being returned to service by FE
panel commanqg,

The subsystem leaves the ‘controller online’ state relative to a
particular host whenever the following occurs:?

1., It is torced into the ‘controller offline’ state by busslevel
init commana, internal tailyre, FE command removing the
subsystem from service, power failure or a nost bus switch
change,

Note that 1if the controller is forced downh by host buys switch change, FE
command removing it from service, or an internal condition that does not
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impact its integrity, it tries to leave the “controller online’ state in
an orderly fashion, This orderly disconnect is merely a convenience:;
the protocol is desiagned to function properly if orderly disconnect
fails. See Section 4.5.,2.5.2.

There is a speclial situation when the controller will change its status
to WRITE PROTECT relative to a host, This occurs when the controller {s
in the “‘controller onhline’ state and concludes that the nhost {is
potentially down, The controller will <conclude that the host is
potentially down (not operating correctly) {f any of the ¢following
occurs:

1, Unrecoverable bus errors are repeatedly reported by the port.
2. A request for host data repeatedly times out,

3, The host does not Issue a command within the host timeout
period specified in the GET CHARACTERISTICS command,

4, The controller recejives \ to be specified number\ consecutive
efrronecus Comwanus t£row trne hoste.

4,5.,2,2 Unit Logical States Relative to Host(s) =

4,5.,2.2,1 Unit Loglical State Detfinitions =

Each individual unit may be in one of three logical states relative to
each host, The unit 1logical state 1is a function of the subsystenm
logical state relative to the host, and the unit’s 1logical state
relative to the controller 1itsel¢€, Units have 1logical states
Independent of each other, Furthermore each unit occupies the same
logqical state relative to each host that has the same logical state
relative to the subsystem, For example, units that are online to the
controller are ‘unit online® to all nosts to which the subsystem is
‘controller online”’,

The unit states relative to the nost are:

1, "UNIT OFFLINE"™, A unit that is “unit offliine’” is one that is
unavallanble to satisfy any host requests, Units may be ‘unit
offline’ due to hardware faillure, an FE command removing the
unit from service, or an inapility to come online to the
controller (e.d,, it may already ope online to another subsystem
and 1s hence offline to tnis one).,

The subsystem will reject reaquests for a unit that 1s ‘unit
offline’ to the host, The host can determine that a unit is
‘unit otfline’ by interrogating its status.
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2. M"UNIT AVAILABLE", A unit that is ‘unit avajilable’ is one that
is avallable to come online to the host, but has not yet done
so because no commands have yet been recejved for that unit,
Unit available’ s a temporary state that is significant to
the host only pecause notification of transition to this state
often serves as a key that operations to the unit can begin,

The subsystem will attempt to satisfy requests to a unit that
is ‘"unit available”’ by attempting to bring the unit online to
the controller, The host can determine that a unit 1s ‘unit
available’ by interrogating its status,

3. "“UNIT ONLINE", A unit that is ‘unit online’ to the host is one
that is online to the controller and can execute functions on
pehalf of the host,

The subsystem will accept and execute commands for a unit that
is ‘unit online’, The host can determine that a unit is ‘unit
online’ py interroaatinag its status,

4,5%.,2.2.,2 Unit lLoglcal State Transitions =

4.5.2.202.1 Unit Offline -

An individual unit enters the ‘unit offline’ state relative to the host
whenever any of the following occurs:

1, The subsystem leaves the ‘controller online’ state,

2. The unit pbecomes offline to the controller; that is, the unit
i{s not available for controller access, See the next chapter
for drive states relative to the controller,

3, Tne unit is removed from service (taken ‘unit offline”’ from the
host) by a command at the FE panel or by a diagnostic internal
to the suypbsystem,

A unit leaves the ‘unit offline’ state whenever the subsystem is in the
controller online’ state and any of the following occurs:

1. The unit reinitializes and becomes availanle toc the controller,
See the next chapter for drive states relative to the
controller,

2, The unit is returned to service (made ‘unjit available’ or ‘unit
online’ to tne host) by a command at the FE panel or by a
dlagnostic internal to the subsysten,
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3., The unit’s status is successfully changed to ‘unit available’
or ‘unit online’ by a host SET STATUS command,

A unit also leaves the ‘unit offline’ state whenever the subsystem
enters the ‘controller online’ state and:

i, the unit is available to the controller, in which case it
enters the ‘unit avajlable’ state, or

2, the unit is online to the controller, in which case it enters
the ‘unit online’ state,

4.5.2.2.202 Unit Available =

A unit enters the ‘unit available’ status relative to the host whenever
the subsystem 1s ‘controller online’ and one of the following occurs:

1. The drive sianals its avallability to the controller,
2. Tne arive is in the available state relative to the controller

and 1{s returned to service by FE or subsystem AdAfagnostic
command,

A unit also enters the ‘unit avallable’ state when the subsystem enters
the f“controller online’ state and the drive is in the avajilable state
relative to the controller,

A unit leaves the ‘unit avallable’ state whenever one of the following
occurs!

i, The subsystem leaves the “controller online’ state,

2., The subsystem receives a command for the unit and brings the
unit online to the controller,

3. TIne nost changes the unit status to ‘unit online’ via a SET
STATUS command,

4.5;2.2.203 Unit Gnline -

An individual unit pecomes ‘unit online” to the host whenever the
subsystem is in the ‘controller online’ state and one of tne following
occurs:

1. The controller receives a valid command for a “unit availaple’
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unit and succeeds in bringing that unit online to the
controller,

2, The unit 1s returned to service (placed ‘unit online’ to the
host) by a command at the FE panel or by a diagnostic internal
to the subsystem,

3. The unit’s status is successfully changed to “unit online’ by a
host SET STATUS command,

A unit also enters the “unit online’ state whenever the subsystem enters

the ‘controller online’ state and the unit is online to the controller.

An individual unit leaves the ‘unit online’ state relative to the host
whenever one of the following occurs:

1, The subsystem leaves the ‘contreller online’ state,

2, The drive leaves the online state relative to the controller,
S5ee next cnapter.

3, Tnhe unit is removed from service by an FE command or by a
dfagnostic internal to tne subsystem,

4. The unit’s state 1is changed to “unit available’ by a host SET
STATUS command,
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RELATIONSHIP OF CONTROLLER AND UNIT STATES

The states in the boxes are the unit states relative to the host:

Subsystem State Relative to Host
|1
‘Controller ! ‘Controller
Uffline’ ] Online’
{
! !
*Unit offline’! ‘Unit offline’!
] |

s tw S N
S S S B

‘Dffline’

- o= 4

! !
‘Unit offline’!’Unit avatlabple’
! !
! !
‘iinit offline’! ‘Unit online’ !

¥ L]
. .

Drive State
Relative Availaple’
to Controller

G fun pem

‘Online”’

- 9= g

In general, whenever the subsystem enters the ‘controller online’ state, the
unit enters the state dictated by its state relative to the controller, Also, a
unit’s logical state is only visible and variable when the controller |is
‘online’,
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SUBSYSTEM LOGICAL STATE TRANSITIONS RELATIVE TO A SINGLE HOST

¢rnasnesensewssd ‘CONTROLLER OFFLINE?® L LI T Y YT L s
i !

v Host bus switch
"Dead" controller enabled or FE or diagnostic
reinitializes and executes returns "running® subsystem
integrity diagnostics to service

[

no v
(mumsemenwsewse=e Djagnostics Successful?
lyes
no '
{wmonnssanewes=s HOSt BUS Switch Enabled?
tyes

N gom §ow Jv= Jon Jeu e Por Jwm fm B Gam §e=

Controller issues
DISCONNECTING message
if qgoing offline due
to switch cnange,

FE command, or
non=fatal internal
condirtion

' v
: Controller transmits

! REINITIALIZED attention <(mesececcwmese=
! message to host
!
]

Ben Sun Qun G Bum Juu Jwn Jom
P s s s P B G Wt G te G Bt B Bw G S

fault, switch change v
toennwemsenswses *CONTROLLER ONLINE?®
FE command, bus=level
init, power fail
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UNIT LOGICAL STATE TRANSITIUNS RELATIVE TO A SINGLE HOST

teumemrencesanesan) 'UNIT OFFLINE' T T T e I I T L P T P T P T T T T T Y T Y Py

! / ! \ !

! / ! \ !

! Subsystem/ v \Unit returned !

! returns to/ Drive becomes \to service !

! ‘controller/ available to \by FE or internal !

! online®/ online controller \diagnostic !

¢ state/ ! \ {

! / I{enmnncnnenanat !

! / v Host notified

! / Host notified of unit unavailability
{mmmnm=y of unit avallability L

] 1 ' t

i ;"-".--.""'>Z E

! ! v {
t¢munncnnnnnneee"NIT AVAILARLE® ]

! ! / N\ ! P TP ) P

{ tdwmmmiencocanany i i !

i ! ! H ! !

R | / v ! prive goes offline
! 1/ Controller receives command ! relative to controller
L for unit and successfully ! due to fault or switch
! 1 ! brings unit online to Controller ! change

L N S ! ! !

1 ! temcsnrsssesanassaned$ ! |

11 ! Unit removed from !

! ISET STATUS cmd ! service by FE command or !

! 4emecnccccccnwsa=y ! controller diagnostic !

! v v ! !
¢enerorssswsannnn ”UNIT ONLINE" ocoewnesssamsseswssswimwscasssnensawnd

Subsystem leaves
‘controller online’
state
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4,5.,2.3 Command Flow =

The normal flow of each command issued by the host 1s diagrammed below,
Basically, the command is issued and timing for that command 1s started,
The controller will interpret the command, initiate any data transfer
operations that are required to complete the command, and signal the
eventual completion of the command (whether successful or not) with an
END message, At any time a unit, inclyding the controller, may send a
LOG message; If the log packet is related to a particular command, it
will <contain the reference number of the command in question, If it is
a general log message not related to any particular command, the
reference number will be 0,

For transfers larger than one sector, the controller 1is likelv to divide
that transfer into smaller sub=transfers, Kknown internally as
"fragments", The data for each fragment of a WRITE transfer w#will be
fetched from the host via a seperate request, The order in which
fragments are processed will depend on conditions 1internal to the
subsystem and frequently will not oe in order of ascending LBN or pbuffer
address.

Note that attention messages may also be sent at any time relating to
any unit in the subsystem,

Note also that the steps in this ¢tlow may not necessarily nbe contiguous:
if more than one command 1s outstanding, message and data traffic
relating to any or all of these commands may be interleaved in a totally
random fashion,

READ COMMAND FLOW

f & number of fragments necessary
to successfully complete transfer

Step 1 Host sends READ command packet requesting
read of n blocks and starts timing command,

Step 2 Controller sends data for a fragment
to host memory via bus data transfer mechanism,
.
L ]

Step f+1 Controller sends data for last oustanding fragment
to host memory via bus data transfer mechanism,

Step f+2 Controller sends END packet sianallina
completion of command and indicating status.
Host stops timing commana,
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WRITE COMMAND FLOW

£f = number of fragments necessary
to successfully complete transfer

Step 1 Host sends WRITE command packet requesting
Wwrite of n blocks and starts timing command,

Step 2 Controller requests host port to send
data for a fragment from hosSt memory
via bus data transfer mechanism,

Step 3 Host sends data for requested fragment
via bus data transfer mechanism,
[ ]
.

[ ]
Step 2f+1 Controller requests host port to send
data for last oustanding fragment from host memory
via pus dgata transfer mechanism,

Step 2f+2 Host sends data for last outstanding fragment
via nrus data transfer mechanisnm,

Step 2f£+3 Controller sends END packet signalling
completion of command and indicating status,
Rost stops timing command.

4=30
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4,5,2.4 Error Recovery =

The host has only two basic error recovery procedures available to it
for errors at Level 2 and Level 3, Level 0 and Level 1 errors are dealt
with by the Transport Mechanism, If a command fails because of a
physical error, the subsystem has already taken all correctjive action
possible, and further recovery attempts by the host are useless, It a
command is rejected because of a logical 4{inconsistency, the host
corrects the problem and reissues the command, If a command fails for
any other reason, the host must resynchronize with or reinitialize the
controller, and reissue all outstanding commands at the time of the
fajlure, including the falling command. Note that the details of the
resynchronization and reinitlalization procedures are described in the
sections that follow,

Particulars of these error situations follow:

1, If the controller reports that it cannot execute a valid
command for a particular reason, the host is to take error
recovery action appropriate to the 1{indicated reason, For
example, 1t a valid command is rejected by tne controlier, tne
host snould attempt to resynchronize with the controller, I1f
the controller reports that a hard 1/0 error has occured on a
recquest, the nost 1s to assume that the controller nas taken
all corrective action possible, and is to report the error to
the application as uncorrectable.

2. If the command timer for any particular command expires, the
host 1s to issue a GET STATUS command as a means of veritying
the bus and connection, 1If this GET STATUS command {s not
successfully sent by the port, the connection to the controller
should be assumed broken, If the GET STATUS 1is successfully
sent and either succeeds or times out, the host should set a
longer INIT timer and issue an INIT command to the controller
to resynchronize and flush outstanding commands, If the INIT
succeeds, the host {s to reissue all outstanding commands,
including the one that timed out originally, If the INIT fails
or times out, the host is to set a very long hard init timer
and issue a buselevel init to the controller, If the hard init
timer also times out before a REINITITIALIZED attention message
s received from tne controller, the host is to assume the
controller is down and wait until the message is received (it
always will be received eventually). If the hard 1init
succeeds, the host 1& to reconnect to the controller and
reissue the commands that are outstanding, 1including the
origqinal one that timed out,

wote that the timers that are set for the INIT and puselevel
init operations must pe \to pre specified\ and \to be specified\
multiples of the standard command timer respectively, This 1is
necessary to avold race condltions caused by multiple-hosts
issuing nard inits at close intervals,
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A dlagram of the command timeout recovery sequence 1s at the
end of this section,

3. I1If the controller reports an error that could be a
communications error (invalid command code, invalid argas, etc,)
and the command appears valid to the host, the host may treat
the error as 1f the offending command timed out or may try
retransmission, depending on the reliability of the transport
mechanism,

4, If the host receives a communication from the controller that
it cannot interpret (jipberish) or that is obviously out of
context (e.g., an END for a command that cannot be
outstanding), the host should treat the error as 1f a command
timed out,

5. If the host s restarted, it nmust resynchronize with the
controller,

6, lf tne nost receives a KHEINITIALLLZED attention aessaye from the
controller or a command {s rejected because the subsystem has a
WRITE=PROTECT status relative to the host, the host must
resynchronize with the controller and reissue outstandina
commands,
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FALLED COMMAND RECOVERY SEQUENCE

Command timeout or
other non=recoverable
controller error
H
!
v
Issue GET STATUS command

with normal command timer
1

v no
Was port driver able ewsecwsevcasnconcwwsy

to send command?
!

lyes
\'
GET STATUS wait for GET STATUS to
¢t {evaunnmasnewe=n complete or timeout
times out H
!GET STATUS completes
no '

{weemmmea=mee= |5 status returned valid?
]
lyes
v<---‘--.--.-----.-n‘--.-..-n+
Set sott init timer
and issue INIT command
!

INIT times v
Comommmmanesner KWait for INIT to coOmplete
out or fails or timeout

!
PINIT completes successfully

LT ! Relssue outstanding commands !

: !
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!
!
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4,5,2,4,1 FResynchronization =

The host is the master in tne host=controller relationship, and as such
it is responsible for synchronization with the controller, #whenever
there is a aquestion as to the state of either party across the
interface, the host must resynchronjize as described below, The
controller’s responsibility is limited to notifving the host of the need
for resynchronization,

Note: the synchronization described here is for the highest levels of
the protocol only, Any resynchronization at lower levels 1s independent
of this level and is the respronsipility of the port and port drivers,
The 1levels described here assume an already synchronized transport
mechanism,

Note that resynchronization wil]l not always succeed in restoring a
malfunctioning controller to a fully operational state, It will suycceed
much of the time, however, and it is recommended because |t is much
faster that hard reinitialization, and unlike hard reinitialization, it
does not affect other hosts,

The steps involved in resynchronization are as follows:
1. The host ceases issuing further commands to the controller,

2, The host sets a soft init timer and issues a INIT command to
the controller and waits for the END response, when the
controller receives this command, it will cease processing on
all outstanding host requests that it can effectively stop, and
will discard those commands, Commands that are too far along
to be stopped will be finished and will terminate with normal
END messaqges,

3. The controller responds with an END message to the INIT
command,

4, If any outstanding host requests remain not conmpleted when the
END for the INIT command is received, the host reissues these
requests as appropriate,

4,5.,2.4,2 FReinltjialization =

As master, the post is also responsible for reinitializing the
controller under certain circumstances,

Hote that since reinitialization involves a cold bootstrap of the
controller, ALL controller context relative to ALL hosts 1is lost during
this process, Reinitialization is tnus a last ditch action taken when
any other host(S) are attached to the same contreoller, Since it is also
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a time=consuming and wear=causing process, it must not be part of
routine error recovery,

Reinitialization consists of forcing the controller to perform a c¢old
restart, then resynchronizing with it once (and 1f) it comes back up,

The sters involved in reinitialization are as follows:
1., The host ceases 1issuing further commands to the controller,

2. The nost sets a hard init timer and 1issues a bus~level 1init
command to the controller, It then waits for a REINITIALIZED
command from the controller, As Ssoon as the bus~level infit s
recoanized, al) percejvable activity in the controller will
stop relative to all hosts,

3, The controller will pertorm a cold pootstrap as if it was bpelng
powered up, when and {f it passes its minimum integrity
diagnostics, it will send a REINITIALIZATION message to all
hosts in 1its configuration tables, The controller is then
online to ail nosts,

4, If host requests were outstanding when the reinitialization
process w«Aas begun or the REINITIALIZED mesSage is received, a
host reissues these reguests as appropriate,

4.,5.,2.5 Connection Establishment and Termination =

The establishment of a logical connection between the host and the
controller {is automatic when the controller changes to the online state
for all hosts in its configuration table, 1If the host is to use the
subsystem in an optimal manner, the C(Configuration Sequence must be
executed to determine the exact status of the subsystem and to set any
characteristics and/or status to other than the default values, The
conection exists, from the controllers viewpoint, until the controller
odnegoes offline, This may be done by &a host during SYSGEN or
dynamically during each boot of the host,

4.,5.,2.5.,1 Conflquration Sequence =

The Confiocuration Seguence 1s used to determine the state of all aspects
of the subsystem and to change any of the default characteristics and
status by host cominand.

The Configuratlon Sequence consists of the following steps:

i, The controller enters the “controller online’ state dye to hard
initialization,. The host will receive a REINITIALIZED notice
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from the controller,

2. The host issues a GET CHARACTERISTICS (UNIT=UW,CTR) command to
the controller and waits for the END message,

3, The controller responds with an END message with current
subsystem parameters, The parameters are those pertaining to
the subsystem as a whole and include an indication of how many
loaical units are attached to the subsystenm,

4, The host examines these characteristics, and {f it desires to
change any of them, {t coordinates with any other host(s)
attached to the controller, then issues a SET CHARACTERISTICS
(UNIT=UNL,CTR) command to the controller and waits for the END
message, 7The controller will respond with an END message when
the new characteristics are In effect, This step of the
protocol is optional; 1f the host does not wisn to change any
of the characteristics, it does not execute this step,

5, The nost issues a GET STATUS (UNIT=2UN.CTR) command to the
controller ang walts for the EnD messdge,

6, The controller responds with an END message with the current
supsystem sStatus, The status {nformation c¢ontains status
pertaining to the subsystem as a whole,

7. The host examines this status, and if it wishes to change the
status of the controller, it issues a SET STATUS (UNIT3UN.CTR)
command to the controller and waits for the END message, The
controller will respond with an END message indicating that the
desired status changes have taken effect. This step of the
protocol 1s also optional; 1if the host does not wish to change
the status of the controller, It does not execute this step,

After the above is completed, the host should do steps 2 thru 7 for each
of the units attached to the controller which is of interest to the
host,
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A dlagram of the configuration sequence follows:

CONFIGURATION SEQUENCE

Controller enters ‘controller online’
state, Controller issues
REINITIALIZED notice to host(s)

]

Vv
Host issues GET CHARACTERISTICS (UNIT=UN,C
command, Controller sends END message with
the controller characteristics

!

v
Host examines characteristics

[}

v no

Any changes? CL Y LT P Y P T 2

]

y :
host issues SET CHARACTERISTICS !
(UNIT=UN,CTR) command, Controller !
reacts and sends END message !

1 t

!<.-.-‘.---.--..-....'--.*

v
Host 1ssues GET STATUS (UNIT=UN.CIR)
command, Controller sends END message

with the controller status
[}

:
v
Host examines status summary
1
v no
Any changes? LTI T YL LY L Py Y T T yye
f 1
v i
Host issues SET STATUS (UNIT=UN,CTR) !
command, Controller reacts and sends !
END message !
[ []

v
Repeat all but the first step
for each unit,

- G

v
CONFIGURATION SEQUENCE FINISHED

Mitchell,Bean)PAGE 4=37
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4.5.2:5.2 Terminating Connections =

There are occasions when the controller must wunjilaterally break the
logical connection with the host in an orderly fashion, This occurs
when an controller that is online to the host must go offline due to a
change in 1ts host bus enable switches, an FE command removing the
subsystem from service, or the controller determines it must
reinitialize and is still sane enough to break the connection
gracefully,

when the controller wishes to break its connection with the host, (it
simply sends a DISCONNECTING attention message to the host and ceases to
accept further commands (they are refused with the appropriate error
indication, 1f possible), Commands that were outstanding at the time
the message is sent are allowed to complete, if possible,

It the host wishes to pbreak 1{its connection witn the <controller, it
simply ceases to send further commands,

4.5.2.,6 Interpretation of LOG, END, ATTENTIUN, and PSUEDOTERN OUT
messages =

The four types of messades sent by the controller to the host have the
following broad interpretation:

1. END messages signal the completjion (successful or unsuccessful)
of a command, There is one and only one for each command
received, These must of course pe processed by the host
because their reception stops the timing of the command and
operates as a completion signal to the driver and thus to the
operating system,

There 1is summary unit status information iIn the END packet
which 1s processed as appropriate by the system, The unit
status information i{s most useful to determine which error
recovery procedure to invoke for unsuccessful operations, More
detailed utilization of the status information is a function of
tne sophistication and needs of the host driver, The more use
is made of it in tne END packet, the less GET STATUS operations
should be necessary to recover from errors or majintain
operating system taples,

2, LOG messages transmit information for the error log, It always
contains information correspondina to an error condition in the
subsystem, the severity of which corresponds to the class of
tne log message, Ll messages may or may not relate to a
particular command, as 1{indicated in the message itselt,
systems wmay ignore log messages and the protocol will still
function, Systems of any sophistication should make the 1log
thresholds varlable by the SET CHARACTERISTICS command, and
should log the information in a meaningful way,
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3, ATTENTION messages notify the nost of significant c¢hanges 1in
subsystem status or significant events internal to the
subsystem that should be of {nterest to the host systenm,
Attention messages never signify an error condition, although
they may signify a status change that is the result of an error
condition, For example, 1if a drive overheats, the host will
potentially get two messages: a LOG message 1indicating the
overheating condition, and an ATTENTION message indicating that
the drive is no longer available to the host, Other examples
of ATTENTION messaqges are notification that a particular
deteriorating sector on a disk warrants replacement or that the
subsystem is changing status to WRITE PROTECT,

In order for the connection protocol to work, REINITIALIZATION
attention messages must be at least minimally processed by the
host. The interface will still function properly 1if other
attention messages are ignored by the host, These other
attention messages give sophistjicated systems the capability to
react dynamically to status chandges within the subsystem,

4., rolkUU=)errni UUT messayes proviae a mechanlsm for sending text
to be displayed at a nost terminal which is being used as the
HSC50 FE panel, The wuse 0f a psuedo=~terminal must be
explicitly enabled by the nost, The PSUEDO=TERM IN and
PSUFNN=TERM NOUT commands are pnsed to transfer ASCII strings
between the host and the controller. The communjication is
asynchronous, Whlle enabled the messages cannot be ignored by
the host,

4,5,3 Shadowing

4,5,3,1 General Rules Governing Use 0Of Shadowing =

A shadow relationship may pe established between any two disk units. A
disk unit may have only one shadow relationsnip, Any »RITE to a unit
with a shadow relationsnip will cause the identical WRITE on the otner
unit,

At the time the shadow relatlonship is established, the host may specify
that the first unit Iis to be copied onto the second as a backround
activity while the units are 1in  use, Since the copy may not be
performed sequentially, if an unrecoverable error occurs bhefore the copy
is complete, the state of the second unit is undefinea, snen the copy
is completed, an ATTENTION message is sent to the nost,

A WRITE operation to a shadowed unit on a cached system must be
write=throuah, A writeepack operation to a shadowed unit will pe
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rejected,

4,5.3.1.1 Restricted Command Subset Available on Shadowed Units, =

Because shadowed disk units in a shadow relationship must be managed by
the controller, there are certain commands that are not legal to units
of this type,

The following commands are illegal, except for breaking the shadow
relationship, to a disk unit that is currently shadowing another disk
unit:

SET CHARACTERISTICS
SET STATUS

A WRITF with COMPARE to a shadowed unit will cause the compare to be
performed for both units,

4.,5,3.,2 kKEstaplishing and Terminating Shadow Relationships =

Shadowing is a symmetrical relationsnip limited to two units of the disk
class type, Any WRITE operation to either unit is reflected onh the
other, JShadow relationships will be controller level characteristics,
established and termipated via the SET CHARACTERISTICS (UNIT = UN,CTR)
command,

4,5,3.,3 Behavior of Shadow Requests Under Error Conditions =

The END packet will not be sent for a shadowed WRITE until the the
operation 1is completed on both units. If there is an unrecoverable
error on one unit, e,g, a head crash, the controller will still attempt
to complete the WRITE on the other unit. The host should then break the
shadow relationship to use the operational disk,
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4,5,4 General Command Packet Format

All packets consists of an 12 byte packet header and a 24 byte argument
area. Arguments are always multiples of two bytes, Multiple=byte
arguments are in VAX=i1l format,

Command packets from the host to the controller are in the following
general format:

Byte offset
from start

of packet

taneed AAAA L L LI LI I LI Y PR Y LY Y L e

! ! opcode ! device class ! 0
! *--.---uu----------u----.—------1

! ! unit ! 2
! AL L L LI IR LI LT E LT L T T s

header ! modifiers : 4
(12 bYtes) +-----.‘---.------.--b----------+

: . reserved ! prior ¢ )
1 *------------—----ucu----..a-‘~-+

! ¢ low order reference number ! 8
! Ridaddabededel ekl M el L L A L DL L L L L

! ! hiah order reference number ! 10
tmman) AL L LD L AL LI IS I YL L LY YT T Ly

: : argument ! 12
arquments f---n---.-..-.----------.—----n-+

(24 bytes) / /

! / /

! ! argument ! 34
tumnnd AL L L AL LI LI LI YL P YL LY LY Y s

The PRIORITY specities the priority tor the command, The HSC50 wil}
accept two priority levels == normal: PR,NRM and high: PR,HI,

The OPCODE field specifies the command. An opcode of 255(10) 1is
interpreted as ESCAPE, In this case, the actual opcode will be taken
from 3 \to be specified\ argument word,

The device class field specifies the device class of the unit to which
the comrand is directed, The HSCS50 wil)l accept three device classes ==
controller: DV.MSC, disk: DV.,DSK and tape: DV,TAP., All references to
the cache are implicit through one of the other device classes.

[he UNIT number specifies the unit within the supsystem that the command
refers to, EBoth the DEVICE CLASS and the UNIT are necessary to uniauely
identify a specific unit,

Unit UK,CTk is the controller itself (and sometimes the entire subsytem
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by implication).

The REFERENCE NUMBER is an "ID" for the command, Note that it MUST BE
UNIQUE for the outstanding commands of that hoSt and it MUST NOT BE
ZERQG,

The MODIFIERS specify variations to a command,

There are several arquments which appear in a number of commands., They
are:

1. Byte Count ==« specifies the number of bytes to be transferred

2, Buffer Descriptor == specifies the buffer in the host memory,
always palred with a host port id

3. Host Port ID == specifies the port {4 of the host to/from which
data Is to be transferred

4, Block Number (LBN) == specifiles the logical block number in the
aisx unit’s storage

5., Block Size ==« specifies the block (physical record) size for
tape class devices

6, Block Count == specifies the number of blocks for tape class
devices

7. Reserved == a field reserved for future use, MUST BE ZERO,
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Message packets from the controller to the host are 1in the followlng
general format:

Byte offset
from start

of packet
tmonwd LA AL AL LI P AR LI AL LS L )
! ! opcode ! device class ! 0
! A LT P Y e T L L P P L LT P T L Y
! ! unit ! 2
! T T R P YD S R A
header ! conditions ! 4
(12 bytes) LI L P Y Y P R L A Y ) e
! ! reserved ! orior ! 6
z A AL A AL IS I L LELE I AL L LA L2 2t
! ! low order reference nunrber ! 8
! EX L L AL E YR I YT P LY L
! ! high order reference number ! 10
tmmmed LI I R L P Y R PR L L DY P L L Y
! : argument ! 12
argumsents A Sl iada bl bl b bkt bl kil o 4
(24 bytes) / /
¢ / /
! ! argument ! 34
tmaan)d LA A L A A I I A I A A AL L L LI I A L L

The PRIORITY,OPCODE,DEVICE CLASS,UNIT and REFERENCE NUMBER are as
described for host=to=Controller packets,

The CONDITIONS specify command execution results, especially with regard
to errors,
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4.5.5 Hoste=to=Controller Commands

This section describes the individual commands the host can issue to a
controller, The numerical values for opcodes, modifiers, and other
pit-specific information ( such as the format of status and
characteristics blocks) are in the tables at the end of the section,

The discussion of each command 1includes a statement describing the
"gatekeeper class® of the command, This refers to the relationship that
the command has to any other commands that are outstanding at the time
the command arrives and any command that might follow it while it is
still outstanding, The "gatekeeper® is a function 1internal to the
controller that decides when processing for a aiven command can begin,
Commands that cannot be processed immediately are gueued at the gate,
and are allowed to enter the subsystem by the gatekeeper when
appropriate., Note that the gatekeeper does not impact wnether or not a
command 1s accepted; all valid commands are accepted immediately,
Rather, the gatekeeper forces serial processing on certain commands, and
its only visibility on the part of the host is the increased latencies
for commdnds plocked at the gate, ine yatexeeper is reguirea to provige
the LBN FIl1F0O gquarantee to the host, and to assure consistency of
operation across classes of commands that affect subsystem parameters,

There are five catekeeper classes:

1. GET STATUS class, GET STATUS class commands have po impact on
any activity in the subsystem and always begin processing
immediately unless they are blocked at the gate by a SET STATUS
class command, GET STATUS class commands do not block other
commands,

2., READ class, A READ class command 1s allowed to enter the
subsystem immediately and begin processing as long as its entry
is not blocked by a WRITE class or SET STATUS class command
that preceeded ({t, READ class commands do not block any
commands that may follow {it,

3, WRITE class, A WRITE class command is allowed to enter the
subsystem and begin processing only if no other commands to the
same LBN(S) are already in the system, and the gate 1is not
closed by a SET STATUS class command. It another command
involving one or more of the same LBN(s) 1s already 1in the
subsystem, the WRITE class command {s queued at the gate, and
does not begin processing until all previous commands to tne
attected T1,RNs complete, WRITF class commands will block any
commands that follow 1t that involve one or more of the same
LBNs until the wRITE class command itself has completed,

4, SET STATUS <class, SET STATUS <class commands affect the
operation of a unit or the subsystem itself, Therefore, they
do not enter the subsystem until all outstanding operations to
the affected unit(s) are complete, and any operations to the



Preliminary HSC50 Host Interface Version 0,9 (18=July=79, Mitchell,Bean)PAGE 4=45
Digital Equipment Corporation == C O M P AN Y CONFIDENTIA AL

affected unit(s) that follow it are blocked at the gate until
the SET STATUS c¢lass command itself completes, If the SET
STATUS class command operates on the controller, all
outstanding requests are completed before it is begun, and it
is the only command allowed to pbe active until it completes,

S Immediate Execution class. INIT and ABORT are Immediate

Execution class commands and are not delayed for any reason by
the gate keeper,
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4.5.5.1 ABORT =

Format: Byte offset
cnmnme= from start
P2 Y LI EE L E LY E DL PR L L Y s of packet
! ABORT ! device class ! 0
+---------------.------—--------+
! reserved ! 2
+-‘--------‘------.------U‘-----*
! modifiers ! 4
*.-----.-ﬂ-O.'--.-.---.-Q-.---.-+
! reserved ! 6
+--------.--.--------.--.--.----+
! low order reference number H 8
*---t-------.-------.--q--.----u--'-
! high order reference number ! 19
AL L AL DL L EL AL LD DL LS LA AL A L 2
! 1low order abort ref number ! 12
LA TIPS R R L Y Y 2 2 2 2 2 20
! high order abort ret number ! 14
LI T P L P P P T LR L
! reserved ! 16
+--‘---..--.----------'--.-.----*
/ /
/ /
AL LTI I 2T I I I Y R R 2 2 2
! reserved ! 34

LA XA T L LEL LAY I I II Y LI L2 ¥ 2 2

Allowable Units:

LA L X B X X 2 2 2 % N % B X R 4

Must bhe the same as in the command to be aborted,

Arguments:

Reference number of the command to be aborted,

Function and kKesults?

The specified command 1s aborted at the earliest point c¢onvenient for
the controller, 1If any~unit atfecting action has already bpeen takenh, an
FND messaae for the oriainal command i1s sent to the host indicating the
the degree of commanpa execution(e,g., numpber of pytes transferred.,) If
no action nas vet neen taken, the ENL messaoe will so {indicate, After
the abort action has been completed, an END message for the ABURT
command 1s sent to the nost,

when tne END for the ABORT is received by the host, the original command
is no longer active in the subhsystem,
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Gatekeeper Class:

ABORT 1s an immediate execution class command like INIT and bypasses the
gate keeper,

ABORT END Packet:

Allowable units:

Same as in the original command packet.

Conditions:

Error = abort reference number not a current outstanding reference
number,
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4,5,5.2 COMPARE =

Format: Byte offset
Yy from start

oo arcesssnmerReancwTesesTenane® of packet

! COMPARE = | device class ! 0

+----------------—--------------*

H unit ! 2

*---—---O---------------"------+

! modifiers ! 4

+.----..---.-q--..-------—.‘----u..

! reserved ! prior ! 6
+-U'---------.‘--...------------*

! low order reference number ! 8
+-----.------.----u-u.--.c.-----+

! high order reference numher ! 10

L LI L LT LY L LR T T T T Py Py e

! low order byte count ! 12

bALL LT LI I YR LI PR LR YT L Y 7 ) e

H high order byte count ! 14

’--------------------------‘-----*

! low order buffer descriptor ! 16
+---—--------------------...—---+
! hiagh order buffer descrirtor ! 18

LA A A L L LT E L YYD YT YR L PO Y ey Yy

! low host port id ! 20

A AL L AT L LTI ETY LT P LT LT L

! high host port 1id ! 22

+--.--.‘.---..------.---....---.+

! low order LBN or block size ! 24

+--.-------------..-C--O-....-‘.*

! nigh order LBN or block count ! 26

LA LA L DL R I AL LI LI LY L 2 T 2

! reserved ! 28

+--.-~----------.-.-.----.‘_.-.-+
/ /
/ /

+--.--QC---..--Q---------..-----+

! reserved [ 34

+--.----------—---------.n—---.-*

Allowable lnits:

Any other than UN,CTR,

Arguments:
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Byte Count
Buffer Descriptor
Bloeck Number

Function and Results:

COMPARE directs the controller to compare a specified number of bytes
from the specified unit against host memory., Although the data compared
is contiguously organized, the comparison itself may not occur
contiguously, The compare terminates when the byte count is satisfied
Or an error occurs,

Gatekeeper Class:?

COMPARE is a READ class command,

Speclial Comments:

If the LBN pelng compared happens to reside in the cache, the compare
operation results in a FLUSH of tne cache data, {invalidation of

the cache entry, and a read of the data from the disk without a reload
into the cache,

COMPAKE END Packet?

LA LA R A L 2 2 2 2 2 XXX X X X X J

Conditions:

Error = Compare failure, relative byte nuymber where compare faliled
follows the last argument o0f the normal END packet,
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4,5,5.3 DOWNLINE LOAD =
(Only on the UDASO, not implemented on the HSCS50)

Format: Byte offset
--weew from start
RN TP A TR NS ETRERRE RS sen of paCKet
! DOWNLINE LOAD ! device class ! 0
LA A T LTI ALY LT R L L P L L X
H unit H 2
+----.----u-—--—.-----u---.---.:q.
! modifiers ! 4
+---‘--'.‘...----‘-..-..-.---.-.+
! reserved ! 6
(A AT LRI LY R Y R R L L L L X3
{ 1low order reference number ¢ 8
*-.-n---------..-----------.--—-+
! high order reference numher ! 10
+-----.--~----.-.-------‘-.-...-+
: low order byte count ! 12
LI I Y PY YL EER LYY E L L b L
{ niyh order oyte count ) 14
XA I L LTI P LY Y 22 X 2
! 1low order buffer descriptor ! 16
+-----.-------------------------+
! high order puffer descriptor ! 18
LA A AL DL L LA L LA A bt 2]
! low host port 1id ! 20
X I T LT Y P Y PR PRI Y P A T 1
! high host port id ! 22
NSO CNREEERASERR TR RO D WGBS
! memory block descriptor H 24
LA LI 2 ALY LR LY L LA LA L4 k3
! relative position in block ! 26
A A L LR DL I E L L b 2 X 1 23
! reserved ! 28

TR LA LRI L LS LE YT LY T L L Y

/ /
/ /

PN SRR NN SRR ERR RN PR EO®

! reserved ! 34

LA L LELE L LR LX I L LI L L L LA X3

Allowable units:

L L B & 2 N & X X X ¥ 2 K 1

Any unit in the UDASL subsystem whicn is cavable of accepting dow#line
loading of code,

Arguments:
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Byte Count
Buffer Descriptor
Memory Descriptor

Modifiers:

2 T B & B B K X J
None

Function and results:

The contents of the host buffer are Joaded into the wunit’s memory
peginning at the relative position in the specified memory block,

\The format of the downline load information is to be specified In a
document by Bill Grace, The intormation must include tnhe specification
0f each of the rtn descriprtors which may be used in a subsequent EXECUTE
command, \

Gatekeeper Class:

DOWNLINE LOAD is a SET STATUS class command,

DOWNLINE LOAD END Packet:

Defined conditions:

Error = Space avalilable in the wunit 1{s 1inadeguate for the routine,
Error = Another routine is in execution on the unite.
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4,5,5.4 EXECUTE =

Format: Byte offset
m—mem-- from start
LI L PR T T LY L L L TP T TR e of packet
! EXECUTE ! device class | 0
LA LI LI PP LYY P P Y LT Y Y e
! unit ! 2
*.--------.-.-....'..-----.-----+

! modifiers ! 4

*.-----ﬂ..--------------'-.----.+

! reserved ! 6
Q----------'nu-'--qu------------+

! low order reference numper ! 8
*-—-Q---u---ﬂ----------‘--.---.-+

! high order reference number H 10
Q_-------—w---------n----n--..----+

! low order byte count ! 12
*---’----ﬂ--.-.---.--.--------.-+

! high order byte count ! 14
f---‘-----u—--------—0-0--------*

! low order buffer descriptor ! i6
! hiagn order buffer descriptor ! 14

f-ﬁ----------------------‘------+

! low host port id ! 20

! high host port id ! 22

LI L DL T ISR P LY P Y L L T L e

! low order rtn descriptor ! 24
#-----.—--‘n-..-----'-----..--~-+
! high order rtn descriptor ! 26
+-----------u.-----.-u.-.---u---+
! rtn argqument ! 28

*----.--.‘-----.------‘---.-.---*

/ /
/ /

*-------------—--------------ﬂ-.*

! rtn argument i 34

+----.---—--------------.----u--+

Allowable uUnits:

UNoCTR only on the H&CH50, un  the JpAdDL, any unit that has the
carability,

Arguments:
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Byte Count

Buffer Descriptor
Routine Descriptor
Routine Arguments

Function and Results:

The specified routine is executed and the results returned to the host
buffer, If the buffer descriptor is zero tne results are returned in
the END message,

Gatekeeper (Class:

EXECUTE END Packet:

Defined conditlons:

LY X R 2 A X X R XX R X R J ¥ 1

Error « routine does not exist Error = arqument list wrong size Error =
a routine {s in execution on the unit
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4,5.5.5 FLUSH =

Format: Byte oftset
T T from start
AL Ll AL I IIL I LYY T Y P T T T T e of packet
! FLUSH ! device class | 0
Q----.-—----------------.------n-+
! unit ! 2
! modifiers ! 4
*._---.-.---.---.-.--------"---+
¢ reserved ! 6
+----..-.-----.----.------------.’
! 1low order reference number ! 8
*--------...-n.---..-----..-----*-
! high order reference number ! 10
+-------------------‘---‘--’---.*
! reserved : 12
+-----.------‘---.----------.---*
/ /
/ /
A A L L LI L L LT YT T T T Y Y
: reserved ! 34

*------‘--------------'-----.-‘-’

Allowable units:

UN,CTR or any disk unit, UN,CTR causes the entire cache to be flushed,
Any other unit causes only those entries for the specified unit to be
flushed,

Arguments:

None,

Function and results:

A FLUSH command directs the controller to search its cache tables for
dirty entries that correspond to the specified unit, and if any such
entries are found, to #RITE them out to the disk, The END packet |{s
sent when all dirty entries have been written,

Rfter flushing any ‘iirty data from the cache, the controliler leaves the
entry in the cache, but marks it as clean,

If po dirty entries corresponding to the specified unit are found, this
command 1s effectively a very slow NDOP,
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Gatekeeper Class:

FLUSH is a SET STATUS class command,

Special Commentss

FLUSH is primarily useful as a means o0f ‘"committing"™ temporary or
tentative data to the disk in a write=back environment,
FLUSH END Packet:

Defined conditions:
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4,5,56 GET CHARACTERISTICS =

Format: Byte offset
camsnee from start
AL L DL T LYY Y Y P LY Y P LY T Y T Y e of packet
! GET CHAR ! device class ! 0
+---------------------.---.-----*-
! unit ! 2
+-.-----------------------------*
: modifiers { 4
bR L L LA LT LY P I L LY T Py
! reserved ! 6
*-------”-.--.----------..--.--.*
! 1low order reference number ! 8
*---------------------.------.-.+
! high order reference number ! 10
+~--.----..-----.ﬂ-------_-----—*
! reserved ! 12
+-------.--.-----.-----‘--------+
/ /
/ /
LA L L LA AL I I AL I I LI YT LYY LY T Y T Y
! reserved ! 34

LA E L LR EEE YL Y Y L Y e

Allowable Units:

Any,

Arguments:

None,

Function and Resuylts:

The specified unit’s characteristics are returned i{n the END packet, A
definition of the characteristics format can be found in Section 4,5.7.

Gatekeeper Class:

GET CHARACTERISTICS is A GET STATUS class command.

GET CHARACTERISTICS END Packet:
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Defined Conditlions:
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4,5.5,7 GET STATUS =

Format: Byte offset
oLl L L from start

LI LY LI eI L L L P L L L s of packet
! GET STATUS ! device class ! 0
+---------------u-------.--—----+

! unit ! 2

Rl L L AL L LA YL I LR L 2 3

! modifiers ! 4
+.--.-..--.--.--..-..----.------.’

! reserved ! 6

. TP G G gy R g

! low order reference number ! 8
+-.-.n----..----..--.----.-.ﬂ-ﬁ-+

! high order reference nymber ! 10
+‘-‘---—-----.-U-----------'-.--*

! reserved H 12
*----.----.----.-------..'-.----+

/ /

/ /

LA AL L LRSI YL Y LY L R P LT o

¢ reserved ! 34

+----------------‘—-------------Q-

Allovable Units:

Any.

Arquments:

None,

Functlion and Results:

The status of the specified unit is returned in the END packet, The
format of the status returned is given in Section 4.5.7.

Gatekeeper Class?

GET STATUS 1s of course a GFET STATUS Class command,

Special Comments:

GET STATUS END Packet:
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Defined Conditions:
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4.5.5Q8 INIT =

Format: Byte offset
wm—-- from start
AL L L L P T PR L P Y T T T of packet
! INIT ! device class ! 0
+---.n-o-u----q---~p-------p--u-+
! unit ! 2
LA AT I AL LI L EYT R L LY P 2 T 2 s
! modifiers ! 4
LA L LDl A LA LI T L LY LY 2 2
! reserved ! 6
+--w--------------Q--.n-.hn---.-+
! 1low order reference number ! 8
+--------------------—-..---n---+
! nigh order reference nuymber ! 10
LA LA L LRI L LI I I I YL PR L P Y L
! reserved ! 12
+-‘-.-------------------------.Q+
/ /
/ /
LA L L LRSS I I I LA LA XYL Y LY
. reserved ! 34

+-------------------—-----------*

Allowable Units:

UN,CTR only,

Allowable Madifiers:

None

Arguments:

None,

Function and Results:

An INIT commana is used as described in the resyncnronization section to
resynchronize with the contreoller, It causes the controller to cease
processing on any outstanding host commands, and to reinitialize all
internal context relative to tne initializing host, The controller does
not stop running; it merely clears the controller of all commands
relative to the issuing nost and returns to default characteristics and
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status for that host only. The other host (if any) 1s not affected,
Any outstanding requests that are successfully stopped by the controller
are not responded to; they are "lost", The controller will respond
with an END packet when the soft initailization is complete (all
outstanding operations are cleaned up and internal context 1is {n an
initial state),

Note that this INIT function is distinct from and much less drastic than
a4 bus~level hard init,

Gatekeeper Class:

Because 1INIT rust begin its work immediately, it 1is a special case
command, It 1s never blocked at the gate,

Special Comments:

¥hen the controller receives an INIT command, it attempts to stop the
processing of any host rejuests tnat dre aiready in proyress, oecause
of parallelism within the controller, however, it is impossible to stop
processing on requests that have passed a certain internal processing
point, Therefore, the nost should bpe ready to pProcess KkEAND pacxets
corrrespondina to any outstanding requests even after a INIT command has
been sent, The host should remain ready to process END packets for
outstanding commands until the END packet for the INIT itself is
received, at which point the host can be assured that no further END
packets will ne forthcoming,

INIT END Packet:

L A 2 A X L R & 2 1% J

Defined conditions:
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Format: Byte offset
mmmaem from start
AL DL L L LI DL LI LT Y T T T P ey of packet
! TINVALIDATE ! device class ! 0

+-—.-----.-.---—-.-----------.--*

: unit ! 2

1'--ﬂ-----------.--------.----—---+

! moditiers ! 4
+---.-----.-.----.--------Q--.--+

{ reserved ! prior ! 6
l.---.-.--------------------.—.-‘ﬂ*

! 1low order reference number ! B8
+-QH-------..'--ﬂ--.----------.'*

! high order reference nymper ! 10
+----------u-----.--c-----------*

! reserved ! 12

+-.'-..---.--.—.-—.-.-------—.--+

/ /

/ /
*-----------..------n--------—--¢
! reserved ! 20
Rl LA L DAL L L L L L LT P LT T T e
! low order LRN ! 22
*---.--------n----.--nnﬂ-u-n..--*
: high order LBN ! 24
+---.-u----------.q-.-.-..-.-.-.+
! reserved ! 26

*.-ﬂ----------------------..--.-+

/ /
/ /

+.---.---_-..---.-.--.--.---..-'+

! reserved ! 34

*.---..-----.---.u--------------+

Allowable units:

Any disk class unit. The unit gqualities the LBN argument to indentify
the uniaque cache IL,BN to pe invalidated,

Arguments:

The block number specifies sxhicn LRA on the specified unit is to »be
invalidated,

Function and results:
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This command directs the controller to delete the specified LBN from the
cache directory without a write=back of the dirty data,

This command is a limited=use command provided to allow the host ¢to
recover from errors resultina from fajilyre of a CCD block that contains
"dirty" write~back datay; it eliminates the error that occurs on reads
from "bad" dirty cache blocks, Its main use would occur when a
temporary file is deleted after a cache block fallure. The d4disk LBA
would now become available for normal operations, while the "pad"™ cache
block(s) remain out of service,

Gatekeeper Class?

INVALIDATE is a WRITE class command,
INVALIDATE END Packet:

Defined conditions:

LA L 2 K A A K 2 K 2 X B 2 2 R Q2 X J
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4.5.5'10 NUP -

Format: Byte offset
- - from start
LI I LI AT L PP L R L R L L L L L of packet
! NOP { device class ! 0
LA LA L DL LI LA I A T L L L L L L 2
! unit ! 2
LA L L LA LI I LI I L LI Al AL LD L L L 2
! modifiers ! 4
LA LTI LI I LI L L L L A Al X
: reserved ! 6
*—---u---.-----—--.-u—---.----.-+
! 1low order reference number ! 8
+.-'.-----.-.--'--..--.---'---..*
! high order reference number ! 10
AL LTI P Y LR Y T P L2 2 2 L 2s
: reserved ! 12
*-----------.-------.u.--‘----—-.’.
/ /
/ /
LA LA L A LA P AT L YL L L D 2 LR L 22
! reserved ! 34

§-----------‘-.-u---------------*

Allowable Units:

UNL,CTR only.

Arguments:

None,

Function and Results:

This command causes tne controller to respond with an EnNp packet without
performing any internal operations other than that necessary to respond,
Like all END packets, the response to this command contains summary
status information for the specified unit,

Gatekeeper (Class:? TEBeewTSeTETEETaRERe -

NUP is a GET STATUS class command,
NOP END Packet:

detined conditions:



Preliminary HSC50 Host Interface version 0,9 (18«July=79, Mitchell,Bean)PAGE 4=65
Pigital Egquipment Corporation «= C 0O M P AN Y CONFIDENTTIA AL



Preliminary HSC50 Host Interface Version 0,9 (i18=July=79, Mitchell,Bean)PAGE 4=66
Digital Equipment Corporation == C O M P A N Y CONFIDENTTIA AL

4,5,5,11 POSITION =

Format: Byte offset
cmseaes from start
AL LI L LTI YR LI LYY Y Y Y of packet
! POSITION ! device class ! 0
+....----'----.---.--------.----+
! unit ! 2
*---..--,--'---.'-..---.-----.--+
: modifiers ! 4
+--.----'--.--.-.----'-----..--.*
! reserved ! 6
LA L L AL L AL LI I ALY L L Y
! low order reference number ! 8
*-.----------.--.----..--.-‘-.--+
! hiogh order reference nymber ! 10
+----------------.-.---------‘--+
! operation count ! 12
tonscnssorenearssacsrTTeSeERSaenS |
! reserved ! 14
i bbbl A LA L L L E L LAY ALY LY P
/ /
/ /
kel L L L L LI L L LRI L L L L s
! reserved ! 34

’k------’..-.-'--.-'---.----ﬂ--.-+

Allowable Units:

Any tape class unit,

Arguments:

Operation Count

Allowable modifiers:

1, PO,FIL == PDOSITION to file,
2, PO,BOT == PUGSITION to beginning of tape (REWIND),

3, PO.UNL == PUSITION and unload, This modifier is used only 1in
corjunction «itn PO,BUT and causes an unload after the rewind,

4, PULLET =« FUSITION to logical ende=ot-tape,

Function and Results:

L B B R A A N A 2 § 2 X 2 R L F ¥ ¥
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If there are no modifiers, the tape is poslitioned relative to blocks,
If PO,FIL 1is set, the tape is positioned relative to file marks, 1In
these two cases, the operation count specifies the number of positions
and the sign specifies the direction (forward {f positive, backward if
negative,) 1f PUO,BOT (and ontionally PO,UNL) or POLLET 1s set, the
specified positioning occurs and the operation count is ignored,

Gatekeeper Class?

POSITION 1s a SET STATUS class command,

POSITION END Packet:

Defined conditions:

LR X X X & F K % N & N K R B R X 3 J
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4,5,5,12 PSUEDU TERM IN =

Format: Byte offset
—mmee from start
-’-----------.--.---n.u.----------+ of packet
! PSUEDO=TERM IN! DV,MSC ! 0
+-----------.---'C-‘-------n-‘--*\
H UNGPST ! 2
+-----------Q---.w------.-------*
! modifiers ! 4
+--ﬂ.--‘.--...ﬂ.-...----.-—-----*
! reserved ! 6
! 1low order reference number ! 8
*.—"-.-.‘---.-'-----.---.-------’-
! high order reference number ! 10
*------'--.--.-‘.-.U---.--------+
$ byte 1 ! byte count ! 12
"'--‘.-------ﬂ----..--------.---.*
! byte 3 ! byte 2 ! 14
A ndehh ittt D b Tl el bl 2
/ /
/ /
R L L R L bl S
! 0 and last byte or two bvytes ! X
+-----.'--‘-..--.----—---.-ﬂ---.+
/ /
/ /
+----.--u----n----—------.-.-.--c'.
! reserved ! 34

+-----.-------------------------+

Allowable units:

LA X B R & R X R 2 R B N X X J

UNQCTRO

Arguments:

The byte count is the length of the ASCII string which follows it in the
command packet,

Function and results:

The PSUEDO=TERM IN command directs the controller to obtain the ASCI1
string fron the command packet, and to process the string therein as if
that information was entered at tne HSC50 FE panel,. when the 1input
string nas been successftully accepted , the END packet is returned to
the host,
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PSUEDO=TERM InNn commands are not required tor normal operation since the
functions can be invoked at the FE panel,

Gatekeeper Class:?

PSUEDO TERMINAL is a SET STATUS class command,

Special Comments:

The PSUEDO-TERM IN and PSUEDO-TEKRM OUT messages serve to provide an
alternate path for conversing with the HSC50 controller via its terminal
interface. T7The iInteractions that occur across the psuedo=terminal are
identical to those that occur on a physical terminal attached to the
controller; the difference lies in the mechanism (ICCS vs ASCII 1line),
and the fact that a program as well as a human can interact with the
psuedo=terminal,

It 1is expected that one mode of host utilization will be a
"pass=throuyn” application progras tnat accepts and prints
psuedo=terminal strinads on 4 host user terminal, making that terminal
appear as if it were attached directly to the HSCS50,

The PSUEDO=TERM IN command exists to allow any operation that can be
performed at the HSC50 FE panel to be performed from the host as well,

\The syntax and semantics o0f all possible FE panel interactions must be
defined for the HSC50, This set will be valid for the PSUEDQO=TERM IN
command, \

PSUEDO=TERM IN END Packet:

Defined conditions:
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4,5,5413 READ =

Format:

Allowable Unjits:

Any unit except

Arguments:

Byte Count
Bufter LDescripto
Block Number

0 Host Intertace Version 18=

0.9
t Corporation == C O M P A N

(
Y

+-----.-----'.--.‘.---ﬂ.-----..-*

! READ ! device class !

e . .
e . -

! unit !

. .
A LI A AL L LAY Y Y L T

! modifiers !

““-------‘--.-.-.-----..-..----'+

! reserved ! prior !

. . .
+o-------.—--------.-------.-----‘.

! low order reference number |

LA LA L AL LA A AL LI LI I LI IS 2

! high order reference numbher !

. -
+---.-------------‘.---------:--+

! low order pyte count !

LA A T A R L DI LR YL Y L L DL b 2

! nigh order byte count !

L
*-----—--—------—----w---w------*

! 1low order buffer descriptor !

. -
+.--..--.-----------w.-.-----.--*

! high order pufter descriptor !

- -
4-------------n-n----.----.----.-+

! low host port 1id !

L .
*ﬂ-.-..-—O..-'--ﬂ------.-..'---~+

! high host port 14 !

*---------..-----..----...-.-.’-+

! 1low order LBN or block size !

. .
AL AL AL DL AL LI LI L L L 2

! high order LBN or block count !

. *
LA A A LI T LTI LY P L R L L 3o

! reserved !

*----.-----.‘.--’--'--.---------+

/ /
/ /

*-'--------‘.-.--—--.-----.------*

! reserved !

L
+---—-----u--.------.--~-...---.*

UM.CTRO

r
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Byte offset
from start
of packet

0

2

4

10
12
14
16
18
20
22
24
26
28

34
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B8lock Count
Block Size

Allowable modifiers:

1. RD,NEC == READ no ECC correction. Causes the READ to return
the data without any ECC correction applied,

2, RD,REV == READ reverse, Used on tape units only to READ {in the
reverse direction,

3, RD,CHP == READ with compare, Causes the READ to be followed by
a COMPARE after the read data has been shipped to the host
memorye.

4, RD,NUOC == READ no cache, Causes a cached system to FLUSH the
specified LBN if it is in the cache and dirty, invalidate the
cache entry, and read the dcata from the disk without loading it
into the cache, 1If the LBN is not in the cache, this modifier
causes @ Ulsk reao witnout loaaginyg the ploCk 1nto the cache,

Function and Results:

READ directs the controller to transter the specified number of bytes
from the speclfied unit to host memory, The contents of the logically
contiguous device locations which begin with ¢the first byte of the
specified block are transterred to the virtually contiguous locations in
host memory beginning at the first byte location specified by the buffer
descriptor, Although the data transferred is contiguously organized,
the transfer itself need not occur seaguentially. The transfer
terminates when the byte count {s satisfied or an unrecoverable device
error occurs. An END message is then sent containing summary status
information,

For a tape class device, the block specifies the expected number of
bytes in each block and the block count specifies the expected number of
blocks required to satisfy the bpyte count, If the bplock count {is
negative, the read is in the reverse direction,

Gatekeeper Class:

READ is of course a KEAD CLASS command,
READ END Packet:

LA A B B 2 2 K X & A J

Defined conditions:
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4.5.5414 SET CHARACTERISTICS =

Formats Byte offset
-m-me - from start
LI PR PP P P PSP P Y P Y YT T S of packet
! SET CHAR ! device class ! 0
f---.-------“----‘--.ﬂ---.------*
! unit ! 2
LAl L L A L LAl T XL R LI LS L LY 2 2
! modifiers ! 4
+‘-._”,-----.--‘------..---..---*
! reserved ! 6
*---------'--..-.-.--'-.-.‘-.-._*
! low order reference nuhber ! 8
+---o-----.--—----n---.-----—---*
! high order reference nymber ! 10
tresescassTra TR oReTeReen TR YE e 4
{ characteristics block ! 12
LA I LA I I LI Y R YL L LY P
/ /
/ /
LA L L L LI LI YL P LT v
! characteristics block ! 34

‘»----------.--------------------+

Allowable Units:

Any that has settable characteristics.

Arguments:

Characteristic Block
Function and Results:

kach of the specified characteristics is set to the specifiea value, A
description of the characteristics is fouynd in Section 4,5.7.

Gatekeeper Class:

SET CHAKACTERISTICS is a SET STATUS class command,

Special Comments:

The controller will hnnor changes tor characteristics changes from any

1R=July=79, Mitchell,Bean)PAGE 4=73
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host, The hosts In a multiple~host environment are responsible for
coorainating characteristics changes so that they do not pegin working
at cross purposes,

SET CHARACTERISTICS END Packet:

Defined conditions:
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4,5,5,15 SET STATUS =

Format: Byte offset
commm- from start
LI T I IS LI Y I R L L L L P T L e of paCKEt
! BSET STATUS ! device class ! 0
+------------.-tﬂ----.--------Q-*
! unit H 2
LA LA I I LY P L L L DL L L L Y s
! modifiers ! 4
LA LA L R AL LA I LRI L LY e
: reserved ! 6
*.-n-------.--.n------.---n-----.‘.
! low order reference number | B
*-.--.----‘--.-ﬂ-------..-.'-.--*
! high order reference number ! 10
+-----------—------n-—atu-------§
: status block ! 12
+.-.-------Q----'--.------’----w*
/ /
/ /
I A LTI T Y I LYY P2 AL T L 2 ¥ ) e
! status block § 34

+-----------.-------------------+

Allowable Units:

Any other than a disk unit shadowing another disk uynit,

Arguments:

Status Block
Function and Results:

Each specified status 1is set to the specitiea value, The description ot
the status format can be found in Section 4.5.7.

Gatekeeper Class:

SET STATUS 1is of course a3 SKE1 STATUS class command,

Special Comments:

The controller will honor requests for status changes from any host,
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The hosts are responsible for coordinating status changes to units they
are sharing,

SET STATUS END Packet:

Defined Conditions:

LA X 8 § K & F X 2 2 4 & R ¥ % F ¥ ¥ %
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4.5.5416 wRITE =

Format: Byte offset
ewanee from start
XL LR L P P Y PR PR LY L L L L Y e of packet
: WRITE ! device class | 0
A LA L A XL LA L ALY DL L DL L A L L 2 L L 22
! unit ! 2
*---.-----.--.-----.-'---~------+

! modifiers ! 4

LR L A L L P L DL AL L L2 A A L Ak L L L L2

! reserved ! prior ! 6
+'-ﬁ--.-...-'------.-.-‘.---.--.*

! low order reference number ! 8
+-—n--.----.-------.awu-.---.---*

! high order reference number ! 10
-’—ﬂ--I--------.--..-'-‘--------ﬁ-+

! low order byte count ! 12

XA I T LY PR R L L R Y L LX)

! high order byte count i 14

RN G e S NS SR SR SR N L D SRS TR R R N

! 1low order butter descriptor ! 16
*.----.-.----...--.-----------.-+
! high order buffer descriptor [} 18

L L L L XL LY PR LY LR L L LA A K3

! low host port id ! 20

+-----‘----.--.-...-‘--.-..-----*

! high host port 1id ! 22

+----------...---Q.-----..-—--'.*

{ 1low order LBN or block size ! 24

X AL IR P L L DL L Ll L L 2

! high order LBN or block count ! 26

*----._---’-----.--.--....-------’

! low order RBN or 0 ! 28

LR DL PP L LS L L L L L s

! high order RBN or 0 ! 30

- D R R R R R TR e

! reserved ! 32
+---.’-..-------..O.--------C--ﬁ+
! reserved ! 34

+~----------------.----‘-------.+

Allowahle Units:

T T T ALY Y R 0 X ey R

Any unit other than UN.CTK,

Arguments:
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Byte Count

Buffer Descriptor

Block Number

Replacement Block Wumber
Block Size

Block Count

Allowable modiflers:

1, WR,CMP == WRITE with compare, Causes the WRITE to be followed
by a COMPARE after the data has been written on the disk,

2, WR.BCK == WRITE back., Causes a cached system to load the data
into the cache as "dirty" data. The default is write=through,

3. WR,NOC == WRITE no cache, Causes a cached system to invalidate
any cache entry corresponding to this LBN and then write the
data to the disk,

G wRe MO == WRITE NO Si1GUO0W,. Causes tLhe controller tQo avoid
shadowing tnis write wnhen the target unit is snhadowed, If the
target unit is not shadowed, this modifier is ignored,

5, WR,REP =e WRITF with replacement, Causes the susbsystem to
replace the bad LBN with a replacement block and write the data
into the replacement block, This modifier 1limits the byte
count to one sector, The RBN must be zero for the HSC50 since
it determines the actual RBN,

Function and Results:

WRITE airects the controller to transfer the specified number of bytes
from host memory to the specified unit, The contents of the virtually
contiguous memory locations which form the host buffer are transferred
to the logically contiguous device locations wnicn begin at the first
byte of the specified block. Although the data 1s contiguously
organized the transfer itself need not occur sequentially. Ine transfer
terminates when the byte count is satisfied or an unrecoverable device
error occurs, An END message 1s then sent containing summary status and
the number of bytes successfully transferred,

Gatekeeper (lass:

WRITE is of course a #RITE class command,
WRITE EMD Packet:
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Defined conditions:
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4,5,5,17 WRITE TAPE MARKS =

Formate Byte offset
ceccce from start
LI I L L L ey LS LT LY P of packet
! WRITE TPMKS ! LV,TAP : 0
*.-..-.----‘------Q'.--‘--.--...*
{ unit ! 2
+---.---O--.a---a.-----------.--+
! modifiers ¢ 4
+----u----u--.-ch-..-'.-------.-*
! reserved ! 6
tocnonsennnreneeceneceTateeeESn o=y
! low order reference numper { 8
*------------'-....-“-.--.--.--+
! high order reference numher ! 10
AL L LRI LI I LI LY LY L T N
! operation count ! 12
+‘.~-.-----------..----‘-‘.--'--+
! reserved { 14
R L L L L PR L L LYY L R
/ /
/ /
Ll L L L LI AL L AL E L L L Y
! reserveqd ! 33

LA L LT AT L AT I L LY LT L s

Allowable Units:

Any tape class unit,
Arguments:

Operation Count

Allowable modifiers:

i, WT,MRK «= WRITE TAPE mark, Causes the subsystem to write a
tape mark on the specified unit,

2, WT.EGP == WRITE extended gap. Causes the controller to w«rite
an extended gdap on the specified tape unit.

3, #1,D8k == Data Security Erase tabe.

4, AT, ,LET =« ®RITE Logical End ot Tape,
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Function and Results:

The operation specified by the modifiers 1is performed the number of
times specified by the operation count,

Gatekeeper Status:

L B L K L X L B 2 X X 3 2 2 J

WRITE TPMRKS is a SET STATUS class command,

WRITE TPMRKS END Packet:

Defined conditions:

Error = unit is not a disk
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4,5,6 Controller=to=Host Messages

This section describes the individual messages the HSC50 controller can
send to the host, The numerical values for obcodes, conditions, and
other bit srecific information (such as status and log blocks) are {in
the tables at the end of the section,

4.5;6-1 END -

Format: Byte offset
omwn-- from start
LI LI EL T AL P P L L L D of packet
! END ! device class ! 0
L Y L L
! unit ! 2
*-.ﬂ.-_--.---------------.------+

{ conditions ! 4

M U N AR ER R S WSS NS D WD D R AL R SR SR SO e TR TGRSO

! reserved { prior ¢ 6

D T T e e . S TR WO TR D e e

! low order reference nymper ! 8

LA X DL A AL L L LI XL L B

! nigh order reference nymper : 10

*--.------Oﬁ----—---------------+

! low order byte count ! 12

+-.u----.---..---.------“.-.-.-+

! nigh order byte count ! 14

LA A LD L L L LI AL LI AL L LD L2

! summary status ! 16

A4 LI LT AL T LA LR L2 2 2 21

! shadow unit ! i8

+----.-“-—------.------------'-+

! shadow summary status ! 20

+------..-.-.---.--—---n-..---.-+

! tot prob ¢nt ! prob list ¢cnt ! 22

AL P L LY LRI T XL A LY L X 2 2

! proo ind 1 ! prob blk 1 ! 24
L LA L L X LT AL EL L LR L L FE L X 2 2 K2 23
/ /
/ /

+-----------.---.------------..-+

{ prob Iind n ! prob blk n ! Zn+22

LA LA L L L LTI IR LY P X X2 2 25

! reserved ! 2n+24
LI T P LR L LI L P P L P L L
/ /
/ /

+----u--------------------.--t—--*,

! reserved ! 34

+---------.--------.---.n------—*
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Allowable unjits:

Same as in the original command packet,

Arguments:

Byte Count

Total Problem Block Count
Problem Block List Count
Problem Block List

Summary Status

Shadow Unit ANumber

Snadow Unit Summary Status

Defined conditions:

All condition codes defined in the tarle in Section 4,5,7.3,1 can be
returned,

Function and results:

End is a synchronous message to the host signifying that the controller
has completed processing the command with the speclfied reference
number. The condition field provides status relative to the c¢ommand,
The summary status fields provide status relative to the units, See
Section 4.,5.7.3 for a specification of the conditions fleld, See
Section 4.5.7.4 for a specification of the summmary status fields,

Special Comments:

The host myst be preparea to receive END packets for which there is no
outstanding command, This would pe an error on the part of the
controller, but the class driver should not *crash", Recommended
procedure is to consider receipt of an unexpected END packet as
equivalent to command timeout,

The problem plock list is the set of blocks in error or wnich caused the
ECC tnresnold (o be exceeded during reading, ITne total nroblem block
count is the number of plocks that had problems, The proolem l1list count
is the number of blocks which nad problems and are ldentified in the END
packet, The problem indicator has bit 7 set if tnere was a hard error
and bit 6 set {f the Dblock was on the shadow unit. Bits 0=5 are
reserved, The problem block oyYte is the relative block number from the
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starting LBN ,
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40506.2 ATTENTION =

Format: Byte offset
dudadadudel from start
+-.-.n-—------------¢-.--u-----—§ of packet

! ATTENTLION ! device class ! 0

AL LT LT YRR P Y P2 2 L 2%

! unit ! 2

RN TR R TOTeSEaTaRER TR ew

! conditions ! 4

AL L L L LYY LA LA Ll LYl 2

! reserved ! prior ! 6
*-.-...--.-'ﬂ‘--'-..ﬂﬁ..--.--..”*

! low order reference nuymber ! 8
+--ﬂ-.-Q-.-.-----‘-.O----.---‘-.+

! high order reference nymber ! 10
+--------------------o---..a----+

! reserved ! 12
+---.-------------.---.---------+

: reservea i i+
+---.-----.--.----n.-——-------.-+

H summary status ! 16
*----'-‘-------‘---------‘.-.--.-’-

! reserved 4 1%

LA T LTI L LT R R L L L 2 2 2

/ /
/ /

*--------.--.--------..---------+

! reserved ! 34

LA LA L LA L L LI L LI LI R AR A AL L2 2 2

Allowable Units:

Any

Arguments:

Summary Status

Defined Conditions:

LYY L L X L X ¥ ¥R K X F ¥ X ]

Any of tne conditions aefinea in Section 4.5¢7.3.2,

Function and Resylts:
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ATTENTION is an asynchronous message from the controller to the host and
is not aAacknowledged by the host with any corresponding message,
ATTENTION signals the host 0f a change in the specified unit’ status or
characteristics, The conditions and summary status contaln the
information specifying the change and current status,
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4,5.,6,3 LOG = =

Format: Byte offset
cSowsee from start

A AL L LI LTI R L L LR L PR L Y T T of packet

! LOG ! device class ! 0

LA AL L L L LI I LA LI LI IR P LR L e LT 2 2

! unit ! 2

*----q-------------c--u--.-----w*

! conditions ! 4
LA PRI IR Y P E R Y L D P L T 1 2

! reserved ! prior ! 6
AL AT L L LRI LRI XL YL Y Y

! low order retference number ! 8
AL L P PSR LY Y LY L LY LY s

! high order reference number ! 10
AT T Y DY Y P PR Y P R R T Y e L Y L]

H reserved ! byte count ! 12
LA A A LD LI ALY 2 L LT 2

! reserved H 14
b Sadedadeko bkl bbbl b bl Dl Ll Rl 4

! summary status ! 16

LA L AL L L LII LI LI LA L L LA LL L 2

! pyte 2 ! byte 1 ! 14

LA LA LD LI ALY YL P L L Bt

/ /
/ /

LA A L L LA ST I T2 LR LY L 2 2 2%

! 0 and last byte or two bytes ! X

*--a---u-.--.--.u.---.n-----..--+
/ /
/ /

CA LA AL LI LA E YL L L L B

! reserved ! 34

*.-'.-----‘-----.-.-.---..------+

Allowable Units:

Any

Arguments:

Summary Status
Log Information

Function and Results:

L2 2 8 X X R R B R 2 2 X K B X B X _J§ X J



18=Jduly=79, Mitchell,Bean)PAGE 4=88

Preliminary HSCS50 Host Interface Version 0,9 (
ANY CONFIDENTTIAL

Digital Equipment Corporation == C 0O M P

LOG 1s an asynchronous message from the controller and |is not
acknowledqged with a corresponding message, The error 1lodgging
information may be the result of processing a specified command
(identified by the reference number) or may be unrelated to any specific
command (reference number is zero),
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4,5.6.4 PSUEDO=TERM OUT = =

Format: Byte offset
YTy, from start

AT P LR LY YT A L LY LY L 23 of packet

IPSUEDO=TERM QUT! DV MSC ! 0
"----.--------..--.&------.--ﬂ.--’-
! UN,PST ! 2
LA LA L L DA RS L LAY XL LB 2 L 20 3 0 3 1 2
! reserved ! 4

LA L R AL L L LT L LA L LA d DL . L2 L 2 2%

! reserved ! 4]

P LI Y L AT I R TR L L 2 L 2 L L X 2 X 2

! 1low order reference number ! 8

*.--.----.------.----.--’-'-'-ﬂ-+

! high order reference nymber ! 10

*------"-.-“--.‘--‘----.-.--.-+

! byte 1 ! bpyte count ! 12

XA XL LTI LR R L L P L L L2 2%
: vyte 3 { byte &< [ i+
LE AL L LA LA R L LY P L L 2

/ /
/ /

XA AR A LA A DX AR L L L L S LR X2 2 22

! 0 and last byte or two bytes ! X

*-----.q—-w-u---.-----,-----.----}
/ /
/ /

*--‘----.-...--.------‘--.-.'---+

! reserved ! 34

L L L DAL I LI L LR L L D LY A L DL X 2 2 23

Allowable Unit:

Psuedo=terminal unit number

Arguments:

Byte Count
ASCII String

Function and Results:

PSUEDO=TERM OUT provides tne host with a string to be displayed on the
"psuedo~terminal®,
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Special Comments:

These messages are normally not sent, A host must set a controller
characteristic to enable them,
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4,5,7 Block and Symbol Definition Tables

4.5.7.1 Opcodes = =

Opcode Hex
ABORT - (C3
ATTENTION - F3
COMPARE - 33
DOWLINE LOAD - A3
END - F5
EXECUTE - AS
FLUSH - 63
GET CHAR - 93
GET STATUS - 95
INIT - CS
INVALIUATE - &5
LOG - Fo
NOP - 35
POSITICN = 53
PSUFDD=TERM IH « A6
PSUEDQO=TERM OUT = F9
READ - 36
SET CHAR - 9%
SET STATUS - 99
WRITE - 39
WRITE TPMRKS = 55

4,5,7.2 modifiers =

mnemonic Bit

POLFIL 15
POL,BOT 14
PO UNL 13
POLLET 12
RDJHEC 15
RDLKEV 14
KD ,CMP 13
RDGNOC 12
#R,CMP 13
AR 4B CK 11
WRGNOGC 12
WR G NODS 10

R GREP 9
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4.5,7,3

4.5.7.3.

4.5.7.3,

4,5.7.4

®T o MRK
AT EGP
WToDSE
WToLET

MDLEXT

11
10

9
12

Q

(modiflers escape)

Condition Codes =

1 Condition Codes for END =

Bit 15
Bit 14
Bit 13
Bit 12
Bit 11
Bit 10
Bit 9
Bit 8

Bits 7«0

Succeed(0)/Failure(l)

1 1£ a problem block list included in END packet

i 1f &CC threshold exceeded

1 if other recording error (header compare or EDC)
1 if unit context incompatible with command

1 it command packet invaglid

1 1f command failure in execution(COMPARE)
Reserved

= Frror code numnhber specific to one of the above errors

2 Condition Codes for ATTENTION =

Bits 15=8 = Reserved

Bits

T7=0 = Attention code

REINIT = 3

CH=CHG = 5 (characteristic change)

ST=CHG = 6 (Sstatys change)

SH=CPY = 9 (shadow copry complete,
units in bytes 12-13)

Summary Status Format =

Bits 15=14 =

00
01
10
11

Geperal status
Unit online

Unit available
Unit offline

iinit non=existent

Rit 13 = Unit write protected
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Bit 12 = Unit at BUT (tape class only)

Bit 11 = Unit at EOT (tape class only)

Bit 10 = Other unit status problem (GET STATUS for detail)
Bits 9=0 = Reserved

4,5,7,.5 Log Information Format =
The l1oqg information is a counted ASCIY string,

4.5.7.6 Status Format =

Bytes 12-13 - Same as summary status forwmat
Byte 14 =

Bit 0 = write protected by program

Bit 1 = write protected physically

Bit 2 = pack spin down / tape unloading
BylLe 15 = Current tape aensity

Same as in tape characteristics plock

4.5.747 Characteristics Format =

4,5,747,1 Controller Characteristics Format =

For each host:
Byte 12 = Error and log control
Bit 0 = Send logs for this host
pit 1 = Send logs for all hosts
Bit 2 ~ Configuration change reporting enabled
pit 3 = Psuedo~terminal enablea
EFyte 13 = Thesholds
pits 0=3 = ECC threshold
A value of 0 indicates to use the serious Jevel
threshold of each unit,
Bits 4=-7 = Log threshold
Byte 14 = Reserved

Common to all hosts
Contfinuration
byte 15 = wumber of hosts
Bvte 16 = MNumber of disks
Byte 17 = Number of tapes
pyte 18=19 = yumber of puffers
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Byte 20=21 = Number of cache blocks
Shadow palirs
Byte 22 = Shadow copy control
Bit 0 « Copy for first pair
Bit 2 = Copy for second pair
Bit 4 = Copy for third pair
Bit 6 = Copy for fourth pair
Byte 23 = Reserved
Bytes 24=25 = First pair of units \
Bytes 26«27 = Second pair of units ! low order R bits
Bytes 28=29 = Third pair of units ! of each unit
Bytes 30=31 « Fourth pair of units /

Bytes 32«33 < Reserved

bytes 34~=35 = Diagnostic control

4.,5,7a762 Disk Characteristics Format =

Geomretry parameters
Bytes 12=15
Bytes 16=19Y
Bytes 20=21
Bytes 22=23
Bytes 24=25

maximum LBN

revector table LBN
tracks/cylinder
LBN/track(s=r of SDI specification)
RBN/track(r of SDI specification)

Byte 26
Bit 0 = Dual ported unit
Bit | = 512/576 indicator
pit 2 « Removable pack
Bit 3 = Reserved

Bits 4=7 = Serious ECC threshold
Byte 27 =~ Performance statistic
Byte 28 = Unit plug number
Bytes 29«30 =« Unit serial number

Byte 31 = Flags

Bit ©
Bit 1

Rits 2=7

= (Compare on all reads
= Compare on all writes

= Reserved

hytes 32=3% Diaanostic control
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4.,5,747.3 Tape Characteristics Format =

| Bytes 12«23 =« Reserved

Byte 24 =« Possible density settinas
Bit 0 = 556 bpi
Bit 1 = 800 bpi
Bit 2 « 1600 bpi
l Bit 3 = 6250 ppi
Bits 4=7 = Reserved
r Byte 7?5 = Reserved
Byte 26
Bit O = Duyal ported unit
Bits {=7 = Reserved

Byte 27 = Performance statistic

Byte 28 =« Unit plug number

Rytes 29-30 - Unit serial number

Byte 31 = Flaas

Bit 0 = Compare on all reads
Bit 1 = Compare on all writes
Bits 2=7 = Reserved

Bytes 32=35 Diagnostic control

4,5,7.8 Device and Unit Numbers =

bv,®8C = 00 (controller)

DV.DSK = 01 (disk class device)

CV.TAP = 02 (tape class device)

UNLSCTR = OOFF (controller)

UNJFST = 00FE (psuedo=terminal, pV,CTR)
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4,5,7.9 Priority =

0
1

PR NRM
PR HI
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