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Introduction 
The Shared Resource Managernent (SRM) system allows sharing of files and peripheral devices 
within a network of workstations. 
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About This Guide 
The SRM system manager (the person who sets up, maintains and troubleshoots the SRM 
system) should read this guide. 

When to Use This Guide 
Use this guide AFTER: 

• you have planned your SRM system and prepared its site usmg the Shared Resource 
Management System Planning Guide, 

• you have installed the SRM system hardware using the Shared Resource Management 
Hardware Installation Manual, and 

• you have installed the SRM system software for an SRM server and its workstations using 
the Shared Resource Management Software Installation Manual. 

What Is in This Guide 
This is NOT a workstation manual and does not explain the user commands or user interface 
for workstations connected to the SRM system. 

The following is a summary of what this guide covers: 

This Introduction gives systenl requirements, a conceptual overview of the SRM system, and 
additional references. 

Part I: Routine System Management 
Use this part of the guide to learn how' to perform routine SRM system management and to 
become more familiar with how the system works. 

Chapter 1 describes how to customize your system by assigning names to workstations and by 
combining the directory structures of SRM discs. 

Chapter 2 explains how to restart and stop an SRM server (or bring up the system and bring 
down the system). 

Chapter 3 discusses how to manage the system's shared peripherals (mass storage devices, 
printers, and plotters) for maximum performance, efficiency, and security. 

Chapter 4 gives suggestions for designing a system backup strategy and media management 
scheme. 

Chapter 5 covers how to perform a backup and change the system's current backup setup. 

Chapter 6 covers how to restore backed up directories and files to reconstruct an entire file 
system or only part of it. 
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Part II: Troubleshooting 
Use this part of the guide when something goes wrong with the SRM system, and you need help 
correcting the problem. 

Chapter 7 explains how to use the Disc Check Utility to diagnose and correct a disc's directory 
and file structure in the event of accidental disc corruption. 

Chapter 8 explains how to fix common spooled device (printer and plotter) problems. 

Chapter 9 contains diagnostic flowcharts for isolating and repairing system faults. 

Chapter 10 lists SRM: server messages and briefly explains each message. 

Part III: Reference 
This part of the guide contains reference information on miscellaneous topics. 

Appendix A is a summary of server key board functions and commands. 

Appendix B describes how to restore files from SRM 2.2 and earlier backups. 

Appendix C contains the escape sequences supported by the 2608A printer. 

Appendix D gives the operating system enhancements for SRM 2.0, SRM 2.1, SRM 2.2, SRM 
3.0, SRM ~~.1, and ~{'2. 

Appendix E is a glossary of SRM terminology. 

Conventions Used in This Guide 
Document titles and disc labels are in italics. 

References to chapter and section titles are in quotation marks (" "). 

Text appearing on a server's or workstation's display (whether it is generated by software or by 
your typing at the keyboard) is shown in computer font. 

Keycaps, such as ~~, are boxed. When shown after a line of computer font, they indicate 
the key or keys to press after typing the preceding text. 

Where this manual shows two different keycaps in a row, the first keycap is for an HP 46020A or 
HP 46021A keyboard. The second keycap is the equivalent key for an HP 98203A or HP 98203B 
keyboard. 

Procedures are in an indented, step-by-step paragraph format. When a procedure step requires 
supporting information (such as syntax details, examples, or a multiple-choice decision), this 
information appears below the step. 

Troubleshooting hints are in framed boxes. 
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SRM System Requirements 
Listed below are the minimuln requirements for an SRM system. The hardware components 
are covered in more detail in the Shared Resource Management System Planning Guide and the 
Shared Resource Management Hardware Installation Mannal. 

Hardware Requirements 

HP 50960A, HP 9000 Model 220 
or 
Model 226 SRM server! 

Keyboard and monitor and sup­
porting interfaces 

Two HP-IB ports 

DMA Controller 

SRM Coax Interface 

Supported hard disc drive with 
tape drive 

Software Requirements 

SRM Systems e§ 
Utilities tape cartridge 

with at least 768 Kbytes of RAM memory for SRM sys­
tem with on-line backup and restore, and serial printers or 
with at least 512 Kbytes of RAM memory for SRM system 
without on-line backup and restore, and serial printers 

integrated for the Model 226 

high-speed for mass storage devices:, slower speed for print­
ers and plotters 
high-speed built-in for HP 50960A 
slow-speed built-in for Model 226 

built-in for HP 50960A 

for coax link configuration 

tape drive used for initial system installation and backup; 
see list of SRM supported tape drives in the SRM System 
Planning Guide 

volume name: SRM3_1 
file names: SYSTEM_INS 

SYSTEM_BKP 
SYSTEM_DSK 
SRM_W_BKP 
SRM_WO_BKP 

1 The terms "server" and "controller" are often used interchangeably in this manual. They signify the same entity: the 
component of the SRM system that eXf'cutes the SRM Operating System software and manages acc('ss to the shared 
resources. 
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Conceptual Overview of the SRM System 
The Shared Resource ,Management System Planning Guide and Shared Resource Management 
Hardware Installahon Manual familiarize you with SRM system requirements and hardware 
configuration possibilities. This overvie"v acquaints you with the operational features and ca­
pabilities of a Shared Resource Management system. 

SRM Operating System 
An SRM server running the SRlVl Operating System has a very specialized set of capabilities. As 
a multi-user file systena built on a multi-tasking operating system, the SRM Operating System 
handles all activities related to the operation and use of shared system resources. 

The SRM Operating System's command set allows you, the SRM system manager to: 

• set up and monitor the configuration of peripherals and workstations recognized by the 
systeln, 

• control and monitor the operation and use of the system's shared peripherals, and 

• preserve the system's integrity by performing system backups and restoring files when 
necessary. 

Note that an SRM server is dedicated to resource management activities only and can NOT be 
used simultaneously as a user workstation. 

SRM File System 
With an SRM system, multiple workstation users can use a mass storage device connected to 
a server for storing and retrieving their files. Each mass storage device connected to an SRM 
server is called a "volume." The SRM system handles one or more mass storage volurnes, each 
one physically and logically distinct from the others. Each volume has a unique name, optional 
associated password, and a unique volulne address. 

With many users' files on the same shared mass storage device, workstation users can easily 
access one another's files. In addition, multiple workstation users can access the same file 
simul taneously. 

Such sharing of mass storage devices and files could become chaotic if the SRM system did not 
provide SODle organization, protection, and control mechanisms for the file system. 
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Hierarchical Structure 
To help keep the file system organized, the SRM supports a hierarchical directory structure. 
Directories themselves may contain files or other directories. This keeps the file systenl un­
cluttered because separate groups of related files can be put in different directories. Related 
directories can be grouped together under a single directory with an appropriate, encompassing 
name. Two or more files may have the same name, as long as they are in different directories. 
A workstation user can even work with files in one directory without ever having to be aware 
of the files in other directories above, below, or at the same level as the current one. 

/ (root) 
path /colora/orange/red 

Example SRM Directory Structure 

An SRM directory or file is identified by a combination of: 

• the names of those directories you must follow in the hierarchy to reach that directory or 
file and 

• the name of the directory or file itself. 

This list of directory names, along with the name of the destination directory or file, is called a 
"path." Nanles in a path are separated by slashes (/). A single or initial slash denotes the top 
(or "root") of the hierarchical structure. 

Password Protection 
To maintain security, access to an SRM volume, directory, or file may be restricted with a 
password. Only those who know the password assigned to a volume, directory or file may gain 
access to it. 

Passwords are always enclosed in < > brackets to distinguish them frOIYl the volume, directory, 
and file names in a path. 

The SRM system allows workstation users to further customize the type and extent of protection 
for their directories and files. The SRM system divides "access" into the types of operations 
that can be performed on a directory or file. These types of allowed operations are called "access 
capabilities." For example, one access capability might be the ability to read a directory or file. 
Another might be the ability to write to a directory or file. 
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Different passwords IIlay protect different sets of access capabilities for the same directory or 
file. In this way, a workstation user who knows a less powerful password assigned to a file would, 
for example, only be able to read that file. In contrast, a workstation user who knows a more 
powerful password assigned to the same file might be able to both read and write to that file. 

Access Control 
When more than one workstation user has the ability to access a file at the same time, certain 
operations, if perfonIled simultaneously, can cause unpredictable results. For example, two 
workstation users may simultaneously try to write different information to the same file. There 
is no way of telling which infonnation will be written to the file. 

The SRM system can protect files during critical operations by providing the ability to establish 
exclusive access to a file. 

Extendable Directories and Files 
To use shared disc space most efficiently, the SRM system may store a file in pieces, called 
"extents." This process is transparent and cannot be externally controlled. There are two 
advantages to this scheme: 

• First, the system can use up free areas on the disc, even if their size and location vary. 
By filling free areas of the disc automatically, the system eliminates the need to pack the 
shared disc's files . 

• SRM directories and files can grow dynamically as data is entered into them. If addi­
tional entries added to a directory or additional data placed into a file would cause it to 
overflow its current space allocation, the system automatically allocates more space for 
the directory or file. 

Directories and files are extended as long as there is sufficient unused disc space on the 
same volume. Excess data from a file will not be placed on any other disc (volume) on 
the SRM systern. 
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Duplicate Links to Files 
Pascal Workstation System users and users of HP-UX systems with SR:vI File Access Utilities 
and can create one or more alternate paths to an existing file. This is known as creating a 
"duplicate link" to a file. 

With this capabilitYl there is no need to have multiple copies of the sarne file taking up extra 
space on an SRM disc volume. Each user can access the same file through an "individualized" 
path-a meaningful path within the context of the user's working directory structure. 

Creating duplicate links to a file also saves time. Workstation users need not wait for the system 
to copy an entire file to a different path. The system can simply establish an additional path 
to an existing file. 

The illustration below shows an example to clarify the concept of duplicate links to an SRM 
file: 
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/ (root) 

~ 
SYSTEMS USERS 

I 
BILL UIKE SUE 

L data L stats L results 

duplicate ~ . .. : .... 

link 

Example of Duplicate Links to an SRM File 



Printer and Plotter Spooling 
The SRM Operating System provides printer and plotter spooling. Spooling allows multiple 
workstation users to send files to a shared printer or plotter whenever they want to, without 
waiting for the device to finish printing or plotting its current file. 

Each SRM printer and/or plotter has a ;'spooler directory" associated with it. This directory 
temporarily holds files that workstation users place there for the printer or plotter to process. 

If desired, a printer or plotter spooler directory can have a "priority" subdirectory. Files placed 
in the "priority" subdirectory are spooled before other files in the spooler directory. Priority 
spooling allows a rush file to pre-empt all other files in the spooler directory. 

Spooler directories can also contain an "environments" subdirectory. The "environments" sub­
directory contains files that define a printing environment (such as page orientation, font, etc.) 
and can be specified when sending a print file to a spooler directory~ When specified, an envi­
rorunent file is sent to the printer ahead of the print file, setting the printing environment in 
which the print file is processed. 

Once a file is placed in the appropriate spooler directory, a workstation is free to devote its 
processing power to tasks other than waiting for a printer or plotter to process the file sent to 
it. 

Note that spooled devices on the SRM system can NOT send data BACK to a workstation. If 
you, need to input data from the device to the workstation (such as in digitizing from a plotter), 
you must connect the device directly to the workstation. 

Spooled devices on the SRM are discussed in more detail in the "Managing Shared Peripherals" 
chapter of this guide. 

SRM Workstations 
SRM workstations have the advantage of being able to apply their independent processing power 
to a variety of shared resources. 

Workstations running the BASIC Language System or the Pascal Workstation System have 
built-in access to an SRM server's shared resources. Almost all of the statements or commands 
conlprising each of these systems may be directly applied to directories and files on an SRM disc 
volume. Workstation users can even "boot" (start up) a BASIC Language or Pascal Workstation 
System that is stored on an SRM disc. 

In contrast, the SRM File Access Utilities for HP-UX systems give HP-UX users a limited subset 
of special commands for common SRM file management operations. However, HP-UX users can 
transfer a file from an SRM disc to an HP-UX system disc (and vice-versa) and then work with 
the file using a multitude of HP-UX commands and applications. 

No workstation on an SRM system can pass information directly to another workstation. To 
pass information fronl one workstation to another, one workstation must place the information 
in a shared file on an SRM disc. The other workstation can then access the file to get the 
information in it. 
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Additional References 
Refer to this list of additional references if you find that you need more information about a 
certain topic nlentioned in this guide. 

• Shared Resource Management System Planning Guide 

This guide discusses available SRM system components, possible SRM system configu­
rations, and site preparation. [t also lists environmental and physical specifications for 
various SRM servers, workstations, and peripherals. 

• Shared Resource Management Hardware Installation Manual 

This manual covers how to set up and connect the hardware components of an SRM 
systenl. 

• LAN Cable and Accessories In8tallation Manual 

This mannal details the cabling options and procedures for SRM systems and other local 
area networks. 

• Shared Resource Management Software Installation Manual 

This manual tells how to install the SRM Operating System for an SRM server. For SRM 
workstations, the manual tells how to install and configure the BASIC Language System 
and the Pascal Workstation System on the SRM system disc. 

• Installation and operator's guides to your SRM system peripherals 

Each of your SRM system peripherals should come with its own guide to installation 
and operation. Keep these guides within close reach of your peripherals. The SRM sys­
tem documentation gives only general guidelines for setting up and operating peripherals 
on the SRM system. To actually implement the guidelines, you may need the specific 
instructions and detailed inforrnation in the guides to the peripherals themselves. 

• Interface and memory card installation notes 

The various interface and memory cards required by SRM servers and workstations may 
come with their own installation notes showing how to set switches on the cards and 
install them. Keep these for future reference. 

• Shared Resource Management Access Utilities for HP- UX Manual 

This manual explains how to install the SRM Access Utilities software. It also covers the 
SRM Access Utilities conlmands for rnanaging SRM directories and files from HP-UX, 
and for transferring files between HP- UX and SRM systems. 

• Workstation system manual sets 

The docmnentation that comes with systems that run on HP 9000 workstations and that 
support SRM (BASIC, Pascal, and, to a limited extent, HP-UX) is a valuable reference. 
This documentation contains detailed information on how workstation system commands 
and options work with an SRM system. 
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Customizing the System 1 
When the server is running the SRM Operating System, you can use a few of its commands to 
make the systern easier to administer and use. This chapter tells how to: 

• assign names to the workstations connected to the server, and 

• "splice" the directory structure of one SRM volume into another's so that the two separate 
directory structures function as one. 

Workstation Names 
Frorn the server's perspective, a workstation without a name is uniquely identified by a combi­
nation of two values: 

• the select code of the server's SRM interface to which the workstation is attached by cable 
and 

• the node address set on the workstation's SRM interface. 

To avoid having to remember these values for every workstation, you can associate an easily 
remembered name with them. Then you can use the names to tell workstations apart on various 
system listings you can generate from the server. 

For example, you nlight name a workstation after the person who uses it or after the function 
it performs (if it has a primary function). 

Assigning Workstation Names 
To assign a name to a workstation, follow these steps: 

1. At the server's Enter command: prompt, type: 

INTERF ACES ~~ or I ENTER I 

Result: The server displays a listing similar to the following: 

______________ Interfaces _____________ _ 

select interface interrupt node 
code type level address 

--------- --------- -------
7 HPIB 3 
8 98625A 5 

21 SRM 4 0 

Example INTERFACES Listing 
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2. Note the server's node address in the last column of the INTERFACES listing. 

Note 

The server's node address is set in switches on the server's SRM inter­
face(s). Refer to the Shared Resource Management Hardware Installa­
tion Manual or to the interface's Installation Note for details. 

3. On your worksheets from the Shared Resource Management Hardware Installation Man­
ual, find the node address of the workstation you want to assign a name to. 

4. On the same worksheets, find the select code of the server's SRM interface. (See the 
following example worksheet.) 

WORKSTATIONS: 

User's 
User's Phone 
Name Number 

\ed X 3Y 
Co.'<'"o \ ls,g 

B~~ 2.-2-

Joe.. \ ~O 

'K.ev\V\ /8' 

De...QY\.V\o.. 29 
L<A'r'r~ 4S 
S -t-e.. \I e., 4, 
J (A 'v\. e.. -\ 4Cc. 

i'-\.o..~ ~,,'\V\ 51 

Workstation's Node Address 
from step 3 

~ 
:;:-".;on 

Workstation Sele Node 
Location Type Code2 Address3 

52-D 5 '¥---2 
2..1" 2..\ (2- 2-J. 
2-2.10 2.-1 ~ 
2\/ 2-\ 2-'" 
23 Co 2..1 z..~ 

2. \~ 2\ 3,0 

2.2>Cc 2..\ 32 

320 2\ 34 
310 2-1 3~ 

S2.0 &, 3g' 

Server's Node Address 
from step 2 

CONNECio SERVERS', 
HP ..... Int'~d Cod. of S .... .,. at 

Node Nod Node Node 
Address 0 Addre 1 Address 2 Address: 

.' ~ 
,2. ~", '~' 

"Z:r" {z.ll 
2../ ?I "'-server's _ 

2..1 2-\ Select 

Z-l z.l 
Code -

2.-1 2.1 
2-/ '2...1 

2.-1 Zl 
2-/ 2.1 
2...1 2-1 

Example Worksheet Showing How to Determine Server's SRM Interface Select Code 
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5. At the server's Enter command: prompt, type: 

NAME select_code. node_address: name I Return lor I ENTER I 

where is 

selecLcode the server's SRM interface select code value you obtained in step 4 above. 
The select code is set in switches on the interface to which the worksta­
tion is attached by cable. Refer to the Shared Resource Management 
Hardware Installation Manual or to the interface's Installation Note for 
details. 

node_address the workstation's SRM interface node address value you obtained in 
step 3 above. The node address is set in switches on the workstation's 
SRM interface(s). Refer to the Shared Resource Management Hardware 
Installation Manual or to the interface's Installation Note for details. 

name the name you want to assign to the workstation. The name may be 1 to 
10 characters long and may consist of any characters except spaces. 

Example Entry: 

Result: 

NAME 21.28: BILL I Return I or I ENTER I 
The server displays: 

User name 21.28:BILL Added 

6. Repeat steps 3 to 5 for every other workstation. 

7. Type: 

SAVE_CONFIGURATION I Return I or I ENTER I 

Result: The server saves the names in the file /SYSTEMS/CONFIG_SRM 
and displays: 

Configuration file saved 

This saves the workstation names you have just assigned, so that 
you do not have to reassign them every time you restart the server. 
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Deleting Workstation Names 
You can also delete a workstation's name. To do so, type: 

NAME : workstation_ name I Return I or I ENTER I 

Example Entry: 

Result: 

NAME : BILL I Return I or I ENTER I 
The server displays: 

User name 21.28:BILL 

Viewing Workstation Names 
To view a list of assigned workstation names, type: 

NAME I Return I or I ENTER I 

Removed 

Result: The server displays a list similar to the following: 
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User Name List 
sc nd name 

21. 28 :BILL 
21. 29: SUE 
21. 30 :MIKE 
21. 46: HP-UX 

Example Workstation Name List 



Combining the Directory Structures of SRM Volumes 
The SRM Operating System can "splice" the directory structure of one SRM disc into another's 
so that their separate directory structures appear to be, and function as, one continuous direc­
tory structure. In this way, workstation users treat all the discs attached to an SRM server as 
a single "pool" of rnass storage. 

The SRM Operating System command that allows you to do this is the MOUNT command. 
The diagrarns below illustrate the effect of the MOUNT command: 

PRIMARY: SECONDARY: 

/~ 
SYSTEMS DISC2 t SYSTEM SRM \. 

CONFlG_SRM 

USERS PR~ECTS 

~ 
/ 

NEW OLD 

Example Showing Effect of the MOUNT Command 

Some Cautions about Using the MOUNT Command 
Before you decide whether to use the MOUNT command, you should be aware of its effects. 

While a directory on one volume has another volume mounted under it, any other entries 
within that directory become temporarily inaccessible (or "hidden"), being replaced by the root 
directory of the mounted volmne. Once the other volume is unmounted, the entries become 
accessible again. Therefore, the directory under which you choose to mount another volume's 
directory structure should be EMPTY. 

All attributes possessed by a directory that has another directory mounted under it are re­
placed by the attributes of the root of the mounted volume. This includes password protection. 
Changing the password protection for a directory that has another directory mounted under it 
is actually changing the protection of the root directory of the mounted volume. 

However, the catalog listing entry for a directory is the same before and after a volume is 
mounted under it. The catalog listing entry shows size, protection, and creation and last modify 
dates for the directory as they were before a volume was mounted under it. 

A directory that has a volume mounted under it is listed as open in shared mode because 
mounting a volume under a directory opens the directory. 

You can NOT back up a mounted volume as part of another volume's directory structure. A 
backup can copy fronl only one disc. 
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Workstations running the BASIC Language System have no trouble accessing the combined 
directory structure produced by mounting. Therefore, the MOUNT command provides an easy 
way to give BASIC workstation users transparent access to multiple SRM disc volumes. 

Note 

BASIC workstation users can also access multiple SRM volumes in 
another way. They can access a different SRM volume by specifying 
the volume's label (name) in a MASS STORAGE IS statement. Refer 
to the BASIC systern manual set for details. 

The same is NOT true for workstations running the Pascal Workstation System. The Pascal 
Workstation System Editor can NOT save (write) text to an SRM file whose directory path 
crosses physical disc boundaries. Therefore, do not use the MOUNT command if there are 
Pascal Workstation System users on your SRM system. 

You can give Pascal Workstation System users direct and more reliable access to multiple SRM 
disc volumes by modifying and recompiling the Pascal Workstation System's CTABLE source 
program. The procedure for this is in the SRM Software Installation Manual's chapter on 
"Workstation Startup with Pascal." 
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Mounting an SRM Volume 

Note 

The directory under which you mount an SRM volume MUST already 
exist and should be empty. You can create directories on an SRM disc 
volume from a workstation, but not from the server. 

To mount the directory structure of one SRM volume under the directory of another SRM 
volume, follow these steps: 

1. At the server's Enter command: prompt, type: 

VOLUMES I Return I or I ENTER I 

Result: The SRM Operating System displays a list similar to the following: 

SRM Volumes ------------------- -------------------
vol bus free block 
add sc add volume name blocks size 

---------------- -------- -------

* 8 8 O. 0 PRIMARY 21847 1024 
9 8 1. 0 SECONDARY 21847 1024 

Example VOLUMES Listing 

2. Note the disc interface select code and the source volume's bus address. (The source 
volume is the volume to be mounted under a directory on the destination volume.) 

Also note the name of the destination volume. 
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3. At the server's Enter command: prompt, type: 

MOUNT interface_seLcode, source_ voLbus_addr, source_ voLsub_num 
"desL voLname<desL voLpasswd>: desL voLdir _path" 1 Return' or r-I E-N-T-E-R-', 

Item Description Value or How to Obtain It 

interface_seLcode For an HP 50960A server, this is For an HP 50960A server, the 
a setting of its built-in HP-IB disc value is 8. 
interface. 

For an HP 9000 Model 220 or 
For an HP 9000 Model 220 or Model 226 server, the factory set­
Model 226 server, this is set in ting is 14. 
switches on its HP 98625A Disc In-
terface. 

source_voLbus_addr This is the source volume's bus ad- • Read the switch settings as 
dress, which is set in switches on described in the drive's 
the back of the source volume disc operator's manual. 1 

drive. 
• Check a VOLUMES command 

display. 

• Check your w(jrksheets from 
the Shared Resource Manage­
ment Hardware Installation 
Manual. 

source_voLsub_num This is the source volume's sub- • Consult the source volume disc 
unit number, which is a setting 
that distinguishes one drive from 
another in the same mass storage 
device. 

drive's operator's manual. 

• Check a VOLUMES command 
display. 

• Check your worksheets from 
the Shared Resource M anage­
ment Hardware Installation 
Manual. 

desLvoLname the name you assigned to the des- Check a VOLUMES command dis­
tination volume when you initial- play. 
ized it. 

desL voLpasswd the password you had the option 
to assign when you initialized the 
destination volume. This is re­
quired only if the destination di­
rectory is protected. 

desL voL dir _path the path to the directory under 
which you are mounting the source 
volume. A directory's path is a 
list of those directories that lead 
to that directory. Directory names 
in a path are separated by slashes 
U). A single or initial slash de­
notes the disc's top (or "root") di­
rectory. 

1 If the server has more than one of the same drive model, this is the only way to determine which bus address belongs to 
which drive. 
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Example Entry: MOUNT 8,1,0 "PRIMARY<OnlyIKnowThis>: /DISC2" I Return I or I ENTER I 
The server Inounts volume 8,1,0's directory structure below vol­
ume PRIMARY's /DISC2 directory and displays: 

Result: 

Volume is mounted 

Note 

You no longer have to manually mount discs each time the system 
boots. SR~l systems with online backup and restore save mount 
information in /SYSTEMS/MOUNT _SRM on the systenl disc. The 
system uses this information to autOlnatically mount discs each time 
the system boots. 

Unmounting an SRM Volume 
You can also unmount a volume. To do so, type: 

(The source volume is the volume that has been mounted under a directory on another volume.) 

Example Entry: 

Result: 

UNMOUNT 8, 1 ,0 I Return I or I ENTER I 
The server disnlays: 

Volume is unmounted 

j;:>te 

Bringing down the system also unmounts volumes. The 
SAVE_CONFIGURATION comnland does NOT save mounted vol­
Ulnes in the file /SYSTEMS/CONFIG_SRM, so the system does not 
COlne up with volurnes mounted. 

Viewing Mounted Volumes 
To view a list of mounted volunles, type: 

MOUNT I Return I or I ENTER] 

Result: The server displays a list similar to the following: 

_________________ Mounted Volumes _______________ _ 
vol bus volume directory 
adr sc adr mounted on mounted on 

9 8 1, 0 PRIMARY DISC2 

Example List of Mounted Volumes 
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Restarting and Stopping the Server 2 
Overview 
This chapter explains how to: 

• restart an SRM: server whose configuration (spooler directories and workstation names) 
you saved with the SAVE_CONFIGURATION command and 

• stop an SR~1 server. 

To restart the server ;after you have saved the SRM system's configuration, you must: 

• insure that all of the server's shared peripherals are on, 

• insure that any backup nledia are loaded into the proper drives, 

• insure that all printers and plotters are loaded with the proper type of media, 

• insure that all printers are on-line and all plotters are in the remote state, 

• restart the SRM system, 

• (if necessary) set the SRM system's date and time, 

• verify that the server recognizes all of the system's shared peripherals, 

• (optional) remount any previously mounted SRM volumes, and 

• have workstation users reboot their workstations. 

To stop the server's activity, you must: 

• check if any workstations are currently using SRM resources, 

• inforrn users that they have to finish using the SRM system so that you can bring it down, 

• bring down the system, and 

• (optional) turn off the server and its peripherals. 
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Restarting the Server 
Follow these steps to: 

• prepare the server's peripherals to be "recognized" by the SRM Operating System, 

• restart the SRM Operating System on the server, 

• verify that the SRM Operating System recognizes all of the server's peripherals, 

• remount volumes, and 

• tell users to reboot their workstations. 

1. Prepare the server's peripherals to be "recognized" by the SRM Operating System as 
follows: 

Note 

For details on preparing the peripherals as stated below, refer to the 
peripheral's operator' guide. 

a. Insure that all disc drives attached to the server are on. 

b. If you have an HP ~)5401 1/4-Inch Cartridge Autochanger Tape Drive, insure that 
t he drive is set to Sequential Mode. 

c. Insure that any necessary tapes or micro flexible discs are inserted into the appro­
priate drives, and wait for the drives' BUSY lights to go out. (This is particularly 
important for tape drives.) 

d. Turn on all of the printers and plotters attached to the server. 

e. Load all of the printers with paper. 

f. Insure that all of the printers are on-line. 

Note 

Turning on some printers autOlnatically puts them on-line. Others 
require you to press an on-line button. 
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g. Insure that all plotters have the proper type of paper loaded and fed into place: 
sheet paper for use as a single sheet plotter or roll media for use as a roll-feed 
plotter. 

Note 

The HP 7550 can be used only as a single-sheet plotter but has manual 
and autOlnatic paper feed rHodes. Be sure that the 7550 is placed in 
the proper mode and loaded with paper. 

h. Insure that all plotters are in the remote state. 

Note 

The HP 7550 is in the remote state whenever it has a sheet of paper 
in it. Other plotters require you to press a remote button. 

1. If the server is an HP 9826 with a Boot ROM version prior to 3.0, insert the SRM 
Boot Utility for 98,e6A flexible disc into the server's internal disc drive. 

Note 

Be sure that the disc is. labeled for use with SRM Rev. 3.0 98619A. 
This disc allows the server to boot a system from both Structured Disc 
Format (SDF) media and Logical Interchange Format (LIF) media. 
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2. Restart the SRM Operating System on the server as follows: 

a. If the server is already on, at its Enter command: prompt, type: 

SYSTEM UP I Return I or I ENTER I 

If the server is off, then turn it on again. 

Do NOT press I Return lor I ENTER I while the server is searching for a system to boot. 

Result: The server boots the SRM Operating System. Then the SRM 
Operating System recognizes and activates the server's shared pe­
ripherals (including printer and plotter spoolers), gets workstation 
names, and in the process displays a series of startup messages. 
After this, the server's display looks similar to the following: 

Note 

Depending on the number of files on your SRM disc(s), there may 
be a delay of up to several minutes before the SRM volumes listing 
appears. 

SRM x.x System with Backup DD Month YY 8:03:36 AM 
____________ Requests___________ %cpu = 0 
Total Pending Processing Open files 

000 0 

Configuration file read 

DD Month YY 8:00:22 AM 
___________________ SRM Volumes __________________ _ 

vol bus free block 
add sc add volume name blocks size 

* 8 8 3, 0 PRIMARY 21848 1024 

System up at: DD Month YY 8:00:22 AM 

Enter the time: 
DD Month YY 8:00 AM 

Example SRM Server Display After System Is Loaded 
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b. Check if the time in the upper right corner of the server's display is incrementing 
properly. 

Result: If the time functions correctly, the server is operational. If not, the 
system has failed. To identify the problem, refer to the chapter 
on "Diagnostic Flowcharts" in this guide. 

c. If the displayed date and tilne are correct, then press I Return \ or I ENTER \. 

Otherwise, correct the date and time by typing over them. Then press I Return \ or 
I ENTER \. 

Result: If you are running the SRM system with on-line backup, the sys­
tem checks if and when any backups are scheduled to occur auto­
matically and displays Backup schedule file read. Either SRM 
system displays the prompt and message: 

Enter command: System is UP 

If a power failure has caused the system to go down, you may see the following message 
on the previous screen instead of the startup messages: 

Boot the Backup Utility (SYSTEM_BKP) to back up files, or boot the Disc Check 
Utility (SYSTEM_DSK) to repair the disc corruption. If you do not reboot now, 
workstations will be allowed to use the server and the corruption may grow worse. 

Do you want to reboot now (yin)? 

This nlessage gives you a chance to repair any disc corruption that may have occurred 
before the workstations start using the system again. It appears only if one of the discs 
did not shut down properly, AND you selected the option to wait for operator intervention 
after a power failure when you installed the SRM software. 

If you select "yes," you return to the boot ROM and should then boot the Backup or Disc 
Check utility frOln tape or diskette to resolve the problem. If you select "no," the system 
comes up and is available for workstations to use. The disc corruption, however, may get 
worse. vVe recommend that you reboot now and fix the problem unless it is critical to 
use the systenl immediately. 

If you do not fix the problem now, the message will continue to be displayed whenever the 
system boots until you either run the Disc Check Utility, or run the Installation Utility 
and disable the feature. 

If you have not backed up your system recently, use the Backup Utility (on tape or 
diskette) to do so as soon as possible. To eliminate power failure problems, we recommend 
that you obtain a standby power supply and use the "graceful shutdown" feature when you 
configure your system. For more information, refer to "Graceful System Shutdowns" in 
Chapter 2 of the SRM Hardware Installation Manual, and the SYSTEM DOWN command 
in the SR~ System Manager's Guide. 
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3. Verify that the system recognizes all of the server's peripherals as follows: 

a. Type: 

UNITS I Return I or I ENTER I 

Result: The SR11 Operating System displays a list similar to the follow­
ing (with HP 9876A printers, tape drives, and micro flexible disc 
drives recognized by type only, not by model number): 

_____ Peripheral Devices ____ _ 
device select bus 
type code address 

--------- -------

7941 8 0,0 
Removable 8 1,0 

2563A 7 1 
2631B 7 2 

PRINTER 7 3 
7550A 7 8 

Example UNITS Command Listing 

b. Check the UNITS command listing for all of the peripheral models attached to the 
server. 

Troubleshooting Hints 

If a peripheral is missing from the UNITS listing, verify that: 

• the HP-IB cable to the peripheral is securely connected to the 
HP-IB port on the back of the peripheral. 

• the peripheral's bus address switches are set correctly. You 
must set each plotter's bus address to an unused address between 
8 and 29. Otherwise, the SRM system does NOT recognize the 
peripheral as a plotter. The factory setting of the bus address 
on a plotter is 5. 

• any special feature switches on the peripheral are set correctly. 

• you have added any serial printers using the UNIT ADD command. 

For more detailed information about performing the peripheral 
checks above, consult the "Peripheral Installation" chapter of 
the Shared Resource Management Hardware Installation Manual, 
and consult the peripheral's operator's guide. 

After you have checked and corrected (if necessary) any missing 
peripheral's setup, repeat steps 1 through 3 of this procedure. 
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c. Type: 

SPOOLER ~Return I or [ENTER I 

Result: The SRM Operating System displays a list similar to the following: 

Note 

A spooler's status will be inactive if no files are in its spooler directory 

____________________ Spoolers __________________ _ 

sE!lect bus device directory 
code add type name status 

------- ---------------- --------

7 1 2563A PRINTOUTS inactive B 
7 8 7550A PLOTS inactive 
2 0 Printer PP inactive NB 

Example SPOOLER Listing 

d. Check the SPOOLER command listing for all configured printer and plotter spool­
ers. 

Troubleshooting Hints 

If any spoolers are missing from the listing, type: 

READ_CONFIGURATION I Return I or I ENTER I 

and then check for the spoolers again with the SPOOLER command. 

4. If any vol urnes were mounted into the directory structure of another volume before you 
stopped the server, remount each volume as explained in this guide's chapter on "Cus­
tomizing the System." 

Otherwise, continue with the next step. 

5. Tell BASIC and/or Pascal workstation users to reboot their workstations before using 
the SR~ systenl again. 

Result: This re-establishes workstations' BASIC and Pascal system con­
figurations. 

Your SRM systern is now fully operational. 
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Stopping the Server 

Caution 

Do not turn off the server or any of its disc drives before bringing down 
the SRM system! If any workstations are transferring data to an SRM 
disc when the server or the disc loses power, the workstation can lose 
the data and the disc can become corrupt! If this happens, you can use 
the Disc Check Utility to recover files. See the chapter on "Diagnosing 
and Correcting a Corrupt Disc" in this guide. 

To stop the server, follow these steps: 

1. At the server's Enter command: prompt, type: 

USERS I Return I or I ENTER I 

Result: The server displays a list similar to the following: 

Note 

No names are listed if you did not assign a name to each workstation 
with the server's NAME command. 

___________ Current Users ___________ _ 
______ user______ open working 
sc nd name files directories 

21. 28 :BILL 
21. 29: SUE 
21. 30:MIKE 

o 
1 
1 

3 
3 
2 

Example USERS Listing 
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2. Tell the users whose workstations are listed to finish using the SRM system because you 
will be bringing; it down. 

Note 

In the USERS listing, 

sc is the select code of the server's SRM interface to which the work­
station is attached by cable, and 

nd is the node address of the workstation's SRM interface. 

You can check your worksheets from the Shared Resource Management 
Hardware Installation Manual for these values and the name of the 
workstati.on user, if necessary. 

3. At the server's Enter command: prompt, type: 

SYSTEM DOWN ~turn I or I ENTER I 

Result: 

4. Type: 

YES I Return I or []:NTER I 

Result: 

The SRM Operating System prompts: 

Are you sure you want to do this? 
N 

The SRM Operating System completes workstations' activities 
with the server's shared resources, prevents workstations from 
starting new ones, and displays the message: 

System down 

This stops the SRM Operating System's resource sharing activity. 

If you need to turn off the server or any of its peripherals, you may do so once the SRM system 
is down. 
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Managing Shared Peripherals 3 
Overview 
This chapter explains how to: 

• increase system performance, 

• manage Blass storage devices on your SRM system, and 

• manage printers and plotters on your SRM system. 

Attention to this information helps create an SRM system that is easy for you, the system 
manager, to control and for workstation users to use. 

Caution 

While the SRM system is UP, do NOT turn off power to, or disconnect 
cables from, any peripherals attached to the server. Doing so can cause 
unpredictable results and may corrupt a disc's file system. If you must 
turn off the power to a peripheral while the system is up, disconnect 
the peripheral's cable first before turning off the peripheral's power. 
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Increasing System Performance 
There are several ways you can increase the SRM system's performance, thereby minimizing 
the access time for shared peripherals. 

Adding Memory 
The minimum RAM required for SRM servers is 512 Kbytes for the SRM system without on-line 
backup and 768 Kbytes for the SRM system with on-line backup. 

Use of up to a total of 11/4 Mbytes of memory increases the flexibility and performance of the 
SRM system. You can improve backup performance by installing 1112 Mbytes of memory in the 
server. 

Reloading the SRM Operating System 
The SRM does not have dynamic hardware memory management. To reduce eventual fragmen­
tation of SRM system's memory and prevent "soft" memory failures which can result in data 
loss, 

• bring down the system with the SYSTEM DOWN command when adding spooler direc­
tories or peripheral devices, and 

• reboot the system periodically (such as monthly) using the SYSTEM DOWN and SYS­
TEM UP commands. 

(See the SYSTEM command in the "Server Keyboard Functions and Commands" appendix.) 

Limiting Directory and Disc Capacity 
Limiting the number of entries (subdirectories and files) in every directory to less than 42 
improves system structure control and search speeds. Greatly exceeding this limit (such as 
by having several hundred files in a directory) can severely degrade system performance and 
cause workstation timeouts. This guideline applies especially to the root directory, but the 
/SYSTEMS directory is an exception because it is the required location for a large number of 
system files. 

Keep more than 20% of an SRM disc's total space free (unused) to avoid excessive fragmentation 
of files. (Refer to this chapter's section on "Determining the Percentage of Free Space on a 
Disc.") Allowing the amount of free space on an SRM disc to drop significantly below this (such 
as to 10% or less of the total) can severely degrade system performance and cause workstation 
timeouts. 
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Managing Mass Storage Devices 

CAUTION 

Using a tape or micro flexible disc as an active volume is NOT rec­
ommended. It may result in slower SRM operations, time-outs for 
workstations waiting for SRM access, reduced life of the medium and 
its drive, and degradation of overall SRM system performance. 

Protecting and Recovering Data 
Performing Backups 
Regular backup of SRM volumes protects your data. You should back up your data often enough 
to rnake its reconstruction less difficult. For example, a power failure during a directory update 
on the disc could corrupt the directory and result in loss of data. 

For more inforrnation on backups, see this guide's chapters on "Backup Design and Media 
Management" and "Performing a Backup." 

Correcting a Corrupt Disc 
In the event of volurne damage (e.g., due to power failure), files stored on an SRM disc may 
be recovered with the Disc Check Utility. The Disc Check Utility allows you to verify the 
directory structure and its integrity on an SRM disc. Note that the utility may NOT recover 
data contained in files, but can make the directory structure (and the files in it) accessible again. 

Files recovered by the Disc Check Utility are placed in the disc's "lost_found" directory. The 
"lost_found" directory is autornatically created in the root directory of every SRM disc. 

Depending on systeln use, you should run the Disc Check Utility regularly (e.g., every month) or 
when the SRM Operating System reports a disc corruption. See the "Diagnosing and Correcting 
a Corrupt Disc" chapter for detailed information on this process. 

Using Removable Hard Disc Drives 
The following disc drives have a removable hard disc pack: 

• HP 7907 

• HP 7935 

If you have one of these models~ always BRING DOWN THE DISC with the server's VOLUME 
DOWN command BEFORE you press: 

• the RUN/STOP rocker switch on the HP 7907 or 

• the LOAD/UNLOAD button on the HP 7935. 

Failure to do so CORRUPTS THE DISC. If this happens, refer to this guide's chapter on 
"Diagnosing and Correcting a Corrupt Disc. 
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Identifying Mass Storage Devices in Server Commands 
You identify a disc, tape, or micro flexible disc drive by the server's disc interface select code 
and the drive's device bus address and subunit number: 

interface_selecL code, bus_address,subuniL number 

Item Description Value or How to Obtain It 

interface_selecLcode For an HP 50960A server, this is a For an HP 50960A server, the value 
setting of its built-in HP-IB disc in- is 8. 

bus_ address 

terface. 
For an HP 9000 Model 220 or Model 

For an HP 9000 Model 220 or Model 226 server, the factory setting is 14. 
226 server, this is set in switches on Check an INTERFACES command 
its HP 98625A Disc Interface. display for the setting. 

This is set in switches on the back • Read the switeh settings as 
of the drive. described in the drive's 

The mass storage device with the 
lowest bus address (usually 0) on 
the HP-IB is the SRM system disc. 
The SRM system disc contains di­
rectories and files that are essential 
to the SRM system. 

operator's manual. 1 

• Check a UNITS command display 
of peripheral devices. 

• Check your worksheets from 
the Shared Resource M anage­
ment Hardware Installation 
Manual. 

subuniLnumber This is a setting that distinguishes • Consult the mass storage device's 
one drive from another in the same operator's manual. 
mass storage device. 

Example Command 
An example command is: 

UNIT ADD DISC 8,3,0 

• Check a UNITS command display 
of peripheral devices. 

• Check your worksheets from 
the Shared Resource M anage­
ment Hardware Installation 
Manual. 

This command adds a mass storage device to the SRM system's configuration (the list of pe­
ripherals that the SRM system recognizes). In this example, the mass storage device to add 
is identified by the server's disc interface select code (8), the device's bus address (3), and the 
device's subunit number (0). 

1 If the server has more than one of the same drive model, this is the only way to determine which bus address belongs to 
which drive. 
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Example Display 
An example display is: 

_____ Peripheral Devices ____ _ 
device select bus 
type code address 

-_._------ -------

7941 8 0,0 
Removable 8 1,0 

2563A 7 1 
2631B 7 2 

PRINTER 7 3 
7550A 7 8 

Example UNITS Command Listing 

This display is the result of giving a UNITS command at the server. It lists all of the peripherals 
that the SR~1 systeIIl recognizes.. The first two devices in the list are mass storage devices (their 
subunit number is the second number listed under the bus address column). 

Using Tape Drives on the Same Controller as a Disc 
Discs with a built-in tape drive Dlay be either a dual-controller device (disc and tape are accessed 
via separate HP-IB addresses) or a single-controller device (tape access through the same HP-IB 
port as the disc). 

The following tape drives share a controller with a fixed disc: 

• HP 7908 • HP 7914 

• HP 7911 • HP 7942 

• HP 7912 • HP 7946 

If you have one of these models, do NOT insert a tape into the built-in tape drive when the 
SRM system is busy. Doing so Inay make the fixed disc inaccessible for upwards of 30 seconds, 
especially with the HP 7942 and HP 7946. The entire SRM system may appear "hung" while 
the tape is loading, and workstation timeouts may occur. 

If you must load a tape while the systeIn is busy, use a tape drive with a separate controller 
(such as an HP 9144 or HP 354(1). If you do not have such a drive, plan tape loading times in 
advance such that you minimize disruption to workstation users. 
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Managing an SRM Disc's Directory Structure 
It is important to keep an SRM disc's directory structure organized and uncluttered by cre­
ating and maintaining a hierarchy of directories. Encourage workstation users to do the same 
within their own personal directories. By organizing small groups of related files under various 
directories, users are able to access and manage their files more efficiently. 

Volume Password 
You can assign a password to a volulne when you initialize it. You may then use the volume 
password to override any other password on the volume. This provides all access capabilities 
to all files on the volume and complete freedom within the directory structures. You need the 
volume password to re-initialize a disc and to perform any backup or restore. You should strictly 
limit knowledge of the volume password. 

Root Password 
Each volume has a root (top level) directory with the same name as the volume. You can assign 
a password to the root directory when you initialize the volume. The root password controls 
access to the root directory and prevents workstation users from creating many files there, which 
can degrade system performance. 

Directories 
Every directory (including the root) nlay contain pointers to other directories and/or data files. 
Limit a disc's directory structure to a depth of 30 levels or less (including the root). Backups 
cannot copy files that are over 30 directory levels deep (files whose full paths name more than 
30 directories). You also cannot use the Disc Check Utility if a disc's directory structure exceeds 
this limit. 

Passwords 
Each directory or file, including the root directory, may have one or more passwords associated 
with it. A password is a string of ASCII characters used to limit access to shared discs, direc­
tories, and files. Limit the nunlber of passwords assigned to a directory or file to 40 or less. 
Backups cannot record more than 40 passwords per file. 

Naming Restrictions 
Every volume, directory, and file name and any associated passwords lnay be up to 16 charac­
ters long. The SRM file system allows any 8-bit ASCII character, but the SRM console and 
most workstations allow a limited subset of ASCII characters (system dependent). To allow 
intersystem file sharing, all characters in volume, directory and file names, and any associated 
passwords, must be compatible across different workstation systems. Do not use blanks in any 
name or password. 
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Determining the Percentage of Free Space on a Disc 
To determine what percent of a disc's total space is free, follow these steps: 

1. At the server's Enter Command: prompt, type: 

HEADER interface_selecLcode. bus_address. subuniLnumber I Return lor I ENTER I 

Result: The server displays a listing similar to the following: 

______________ Volume Header _____________ _ 

Volume name: PRIMARY 
Creation date: 23 Jul 86 3:16:13 PM 
Bytes per block: 1024 
Size: 44743680 bytes 
Last base backup: 2 Oct 86 12:23:22 PM 

Example HEADER Command Listing 

2. Note the size (or total capacity) of the disc. 

3. Divide the disc's size in bytes by the number of bytes per block listed in the HEADER 
command display. 

Example: 

Result: 

44743680 total bytes / 1024 bytes per block = 43695 total blocks 

This converts the disc's size into a number of blocks. 

4. At the server's Enter Command: prompt, type: 

VOLUMES I Return I or I ENTER I 

Result: The server displays a list similar to the following: 

. ___________________ SRM Volumes __________________ _ 

vol bus free block 
add sc add volume name blocks size 

"" 8 8 O. 0 PRIMARY 609 1024 
9 8 1. 0 SECONDARY 7230 1024 

Example VOLUMES Command Listing 

5. Note the number of free blocks on the disc whose free space you are trying to determine. 

6. Divide the nunlber of free blocks (from the previous step) on the disc by the total number 
of blocks on the disc (from step 3). 

Example: 609 free blocks / 43695 total blocks = 0.14 (1.4%) 

Result: You get the percentage of the disc's total space that is free. 
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Adding a Mass Storage Device to the System 

Note 

You can perform th(~ following steps with the system DO\VN or UP. 
Performing them with the system DOWN optimizes the system's mem­
ory management. (To bring down the SRM system, give the SYSTEM 
DOWN command at the server.) 

Follow these steps to add a mass storage device to your SRM system: 

1. Set up the new mass storage device, and attach it to the SRM server according to the 
instructions in the Shared Resource Management Hardware Installation Manual. 

2. Turn on the new mass storage device. 

3. If the SRM system is DOWN. bring up the SRM systenl again with the SYSTEM UP 
command at the server. Allow the system to automatically recognize the new mass storage 
device. 

If the SRM systenl is UP, type at the server: 

UNIT ADD DISCI interface_selecL code. bus_address, subuniLnumber I Return I or I ENTER I 

Example Entry: 

Result: 

UNIT ADD DISC 8,3.0 I Return lor I ENTER I 
The server adds the mass storage device to the SRM system's 
contiguration and displays: 

Unit 8,3 added 

1 The DISC keyword applies to any mass storage device. For example, you may add a tape drive with the UNIT ADD DISC 
command. 
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4. If the mass storage device is NOT a shared disc, skip to step 6. 

If the mass storage device is a shared disc, initialize the new disc in SDF (structured disc 
format) as follows: 

a. Type at the server: 

INITIALIZE interface_selecLcode. bus_address. subuniLnumber 
"voLname<voLpas8>" "<rooLpass>" I Return 1 or I ENTER 1 

Item 

voLname 

voLpass 

rooCpass 

Description Length Composition 

The volume name you want to as- 1 to 16 characters A-Z 
sign to the disc. a-z 

0-9 

You may optionally assign a vol- 1 to 16 characters A-Z 
ume password to the disc. A vol- a-z 
ume password is like a "super pass- 0-9 
word" that allows complete access - , ! @ % A & 
to the contents of the entire disc ( ) - _ + { } 
and supercedes all access rest ric- I \ ; " , 
tions placed on individual files and 
directories. 

You may optionally assign a root 1 to 16 characters 
password to the disc. The root 
password controls access to, and 
prevents unauthorized tampering 
with, the disc's root directory. 

a-z 
0-9 
_,!@%A& 

()--+{} 
1\; " , 

Example Entry: INITIALIZE 8.3.0 

Result: 

"EXTRA_STORAGE<free_rein>" "<no_mess>" I Return 1 or 
[00E[l 

The server displays: 

Initializing 8.3.0 
--Warning: Initialization will destroy all data 
on the volume 

Are you sure you want to do this? 
N 

b. Press IT] and then I Return 1 or I ENTER I. 

Result: The server displays: 

Initializing ..... 

When the server finishes, it displays: 

Volume 
l:nterface_selecLcode. bus_address. subuniLnumber 
initialized 
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5. If the mass storage device is a shared disc, type at the server: 

VOLUME UP interface_selecLcode, bus_address, subuniL number I Return I or I ENTER I 

Example Entry: 

Result: 

VOLUME UP 8,3,0 I Return I or I ENTER I 
The server brings up the volume (allowing workstations to access 
it) and displays: 

Volume 8,3,0 is up 

6. To verify that the new device is in the list of peripherals that the system recognizes, give 
a UNITS command at the server. 
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Removing a Mass Storage Device from the System 

Note 

You can perform the following steps with the system DOWN or UP. 
Performing them with the system DOWN optimizes the system's mem­
ory management. (To bring down the SRM system, give the SYSTEM 
DOWN command at the server.) 

Follow these steps to remove a mass storage device from your SRM system: 

1. If the system is DOWN, skip to step 3. 

If the system is UP, and the mass storage device is NOT a shared disc, skip to step 2. 

If the system is UP, and the mass storage device is a shared disc, type at the server: 

VOLUME DOWN interface_selecLcode, bus_address, subuniLnumber I Return lor I ENTER I 

Example Entry: 

Result: 

2. Type at the server: 

VOLUME DOWN 8,3,0 I Return I or I ENTER I 
The server brings down the volume (shutting down workstation 
access to it) and displays: 

Volume 8,3,0 is down 

UNIT DELETE interface_selecLcode, bus_address, subuniLnumber I Return lor I ENTER I 

Example Entry: 

Result: 

UN IT DELETE 8,3,0 I Return I or I ENTER I 

The server deletes the mass storage device from the SRM system's 
configuration and displays: 

Unit 8,3 deleted 

3. Disconnect the cable(s) attached to the mass storage device. (If the device is cabled to 
other devices in a daisy-chain, you may have to reconnect the remaining devices in the 
daisy chain.) 

4. Turn off the device you removed. 

5. If the system is DOWN, bring up the SRM system again with the SYSTEM UP command 
at the server. 

Managing Shared Peripherals 3-11 



About the SRM System Disc 

The SRM system disc has the lowest device bus address (usually 0) of all the devices on the 
HP-IB. The SRM system disc contains the following directories and files that are essential to 
the SRM system: 

/ (root) 

SYSTEMS BACKUP_RESTORE losLfound <spooler directories> 

~ SYSTEM_SRM 

CONFIG_SRM 

MOUNT_SRM 

I 
SCHEDULE BACKUP_FILES TEMP_FILES BACKUP_LOGS RESTORE_LOGS 

~ BUFFER 

PATH LIST 

CURRENT _LOGFILE 

System Directories and Files on SRM System Disc 

SYSTEMS directory 

CONFIG_SRM file 

BACKUP _RESTORE 
directory 

SCHEDULE file 

This directory is automatically created by the SRM Installation 
Utility and contains SRM and workstations' operating systems and 
configuration files. 

This is the contiguous SRM Operating System file. This file is 
automatically created by the SRM Installation Utility. All access 
capa biliti{'s except READ are protected for this file. 

You create this file with the SAVE_CONFIGURATION command. 
This file saves the SRM system's spooler directory and workstation 
name configuration. 

This file is automatically created or overwritten each time a MOUNT 
or l'NMOUNT command is executed. The file saves information 
about which discs should be automatically mOllnted each time the 
system boots. 

This directory and all the directories and files shown below it in 
the illustration above are autOlnatically created by the SRM Instal­
lation Utility. These directories and files are related to the imple­
mentation and execution of backup and restore operations. 

This file contains information about what backups are scheduled to 
run automatically and when. To prevent accidental deletion of this 
file, all of its access capabilities except READ are protected. 
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BACKUP _FILES This is where the BACKUP DEFINE command saves the backup 
directory files you create. (Backup files specify the scope of a backup.) The 

MANAGER and PURGELINK access capabilities for this directory 
are protected. 

TEMP _FILES directory This is the "scratch" directory for backup and restore operations. 
The MANAGER and PURGELINK access capabilities for this di­
rectory are protected. 

BUFFER file This is a contiguous file used to temporarily hold data read from or 
written to a backup medium. While a backup or restore operation 
transfers data to or from this buffer file, the disc controller is busy 
and allows no other disc transactions. If the disc and the drive con­
taining the backup medium are on separate controllers, the entire 
HP-IB bus is busy while the transfer occurrs. This results in some 
performance degradation noticeable to users. All access capabilities 
for the BUFFER file are protected. 

PATHLIST file 

CURRENT_LOG FILE 
file 

BACKUP_LOGS and 
RESTORE_LOGS 
directories 

lost_found directory 

spooler directories 

This file ternporarily holds path and protection information (pass­
words and access capabilities) during a backup or restore opera­
tion. To prevent accidental deletion or examination by unautho­
rized users, all access capabilities for this file are protected. 

A backup or restore operation creates this file. It contains the 
log of the last backup or restore operation. When the backup 
or restore operation finishes, it creates a duplicate link from this 
file to a log file in the /BACKUP _RESTORE/BACKUP _LOGS or 
/BACKUP _RESTORE/RESTORE_LOGS directory. 

These directories hold log files created by backups and restores, 
respectively. The MANAGER and PURGELINK access capabilities 
for this directory are protected, but the log files themselves are 
un protected. 

The SRM system automatically created this directory when you 
booted the installed system for the first time. In this directory the 
Disc Check Utility places files whose identifying information has 
been corrupted or lost. This directory exists on all SRM discs. 

The SPOOLER ADD command creates spooler directories in the 
root directory of the SRM system disc. You assign a name to each 
spooler directory with the command. To send files to a printer or 
plotter, workstation users place files in its spooler directory. 
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Managing Printers and Plotters 

Identifying Printers and Plotters in Server Commands 
HP-IB printers and plotters share the same HP-IB. You identify a printer or plotter by the 
server's HP-IB select code and the printer or plotter's device bus address: 

interface_selecLcode, bus_address 

Item Description Value or How to Obtain It 

interface_selecLcode For an HP 50960A server, this is the select For all server models, the value is 
code setting of its Human Interface/HP-IB in- 7. You can check an INTERFACES 

bus_address 

terface. command display for the setting. 

For an HP 9000 Model 226 server, this is the 
select code setting of its built-in HP-IB port. 

For an HP 9000 Model 220 server, this is 
the select code setting of its keyboard/HP-IB 
interface. 

This is the bus address set in switches on the • Read the switch settings as 
back of the printer or plotter. described in the printer or 

plotter's operator's manual. 1 

Printer bus addresses MUST be between 0 and 
7. The printer with the lowest bus address on • Check a UNITS command display 
the HP-IB is the default printer (used when of peripheral devices. 
you turn on the "Print All" keyboard func-

• Check your worksheets from 
tion). 

the Shared Resource M anage-
For automatic configuration 
(recognition) of plotters as the 
SRM system comes up, you MUST 
set every plotter's bus address in 
the range 8 through 29. (Every 
plotter's bus address is set to 
only 5 at the factory.) 

ment Hardware Installation 
Manual. 

Serial Printers do not use HP-IB and are not automatically configured (recognized) as the SRM 
system comes up. They must be added manually with the UNIT ADD command. See the 
subsection that follows, "Adding a Serial Printer to the System." 

1 If the server has more than one of the same printer or plotter model, this is the only way to determine which bus address 
belongs to which printer or plotter. 
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You can identify a serial printer by its serial interface select code: 

interface_selecCcode 

Item Description Value or How to Obtain It 

interface_selecCcode For an HP 50960A server, this is For the HP 50960A, the built-in serial inter­
the select code of its built-in serial face select code is 2. An installed HP 98626 
interface or the select code of an interface card must have an unique select code 
installed HP 98626 serial interface greater than 10 to operate with SRM. Use the 
card. INTERFACES command to display its value. 

Example Display 

For HP 9000 Model 226 and 220 An installed HP 98626 must have an unique 
servers, this is the select code of select code greater than 10 to operate with 
an installed HP 98626 serial inter- SRM. Use the INTERFACES command to 
faee card. display its value. 

An example display is: 

_____ Peripheral Devices ____ _ 
device select bus 
type code address 

--------- -------
7941 8 0,0 

Removable 8 1,0 
2563A 7 1 
2631B 7 2 

Printer 2 0 
7550A 7 8 

Example UNITS Command Listing 

This display is the result of giving a UNITS command at the server. The last four devices in 
the list are printers or plotters (the last device is a plotter; the second last is a serial printer). 
(Note that zero is listed as the HP-IB bus address for the serial printer. Since serial printers do 
not use bus addresses, this value can be ignored.) 

Printing Information from the Server's Display 
You can print a copy of the server's current display or print (over a period of time) every message 
that appears on the server's display. 

Printing a Copy of the Server's Current Display 
To print the server's current screen image on the default printer (printer with the lowest bus 
address or serial printer if there is no HP-IB printer), press I Shift ~[][] or I DUMP ALPHA I (I SHIFT ~ 

I ALPHA I). (To enable this feature, press, ONCE ONLY, I STOP I or I CLR I/O I after the system is 
up. 
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Printing Every Message Appearing on the Server's Display over Time 
To print the messages that appear on the server's display over time, turn on the "Print All" 
keyboard function. The "Print All" keyboard function prints the messages on the default printer 
(printer with the lowest bus address or serial printer at the lowest select code if there is no HP-IB 
printer ).1 

To turn on the "Print All" keyboard function, press 1 Print 1 (I Shift H Enter I) or 1 PRT ALL I. 

Result: The server displays: 

Printall ON 

To stop printing messages that appear on the server's display, turn off the "Print All" keyboard 
fUIlction by pressing 1 Print 1 (I Shift H Enter I) or 1 PRT ALL 1 again. 

Result: The server displays: 

Printall OFF 

Stopping the Printing or Plotting of a File 
From the server, you can stop the printing or plotting of a file: 

• with the ability to continue the printing or plotting where it left off, 

• with the ability to reprint or replot the file from the beginning, or 

• by removing the entire file from the spooler directory. 

Note 

Bus addresses for serial units need not be specified in the SPOOLER 
commands. 

With the Ability to Continue the Printing or Plotting Where It Left Off 
To stop a printout or plot in progress with the ability to continue to printout or plot where it 
left off, type at the server: 

SPOOLER HOLD interface_selecLcode, bU8_address 1 Return lor 1 ENTER 1 

Example Entry: 

Result: 

SPOOLER HOLD 7,1 1 Return 1 or 1 ENTER 1 

After a delay, the server halts the printing or plotting of the file 
and displays: 

Spooler 7,1 held 

* If there is no configured HP-IB printer, but at least one configured serial printer, the serial printer with the lowest select 
code (e.g. 2, for the HP 50960 built-in serial interface) is used as the printall device. Serial interfaces must be added with 
the UNIT ADD command before they can be used as a printall device with the SRM System 'With Baclcup. 
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With the Ability to Reprint or Replot the File from the Beginning 
To stop a printout or plot in progress with the ability to continue to printout or plot from the 
beginning, type at the server: 

SPOOLER DOWN interface_selecLcode, bus_address I Return lor I ENTER I 

Example Entry: 

Result: 

SPOOLER DOWN 7, 1 I Return I or I ENTER I 
After a delay, the server halts the printing or plotting of the file 
and displays: 

Spooler 7,1 down 

The printout or plot stops until you tell the server to bring the spooler back up. To bring the 
spooler back up and reprint or replot the entire file, type at the server: 

SPOOLER UP £nterface_8elecLcode, bus_address I Return lor I ENTER I 

Example Entry: 

Result: 

SPOOLER UP 7, 1 I Return I or I ENTER I 
The server reprints or replots the entire file from the beginning 
and displays: 

Spooler 7,1 up 

By Removing the Entire File from the Spooler Directory 
To stop a printout or plot in progress by removing the file from the spooler directory, type at 
the server: 

SPOOLER ABORT interface_selecL code, bus_ address I Return I or I ENTER I 

Exarnple Entry: 

Result: 

SPOOLER ABORT 7,1 I Return lor I ENTER I 
After a delay, the server halts the printing or plotting of the file 
and displays: 

Spooler 7,1 aborted 

The printout or plot stops, and the server removes the file from the spooler directory and starts 
printing or plotting the next file (if any) in the queue. 
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Adding an HP-IB Printer or Plotter to the System 

Note 

You can perform the following steps with the system DOWN or UP. 
Performing them with the system DOWN optimizes the system's mem­
ory management. (To bring down the SRM system, give the SYSTEM 
DOWN command at the server.) 

Follow these steps to add an HP-IB printer or plotter to your SRM system: 

1. Set up the new printer or plotter and attach it to the SRM server according to the 
instructions in the Shared Resource Management Hardware Installation Manual. 

2. Load the new printer or plotter with paper. 

3. Turn on the new printer or plotter. 

4. If you are adding a new printer, put the printer on-line. If you are adding a new plotter, 
put the plotter in the remote state. 

5. If the system is DOWN, skip to step 6. 

Otherwise: 

If you are adding a new HP-IB printer, type at the server: 

UNIT ADD PRINTER interface_selecLcode, bus_address I Return I or I ENTER I 

Example Entry: 

Result: 

UNIT ADD PRINTER 7,3 I Return lor I ENTER I 
The server adds the HP-IB printer to the SRM system's configu­
ration and displays: 

Unit 7,3 added 

If you are adding a new plotter, type at the server: 

UNIT ADD PLOTTER interface_selecLcode, bus_address I Return I or I ENTER I 

Example Entry: 

Result: 

UNIT ADD PLOTTER 7, 10 I Return I or I ENTER I 
The server adds the plotter to the SRM system's configuration 
and displays: 

Unit 7,10 added 
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6. Give a SPOOLER ADD command at the server to create a spooler directory for a printer 
or plotter. 

For printers, type: 

SPOOLER ADD banner_switch interface_selecLcode, bus_address "spooler _dir _name" I Return I 
or I ENTER I 

For plotters, type: 

SPOOLER ADD bulfer _switch nocontinue interface_selecLcode, bus_address 
"spooler _dir _ name" I Retur6J or I ENTER I 

Note that BANNER and NOBANNER are mutually exclusive values for specifying printers, and 
that BUFFERED and UNBUFFERED are mutually exclusive values for specifying plotters. Use 
only one of these values per command. Use NOCONTINUE only when specifying a plotter. It 
can be used in cornbination with either BUFFERED or UNBUFFERED. 

Item Df~scription Length 

banner _",witch This optional value detprmines whether Not Applicable 
a printer produces a banner page at th{' 
beginning of every printout. A banner 
page identifies the printout and separates 
one from the next. No banner pages are 
produced for plotters, regardless of the 
banner _",witch value. 

buffer _switch This optional value determines how data Not Applicable 
is sent from th(' SRM controller to HP-
IB plotters. Select UNBUFFERED when it 
is important that the plotter pens move 
smoothly and uniformly. Select BUFFERED 
for better system performance. 

nocontinue This optional mode eliminates the need Not Applicable 
to type SPOOLER CONTINUE at the 
server console when using a plotter. 
Spooling begins as soon as paper is loaded 
and the plotter is online. When the plot 
is done. tll(' plotter is automatically taken 
offline. (The plotter stays online if it can 
automatically feed its own paper.) To 
start thp npxt plot, load the paper and put 
the plotter back online llsing the "view" 
or "remote" buttons on the plotter. 

8JH)()ler _dir _name The name you want to assign to the 1 to 16 
spooler directory. TIl(' SPOOLER ADD characters 
command creat<'s all spooler directories in 
the SRM system disc's root directory. 

Value / Composition 

BANNER or 
NOBANNER 
(value set to 
BANNER if not 
specified 
explicitly) 

BUFFERED or 
UNBUFFERED 
(value set to 
UNBUFFERED 
if not specified 
explicitly) 

NOCONTINUE 
(If the NOCONTINUE 
option is not 
explicitly specified, 
you must type 
SPOOLER 
CONTINUE 
commands between 
plots. ) 

A Z 
az 
o 9 
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Example Entry: 

Result: 

7. Type at the server: 

SPOOLER ADD BANNER 7,3 "DRAFTS" I Return lor I ENTER I 

The server creates the /DRAFTS spooler directory, brings up the 
spooler and displays: 

Spooler 7,3 ("DRAFTS II) Added 

SAVE_CONFIGURATION I Return lor I ENTER I 

Result: The server saves the spooler configuration in the file 
/SYSTEMS/CONFIG_SRM on the SRM system disc so that you 
do not have to recreate the spooler directory every time you bring 
up the system. 

8. If you performed the previous steps with the system DOWN, bring up the SRM system 
again with the SYSTEM UP command at the server. 

9. To verify that the new printer or plotter is in the list of peripherals that the system 
recognizes, give a UNITS command at the server. To verify that the spooler directory is 
created, give a SPOOLER command at the server. 

Adding a Serial Printer to the System 
The following procedure MUST be performed by you so that the SRM system recognizes the 
serial printer. Serial units are Hot automatically configured (recognized) by SRM when the 
system comes up. Serial printers are supported only on SRM System with Backup and SRM 
Disc Check Utility. 

Note 

You can perform the following steps with the system DOWN or UP. 
Performing them with the system DOWN optimizes the system's 
n1emory management. (To bring down the SRM system, give the 
SYSTEM DOWN command at the server.) 

Follow these steps to add a serial printer to your SRM system: 

1. Set up the new printer and attach it to the SRM server according to the instructions in 
the Shared Resource Management Hardware Installation Manual. 

2. Load the new printer with paper. 

3. Turn on the new printer. 

4. Put the printer on-line. 
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)). Type at the server: 

UNIT ADD PRINTER interface __ selecLcode [Return lor I ENTER I 

Exanlple Entry: UN IT ADD PRINTER 2 I Return I or I ENTER I 

Result: The server adds the serial printer to the SRM system's configura­
tion and displays: 

Unit 2,0 added 

You lIlay also type at thE' server: 

UNIT ADD RAW interf(lcc_slo.lfcLcode I Return I or I ENTER I 

Exanlple Entry: UNIT ADD RAW 2 I Return I or I ENTER I 

Result: The server adds a raw serial device (one that receives no special 
characters from the server after print jobs) to the SRM system's 
configuration and displays: 

Unit 2,0 added 

Note 

Serial units and spooler directories created for serial units do not need 
HP-·IB bus addresses specified as part of the UNIT or SPOOLER 
commands. 

G. Give a SPOOLER ADD command at til(' server to create a spooler directory for the 
printer or plotter. Type: 

SPOOLER ADD hanner_switch interfrIcc_selu:Lcode "spooler_dir_name" I Return I or I ENTER I 

Item 

banner _",witch 

Description Length 

This optiona:. value d('termirH's whether a Not Applicable 
printer produces a banner pag(' at the be-
ginning of every printout. A banner page 
identifies the printout and separates one 
from the next. No banner pag('s are pro-
duc('d for plotters, regardless of the ban-
ner _switch valu('. 

Value / Composition 

BANNER or 
NOBANNER 

(value set to 
BANNER if not 
specified 
explicitly) 

spooler _ dir _ narne The nam(' you want to assign to t he spooler 1 to 16 characters A Z 
directory_ The SPOOLER ADD command a z 
creat('s all spooler directories in th(' SRM 
system disc's root directory. 

o 9 

Example Entry: SPOOLER ADD BANNER 2 "LASER" I Return lor I ENTER I 

Result: The server creates the /LASER spooler directory, brings up the 
spooler and displays: 

Spooler 2 ("LASER II) Added 
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7. Type at the server: 

SAVE_CONFIGURATION I Return lor []li!.@ 

Result: The server saves the spooler configuration in the file 
/SYSTEMS/CONFIG_SRM on the SRM system disc so that you 
do not have to recreate the spooler directory every time you bring 
IIp the system. 

8. To verify that the new printer or plotter is in the list of peripherals that the system 
recognizes. give a UNITS command at the server. To verify that the spooler directory is 
created, give a SPOOLER command at the server. 

Configuring a Serial Printer 
Serial printers are not automatically configured when the SRM System with Backup comes up. 
To add a serial unit, see the preceding section, "Adding a Serial Printer to the System." 

When a serial unit is added, it is configured with default values. The following table lists the 
default and possible values for each parameter: 

Parameter Default Value Possible Values 

Baud Ratp 9600 50, 75, 110, 134.51
, 150, 200, 300, 600, 

1200, 2400, 4800, 9600, and 19200.2 

Parity None Odd. even, 0, 1, and none. 

Data Bits 8 5, 6, 7, and 8. 

Stop Bits 2 1, 1.5, 2 

Handshake Both Xonxoff, hardware, both, and none. 

Note 

Serial printall with the D1SC Check Utility requires the use of the default 
configuration. 

1 For baud rate 134.5, enter either 134 or l35. 
2 The baud rate of 19200 is not allowed for the bllilt-in serial interface on the HP 50960A server. 
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You can check the configuration of your existing serial printer( s) with the INTERFACES com­
mand display. An example display: 

______________ INTERFACES _______________ _ 
select interface interrupt node 

code type level address 
--------- --------- --------

7 HPIB 3 
2 Serial 6 

I baud I parity I data bits Istop bits I handshake I 
I 9600 I none I 8 I 2 I both I 

8 
21 

98625A 
98629 

5 
4 o 

If you want to configure your serial printer with values other than the defaults, follow these 
steps to change the configuration of a serial printer on your SRM system: 

1. Type at the server: 

SPOOLER DOWN interface_selecLcode I Return lor I ENTER I 

Example Entry: SPOOLER DOWN 2 I Return I or I ENTER I 

Result: The server brings down the spooler and displays: 

SPOOLER 2,0 DOWN 

2. Type at the server: 

SPOOLER DELETE, interface_selecLcode I Return lor I ENTER I 

Example Entry: SPOOLER DELETE 2 I Return I or I ENTER I 
Result: The server deletes the spooler and displays: 

SPOOLER 2,0 DELETED 

3. Type at the server: 

INTERFACE CHANGE interface_select_ code I Return I or I ENTER I 

Example Entry: INTERFACE CHANGE 2 I Return lor I ENTER I 

Result: The system prornpts you for the serial configuration values. 

4. The flowchart on the next page illustrates the serial configuration procedure with default 
system prornpts in bold. Answer the system's questions when the system prompts you 
for serial configuration information. You can follow your progress through the procedure 
by referring to the following flowchart. 

Information printed between brackets (e.g. <abcdefg» is displayed by the system on the 
monitor. Overtype this information to enter your configuration values. 

5. When you are finished with changing the serial configuration, save the new serial config­
uration with the SAVE_CONFIGURATION command. 
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Configuring 

(timestamo) ---] 

:nterface a~ select ~ n 

--------l 
---l! 

Ba~d rote: 1700, 41 :---] 

4800, 9600, 19200~ 

<defau!t or last entered bC,~~ 

Parity: o(D\::l. (E) len --] 

(Z)ero, (0)- I )n.~? 

<default or last er, c:-'c ~(J~~> 

')ata bits: ' 

<defa 

StDP bit~; 

<default" last ent·. 

Handshake: 

(H)ardware, (!:' 

<default or last e 

New configuration 

._-] 
~p 

, I ato bl.:S> 

-------

.... ~to, b] 
"'-'-J ' • '''r'',.....rt-. 

:)n,!? 

.~::::~ 

~ ______ ~ ______ ~_d_a_t_a __ b_i_t.·~ ~~~dShoke I 
(new configur ' Jes) 

~-------------------r'-------------
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C,_:n_te_r ___ th~e ___ te_~_~t ___ d_a_l:r_~ __ a_n_d __ ._p __ re_s_s ____ ~ return to SE''1d it 

<default du'o> 

* SeelCing x:( bytes Jf 
ca:a to interface 

Dorte with test 

Configuration left 

at original values 

Use th.a SAVE __ . CONFICURATION :c rnmand 

to save this new interface cunfi(J'.JrOI.:on 

in the configumtion file 0" 

be system volume. 

If you deleted a spooler in )rder to 

execute this command, rem.>r'1h:!r fo 

add it jack using SPOOUf'\,JD I 
before execut:ng SAVE CONF'(,:JRATIOI\. 

I 



Removing a Printer or Plotter from the System 
F'ollow th('se step'" to remove a printer or plotter from your SRM systC'm: 

I. Dring dowtl the Sf{ ~1 system \vith the SYSTEM DO\VN cOlIlmand at the server. 

Note 

Bringing the system down first and then back up after changing the 
peripheral configllration optimizes the system's memory managment. 

If YOH (";111 NOT bring dow11 the :-:)·~~telll, at the server type instead: 

SPOOLER DOWN interj/l,Cf:_8clecLcode/, bus_address) I Return lor I ENTER I 

Example' Entry: SPOOLER DOWN 2 [Return I or I ENTER I 

Result: T'Ie server hrings down the spooler and displays: 

SPOOLER 2,0 down 

2. At thE' serveL type: 

SPOOLER DELETE interjaCt_selecLcode[,b118_address) I Return lor I ENTER I 

Exarnp}(~ Entry: 

Result: 

:3. At the server, type: 

SPOOLER DELETE 2 

The server deletes the spooler directory (if it is empty) and dis­
plays: 

SPOOLER 2,0 deleted 

SAVE_CONFIGURATION I Retul~ or I ENT:ffi] 

Result: This removes the spooler directory from the file 
/SYSTENlS/CONFIG_SRM on the SRM system disc. (The 
spooler's configuration was saved in this file.) 

4. If the system is DOWN, skip to step 5. 

Otherwis(', type at the server: 

UNIT DELETE irderjace_8elecLcode[,b118_address) I Return lor I Enter I 

Example Entry: 

Result: 

UNIT DELETE 2 I Return I or I ENTER I 

The server deletes the serial printer from the SRM system's con­
fi:~uration and displays: 

Unit 2,0 deleted 

5. Disconnect the cable( s) attached to the serial printer. 

6. Turn off the printer you removed .. 

7. If Y011 brought down the system in step 1 above, then bring up the SR~1 system again 
with SYSTEM UP connnand. 
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Viewing Spooler Information 
You can view the following spooler information from the server: 

• the printer or plotter model associated with each spooler directory, 

• each spooler directory's name, 

• each printer or plotter's st atus (active or inactive), and 

• whether a printer is set up to produce a banner page at the beginning of every printout. 

To view this information, type at the server: 

SPOOLER I Return I or I ENTER I 

The server displays a list similar to the following (the "B" in the far right column is the banner 
flag, "UN" is unbuffered, "BF" is buffered, and "Ne" is a plotter in "nocontinue" mode. 

____________________ Spoolers _____________________ _ 

select bus device directory 
code add type name status 

------- ---------------- --------

7 1 2563A PRINTOUTS active B 
7 2 2631B DRAFT_PRINTOUTS inactive B 
7 8 7580A PLOTS inactive UN 
2 0 Printer PP inactive B 
7 9 7585A PLOT2 inactive BF NC 

Example SPOOLER Command Listing 

3-26 Managing Shared Peripherals 



Sending Files from a Workstation to a Printer or Plotter 
Printers and plotters are accessed only through the SRM system's spooler. Every printer or 
plotter must have its own spooler directory, which you configure with the SPOOLER ADD 
comrnand at the server. A spooler directory keeps files from workstations in order and sends 
the files, one by one, to its associated printer or plotter. All spooler directories are at the root 
level of the SRM systenl disc. To the extent that a user workstation can treat printers and 
plotters as files, access to these shared peripherals is transparent. 

A banner page is produced for each printout unless you disable it when configuring the spooler 
directory. No banner pages are produced for plotters. 

To use a spooler, a workstation user places a copy of the file to print or plot into a spooler 
directory (for priority printing, the file is placed into a special "priority" subdirectory in the 
spooler directory.) Any SRM data file may be spooled. (Non-ASCII files must be constucted 
with care or unexpected results may occur.) 

A spool file is automatically sent to the printer or plotter associated with the spooler directory 
when the file meets the following criteria: 

1. The file is not empty. 

2. The file is closed. 

3. The file is at either: 

a. the head of the queue of files in the PRIORITY subdirectory of the spooler directory 
or 

b. the head of the queue in the spooler directory and the PRIORITY queue is empty. 

Printer Environments and Priority Spooling 
SRM provides environment spooling and priority spooling. These features and their use are 
described in the next two sections. 

Printer Environment Spooling 
Some printers allow you to send comnlands and data that set up a desired printing environ­
ment, e.g. loading a certain font or selecting a printing orientation. An SRM system spooler 
allows files that contain printer environment information (environment files) to be held in an 
ENVIRONMENTS subdirectory of the spooler directory. When a print file is sent to a printer, 
the spooler prep ends an environment file that you specify to the print file. The environment 
file's printer information defines the printer environment in which the print file is then printed. 
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F'iles spooled without environment filts are handled this way: 

• ASCII files are sent with (:n automatic carriage return and line feed after each record . 

• Files of an,v non-ASCII type an printed or plotted exactly as the byte stream sent. 

To set up envirollment spooling, follow these steps: 

1. Use a workstation on thE' :'3Ri\1 to create a subdirectory called ENVIHOl\'l\1ENTS (type 
in all upper-case) in the dt~sired printer spooler directory. 

2. Determine from the part ic ular printer Illanual what eIlvironment informat ion is required. 

:t Place t he appropriate info 'mation in a file in the ENVIRON MENTS sllbdin'ctory. Envi­
ronment files: 

• lllUSt 1)(' of ABCIl, BDAT, or Pascal Data type. Do not llse Pascal TEXT. 
,\SC I I type files Iltel:' cud in .ASC or .asc. 

• l!lust not contain periods. 

• Jllust have unique filenam,'s. Do Ilot distinguish envirollment fileIlaJlH'S with differ­
ent extensions. 

1. Repeat steps 2 and :3 to cr eate a file for each printer or plotter enviroIlment desired. 

5. Optionally. place default environment information ill a file in the ENVIRONMENTS 
subdirectory. Name this fIe DEFAULT, DEFAULT.ASC, or OEFAULT.asc. This eIlvi­
ronment is llsed when no other ,'nviroIlrnent file is SI)('cificd. 

Here is an example spool directory set up for environmental spooling: 

pp 

I 
file1.pico file2.elite.ASC ENVIRONMENTS 

I 

pica.ASC DEFAULT elite.osc courier LP.ASC 

To llse environnl('nt spooling: 

1. Specify the name of the desired environment filename as part of the file name of the 
spooled file. A spool filename then takes the form: 

spooLjilename.env£ronmenLjilename{.ASCj 

where it period is used to separate spooLjilename from environmenLjilename, and the 
suffix, [.ASC] or [.ascL applies to the spool file itself and not to the environment file. 

For example, file2. ASC is to be printed in tll(' printer environment specified by the environment 
file elite. asc. To do this, a file with the following filename is placed in the spool directory: 

file2.elite.ASC 

Note that the .ASC extension is part of the original filename, file2.ASC. 
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\Vh('ll an cIlvirOIlItlent filc is Lot specified in the spool file name, the spooler prepends the 
DI~FAULT ellvironment file to the spool file. In the absence of a DEFAULT environment file, 
the spool file is printed without all eIlvi rGnlllent. 

Note 

If you create an ENVIRON~1ENTS subdirectory in a spooler directory, 
you shou]ld thereaf1er include the naIlle of an environment file as part 
of eH'r), file you send to that spooler, unless you want the default 
environment. 

If you have plott('r appl ication software that resets the plotter at 
the beginning of tile, the application will void (nullify) the SRIv1 
(,IlvirOllIllent file. 

An Example Environment File 
The data below could bc placed in an ASCII environment file called "LP" or "LP.ASC." In this 
example, the unprintable ASCII character 27 (escape) is replaced by ,,- [." You would have to 
substitute ASCII 27 for every occurrence of ,,- [" in the example below for the example to work. 

Do not confuse 0 (z;ero) with 0 (capital "0") or lowercase "I" with the llumeral "1." 

This envirOIlIllent works with the HP LaserJet Series II printer and sets up the printer to print 
in landscape orientation; "Line Printer" is the primary typeface. This environment is good for 
printing program listings. 

To usc this environment file, you would type: 

file_name.LP.ASC 

and file_name would print in the environment described above. 

Priority Spooling 
The SRM system 's spooler allows you to print "rush" jobs before others. Print or plot files sent 
to the PRIORITY subdirectory in a spooler directory will print or plot before other files in the 
spooler directory. 

To set up priority spooling, use a workstation on the SRM to create a subdirectory called 
PRIORITY in the desired spooler directory. 

To use priority spooling, place the file to printed or plotted with higher priority into the spooler 
directory's PRIORITY subdirectory. Any file in the PRIORITY subdirectory is printed before 
the files placed directly in the spooler directory. In other words, files that are placed directly in 
the spooler directory have no special priority. 
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Printing a Rush File Next 
Placing a file in the PRIORITY subdirectory does not automatically override the printing of a 
normal file that is currently being printed. 

To preempt a normal file with a priority file, follow these steps: 

1. Use a workstation on the SRM to place the desired file in the PRIORITY subdirectory 
of the spool directory. 

2. At the server, type: 

SPOOLER DOWN interface_selecCcode{, bus_address} I Return lor I ENTER I 

3. At the server, type: 

SPOOLER UP interface_selecCcode{, bus_address} I Return lor I ENTER I 

The spooler restarts and selects the file in the PRIORITY directory with the earliest last modify 
date. If your file is the only file in the PRIORITY subdirectory, it prints next. 

Files (in the regular spooler directory) preempted this way are not deleted. A file which was 
being printed is reprinted from the beginning after all files in the PRIORITY subdirectory are 
finished printing. 

Priority spooling is compatible with environment spooling, as described in the subsection above. 
Below is an example spooler directory set up for both priority spooling and environment spool­
mg: 

LP 

I I I 
file1.pica flle2.elite.ASC PRIORllY ENVIRONMENTS 

~ I 

fast.pica quick.DEFAUL T pica.ASC elite.asc DEFAULT 

Note 

You should limit the use of the priority subdirectory. If all spool files 
are placed in the PRIORITY subdirectory, the priority advantage is 
gone. You may want to protect the PRIORITY directory with a pass­
word and distribute the password only to selected users. 
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More About Using SRM System Plotters 
All of the SRM supported plotters are controlled using the Hewlett-Packard Graphics Language 
(HP-GL) and have a common set of capabilities. Larger drafting plotters (the HP 7580 series, 
for example) have expanded capabilities. 

Because the SRM Operating System requires the workstations to treat their graphic output 
device as a file, there is no device feedback in a spooled environment. This means that the plot 
size must be specified when the commands are written to the plot file. 

If a plotter is frequently taken off the SRM and used locally at bus address 5 (the factory 
setting), the plotter can be reconfigured MANUALLY at the SRM server using the UNITS 
command with the ADD directive. For example, 

UNITS ADD PLOTTER 7,5 

This eliminates the need to reset the bus address switches every time the plotting application 
changes. 

Plotters supporting a paper feed rnechanism are issued a page eject command by the SRM after 
conlpleting a plot. This allows plots to advance automatically. To avoid wasting paper, user 
programs should NOT use the pagination and cutter activation commands in the plot file with 
any spooled plotters. 

For Inost plotters, the "error" light or "out of limit" light may come on during plotter initial­
ization and after a plot finishes. This is normal. However, if either light comes on DURING a 
plot, the data is in error. 

Single sheet plotters require setup before they can plot each sheet. If the plotter is not loaded 
with a sheet of paper when it is ready to plot a workstation's file, the server puts the plotter 
on HOLD and displays a message requesting you to set up the plotter. You or the workstation 
user must load the plotter with a sheet of paper and then go to the server and type: 

SPOOLER CONTINUE interface_selecCcode, bus_address I Return I or I ENTER I 

Example Entry: 

Result: 

SPOOLER CONTINUE 7,8 I Return I or I ENTER I 

The server starts the plot on the sheet of paper you loaded into 
the plotter and displays: 

Spooler 7,8 continued 

) 
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You do not Laye to type the :--;p()OLl·;n CO~TIl\UE ('OniItlall(l Cor each shect or paper if you 
type the :--;P()OLl':U ,\/)IJ ('OllllllcW<l \\itil tlte ]\,O(,()l\TI~lif'= ke,v\\ord, 

Examplp f~lltry: 

Rpsult: 

Exampl(' Entry: 

Result: 

SP( OLER CONTINUE 7,8 [Return I (II' [I~I@ 

TIL' >('1'\ ('I' ~t(\rt:-; t h(' plot Oil (he sll('('t of pap('1' .vOl[ loaded illt () 

tit( plolt ('I' and Ilisplay:..;: 

Spcoler 7,8 continued 

SP( OLEI1. ADD BUFFERED lJOCONTINUE 7,8 "PLOTTER_DIR" ffi~~L!!:0] or 

l~& rER] 

TIL' .-.:cner.:;tarl:-; the Illot (\:..; :-;OOll a~ p;\j)e\' is 1();l(led and tlte 

111<1t(r i.- olllillc, \\'11('11 the plut i:--: dOlle til(' plotter i~ takell olilill(, 

(Ill le:..;;-. i1 ('all ailtOlllat.ically 1'('('</ it:-; ()\VIl paper· To >tart tile 11(''\t 
pl<1, loa! the p,qH'l' <lI;(1 pr(':-;:.; the plut t(')'S \ 1('\\ (II' "J'('IlIO((> 

]'lltO]} t; put tll(' pl()ttCI' \);l(k Olliill(', 

'I'll I :\(). 'O:\TI\t E k(I,\\\()rd docs !lot \v()rk <lll q,~7:.? plottel's 01' 

I l' 0 (oi()rI )ro I dot t (,I'S, 
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Backup Design and 
Media Management 

Overview 
To successfully protect the data on your S H M systeIll, you must design: 

a backup strategy, ineluding: 

a nledia nlanagement scheme, 
including: 

what to back up, 

when to back up, 

how often to back up, and 

how long to retain each backup medium. 

how to keep track of media age, 

how to keep track of media weaL 

w here to store media, 

w hen to reuse media, and 

when to replace media. 

4 

This sectioll contains information, examples, questions, and suggestions to help you design a 
backup strategy and media management scheme best suited to your needs, including: 

• a description of backup features, capabilities, and limitations, 

• definitions of backup design and media management terms and Cil ,ts, 

• what you. the SRlVl system manager, need to evaluate in orde " !.esign an effective 
backup strategy, 

• recollunended approaches to various backup requirements, 

• an example ha,ckup strategy, 

• ideas for managing backup media, and 

• exalnple media retention and reuse schemes. 
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Backup Features, Capabilities, and Limitations 

Selective Backup 
You can choose what to back up: a file, a set of files, a directory, a set of directories, any 
combination of files and directories, or an entire file system. 

For each file you choose to back up, the backup records: 

• the file itself and 

• the complete path (from the root directory) to the file. 

The following illustration shows an example: 

Path of file to back up: /SHARED /TEXT / deptnews. TEXT 

Bold line traces what 

backup records. 

/ (root) 

SYSTEMS USERS 

GRAPHICS APPUCA nONS 

~ 
CAOP~ECT GENERAL 

h o~hl~ 
crrcurt1.ASC crrcurt2.ASC 

Example of What a Backup Records for Each File 

Note 

A backup can record files that are up to 30 directory levels deep (files 
whose full paths name up to 30 directories, including the root). 
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For each directory you choose to back UPl the backup records: 

• the contents of the directory and 

• the complete path (from the root directory) to the directory. 

The following illustration shows an exalnple: 

Path of flle to back up: /SHARED/GRAPHICS 

Bold line traces what 

backup records. 

SYSTEMS USERS 

(root) 

APPUCATIONS TEXT 

~ 
deptnews. TEXT fo rm letter. TEX r 

Example of What a Backup Records for Each Directory 

Note 

A backup records the protection information (up to 40 passwords and 
their associated access capabilities) for every directory and/or file to 
which the backup applies. 
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Duplicate Links 
Along with 1, he fi i{' itsclC a back ttP n> 'ords all of the duplicate links (alternate paths) to a file 
ONLY IF t.hnsc lillks are amollL what you select for the backup. That is, a backup records 
ONLY those :iup,j('ate links tlta1 an' (:tHong \\'hat yOil select for the backup. 

Paths to bock .. p: 

/USERS/JIM 

/USERS/ANN 

Bold lines tro:e whet 

bock'-lp records. 

Exalnple of How a Backup Records Duplicate Links 

One Disc per Backup 
OIlC backup can not copy frorn r lore t !lan one disc. If you \\ant to back up more t han one disc, 
you must Implement separate hccku[; ;u; (iiCIt disc. 

However, you mav illlplement rn)f(' tl III 'JW' backup for the same disc. 

Mounted Volumes 
You must ba(~k up mounted voh :me~.; "p:lr '1 ely. Mounted volumes can not be backed up with 
tll(' voluIllc on which they are Hlrmntc i 

Back Up on Demand or Autom;atically on a Regular Schedule 
With either SR~l systenl (with or WI lUJilt on-line backup), you can start a backup whenever 
yon want to. The system with olL-lim' 'llC> up can also start backups automatically all a regular 
schedule you set. You can select 

• w hell (at V\ hat time and (Jl wL ;t da-. ,;-;) of the week) you want the system to start each 
backup am I 

• how often (ill intervals of .Jne 0 lllon' weeks) you want t he system to repeat each set of 
weekly backups. 
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Backup Status Checks 
As a backup runs, it displays brief status messages on the server's screen to let you know: 

• if the backup is running, 

• how lnany directories and/or files the backup has copied so far, 

• if the backup completed without or with errors, and 

• if the system eould not perform or complete the backup due to fatal errors. 

For Inore detailed status information, each backup creates its own log file. As a backup runs, it 
also displays entries it Inakes to its log file on the server's scrolling screen. You can also read or 
print the log file frorn a workstation. A log file shows what was not backed up and gives specific 
error messages. The path to the log file from the last backup or restore is: 

/BACKUP _RESTORE/TEMP _FILES/CURRENT _LOGFILE 

Backup Media Features 
A backup provides the following media features: 

Backup Destination Media 
You can copy files to any supported Inass storage device as follows: 

• You can copy files to 1/4-inch tape cartridges. 

• You can copy files to double-sided micro flexible discs, fixed discs, or removable hard discs 
if they are NOT SDF (Structured Disc Format) volumes. 

• You can reuse nledia that have already had files copied to them. A backup OVERWRITES 
existing data on tapes and non-SDF (Structured Disc Format) discs. 

• You can NOT put multiple backups on a single medium. A medium may have at most 
one backup on it (and may have only part of a backup on it.) 

Automatic Initialization of Backup Destination Discs 
A backup initializes double-sided micro flexible discs, fixed discs, and removable hard discs au­
tonlatically. However, while a disc is being initialized, any other volumes on the same controller 
are inaccessible. 

HP 1/4-inch tape cartridges corne preformatted and certified, so a backup does not ever auto­
matically initialize them. 

Multiple Backup Destination Devices 
A backup can copy files to a sequence of backup devices without intervention. You can specify 
the order in which you want the backup to use the devices. All destination devices for a backup 
MUST be of the SAME type (all tape drives or all micro flexible disc drives). You can NOT 
back up to multiple fixed discs--only to one. 

Backups can use the HP 35401A 1/4-Inch Cartridge Autochanger Tape Drive, which can auto­
matically sequence through multiple tape cartridges. 
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Terms and Concepts 
Term 

full backup 

partial backup 

base backup 

incremental backup 

Definition 

The result of copying all of the directories and files on a disc volume 
to another storage medium. Perform a full backup regularly. Depend­
ing on your backup needs, you may want to perform a full backup 
every week, every month, every quarter and/or every year. Also, a 
full backup insures that all of the duplicate links in the volume's file 
system are recorded. 

The result of copying a set of directories and/or files you choose to 
another storage medium. 

A full backup on whose date subsequent incremental backups base their 
selection of what to copy. This type of backup sets the last backup date 
of an SRM disc. There is only one base backup date per disc. 

A backup that automatically selects, and copies onto another storage 
llledium, only those directories and/or files created or changed since 
the last base backup. A directory is considered changed if its contents 
change, its name changes, or its password( s) and/or associated access 
permissions change. A file is considered changed if its content changes, 
its name changes, its password( s) and/or associated access permissions 
change, or a duplicate link is created to the file. An incremental backup 
selects from among the same directories and/or files, or a subset of 
those, copied by the last base backup. 

DAY 1 DAY 2 DAY :3 DAY 4 DAY 5 

Base 

.- Incremental 

~ Incremental 

.. ~------------- Incremental 

.. ~------------------ Incremental 

Dolly incremental backups copy 

any files created or modified 

since lost bose backup. 

Base-Incremental Backup Scheme 
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Some characteristics of a base-incremental backup scheme are the following: 

• Incremental backups can operate on either all of the files on a system or only the set of 
files you choose (such as frequently modified files). Depending on your choice, you can 
easily reconstruct the latest state of either an entire file system or only a portion of it. 
To do so, you restore the last base (full) backup and then the last incremental backup. 

• You get rnultiple copies of the saIne files: if file X is modified on DAY 2, then file X is 
copied during DAY 3's, DAY 4's and DAY 5's backups. However, if file X is deleted after 
day 2, then file X is not copied during subsequent backups. 

• In general, the time and media required to do an incremental backup may increase each 
day until the next base backup. 

Term 

copy backup 

Definition 

A full or partial backup that has no effect on the last backup date 
of an SRM disc or on a base-incremental backup scheme (see below). 
This type of backup copies all selected files, regardless of their creation 
date or the dates on which they were last modified. A copy backup is 
useful for archiving files or for transferring them (by restoring them) 
to another SRM system. 
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Designing a Backup Strategy 
To design a backup strategy, you need to determine what to back up and how often to back it 
up. This section contains sugge~tions to help you optimize your backup strategy --to provide 
adequate protection while mininlizing its cost in time, personnel, media, storage, etc. 

Evaluating the Files on the System 
If possible, have at hand a diagr1,m of the current directory structure on each SRM disc. 

If a directory contains files, evaluate tile files as a group. Evaluate individual files as necessary. 
Consult the system's users when evaluating their files. 

Question Suggested Approach 

How critical are the files to either Do a copy backup of critical files (files that you cannot afford to 
the system itself or to your busi- lose, no matter what) and archivp the resulting mC'dia. In this 
ness? way, you avoid the risk of losing the files when backup media are 

recycled. 

How often are the files modified? A base-incrpmental backup scheme is an efficient way to back up 
frequently modified files. To optimize such a scheme, separately 
back up and archive those files that are seldom modified, and ex­
clud(1 them from the base-incremental backup. 

Does a set of critical files need to 
be changed all at once? 

Keep your backup scheme up-to-date with the file system. Insure 
that any directories and files added to the system later are covered 
by your current backup scheme. 

First do a partial copy backup of the files before any are changed. 
Afterward, if the changes are successful, do a partial backup of the 
newly modified files. (You may then want to purge or reuse the 
media from the first backup.) If corruption ever occurs when files 
are being changed, you will always have the latest version of the 
files before the changes began. 

Do the files contain sensitive infor- Store media with sensitive files in a locked vault. 
mation? 

Does law or corporate directive re­
quire you to keep the files for a cer­
tain length of timp? 

How large are the files? About how 
long would it take to back all of 
them up? 

Do you want to be able to retrieve 
the files quickly from a backup 
medium? 

Perform a copy backup of these files and store the resulting media 
in another building or in a fireproof vault. Some cities have services 
that will pick up a set of your media and take it off site on a regular 
schedule. 

ConE-ider backing up the SRM file system in parts so that backups 
do not take too long. Or, have the same backup copy files to more 
than one tape or microdiskette drive or an HP 35401A 1/4-Inch 
Cartridge Autochanger Tape Drive so that the backup can run 
uninterrupted by media changes. 

If your system has a group of large, interrelated files that consume 
an excessive amount of a backup medium, consider doing a partial 
backup of these files. This eliminates the need to search through a 
full backup for the files. 

With a base-incremental backup scheme, a particular file is easy to 
locate. You need to search through at most only the last incremen­
tal and last base backup media. 

4-8 Backup Design and Media Management 



Other Considerations 
Question 

When, and for how long, are per­
sonnel available to attend to a 
backup? 

When, and for how long, are most 
or all users off the system? 

Suggested Approach 

For the SRM system with on-line backup, personnel need only load 
and unload tapes or insert and eject microdiskettes. Personnel may 
also need to change media and continue a paused backup unless you 
use an automatic tape changer. 

For the SRM system without on-line backup, personnel need to do 
all of the above, plus bring down the system, start the backup, and 
then bring up the system when the backup has finished. 

The system can NOT back up files that are opened exclusively 
by users. Also, while a backup is running, the SRM system may 
respond more slowly to shared resource use, and the backup takes 
longer to complete. Therefore, it is best to do a backup when 
system usage is lowest. 

If you mllst perform backups when the system is busy, you can im­
prove the system's performance by installing 1112 Mbytes of memory 
in the server and by using tape drives that have their own controller 
(such as an HP 9144 or HP 35401). 

How often has the system or a disc Back up often enough to protect your SRM system's files from 
drive failed? equipment or software failures. 

An Example Backup Strategy 
The Situation 
Assume that: 

• Your SRM server has enough memory for on-line backup. 

• Your SRM system has two tape drives available for backups. 

• You want to conserve as much media and time on daily backups as possible. 

• You can k~d the two tape drives with tape before you leave work each weeknight. 

• You want a daily backup to execute automatically at 4:30 a.m. when no one is at work 
using the system. 

• When you corne into work in the morning, you can remove and store the backup tapes 
containing your SRM system's files. 
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The Approach 
The approach is to perform weekly base (full) backups and omit the system's most static files 
from your daily incremental backups. A base-incremental backup scheme is most efficient for 
backing up the most current versions of frequently modified files. It is also good idea to perform 
a full copy backup of every disc on your system and archive the resulting backup media. 

Set up a weekly base backup of all files and a daily incremental backup of the following directories 
(assuming that they exist on your SRM system): 

• /USERS 

This directory contains SRM workstaton users' personal working directories and files. 
This directory is where SRM workstation users daily create and Inodify most of the nles 
that are most important to their work. Users want the latest versions of these files backed 
up. 

• /WORKSTATIONS 

Within this directory, Pascal Workstation System users' have their own own system direc­
tories which contain "work files." These are files that Pascal workstation users have just 
created or are currently modifying. These files are probably important to users' current 
work and should be backed up frequently. 

• /SHARED/TEXT 

This directory is for public messages, commonly used forms, shared documents, etc., and 
users may frequently contribute important or useful files to this directory. You should 
back up this directory daily. 

• /SHARED/GRAPHICS 

This directory is for commonly used slides, drawings, graphs, etc., and users may fre­
quently contribute important or useful files to this directory. You should back up this 
directory daily. 

Other directories, such as /SYSTEMS, seldom change or change so infrequently than you need 
not back them up daily. For example, the /SYSTEMS directory may be modified only when 
you get a new version of an SRM or workstation operating system or when you add a new user 
to the system. 

You should plan an automatic base backup of all files at 4:30 a.m. on Monday of every week, 
and an automatic incremental backup of the directories listed above at 4:30 a.m. on Tuesday, 
Wednesday, Thursday, and Friday of every week. 
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Managing Backup Media 
This section contains suggestions for protecting the backup media that contain your system's 
files. 

Buy New Media 
Before you implement a new backup and media management scheme, buy a set of new media 
from Hewlett-Packard. Your media will be reliable from the start. 

Keep Track of Media Age and Wear 
Know at what age or after what number of uses your backup medium is prone to fail. Here are 
two examples: 

Tape Drive 
Model Number 

7908, 7911, 7912, 
7914 

9144A, 35401A, 
794X 

Usage Linlit, whichever comes first: 

A long or short cartridge tape has been loaded automatically 2500 times. 

A long cartridge tape has had a total of 20,000 Mbytes of data read from 
or written to it over its lifetime. 

A short cartridge tape has had a total of 5000 Mbytes of data read from 
or written to it over its lifetime. 

A long or short cartridge tape has been loaded automatically 2000 times. 

A long cartridge tape has had a total of 8000 Mbytes of data read from or 
written to it over its lifetime. 

A short cartridge tape has had a total of 2000 Mbytes of data read from 
or written to it over its lifetime. 

The following suggestions may help you keep track of media age and wear: 

• Verify that your backup media can be read from, without errors, regularly or just when 
the media reach a certain age or have been accessed a certain number of times. 

• As a precaution, verify a backup rnedium before you restore files (especially a disc's entire 
file systeln) from it. 

• Before you use a new backup medium, label it with the date you put the medium into 
service. 

• Provide a label with a chart to check off each time the medium is used (written to, read 
from). 

• Dispose of media that has become corrupted or is too old or worn to be reliable. 
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Store Media Properly 
Store media in an environment where 

• dust (especially air-borne ,just) is kept to a nlinimurn, 

• there is no direct sunlight, 

• temperature is between 18.2° and 23.8°C (65° to 75°F), and 

• relative humidity is betwe(m 35(ta and 45% (non-condensing). 

Clean Tape Heads Periodically 
If the backup medium you use is a cartridge tape, periodically clean the recording heads of the 
tape drive. Otherwise, oxide anel other contarninants may build up enough to begin lifting the 
tape off of the head. 

Clean tape heads: 

• weekly, 

• when read/write errors oceur, 

• after a magazine of new cartridges has been used in the tape drive, and 

• especially after using new tapef:, since they leave more contaminants on the tape heads 
than used tapes. 

For HP 9144A Cartridge Tape Drives, you can order an HP 92193E cleaning cartridge kit. This 
kit is a standard accessory with the HP 35401A drive, and lets you clean tape heads reliably and 
easily. All you need to do is moisten the foam pad in the cleaning cartridge with head cleaning 
fluid and insert the cartridge into the tape drive. The drive automatically cleans the tape head 
by rapidly lnoving the foam pad back and forth. 

4-12 Backup Design and Media Management 



Retain Backup Media Long Enough 
\\Then deciding how long to retain backup media, consider the following recommendations: 

• Anticipate what you would need to recover lost files. From how far into the past would 
you have to recover file~? Keep enough media to reconstruct the system as it existed 
at several points in the past (such as yesterday, last week, last month, last quarter, last 
year). 

Example 

H'hat zf a set of files that are updated regularly were corrupted at some 
time in the past, and you just discovered it now? 

Recommendation: Keep backup rnedia from far enough into the past to 
"reconstruct" the files as they existed just before they were corrupted. 
Once you reconstruct the files, perform the updates which occurred 
after the files were corrupted. 

• It is inadvisable to overwrite any of the media composing a full backup unless you have 
at least two additional full backups. (It is alright if one is an earlier backup of the system 
than the other.) If you have only one full backup, and there are problems with the media 
that compose it, then you have no recourse for reconstructing the system. 

• Keep enough of one frequency's backups to slightly overlap the time period covered by 
the next longer frequency. For example, keep a month's worth of the most recent weekly 
backups, plus one extra. 

Archive Media Regularly 
It is a good idea to put a set of system backup media in "permanent" storage every 3, 6, or 12 
months. This has two benefits: 

• You can recover from past "accidents" that are not discovered until later--perhaps much 
later. For exanlple, if a file is not accessed very frequently, someone may not realize that 
the file is gone until months after it was actually lost. 

• You rnust buy a new set of backup media to replace those you have archived. In this way, 
you "retire" old media that may not be reliable for much longer and replace them with 
new, reliable rnedia. 
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Example Media Retention and Reuse Plans 
Example Media Retention and Reuse Plan 1 

KEY 

W - Weekly full base backup M - Monthly full base backup 

Q - Quarterly full base backup 

Y - Yearly full base backup 

o - Dolly full rncremental backup 

Mon. W1- _ 
Tue. 01 
Wed. 02 
Thu. 03 
Fri. 04 

Mon. W2 
Tue. 05 
Wed. 06 
Thu. 01 
Fri. 02 
Mon. W3 ... 
Tue. 03 
• • 
• • 
• • 

Advantage 

Disadvantages 

- -
Start recycling 

dally backups. 

Retarn the 6 

latest dally backups. 

- -~ W1 
W2 

_11"" W3 

J------ - W4 
r - M1 

W5 
W1 
W2 
W3 

.- Start recycling 

weekly backups. 

Retarn the 5 

---
lateat weekly backups. • 

I • 
I • , 

M1 
M2 
M3 

r--------- 01 
M4 I 

I 

t1 
M1 
M2 
M3 

.- Start recycling 

monthly backups. 

Retarn the ... 

02 
03 
04 
Y1 
05 
01 
02 
03 
• 
• 
• 

• 
• 
• 

.- Start recycling 

quarterly backups. 

Retarn the 5 

latest quorterly backups. 

lateat monthly backups. 

Plan 1 's Advantages and Disadvantages 

• Provides thorough long- and short-term backup protection. 

• Requires elaborate, extensive "bookkeeping." 
• Requires a large stock of media. 
• Requires a large, well-organized storage area. 
• Requires close monitoring of media age and wear. 

No built-in catalyst for media replacement 
(such as regular archival or verification). 
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Example Media Retention and Reuse Plan 2 

KEY 

W = Weekly full base backup 
o = Daily full incremental backup 

WEEK 1 Mon. WI 
Tue. 01 
Wed. 02 
Thu. 03 
Fri. 04 

WEEK 2 Mon. W2 
Tue. 05 

WEEK 3 

Wed. 06 
Archive entire 

Thu. 07 
set 

Fri. 08 
of media every six 

Mon. WJ 
Start recycling montns (or as 

Tue. 
backups from necessary to insure 

09 
.3 media reliability) 

Wed. 010 
weeks ago. 

WEEK 4 

Thu. 011 J Fri. 012 
Mon. W1 
Tue. 01 
Wed. 02 
Thu. 03 
Fri. 04 

• 
• 
• 

Plan 2's Advantages and Disadvantages 

Advantages • Good short-term backup protection. 
• Need only a small stock of media. 
• Need only small amount of storage space. 
• Simple to administer. Little "bookkeeping" required. 
• No need to monitor media age and wear. 

Media archived and replaced regularly. 

Disadvantage • Sketchy long-term backup protection. 
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Performing a Backup 5 
Overview 
If you have on-line backup and restore, performing a backup entails: 

• creating a file with which you specify what to back up and where to copy it (with the 
option to verify the destination rnedia), 

• loading media into the destination drive( s) for the backup, 

• specifying what type of backup it is: and either starting it immediately or specifying when 
and how often you want the backup to start automatically in the future, 

• after the backup has completed, checking its log file, and 

• storing the resulting backup media. 

If you use the Backup/Restore Utility, performing a backup entails: 

• stopping the server, 

• starting (booting) the Backup/Restore Utility, 

• creating a file with which you specify what to back up and where to copy it (with the 
option to verify the destination media), 

• loading media into the destination drive( s) for the backup, 

• specifying what type of backup it is and starting the backup, 

• after the backup has completed, restarting the server, 

• checking the backup's log file, and 

• storing the resulting backup media. 
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Starting the Backup/Restore Utility 

Note 

This section applies ONLY to SRM systems WITHOUT on-line backup 
and restore. If your SRM system has on-line backup and restore, skip 
to the next section on "Specifying a Backup's Scope." You do NOT 
need to use the SRM Backup/Restore Utility. 

If your SRM system does NOT have on-line backup and restore, you must use the stand-alone 
Backup/Restore Utility to perform backups. The SRM Operating System must be down and 
unavailable to users while the Backup/Restore Utility runs instead on the server. 

To start, you must boot the Backup/Restore Utility as follows: 

1. Stop the server (bring down the SRM Operating System) as described in this manual's 
chapter on "Restarting and Stopping the Server." Do NOT turn off the server or any of 
its peripherals. 

2. Insert the SRM Systems 8 Utilities tape or the SRM Backup/Restore Utility micro flexible 
disc into the appropriate type of drive and wait for the drive's BUSY light to go out. 

3. If the server is an HP 9826 with a Boot ROM version prior to 3.D, insert the SRM Boot 
Utility for 9826A flexible disc into the server's internal disc drive. 

Otherwise, skip to step 6. 

Note 

Be sure that the disc is labeled for use with SRM Rev. 3.0 98619A. 
This disc allows the server to boot a system from both Structured Disc 
Format (SDF) media and Logical Interchange Format (LIF) media. 
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4. At the server's Enter command: prompt, type: 

SYSTEM UP I ReturrlJ or I ENTER I 

and wait until the server displays a nunlbered list of systems available for you to boot. 

Result: The server first displays a series of powerup messages and then 
loads the Boot Utility from the internal disc drive. The Boot 
Utility then searches for systems to boot and displays a listing 
sirnilar to the following: 

SRM X.X System Boot Utility 
Copyright 19YY Hewlett-Packard 

98625A interface found at select code 14 
98624A interface found at select code 7 

1. 7946 at 14,0,0 
Bootfile PRIMARY :SYSTEM_SRM 

2. Removable at 14,0,1 
Bootfile SRM3_0:SYSTEM_INS 
Removable at 14,0,1 
I_QII~~j •••• giliQ~a~"wJI~·~ 

4. Removable at 14,0,1 
Bootfile SRM3_0:SYSTEM_DSK 

Number of boot system (30 sec to enter): 
1 

Example Boot Utility Display with Backup/Restore Utility Highlighted 

5. Skip to step 7. 
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6. At the server's Enter command: prompt, type: 

SYSTEM UP I Return I or I ENTER] 

and press t he space bar a few times while the server is displaying its bootup messages. 

Note 

Pressing the space bar interrupts automatic booting of a system and 
allows you to manually choose a system to boot. 

Result: After several seconds, the server displays a listing of the systems available 
for you to boot, as in the following example display: 

ID PROM Not Installed 
Copyright 19YY, 
Hewlett-Packard Company. 
All rights reserved. 

BOOTROM 4.0 
MC68000 Processor 
Keyboard 
HP-IB 
IDO at 0 
ID127 at 4 
HP98625 at 8 
HP SRM at 21 
786272 Bytes 

: HP7941, 800, 0, 0 
lS SYSTEM_SRM 

:HP9144 TAPE, 801, 0, 0 
1I SYSTEM_INS 
IB ··SYSaM .. BKP 
lD SYSTEM_DSK 

SEARCHING FOR A SYSTEM (ENTER To Pause) 
RESET To Power-Up 

Example Server Display upon Powerup with Backup/Restore Utility Highlighted 
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7. If the server is a 9826A using the SRM Boot Utility, type the number to the upper left 
of the label SYSTEM_BKP and press I ENTER I. 

Otherwise, type the two-character (digit-letter) code to the left of the label SYSTEM_BKP. 

Result: The server boots the Backup/Restore Utility. After the Backup/Restore 
Utility has been booted, the server's display looks similar to the following: 

Note 

Depending on the number of files on your SRM disc(s), there may 
be a delay of up to several minutes before the SRM volumes listing 
appears. 

SRM X.X Backup Utility DD Month YY 12:26:37 PM 
%cpu = 0 

Open files 
o 

. __________ . _________ SRM Vol umes __________________ _ 
vol bus free block 
add sc add volume name blocks size 

* 8 8 0, 0 PRIMARY 52018 1024 

System up at: DD Month YY 12:23:42 PM 

REMINDER: Before executing a backup or restore, 
remove the medium used to boot this 
utility, and load the backup device(s) 
to be used with the proper media. 

Enter the time 
DD Month YY 12:23 PM 

Example Initial Backup/Restore Utility Display 
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8. If the displayed date and time are correct, then press I Return 1 or I ENTER I. 

Otherwise, correct the date and time by typing over them. Then press I Return 1 or I ENTER I. 

Result: The utility displays the date and time you set. 

9. Unload and eject the SRM Systems 8 Utilities tape from its drive, or eject the SRM 
Backup/Restore Utility micro flexible disc from its drive. Store the tape or micro flexible 
disc in a safe place. 

You are now ready to perform a backup. Continue with the next section on "Specifying a 
Backup's Scope." 
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Specifying a Backup's Scope 
The SRM Operating System with on-line backup and the SRM Backup/Restore Utility provide a 
BACKUP DEFINE command. This cornmand guides you in creating a backup file by prompting 
you for the values that define the scope of a backup. These values include: 

• the SRM volurne that contains the files you want to back up, 

• the directories and/or files you want to back up (all files or selected files), 

• the backup device(s) to which files are to be copied, and 

• whether or not you want the backup to automatically verify each destination medium. 

The following diagram illustrates the process decribed above: 

BACKUP DEFINE 

Backup FIle 

• what 

• from/to 

where 

(You aaaign the backup file's name, and the SRM Operating System or 

Backup utln~ stores the file In the /BACKUP _RESTORE/BACKUP _FILES directory . 
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Follow these steps to define the scope of a backup: 

1. At the server's Enter command: prompt, type: 

BACKUP DEFINE "backup_filt_name<backup_file_password>" I Return 1 or I ENTER 1 

Item Description Length Composition 

backup_J£lc_rwmc T1l(' llallH' ~'Oll want to assig-ll to 1 to IG characters A Z 
t1l(' backupfilc t hat you ('lTate a z 
with th(' BACKUP DEFINE () 9 
command. If yon assig-ll an ill('-
g-al til('WUlI(l. t 11<' BA( ;KUP DE-
FINE c'Hlllllatld displays tIl(' fil<'-
name 011 t h(' SCT('ell and warns you 
that it Illay 1)(' all illeg-al name. 

/)(u'kup_Fle_pw;,"i'/1)()rd A password .\ 011 hav(' t ll(' opt iOll 1 to 1G charcters A Z 

Example Entries: 

Result: 

Example Entries: 

Result: 

to assign tot 11<' backup fil('. The a z 

password pro1 ects all of t IH' file's 0 9 
ll,('C('SS capabiliti('s. \Vithout SI)('C- -, ! (0; % ' 
ifying- t 11(' assig-n('d password. no 
OIl(' call display, print, or mod­
ify tl1(1 ('onf<'lIts of tl}(l backup fil<' 
or del('t (" sd}('dul(" or ullsdl('dul(' 
t 11(' backup Hlp itsdf. 

& ( ) - - + 
{ } I \ 

BACKUP DEFINE "Static_Files<Security>" ~ or I ENTER 1 

BACKUP DEFINE "Public_Files" I Return lor I ENTER 1 
The server displays: 

Backup define "Public Files" started 

File does not exist. Create it (yin)? 
y 

BACKUP DEFINE "Illegal ,name" I Return lor [[NTER 1 
The server displays: 

BACKUP DEFINE "Illegal,name" started 
This file name may be illegal on some workstations 

File does not exist. Create it (yin)? 

2. Press I Return 1 or I ENTER I. 

Result: 
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3. If the displayed volume name is the name of the volume containing what you want to 
back up, then press I Retur6J or I ENTER 1 

Otherwise, type: 

volume_ name [Return 1 or [J=NTER 1 

where volume_name is the name you assigned to the volume when you initialized it. You 
can obtain the name of each volume from a VOLUMES command display. 

Example Entry: 

Result: 

PRIMARY I Return 1 or I ENTER 1 

The server displays the volume name you entered and prompts: 

Back up all files on volume (y/n/quit)? 
Y 

4. If you want to back up ALL of the directories and files on the disc, or if you are defining 
a BASE backup, skip to step 7. 

If you want to select which directories and files to back up, press 00 and then I Return lor 
I ENTER I. 

Result: The server prompts: 

Path to add/remove (enter nothing to finish): 

5. Type: 

path I Return 1 or [ENTER 1 

Item 

path 

Description 

The path from the root directory to a 
directory or file you want to back up. 

A path is a list of those directories you 
must follow in the hierarchical structure 
to reach a directory or file. A path in­
cludes the directory or file itself. 

Directory and file names in a path are 
separated by slashes U). A single or 
initial slash denotes the disc's top (or 
"root") directory. 

Note 

Length 

1 to 160 characters 

Any directory with a volume mounted below it is backed up as an 
empty directory. A path can span a maximum of 30 directories, In­

cluding the root directory. 

Example Entry: /SHARED/GRAPHICS I Return 1 or I ENTER 1 

Result: The server displays the path you enter and again prompts: 

Path to add/remove (enter nothing to finish): 
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6. Repeat the previous step until you have specified all of the paths to the directories and/or 
files you want to back up. 

Caution 

To insure that the system can restore the backup properly, every path 
you enter MUST specify a UNIQUE area of the directory structure. Do 
NOT enter two or more paths that specify overlapping areas of the di­
rectory structure. For example, do not specify the two paths /WORK­
STATIONS and /WORKSTATIONS/SYSTEM34 for the sameselec­
tive backup. (The /WORKSTATIONS directory already contains the 
SYSTEM34 directory, so there is no need to enter it separately.) 

Also, the total number of characters in ALL of the paths you specify 
may be up to 1600. 

7. Press I Return lor I ENTER I to finish specifying what you want to back up. 

Result: The server prompts: 

Device to add/remove (enter nothing to finish): 
interface_selecLcode, bus_address, subuniLnumber 

and displays a list of the server's peripherals similar to the follow­
ing: 

____ Mass Storage Devices ____ 
device select bus 
type code address 

--------- -------
7941 8 0,0 

Removable 8 0,1 

Example Listing of Server's Mass Storage Devices 

Note 

If you plan to use an HP 35401 Autochanger Tape drive as a backup 
destination device, the backup will run more efficiently if the drive is 
the ONLY backup destination device. If you need to use any additional 
tape drives, specify the HP 35401 drive LAST so that the backup uses 
the drive last. This avoids a noticeable delay when the backup must 
change destination drives. 
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8. If the displayed device address identifies a drive to which you want the backup to copy 
files, press I ReturrQ or I ENTER I. 

Otherwise, enter the device address of a drive to which you want the backup to copy files 
by typing: 

interface_selecLcode. bus_address. subuniLnumber I Return lor I ENTER 1 

Example Entry: 

Result: 

8 • 5 • 0 I Return 1 or I ENTER 1 

The server displays the device address you enter and again 
prompts: 

Device to add/remove (enter nothing to finish): 

9. If you have more than one drive to which the backup may copy files, you can repeat the 
previous step until you have specified all of those drives. 

Caution 

If you want the backup to copy files to a fixed disc, the disc must 
be the ONLY backup device. (You can restore from only one mass 
storage device, although if the device supports removable media, you 
can restore from a multiple-media backup.) 

Otherwise, ALL DRIVES you specify must be of the SAME TYPE: 
either all tape or all micro flexible disc. By allowing the backup to 
copy files to more than one drive, you reduce the need for human 
intervention during the backup. The backup uses the drives in the 
order that you specify them. 

You can specify up to 10 destination drives for the backup. 

10. Press I Return lor I ENTER 1 to finish specifying the backup's destination drives. 

Result: The server prompts: 

Media check: (V)erify or (N)one 
V 
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11. If you want the backup to autonlatically verify that a restore could read what the backup 
copied to the media, press [2J and then ~ or I ENTER I. 

Otherwise, press [[] and then [Return 1 or I ENTER I. 

Note 

A backup takes longer to complete if you do a verify. 

A backup verifies only the part of the medium containing the backup, 
whereas the server's VERIFY command verifies the entire medium. 

Result: 
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The server saves the backup file in the 
directory /BACKUP _RESTORE/BACKUP _FILES on the SRM 
system disc and displays the messages: 

Backup file "file_name " saved. 

where file_name is the name you assigned when you gave the 
BACKUP DEFINE command. 

If your SRM system has on-line backup and restore, the server 
also displays: 

Warning: Backup file is not currently scheduled. 
Use BACKUP SCHEDULE command. 

This is to inform you that the backup does not run until you start 
it manually with the BACKUP EXECUTE comrnand or set up 
the backup to start automatically on a regular schedule with the 
BACKUP SCHEDULE comnland. 



Preparing for a Backup's Execution 
To prepare for a backup's execution after you have created a backup file, follow these steps: 

1. Insure that the SRM system disc and the disc with the files to be backed up are turned 
on. 

2. Insure that every destination drive for the backup is turned on. (A destination drive is a 
drive to which the backup copies files.) 

3. Insure that the SRM system or the Backup/Restore Utility system is UP. 

4. Insure that the SRM system disc and the backup's source disc (these may be the same) 
are UP. 

Caution 

Any backup autOInatically WRITES OVER any data on any tape 
media or non-SDF disc media in the backup's destination drive(s). 
You can NOT put more than one backup on any medium. To avoid 
losing im.portant data on media suitable for backups, consider write­
protecting the media. (For instructions, refer to the operator's manual 
for a conlpatible type of drive.) 

5. If you are backing up to removable media, load each backup destination drive with the 
proper type of nledium or media, and wait for each drive's BUSY light to go out. 

Note 

If a disc is uninitialized, the backup automatically initializes it before 
copying files to it. 

Some fixed disc drives with built-in micro flexible disc drives share 
the same controller (or bus address). While a backup initializes a new 
micro flexible disc in such a drive, the fixed disc is inaccessible for up 
to several minutes. Therefore, the first time you do a backup to a new 
nlicro flexible disc in a single-controller drive, start the backup when 
systern usage is low. 

Load Each Destination Drive with Proper Type of Medium or Media 
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Manually Starting a Backup 

Note 

If you are using the Backup Utility, you must start every backup man­
ually (attend every backup) with the BACKUP EXECUTE command. 

If you have on-line backup, you may choose whether to start a backup 
manually with the BACKUP EXECUTE command or schedule a 
backup to start automatically at a time, date, and frequency you set. 
(See the next section on "Scheduling a Backup to Start Automati­
cally." ) 

To manually start a backup on demand, you use the BACKUP EXECUTE command. The 
BACKUP EXECUTE command starts a backup only once. Each time you want to start a 
backup in this way, you must give a BACKUP EXECUTE command. 

This command requires you to specify: 

• the name of an existing backup file that defines the scope of the backup you want to 
perform, 

• the volume password of the disc to be backed up, and 

• the type of backup (base, increnlental, or copy) you want to perform in this instance 

and then immediately starts the backup. 

The following diagram gives a schematic overview of how the BACKUP EXECUTE command 
works: 

BACKUP EXECUTE 

• how 

~ 

Backup Flle 

• what 

• from/to 

where 

[Backup runs ImmedIately.] 

Log Flle 

• troclng 

• errors 

Backup automatIcally creat.. thIs flle 

In the /BACKUP _RESTORE/BACKUP _LOGS 

dIrectory on the SRt.A ay8tem dIsc. 
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Note 

As a backup runs, it not only creates a log file on the SRM system 
disc, but also displays log file entries on the server's scrolling screen. 
A backup's log file tracks the backup's progress and records detailed 
error messages. To print the log file entries as they appear and before 
they scroll off the screen, you can turn on the "Print All" keyboard 
function. 

Do so now BEFORE you start the backup by pressing I Print 1 (I Shift ~ 
I Enter I) or I PRT ALL I. 

The server displays: 

Printall ON 

The default printer (the printer with the lowest bus address or serial 
printer at the lowest select code if there is no HP-IB printer) will print 
everything that the server displays on its scrolling screen. Note that log 
file messages may get intermixed with spooled data or spooler messages 
if the printer is shared by workstation users. 

Leave "Print All" ON until the backup finishes. To turn off "Print 
All," again press the same key(s) shown above. 

Follow these steps to manually start a backup: 

1. At the server's Enter command: prompt, type: 

BACKUP EXECUTE: "backup_file_name<backup_file_password>" 1 Return 1 or I ENTER 1 

where is 

backup_file_ name the name of a backup file you created with a BACKUP DEFINE 
command. The backup file you name specifies the scope of the 
backup you want to perform. 

backup_file_password the password you had the option to assign when you created the 
backup file. If you assigned a password to the backup file, you 
MUST specify it here. 

Example Entries: 

Result: 

BACKUP EXECUTE "Static_Files<Securi ty>" ~ or I ENTER 1 

BACKUP EXECUTE "Public_Files" 1 Return 1 or I ENTER 1 

The server displays the contents of the backup file and prompts: 

Password of volume to be backed up: 
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2. Type: 

volume_password I Return 1 or []f'!ftB] 

where volume_password is the password you had the option to assign when you initialized 
the source volume for the backup. (See the example below.) 

If you did not assign a password to the source volume for the baekup, then press I Return 1 

or I ENTER I. 

Note 

Backups do not copy volume passwords. 

Since the volume password does not appear on the scrolling screen part 
of the server's display, the "Print All" keyboard function (if ON) does 
not print the volume password. 

Example Entry: 

Result: 

OnlyIKnowThis I Return lor I ENTER 1 
The server prompts: 

(B)ase, (I)ncremental, (C)opy, or (Q)uit? 

3. If in the previous step you entered a volume password, press 

I CTRL ~[]5illJ-[ill or I CTRL H SHIFT H RECALL I. 

Result: 
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This clears the server's recall buffer so that no one can redisplay 
the volunle password you entered with the "Recall" keyboard func­
tion. 



4. Type the initial letter of the type of backup you want this to be, and then press I Return \ 

or I ENTER \. 

Note 

The scope of the backup you want to perform may be the same for dif­
ferent types of backups. (That is, you can specify the same backup file 
narne in different BACKUP EXECUTE commands and vary the type 
of backup with each instance of the command.) The only exception to 
this is that the backup file for base backup must always define a full 
backup. 

Example Entry: 

Result: 

If you wanted an incremental backup, you would press [IJ and 
then I Return i or I ENTER \. 

The server momentarily displays the message: 

Backup "backup_fiLe_ name " running 

where backup_fiLe_name is the name you specified when you gave 
the BACKUP EXECUTE command. 

As the backup runs, the server displays one or more other messages, depending on the status of 
the backup. Refer to this chapter's sections called "While a Backup Is in Progress" and "After 
a Backup Has Conlpleted" for information about possible status messages. 
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Scheduling a Backup to Start Automatically 
If you have on-line backup, you can have the SRM system start a backup automatically on a 
regular schedule with the BACKUP SCHEDULE command. You can schedule different types 
of backups to start at different times for the same disc. If a backup is already running when 
another one is scheduled to start, the SRM system waits until 10 minutes after the first backup 
is finished before starting the next one. 

The BACKUP SCHEDULE conlmand requires you to specify: 

• the name of an existing backup file that defines the scope of the backup, 

• the volume password of the disc to be backed up, 

• the type of the backup (base, incremental, or copy), 

• the days of the week on which to start the backup, 

• the time to start the backup on every day of the week you select, and 

• how long to wait (in weeks) before repeating each day of the week's backup. 

The following diagram gives a schematic overview of how the BACKUP SCHEDULE command 
works: 

BACKUP SCHEDULE 

• how 

• when 

t 

Backup FIle 

• what 

• from/to 

whe,.. 

[Backup runs late,. automatically.] 

log FIle 

• tracing 

• errore 
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Backup automatically creat.. this file 

in the /BACKUP _RESTORE/BACKUP _LOGS 

directory on the SRM ayatem disc. 



Follow these steps to schedule a backup to start automatically at a time, date, and frequency 
you set: 

1. At the server's Enter command: prompt, type: 

BACKUP SCHEDULE" backup_file_name<backup_file_password>" I Return 1 or I ENTER 1 

where is 

backup_/z"le_ name the name of a backup file you created with a BACKUP DEFINE 
command. The backup file you name specifies the scope of the 
backup you want to perform. 

backup_file_password the password you had the option to assign when you created it. 

Example Entries: 

Result: 

2. Type: 

If you assigned a password to the backup file, you must specify it 
here. 

BACKUP SCHEDULE "Static_Files<Security>" ~ or I ENTER 1 

BACKUP SCHEDULE "Public_Files" I Return lor I ENTER 1 

The server displays the contents of the backup file and prompts: 

Password of volume to be backed up: 

volume_password I Return 1 or I ENTER 1 

where volume_password is the password you had the option to assign when you initialized 
the source volume for the backup. (See the example below.) 

If you did not assign a password to the source volume for the backup, then press I Return 1 

or I ENTER I. 

Note 

Backups do not copy volume passwords. 

Example Entry: 

Result: 

OnlyIKnowThis I Return lor I ENTER 1 

The server prompts: 

(S)chedule. (U)nschedule. or (Q)uit? 

3. If in the previous step you entered a volume password, press 

I CTRL H Shift Hm or I CTRL H SHIFT H RECALL I. 

Result: This clears the server's recall buffer so that no one can redisplay 
the volume password you entered with the "Recall" keyboard func­
tion. 
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4. Press [[] and then I Return 1 or I ENTER I. 

Result: This tells the server that you want schedule a backup to run au­
tomatically. The server prompts: 

(B)ase, (I)ncremental, (C)opy, or (Q)uit? 

5. Type the initial letter of the type of backup you want this to be, and then press I Return 1 

or I ENTER I. 

Note 

The scope of the backup you want to schedule may be the same for 
different types of backups. (That is, you can specify the same backup 
file name in different BACKUP SCHEDULE commands and vary the 
type of backup with each instance of the command.) The only excep­
tion to this is that the backup file for base backup must always define 
a full backup. 

Example Entry: 

Result: 

If you wanted an increlnental backup, you would press OJ and 
then I Return 1 or I ENTER I. 
The server prompts: 

Day(s) of week to back up on (8 M T W H FA): 

6. Enter the day(s) of the week on which you want the backup to start. (See the following 
example.) 

Note 

H stands for Thursday, and A stands for Saturday. You can enter up 
to seven different days. If you enter more than one day, do not use 
punctuation marks to separate the days. The order of the days does 
not matter. 

Example Entry: 

Result: 
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If you wanted the backup to start autonlatically on Mondays, 
Tuesdays, Wednesdays, Thursdays, Fridays and Saturdays, you 
would type: 

M T W H F A I Return 1 or I ENTER 1 

The server prompts: 

Back up on these days every how many weeks? 



7. Type the number of weeks for the system to wait before it repeats each day of the week's 
backup. Then press I Return] or I ENTER I. 

Note 

You can specify a nurnber of weeks from 1 to 52. A value of 1 tells the 
system to start the backup every week on the day(s) you specified in 
the previous step. A value of 2 tells the system to start the backup 
every ot her week on the day (s) you specified in the previous step, and 
so OIL 

If you want a backup to run automatically ONLY ONCE at a later 
time and/or date, you must schedule a (fake) repetition interval for 
the backup for now, and then unschedule the backup after it runs the 
first time. For instructions on how to un schedule a backup, refer to 
this chapter's section on "Changing a Backup's Automatic Startup 
Schedule." 

Result: The server prompts: 

Time to start backup (HH:MM [AMIPM]): 

8. Type the tinH~ at which you want the system to always start the backup. Then press 
I Return lor I ENTER). (See the following example.) 

Note 

If you want a backup to start at different times on different days of 
the week, you must schedule a separate instance of the backup for 
each different day and time (using multiple BACKUP SCHEDULE 
commands with the same backup file name). 

Example Entry: 

Result: 

4 : 00 AM I Return 1 or I ENTER 1 

The server displays all of the information you specified to schedule 
the backup and shows the time and date on which the system will 
start the first backup. 
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Note 

The system starts the first backup on whichever scheduled day of the 
week occurs next and assumes that "weeks" start on Sunday and end 
on Saturday. After the first "week" (which may be an incomplete 
week), the system waits the specified number of weeks before starting 
the next backup on the first scheduled day of the week. 

For example, if today is Tuesday, and you schedule a backup to start on 
Mondays, Wednesdays, and Fridays every other week, the first backup 
will start on Wednesday (tomorrow), the second on Friday, and the 
third A WEEK AFTER the following Monday. 

Once you have scheduled one or more backups, check daily or periodically when each scheduled 
backup is set to start next automatically. To view scheduled backup information, see this 
chapter's section on "Viewing Scheduled Backup Information." 

Before each backup is set to start, remember to: 

• set up the appropriate Inass storage devices for the backup as described in this chapter's 
section on "Preparing for a Backup's Execution," and 

• enable "Print All" mode by pressing I Print 1 (I Shift H Enter I) or I PRT ALL I. 

The server displays: 

Printall ON 

The default printer (the printer with the lowest bus address or serial printer at the lowest 
select code if there is no HP-IB printer) will print everything that the server displays on 
its scrolling screen. 

As a backup runs, it not only creates a log file on the SRM systeln disc, but also displays 
log file entries on the server's scrolling screen. A backup's log file tracks the backup's 
progress and records detailed error messages. 

Enabling "Print All" mode prints the log file entries as they appear and before they scroll 
off the screen. Note that log file messages may get intermixed with spooled data or spooler 
messages if the printer is shared by workstation users. 

Leave "Print All" mode ON until the backup finishes. To turn off "Print All" mode, press 
the same key (s) shown above. 
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While a Backup Is in Progress 
This section explains what you can and cannot do while a backup is in progress. It also explains 
how to stop a backup that is running and how to continue a paused backup that has filled up 
every destination medium and needs more. 

Using the SRM System 
Using a Server 
While a backup is running, you may give any server command except for the following ones: 

• UNIT DELETE 

to delete the SRM systenl disc or a mass storage device that the backup is copying files 
to or frout. 

• RESET 

to reset the server's disc interface. 

• VOLUME DO\lVN 

to inactivate the SRM system disc or a disc that the backup is copying files from. 

• BACKUP EXECUTE 

to start another backup while one is currently running. 

• RESTORE EXECUTE 

to start a restore while a backup is currently running. 

• SYSTEM DOWN 

Also, do not turn off the server or any Inass storage device being used during the backup. Do 
not unload or remove any backup medium from its drive, unless the backup has paused for you 
to do so. 

Using a Workstation 
Workstations may use the SRlVI system while a backup is running. However, workstation users 
should be aware of the following: 

• The backup degrades the SRM system's performance. 

• The backup can not copy files that workstations have exclusively open at the time of the 
backup. 

• The backup Inay interfere with applications that try to use files the backup has opened. 
For eXalnple, an application may try to exclusively open a file that the backup already 
has open. 

• Workstation users may create or modify directories and/or files in disc areas that the 
backup has already "covered." Therefore, the backup does not copy the latest version of 
these directories and/or files. 

For these reasons, you should perform backups when system usage is lowest. 
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Checking a Backup's Status 
Status Messages 
While a backup runs, it displays status messages at the bottom of the server's screen. You can 
look up the meaning of a status lnessage in this guide's appendix on "SRM Server Messages." 

Log File 
Each backup creates its own log file in the /BACKUP _RESTORE/BACKUP _LOGS directory. 
The log file tracks a backup's progress and records detailed error messages. While a backup 
is running, it displays its log file entries on the server's scrolling screen. Note that other SRM 
server messages may be interspersed with the log file messages on the screen. 

For more information on backup log files, turn to this chapter's section called "After a Backup 
Has Completed." 

Stopping a Backup in Progress 
To abort, or stop, a backup that is running, type at the server's Enter command: prOlnpt: 

BACKUP ABORT I Return I or I ENTER I 

Result: The backup does not stop immediately, but stops as soon as it 
can leave its current destination medium in a consistent, readable 
state. If a backup is copying a file that does not fit onto the 
remaining part of the current destination medium, the backup 
copies only the first part of the file. (The backup does not require 
you to insert another medium before it aborts.) 

Note 

If you abort a backup that is set to start autonlatically on a regular 
schedule, the backup will start again at the next scheduled time. You 
can prevent the backup from starting again by unscheduling it. See 
this chapter's section on "Changing a Backup's Automatic Startup 
Schedule." 
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Continuing a Paused Backup 
There are two reasons a backup may be paused: 

1. The backup is paused because it needs to write to a drive which does not contain a 
medium. This rnessage is displayed: 

Backup needs medium in <device address> 

Obtain the device's address by using the UNITS command or from your system configu­
ration worksheets (supplied in the 8RM Hardware Installation Manual.) Then insert the 
proper nledium into the drive and continue the backup as described below. 

2. The backup is paused because it has completed one pass of writing to the drives selected 
for the backup. To avoid overwriting nledia, the backup pauses before again writing to 
the first drive and the following status messge is displayed: 

<backup n.ame> needs media in ALL devices 

If you are backing up to one device, this message means "insert the next medium." If you 
are backing up to multiple devices, make sure that each drive used by the backup has a 
new medium. After supplying new media, continue the backup as described below. 

To resume a paused backup after you have inserted one or more new media into the backup's 
destination drive( S)l type at the server's Enter command: prompt: 

BACKUP CONTINUE I Retur~ or I ENTE]] 

Result: The server displays: 

Ba.ckup continue requested 

and resumes the backup where it left off. 

If a Scheduled Backup Overlaps with One in Progress 
If your SRM systeln has on-line backup and restore, and a backup is set to start automatically at 
a timle when a b;:~kup or restore is already in progress, the scheduled backup starts 10 minutes 
AFTER the backup or restore in progress finishes. 
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After a Backup Has Completed 

Note 

Each tape is unloaded when a backup finishes copying to it. Tapes 
left in a tape drive after a backup can not be overwritten by the next 
backup that copies to the same drive. Since a backup cannot automat­
ically eject micro flexible discs, be sure to remove them when a backup 
has finished copying to them. 

If You Performed the Backup with the Backup/Restore Utility 
If you used the SRM Backup/Restore Utility to perform the backup, you need to bring down 
the Backup/Restore Utility system and bring up the SRM Operating System. This allows 
workstations to again access SRM system resources. For detailed directions, see this guide's 
chapter on "Restarting and Stopping the Server." 

Check the Log File for Backup Errors 
Each backup creates its own log file in the /BACKUP _RESTORE/BACKUP _LOGS directory 
on the SRM system disc. The name of a backup's log file consists of the prefix BKP followed 
by the date and time (in numerical form) that the backup started. The time is in 24-hour clock 
notation. The system-assigned format of a backup log file name is: 

BKPMMDDYYhhmmss 

m~m~ I 
minute -----.... 
second------...... 

An example backup log file name for a backup started on August 18th, 1986 at 9:23:43 p.m. 
(21:23:43 in 24-hour clock notation) is: 

BKP081886212343 

The last backup or restore's log file is also listed in the /BACKUP _RESTORE/TEMP _FILES 
directory as CURRENT _LOG FILE for easy access. 

Viewing a Log File 
Log file entries for a backup in progress appear on the server's scrolling screen. 

You can also display the contents of a log file at a workstation in the same way as you would 
display the contents of any other ASCII-type file on the SRM system disc. 
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Printing a Log File 
Since log file entries for a backup in progress appear on the server's scrolling screen, you can 
print them by turning on the "Print All" keyboard function at the server. The "Print All" 
keyboard function prints everything that appears on the server's scrolling screen. 

You can also print a log file from a workstation in the same way as you would print any other 
ASCII-type file on an SRM system printer. To do so, copy the log file to an SRM system 
printer's spooler directory. 

Deleting a Log File 
You must delete a log file from a workstation in the same way as you would delete any other 
ASCII-type file from the SRM system disc. You can NOT delete a log file at the server. 

Log files can accurnulate and take up disc space, so periodically delete log files that you do not 
need to refer to. 

Label Backup Media and Store Them in a Safe Place 
Label backup media according to the media management scheme you have designed to: 

• show what the lmedia contain, 

• keep track of media age and wear, and 

• determine when you can reuse or "recycle" the media as part of a media retention and 
reuse plan. 

For future reference, make the following printouts and keep them with the media from each 
backup: 

• a listing of the contents of the media (optional; this may be extremely long). Use the 
RESTORE cornmand to produce this. For details on the RESTORE command, see this 
guide's chapter on "Restoring from Backups." 

• a listing of the backup's log file. 

After you have labeled the media, store them in a safe place for data security. 
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Viewing and/or Changing the Current Backup Setup 
This section tells how to view and/or change all aspects of the backup(s) that you have set up 
for your SR11 system, including: 

• viewing the values that define the scope of a backup, 

• viewing scheduled backup infonnation, 

• changing the contents of a backup file, 

• renaming a backup file, 

• deleting a backup file, and 

• changing a backup's autOInatic startup schedule. 

Viewing the Values That Define the Scope of a Backup 
The contents of a backup file tell you the scope of a backup, including: 

• the disc that contains what the backup is to copy, 

• what (which directories and files) the backup is to copy, 

• the drive( s) to which the backup is to copy, and 

• whether or not the backup is to automatically verify each media after copying to it. 

To display the values that define the scope of a backup from the server, follow these steps: 

1. If your SRM system does NOT have on-line backup and restore, boot (start) the 
SRM Backup/Restore Utility as described in this chapter's section on "Starting the 
Backup/Restore Utility." 

2. At the server's Enter command: prompt, type: 

BACKUP DEFINE "backup_file_narne<backup_file_password>" I Return I or I ENTER I 

where is 

backup_FLe_ name the name of the backup file whose contents you want to view. 

backup_fiLe_password the password you had the option to assign when you created the 
backup file. If you assigned a password to the backup file, you must 
specify it here. 
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Example Entry: 

Result: 

BACKUP DEFINE "Static_Files<Security>" I Return 1 or I ENTER 1 

The server displays the contents of the backup file in a format 
similar to the following: 

Backup Define started 

Contents of backup file "Static Files 
Volume to back up: PRIMARY 
Paths to back up: 
/BACKUP_RESTORE 
/SYSTEMS 
/WORKSTATIONS 
Backup destination devices: 
8,5,0 
Media check: Verify 

File exists. Modify it (y/n)? 
Y 

EXalnple Display of Backup File Contents 

" . 

3. Press [[] and then I Returru or I ENTER I. 

Result: The server ends the BACKUP DEFINE command and redisplays 
its Enter command prompt. 
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Viewing Scheduled Backup Information 

Note 

This section applies to SRM systems with on-line backup only. 

You can view the following infornlation for every scheduled backup: 

• the name of the backup file that defines the scope of the backup, 

• the backup's type (base, incremental, or copy), 

• the day(s) of the week on which the backup is set to start automatically, 

• the number of weeks that the system is set to wait before it repeats each day of the week's 
backup, 

• the time that the system is scheduled to start the backup every time, and 

• the date of the next occurrence of the backup. 

To display scheduled backup information from the server, type the following at the server's 
Enter command: prompt: 

BACKUP SCHEDULE I Return I or I ENTER I 

Result: The server displays information in a format similar to the follow­
ing: 

________________ Scheduled Backups ________________ _ 

Backup File Type Days Int Time Next Exe 
---------------- ---- ------- -------- --------
Dynamic_Files Base S 1 4:00 AM 8/17/86 
Dynamic_Files Incr MTWHF 1 4:00 AM 8/18/86 
Static_Files Copy A 12 4:00 AM 11/08/86 

Example BACKUP SCHEDULE Command Display 
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Changing the Contents of a Backup File 
You can change any of the values that define the scope of a backup, including: 

• the disc that contains what the backup is to copy, 

• what (which directories and files) the backup is to copy, 

• the drive(s) to which the backup is to copy, and 

• whether or not the backup is to automatically verify each media after copying to it. 

All of these values are saved in the backup's backup file. To change any of the values that define 
the scope of a backup, follow these steps: 

1. If your SRM system does NOT have on-line backup and restore, boot (start) the 
SRM Backup/Restore Utility as described in this chapter's section on "Starting the 
Backup/Restore Utility." 

2. At the server's Enter command: prompt, type: 

BACKUP DEFINE" backup_file_name<backup_file_password>" I Return 1 or I ENTER I 

where is 

backup_file_name the name of an existing backup file whose contents you want to 
modify. 

backup_file_password the password you had the option to assign when you created the 
backup file. If you assigned a password to the backup file, you 
MUST specify it here. 

Example Entries: 

Results: 

3. Press I Return 1 or I ENTER I. 

Result: 

BACKUP DEFINE "Static_Files<Security>" ~ or I ENTER I 

BACKUP DEFINE "Public_Files" I Return lor I ENTER 1 
The server displays the contents of the backup file and prompts: 

File exists. Modify it (yin)? 
y 

The server displays the prompt: 

Name of volume to backup: 
volume_ name 

where volume_ name is the name of the disc currently saved in the 
backu p file. 
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4. If you want to change the source disc for the backup, type over the displayed volume 
name with the new volume nanle, and then press I Return 1 or I ENTER]. 

If you do NOT want to change the source disc for the backup, press I Return lor I ENTER I. 

Result: The server prompts: 

Back up all files on volume (y/n/quit)? 

If you changed the name of the backup's source disc, server dis­
plays the new volume name also. 

5. If you want to change whether the backup copies the contents of the entire disc, type over 
the displayed response with the new response (Y or N) and then press I Return 1 or I ENTER I. 

Otherwise, to keep the displayed response, press I Return I or I ENTER I. 

Result: If you chose to back up the entire disc, the server displays the 
backup's current destination drive(s) and prompts: 

Device to add/remove (enter nothing to finish): 

If you chose NOT to back up the entire disc, the server displays 
the path( s) (if any) that specify what the backup is to record and 
prompts: 

Path to add/remove (enter nothing finish) : 

6. If, in the previous step, you chose to back up the entire disc, skip to step 10. 

Otherwise: 

If you want the backup to record an additional file or directory, type its path and then 
press I Return I or I ENTER I. 

If you want to delete or change a path that is listed so that the backup does not record the 
directory or file, type the path as it appears in the list and then press I Return I or I ENTER I. 

Note 

To change a path, you must first remove it and then add the new path. 

Result: 

5-32 Performing a Backup 

If you specified a new path, the server displays the path and again 
prompts: 

Path to add/remove (enter nothing to finish): 

If you specified a path already in the backup file's list of paths, 
the server prompts: 

Remove path from list (y/n/quit)? 
N 



7. If you specified an existing path to remove or change in the previous step, press m and 
then I Return 1 or O=NTER I. 

Otherwise, skip to step 9. 

Result: The server deletes the path you specified from the current paths 
to back up~ and again prompts: 

Path to add/remove (enter nothing to finish): 

8. If you have deleted a path you want to change, type its replacement path and press I Return 1 

or I ENTER I. 

Otherwise, skip to step 9. 

Result: The server adds the path you specified and again prompts: 

Path to add/remove (enter nothing to finish): 

9. Repeat steps 6 to 8 as many times as necessary to change what the backup is to record. 
When you are finished, press I Return 1 or I Enter 1 without typing anything else. 

Result: The server displays the backup's current destination drives and 
prompts: 

Device to add/remove (enter nothing to finish): 

10. If you want the backup to copy to an additional drive of the same type as the one(s) 
listed, type its device address and then press I Return lor I ENTER I. 

If you want to delete or change a drive so that the backup does not copy to it, type its 
device address as it appears in the list and then press I Return 1 or I ENTER I. 

Note 

To change a destination drive's device address, you must first remove 
it and then add the new device address. If you want the backup to 
copy files to a fixed disc, the disc must be the ONLY backup device. 

You can specify up to 10 destination drives for a backup. 

Result: If you specified a new device address, the server displays the device 
address and again prompts: 

Device to add/remove (enter nothing to finish): 

If you specified a device address already in the backup file's list 
of device addresses, the server prompts: 

Remove device_address from list (y/n/quit)? 
N 
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11. If you specified an existing device address to remove or change in the previous step, press 
[YJ and then I Return 1 or I ENTER I. 

Otherwise, skip to step 13. 

Result: The server deletes the device address you specified from the 
backup's current destination drive(s) and again prompts: 

Device to add/remove (enter nothing to finish): 

12. If you have deleted a device address you want to change, type its replacement device 
address and press I Return 1 or I ENTER I. 

Otherwise, skip to step 13. 

Note 

Remember that all of the backup's destination drives must be the 
same type: either all tape drives or all micro flexible disc drives. Also, 
remeInber that if you want the backup to copy files to a fixed disc, the 
disc must be the ONLY backup device. (You can restore from only one 
mass storage device, although if it supports removable media, you can 
restore from a multiple-media backup.) 

Result: The server adds the device address you specified and again 
prompts: 

Device to add/remove (enter nothing to finish): 

13. Repeat steps 10 to 12 as many times as necessary to change the destination drives for the 
backup. When you are finished, press I Return 1 or I ENTER 1 without typing anything else. 

Result: The server displays the prompt: 

Media check: (V)erify or (N)one 

14. If you want to change whether the backup verifies that it can read back what it wrote 
to each backup medium, type over the displayed response with the new response (v or N) 
and then press I Return 1 or I ENTER I. 

Otherwise, to keep the displayed response, press I Return lor I ENTER I. 

Result: 
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The server saves the backup file again with the new values you 
specified. If the backup file is already scheduled to start auto­
matically on a regular basis, the server also displays the schedule 
information for the backup. 



Performing Other Operations Regarding Backup Files 
Except for creating, displaying the contents of, and modifying a backup file, any action having 
to do with a backup file must be performed FROM A WORKSTATION. This includes: 

• renarning a backup file, 

Note 

If your SRM system has on-line backup and restore, and you rename 
a backup file that is set to start automatically on a regular schedule, 
you must reschedule the backup file under its new name. To do so, use 
the BACKUP SCHEDULE command at the server. 

• deleting a backup file, 

• changing a backup file's password, and 

• listing the nam_es of backup files in the /BACKUP _RESTORE/BACKUP _FILES direc­
tory on the SRM system disc. 

Fronl a workstation, you treat a backup file just like any other file on the SRM system disc. 

Changing a Backup's Automatic Startup Schedule 

Note 

This section applies only to SRM systems with on-line backup. 

To change when or how often a backup is scheduled to start or to change a backup's type (base, 
incremental, or copy), you must first unschedule the backup and then reschedule it. 

To prevent a scheduled backup from starting, you must unschedule it. Unscheduling a backup 
prevents the backup from ever starting automatically again, unless you reschedule the bac~up 
afterwards. 

Performing a Backup 5-35 



Unscheduling a Backup 
To remove a backup's automatic startup schedule (including the type of the backup), follow 
these steps: 

1. Insure that the SRM system disc and the backup's source disc (these may be the same) 
are on. 

2. Insure that the SRM system is UP. 

3. Insure that the SRM system disc and the backup's source disc (these may be the same) 
are active or "UP." 

4. At the server's Enter command: prompt, type: 

BACKUP SCHEDULE "backup_file_name<backup_file_password>" I Return] or I ENTER 1 

where is 

backup_file_ name the name of the existing backup file that specifies the scope of the 
backup you want to unschedule. 

backup_file_password the password you had the option to assign when you created the 
backup file. If you assigned a password to the backup file, you 
MUST specify it here. 

Example Entries: 

Result: 

5. Type: 

BACKUP SCHEDULE "Static_Files<Security>1I ~ or I ENTER 1 

BACKUP SCHEDULE "Public_Files" I Return 1 or I ENTER 1 

The server displays information on all scheduled backups, shows 
the contents of the backup file you specified, and prompts: 

Password of volume to be backed up: 

volume_pa:,sword I Return 1 or I ENTER 1 

where volume_password is the password you had the option to assign when you initialized 
the source volume for the backup. (See the example below.) 

If you did not assign a password to the source volume for the backup, then press I Return 1 

or I ENTER I. 

Example Entry: 

Result: 

OnlyIKnowThis I Return lor I ENTER 1 
The server prompts: 

(S)chedule, (U)nschedule, or (Q)uit? 

6. If in the previous step you entered a volume password, press [CTRL H Shift HE:J or I CTRL ~ 

I SHIFT H RECALL I. 

Result: 
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This clears the server's recall buffer so that no one can redisplay 
the volume password you entered with the "Recall" keyboard func­
tion. 



7. Press DO and then I Return] or I ENTER I to unschedule a backup. 

Result: The server redisplays the name of the backup file, and asks if you 
want to reI110Ve the scheduling information for the first backup 
w hose scope is defined by that backup file. 

An example display is: 

File to be unscheduled is "Dynamic_Files " 
Remove Incr SMTWH 1 4:00 AM 8/21/86 (y/n)? 

8. If the displayed scheduling information is for the backup you want to unschedule, press 
OJ and then @turn ] or I ENTER ]. 

Otherwise, press [[] and then I Return] or I ENTER ]. 

Result: If you unschedule the backup by responding OJ (yes), the server 
displays a Inessage confirming that the backup has been removed 
and redisplays the Enter command: prompt. 

If there is at least another scheduled backup listed with the 
saIne backup file, the server asks if you want to remove the next 
backup's scheduling information. 

Otherwise, the server redisplays the Enter command: prompt, leav­
ing the schedule for all backups unchanged. 

9. If necessary, repeat step 8 until you have removed the scheduling information for the 
backup(s) you want to un schedule. 

If you are changing a backup's scheduling information, and you have unscheduled the backup, 
reschedule the backup as desired according to the instructions in this chapter's section on 
"Scheduling a Backup to Start Automatically." 
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Restoring from Backups 6 
Overview 
To restore backed up files and directories, you must: 

• determine which backup rnedium or media contain what you want to restore, 

• specify what to restore, and 

• specify where in the directory structure you want to put what you restore. 

This chapter describes restore features, capabilities, and limitations, and explains how to per­
fornl a restore, what you can and can not do while a restore is in progress, and what to do after 
a restore finishes. 

Restore Features, Capabilities, and Limitations 
This section discusses the restore feature's behavior, which you should be familiar with before 
you use the RESTO RE command. 

Note 

You can restore AT MOST one backup with each instance of the RE­
STORE command. To restore multiple backups (such as a base backup 
and the nlost recent incremental backup), you must give multiple RE­
STORE commands. 
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Selective Restore 
You can choose what to restore: a file, a set of files, a directory, a set of directories, any 
combination of files and directories, or an entire backup. 

For each file you choose to restore, the restore recreates: 

• the file itself and 

• the complete path (froIll the root directory) to the file. (A restore does not recreate 
existing directories, however.) 

For each directory you choose to restore, the restore recreates: 

• the contents of the directory (including all subdirectories and files) and 

• the complete path (from the root directory) to the directory. 

Note 

A restore also recreates the protection information (any passwords and 
their associated access capabilities) for all of directories and files in­
duded in the restore. A restore does not recreate the protection infor­
Ination for existing directories, however. 

Relocation Option 
You can choose to place everything you specify to restore in another directory. The relocation 
appends the original path( s) of all restored directories and files to the relocation directory's 
path. 

Original Path to restore: 

/USERS/ JIM/PROJECT 

Relocation Path: /RESTORED 

(root) 

SYSTEMS USERS 

~ 
JIM ANN 

~ 
GENERAL t timellne 

form 

PROJECT t program 1 
graph 1 

USERS 

I 
JIM 

I 
PROJECT t program 1 

graph 1 

Example Relocation of a Restored Directory 
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What to Expect from a Restore 
Existing Directories and Files 
If a file included in the restore already exists on the disc, the restore REPLACES the existing 
file and its protection information (any passwords and their associated access capabilities) with 
those from the backup. 

If a directory included in the restore already exists on the disc, restoration does nothing to the 
existing directory and its protection information. However, if the restore adds entries (subdirec­
tories and files) to an existing directory, the restore updates the directory's last modified date 
and time to when the restore occurrs. 

If a path on the backup mediuIn and an existing path on the disc are the same, but one names 
a directory and the other names a file, the restore does nothing to the existing path on the disc. 
The restore reports an error, however. 

Duplicate Links 
A restore recreates all of the duplicate links (alternate paths) to a file ONLY IF those links are 
among what you choose to restore. That is, a restore recreates only those duplicate links that 
are among w hat you choose to restore. The restore copies the file itself even if you restore only 
one path to the file. 

Note 

To restore from a sequence of backup tapes in an HP 35401 Au­
toehanger Tape Drive without human intervention (allowing the au­
tochanger to sequence through the tapes), you must do the following 
two things: 

• If the restore includes any files with duplicate links to them, you 
must restore all of the duplicate links to everyone of those files . 

• You lllUst load the backup tapes into the drive's magazine in the 
correct order (the order produced by the backup). 

Otherwise, you may have to manually change the order of the tapes in 
the drive several times. 

If the restore includes any duplicate links that already exist to a file on the disc, the restore 
resets those links to a copy of the file from the backup medium. If you restore all existing 
duplicate links to a file on the disc, the restore resets all of the links to a copy of the file from 
the backup lnedium. 
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If, however, you restore only some of the existing duplicate links to a file on the disc, the restore 
resets the restored links to a copy of the file from the backup medium, while those links you 
did not restore remain set to the existing file on the disc. This can also happen if the existing 
file on the disc had other duplicate links created to it after the backup you are restoring from 
occurred. 

Paths to restore: 

/USERS/ANN/state 

/USERS/MIKE/reaulte 

/ (root) 

I 
USERS 

I 

JIM SUE ANN 

L data L I}:86 L state 

tuU.tlng RIel 

/ (root) 

I 
USERS 

I 

MIKE JIM ANN 

L results L data L stats 

exltltlng HI. 

Example of Restoring Only Some Duplicate Links to a File 

Treatment of Backup Media 
Media Sequencing 

MIKE 

L results 

A backup may be recorded on nlOre than one medium. If this is the case, you must be careful 
to restore the media in the SAME ORDER in which the backup copied to them. Each backup 
medium has a sequence number that you can view with the RESTORE command. 

One Source Drive Only 
You must restore from only one drive. This means that if you need to restore a backup from 
more than one medium, you must change each medium when the restore is ready to copy from 
another one. 

When you need restore a backup from more than one tape, an HP 35401 Autochanger Tape Drive 
can automatically sequence through the backup tapes IF YOU LOAD THE TAPES INTO THE 
MAGAZINE IN THE CORRECT ORDER. 

Backup Media Identification 
To identify what is on a backup nlediuln, you can list its contents with the RESTORE command. 
This can help you determine whether the backup medium contains what you want to restore. 
It can also help you determine the conlplete path to a file or directory you want to restore. The 
RESTORE comnland also allows you to view information about the backup that copied to the 
medium. 
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Restoring a Disc's Entire File System 
You can restore a disc's entire file system to the state it was in during the last incremental 
backup as follows: 

1. If you are restoring the SRM system disc, use the SRM Installation Utility to reinitialize 
the corrupt system disc and to then reinstall the the SRM Operating System onto the 
disc. 

Otherwise, reinitialize the corrupt disc with the INITIALIZE command. 

Note 

The INITIALIZE command recreates the disc's root directory and sets 
its creation and last modified dates to the initialization time. 

If you assign a password to the root directory with the INITIALIZE 
command, a restore will NOT overwrite the root password. 

2. Use the RESTORE command to restore everything from the last base (full) backup. 
Detailed directions for using the RESTORE command are in the rest of this chapter. 

3. Use the RESTORE command to restore everything from the last incremental backup. 
Detailed directions for using the RESTORE command are in the rest of this chapter. 
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If a Restore Includes the SYSTEMS Directory 
Upon bootup, workstations automatically load the first bootable system file in the SRM system 
disc's /SYSTEMS directory. If you have more than one boot able system file in the /SYSTEMS 
directory, note the following: 

A restore operation may restore files in a different order than before. Restoring the contents of 
the /SYSTEMS directory can change the order of bootable system files, and therefore change 
the first system file that workstations boot automatically. 

The following procedure tells how to keep the first bootable system file before the other bootable 
system files in the /SYSTEMS directory. You may want to use this procedure if you plan to 
restore the SRM system disc's entire file system or if you plan to restore some or all of the 
contents of the /SYSTEMS directory. 

1. From a workstation, list the contents of the /SYSTEMS directory and do the following: 

a. Note the names of all boot able system files. (These are files whose names begin 
with SYS and whose type is Systm.) 

b. Also note the nallle of the FIRST boot able systelll file. (This file usually follows 
the CONFIG_SRM file and may be, for example, the BASIC Loader Utility system 
boot file, SYSTEM_LD.) 

2. Perform the restore that you planned and that includes the /SYSTEMS directory. 

3. After you have finished with the restore, go to a workstation and do the following: 

a. Create a temporary directory (such as /TEMP) on the SRM system disc. 

b. Copy every boot able system file from the /SYSTEMS directory into the temporary 
directory. 

c. Delete every bootable system file you copied from the /SYSTEMS directory. 

d. Copy the bootable system file that belongs first in the /SYSTEMS directory from 
the temporary directory back into the /SYSTEMS directory. 

e. Copy the remaining boot able system files frolll the temporary directory back into 
the /SYSTEMS directory. 

f. Delete every file fr01ll the temporary directory and then delete the temporary di­
rectory itself. 
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Performing a Restore 

Note 

You may want to write-protect each medium you intend to restore files 
frorD to avoid accidentally overwriting the medium. (For instructions 
refer to the operator's manual for a compatible type of drive.) 

The SRM Operating System with on-line backup and restore and the SRM Backup Utility 
provide a RESTORE EXECUTE command. This command guides you through restoring an 
entire backup or only each directory and/or file you select. With the RESTORE EXECUTE 
conlmand, you can: 

• obtain a listing of what is on one or more backup media to identify the medium or media 
that contain what you want to restore, 

• choose what to restore, and 

• choose whether you want to put what you are restoring in the same place as before or 
relocate it to a different place in the directory structure. 

Each restore autornatically creates its own log file in the 

/BACKUP _RESTORE/RESTORE_LOGS 

directory. 

To restore all or part of a backup, follow these steps at the server: 

1. If your SRM system does NOT have on-line backup and restore, boot (start) the 
SRM Backup/Restore Utility as described in this chapter's section on "Starting the 
Backup/Restore Utility." 

2. If you are restoring from removable media, insert a backup medium into the appropriate 
type of drive and wait for the drive's BUSY light to go out. 

Note 

If you have an HP 35401 Autochanger Tape Drive, you can insert a 
set of backup tapes into the drive and wait until the first tape is fully 
loaded. 
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3. At the server's Enter command: prompt, type: 

RESTORE interface_selecLcode. bus_address. subuniLnumber I Return lor I ENTER 1 

where interface_selecLcode. bus_address. subuniLnumber identifies the drive containing 
the backup medium or media. 

Example Entry: 

Result: 

RESTORE 8.0. 1 I Return 1 or I ENTER 1 

The server displays general information about the backup 
recorded on the medium, as in the following example display: 

Restore from 8.0.1 

Device: 
Volume Backed Up: 
Backup Media Number: 
Backup File: 
Backup Date: 
Backup Type: 
Last Base Date: 
Backup Log File: 

8.0.1 
"PRIMARY 
1 

" 

"Static_Files " 
22 Aug 86 4:00:00 AM 
Incr 
20 Aug 86 4:00:00 AMI 
"BKP082286040000 " 

List catalog entries from backup media (y/n/quit)? 
Y 

Example Backup Medium Header Display 

4. If you want to list what is on the backup medium, press I Return lor I ENTER I. 

Otherwise, press [[] and then I Return 1 or I ENTER I. 

Result: If you chose to list what IS on the backup medium, the server 
prOlnpts: 

List catalog entries to what volume:path (blank = console) 

If you chose NOT to list what is on the backup medium, the server 
prOlnpts: 

Define restore operation (y/n)? 
Y 

1 This line appears only for incremental backups. 
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5. Choose one of the five following actions, depending on the server's prompt and what you 
want to accomplish: 

If the server's prompt is Define restore operation (yin)?, 

you can choose to: 

• NOT restore from the backup medium, by pressing []] and then I Return lor I ENTER I 

Result: The server aborts the RESTORE command and redisplays 
the Enter command: prompt. 

• restore from the backup medium by skipping to step 10. 

If the server's prompt IS: List catalog entries to what volume: path (blank = con­
sole) , 
you can choose to: 

• print a listing of the backup medium's contents, 

• view a listing of the backup medium's contents, or 

• save a listing of the backup medium's contents in a new file or append the listing 
to an existing file. 

Instructions for performing each of these three options follow: 

Printing a Listing of the Backup Medium's Contents 

Type: 

I spooler _dir _namel file_narne I Return lor I ENTER I 

Item 

spooler _dir _name 

file_name 

Example Entry: 

Result: 

Description Length 

The name of the existing spooler di- (not applicable) 
rectory for the SRM system printer 
on which you want to print the list-
ing. 

The name you want to assign to 1 to 16 characters 
the file that the server creates to 
contain the listing of the backup 
medium's contents. 

IPRINTOUTS/restore_list I Return I or I ENTER I 

Composition 

(not 
applicable) 

A-Z 
a-z 
0-9 

The server creates the file restore_list in the spooler directory 
PRINTOUTS, prints the file when the printer becomes available, 
and deletes the file after the printer finishes printing it. 
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Viewing a Listing of tIle Backup Medium's Contents 

Press I Return 1 or I ENTER I. 

Result: The server displays a listing similar to the following: 

Tree SRM Creation Last Mod Size 
(bytes) LvI Pathname Date Date 

0 
1 
2 
3 
3 
3 
2 
3 
3 
2 
2 
1 
2 

----------------

BACKUP_RESTORE 
BACKUP_FILES 
All_Files 
Dynamic_Files 
Static_Files 
BACKUP_LOGS 
BKP080486145811 
BKP080586150601 
RESTORE_LOGS 
SCHEDULE 
SYSTEMS 
CONFIG_SRM 

--------- ---------
1 Aug 86 18 Aug 86 
1 Aug 86 1 Aug 86 
1 Aug 86 5 Aug 86 
5 Aug 86 5 Aug 86 
4 Aug 86 20 Aug 86 
1 Aug 86 1 Aug 86 
1 Aug 86 21 Aug 86 
4 Aug 86 5 Aug 86 
4 Aug 86 5 Aug 86 
1 Aug 86 18 Aug 86 
1 Aug 86 20 Aug 86 
1 Aug 86 18 Aug 86 
6 Aug 86 6 Aug 86 

---} No size 
- - - indicates 
- - - a directory 
40 
48 
68 

1174 Asterisk 11V4 means file ___ is split 
142 across more 

than one 
-- medium. 
>1'26 

Example Listing of a Backup Medium's Contents 

If there is at least another screenful of infornlation, the server prompts: 

Continue listing this medium (y/n/quit)? 
Y 

Otherwise, the server pronlpts: 

Continue listing with another medium (y/n/quit)? 
N 
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Saving a Listing of the Backup Medium's Contents in a File 

Type: 

volume_ name: path I Return I or I ENTER I 

where is 

volume_ name the volume name of the SRM disc on which you want to create the file 
or that contains the file to append to. You assigned a volume name to 
each SRM disc when you initialized it. If you do NOT specify a volume 
name, the server assumes that the path is on the SRM system disc. 

directory_path a list of the directories that lead to the file you want to create or append 
to. The path must include the file name itself. Directory names in a 
path are separated by slashes (/). A single or initial slash denotes the 
disc's top (or "root'~) directory. 

If you are appending to an existing file, the file MUST be an ASCII-type 
file. 

If you are creating a new file, you can also create the directories in its 
path by specifying new directory names. 

New directory and file names can be from 1 to 16 characters long and 
may consist of the following characters: 

A---Z a-z 0--9 _. 

Note 

Once you save a listing in a new file or append a listing to an existing 
file, you can access (display, copy, edit, rename, delete, etc.) the file 
frolIl a workstation. 

Example Entry: 

Result: 

SECONDARY:/RESTORE_LISTINGS/media_catalog I Return I or I ENTER I 
The server displays: 

Listing entries to "path" 

where path is the path you specified in this step. If path identifies 
an existing file, the server appends the listing to the contents of 
the file. If path identifies a new file, the server creates the file as 
an ASCII-type file and places the listing in it. If any directories 
in the file's path do not exist, the server creates them also. 

When this is finished, the server prompts: 

Continue listing with another medium (y/n/quit)? 
N 
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6. Perform one of the following four actions, depending on the server's prompt and what 
you want to accomplish: 

If the server's prompt is: 

Continue listing this medium (y/n/quit)? 
y 

you can choose to: 

• display another screenful of information, by pressing I Return lor I ENTER I. 

Result: The server displays another screenful of information and 
prompts: 

Continue listing with another medium (y/n/quit)? 
N 

If the server has another screenful of information to display, 
the server instead prompts: 

Continue listing this medium (y/n/quit)? 
y 

• NOT display another screenful of information by pressing []J and then I Return 1 or 
I ENTER I. 

Result: 

If the server's prompt is: 

The server prompts: 

Continue listing with another medium (y/n/quit)? 
N 

Continue listing with another medium (y/n/quit)? 
N 

you can choose to: 

• list the contents of another medium, by pressing m and then I Return lor I ENTER 1 

Result: The server displays the message: 

Load medium in device_address and press return 

where device_address identifies the drive containing the 
medium whose contents you just listed. 

If the backup medium is a tape, the server automatically 
unloads the tape. 

• NOT list the contents of another medium by pressing I Return lor I ENTER 1 

Result: 
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7. If you are listing the contents of another backup tape in the magazine of an HP 35401 
Autochanger Tape Drive, wait for the drive to unload the current tape and then load the 
next. When the next tape is fully loaded, press I Return lor I ENTER I. 

If you are listing the contents of another backup medium in a single-medium drive, replace 
the current backup medium with the new one, wait for the drive's BUSY light to go out, 
and then press I Return I or I ENTER I. 

Otherwise, skip to step 9. 

Result: The server displays general information about the new backup 
medium and prompts: 

Continue listing with this medium (y/n/quit)? 
y 

8. If you want to 1ist the contents of this next medium, press I Return I or I ENTER I. 

Otherwise, press []] and then I Return I or I ENTER I. 

Result: If you chose to list the contents of this next medium, the additional 
listing goes to the same place you selected in step 5: the server's 
display or a file for printing or workstation access. 

If you chose NOT to list the contents of this other medium, the 
server prOITlpts: 

Continue listing with another medium (y/n/quit)? 
N 

9. If you have found the backup medium or media that contain what you want to restore, 
then go to the next step. 

Otherwise, repeat steps (3 to 8 until you have found the backup medium or media that 
contain what you want to restore. 
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10. In response to the server's prompt: 

Define restore operation (yin)? 
y 

press 1 Return 1 or 1 ENTER I. 

Note 

When restoring from a set of backup tapes in an HP 35401 Autochanger 
Tape Drive, be sure that the tapes are loaded into the drive's maga­
zine in the correct order (the order produced by the backup). The 
restore begins with whichever tape is currently loaded into the drive; 
the restore does NOT sequence back to the first tape automatically. 

Result: The server prompts: 

Name of volume to restore to: 
volume_ name 

Note 

As a restore runs, it not only creates a log file on the SRM system 
disc, but also displays log file entries on the server's scrolling screen. 
A restore's log file tracks the restore's progress and records detailed 
error messages. To print the log file entries as they appear and before 
they scroll off the screen, you can turn on the "Print All" keyboard 
function. 

Do so now BEFORE you start the restore by pressing [Pr}Otl (I Shift ~ 

1 Enter I) or 1 PRT ALL I. 

The server displays: 

Printall ON 

The default printer (the printer with the lowest bus address or serial 
printer at the lowest select code if there is no HP-IB printer) will print 
everything that the server displays on its scrolling screen. Leave "Print 
All" ON until the restore finishes. To turn off "Print All," again press 
the same key(s) shown above. 

11. If the displayed volume name identifies the disc you want to restore to, press 1 Return 1 or 
1 ENTER I. 
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12. If you assigned a password to the restore's destination volume when you initialized it, 
type the password, and then press I Return I or I ENTER I. 

Otherwise, press I Return I or I ENTER I. 

Result: The server prompts: 

Relocation path: 

13. If in the previous step you entered a volume password, press I CTRL H Shift HRJ or I CTRL ~ 

I SHIFT H RECALL I 

Result: This clears the server's recall buffer so that no one can redisplay 
the volume password you entered with the "Recall" keyboard func­
tion. 

14. If you want to restore everything you select to its original place in the destination disc's 
directory structure, press I Return I or I ENTER I. 

If you want to restore everything you select to a new directory on the destination disc, 
type: 

path I Return I or [}:NTER I 

Item Description/Composition Length 

path a list of those directories you must follow in 1 to 160 characters 
the hierarchical structure to reach the relo-
cation directory. A path includes the relo-
cation directory itself. Directory names in a 
path are separated by slashes U). A single or 
initial s]ash denotes the disc's top (or "root") 
directory. 

directory name The directory names in a path may contain 1 to 16 characters 
the following characters: 

A~Z 

a~z 

0~9 

Note 

A relocation path allows you to restore what you select without af­
fecting any existing directories and files on the disc. The relocation 
appends the original path (s) of all restored directories and files to the 
relocation directory's path. If any directories in the relocation path 
you specify do not already exist, the restoration creates them. 

Example Entry: 

Result: 

/RESTORED_STUFF I Return I or I ENTER I 
The server prompts: 

Restore ALL files from this backup (y/n/quit)? Y 
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If you specify a relocation path contammg an illegal character, a warning message is 
displayed and you are asked to verify that the path is correct. Illegal characters include: 
Ilull, blank ( ), comma (,), forward slash U), greater than (», less than «), and double 
quote ("). Do not use these characters if you need to access a file from a workstation that 
docs not allow these characters in paths. 

Example Entry: 

Result: 

Relocation path: BAD,PATH 

The server prompts: 

This file name may be illegal on some workstations 

Is this correct (y/n/quit)? 

15. If you want to restore the contents of the entire backup, press I Return lor I ENTER I. 

Otherwise, if you want to select what to restore from the backup, press []] and then 
I Return 1 or I ENTER I. 

Result: If you chose to restore the contents of the entire backu p, the server 
starts the restore and displays: 

All files on this backup will be restored. 

Restore running 

As the restore runs, the server displays one or more other nles­
sages, depending on the status of the restore. 

H you chose to restore only what you select, the server displays 
the message: 

Path to add/remove (enter nothing to finish): 

16. H the restore has started, turn ahead to this chapter's sections called ((While a Restore 
Is in Progress" and "After You Have Performed a Restore." 

Otherwise, type: 

path I Return 1 or I ENTER 1 

Item Description/Composition Length 

path The complete path from the root directory 1 to 160 characters 
to a directory or file you want to restore. A 
path is list of those directories you must fol-
low in the hierarchical structure to reach a 
directory or file. A path includes the direc-
tory or file itself. Directory and file names in 
a path are separated by slashes U). A sin-
gle or initial slash denotes the disc's top (or 
('root") directory. 

Result: The server displays the path you entered and again prompts: 

Path to add/remove (enter nothing to finish): 
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Note 

To rernove a path you have entered, type the path as it appears in the 
list and then press [ Return 1 or I ENTER I. 

The server displays: 

Remove path from list (y/n/quit)? 
N 

Press m and then I Return 1 or I ENTER 1 to confirm that you want to remove 
the path. 

17. Repeat the previous step until you have specified all of the paths to the directories and/or 
files you want to restore. 

Note 

The total number of characters in ALL of the paths you specify may 
be up to 1600. 

18. Press I Return] or [ ENTER 1 to finish specifying what to restore. 

Result: A list of files that will be created by the RESTORE command 
is displayed, followed by this prompt: 

Is this correct (yin)? 
y 

If you respond" yes," the workstation starts 
the restore and displays the nlessage: 

Restore running 

If you respond" no," you are given another chance to define the 
restore operation. The following prompt is displayed: 

Define restore operation (yin)? 

As the restore continues, the server displays one or more other rnessages, depending on the 
status of the restore. Now continue with this chapter's section called "While a Restore Is in 
Progress" and ';'After You Have Performed a Restore." 
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While a Restore Is in Progress 
This section explains what you can and cannot do while a restore is in progress. It also explains 
how to stop a restore that is running and how to continue a paused restore that needs to copy 
from a backup's next medium. 

Using the SRM System 
Using a Server 
While a restore is running, you may give any server command except for the following ones: 

• UNIT DELETE 

to delete the SRM system disc or a rnass storage device that the restore is copying files 
to or from. 

• RESET 

to reset the server's disc interface. 

• MOUNT or UNMOUNT 

to change the directory structure of a disc that the restore is copying files to. (This could 
affect whether files are restored correctly.) 

• VOLUME DOWN 

to inactivate the SRM system disc or a disc that the restore is copying files to. 

• BACKUP EXECUTE 

to start a backup while a restore is currently running. 

• RESTORE EXECUTE 

to start another restore while one is currently running. 

• SYSTEM DOWN 

Also, do not turn off the server or any mass storage device being used during the restore. Do 
not unload or remove any backup medium from its drive, unless the restore has paused for you 
to do so. 

Using a Workstation 
If the SRM system has on-line restore, workstations may use the SRM system while a restore 
is running. However, workstation users should be aware of the following:: 

• The restore degrades the SRM system's performance. 

• The restore can NOT overwrite files that workstation users are accessing at the time of 
the restore. 

For these reasons, you should perforrn restores when system usage is lowest. 
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Checking a Restore's Status 
Status Messages 
While a restore runs, it displays status messages at the bottom of the server's screen. You can 
look up the rneaning of a status message in this guide's appendix on "SRM Server Messages." 

Log File 
Each restore creates its own log file in the /BACKUP _RESTORE/RESTORE_LOGS directory. 
The log file tracks a restore's progress and records detailed error messages. While a restore is 
running, it displays its log file entries on the server's scrolling screen. Note that other SRM 
server messages may be interspersed with the log file messages on the screen. 

For more information on restore log files .. turn to this chapter's section called "After a Restore 
Has Completed." 

Stopping a Restore in Progress 
To abort, or stop, a restore that is running, type at the server's Enter command: prompt: 

RESTORE ABORT I Return] or I ENTER I 

Result: 

Aborting a Paused Restore 

The restore does not stop immediately, but stops as soon as it can 
leave the disc it is copying files to in a consistent, readable state. 

If you abort a paused restore that needs the next backup medium to finish copying a file that is 
split across two backup media, the last file restored may be unusable. The restore copies only 
the first part of the file and does not require you to insert another medium before it aborts. 

You should list the contents of the backup medium that was in the drive when you aborted the 
restore. If the last file listed frOIil the medium has an asterisk (*) before its size, that file is split 
across two or rnore backup media. You should delete the restored part of this file and then fully 
restore it. 

Continuing a Paused Restore 
A restore may pause because it has finished copying from one backup medium and needs you 
to replace that medium with the next Inedium from the backup. Check the restore's status 
message. The message shows the sequence number of the backup medium that the restore 
needs and shows the device address of the drive from which the restore is copying. 

To continue a paused restoration after you have replaced the current backup medium in the 
restore's source drive with the next one, type at the server's Enter command: prompt: 

RESTORE CONTINUE I Retl~ or I ENTI[] 

Result: The server displays: 

Restore continue requested 

and continues the restore where it left off. 
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After You Have Performed a Restore 

Note 

Files deleted since the last restored backup are recopied to the disc. 
You or the systeITl'S users may have to delete these again after they 
are restored. 

A restore unloads a tape when it finishes copying from it. 

If You Performed the Restore with the Backup/Restore Utility 
If you used the SRM Backup/Restore Utility to perform the restore, you need to bring down 
the Backup/Restore Utility system and bring up the SRM Operating System. This allows 
workstations to again access SRM system resources. For detailed directions, see this guide's 
chapter on "Restarting and Stopping the Server." 

Check the Log File for Restore Errors 
Each restore creates its own log file in the /BACKUP _RESTORE/RESTORE_LOGS directory 
on the SRM system disc. The name of a restore's log file consists of the prefix RST followed by 
that date and time (in numerical form) that the restore started. The time is in 24-hour clock 
notation. The system-assigned format of a restore log file name is: 

m:;~~Jrmmss 
hour~ 

minute-----........ 
second------..... 

An example restore log file nalne for a restore started on August 18th, 1986 at 9:23:43 p.m. 
(21:23:43 in 24-hour clock notation) is: 

RST081886212343 

The last restore's log file is also listed in the /BACKUP _RESTORE/TEMP _FILES directory 
as CURRENT _LOG FILE for easy access. 

Viewing a Log File 
Log file entries for a restore in progress appear on the server's scrolling screen. 

You can also display the contents of a log file at a workstation in the same way as you would 
display the contents of any other ASCII-type file on the SRM system disc. 
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Printing a Log File 
Since log file entries for a restore in progress appear on the server's scrolling screen, you can 
print them by truning on the "Print All" keyboard function at the server. The "Print All" 
keyboard function prints everything that appears on the server's scrolling screen. 

You can also print a log file from a workstation in the same way as you would print any other 
ASCII-type file on an SRM system printer. To do so, copy the log file to an SRM system 
printer's spooler directory. 

Deleting a Log File 
You must delete a log file from a workstation in the same way as you would delete any other 
ASCII-type file from the SRM system disc. You can NOT delete a log file from the server. 

Log files can accumulate and take up disc space, so periodically delete log files that you do not 
need to refer to. 
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Diagnosing and Correcting 
a Corrupt Disc 7 
Overview 
This chapter tells how to diagnose and correct a corrupt disc using: 

the SRM Operating System's 
VERIFY comrnand 

the Disc Check Utility 

the SRM Operating System's 
or Backup/Restore Utility's 
RESTORE command 

The following steps outline the procedure: 

to identify unreadable (corrupt) areas of the disc and 
make these areas inaccessible in future disc opera­
tions. 

to identify and attempt to repair problems in the 
disc's file system, and identify and attempt to recover 
lost directories and files. 

to (if necesary) restore the entire disc's file system or 
unrecoverable or corrupt directories and files. 

• Use the server's VERIFY command to find out if there are any unreadable areas (bad 
blocks) on the disc. 

• If there are lllOre than 100 bad blocks on the disc, restore the disc's entire file system 
from your latest backup(s). 

Otherwise, bring down the SRM system and run the Disc Check Utility on the server. 

• Allow the Disc Check Utility to identify any problems on the disc and identify the direc­
tories and files affected by the disc's bad blocks (if any). 

Note 

The Disc Check Utility may find that the disc's file system is too 
damaged or corrupt to be repaired. If this is the case, you must restore 
the disc's entire file system from your latest backup(s). 

Diagnosing and Correcting a Corrupt Disc 7-1 



• Run the Disc Check Utility again to repair the disc's problems (if any). 

Note 

The Disc Check Utility nlay cornpletely fill the disc's /lost_found or 
root U) directory with recovered "orphan" directories and files. If this 
happens, you must bring your SRM system back up, go to a worksta­
tion, and move the recovered directories and files to media OTHER 
THAN the disc. 

Do NOT attempt to run the Disc Check Utility again without first 
rnoving the recovered orphan directories and files off the disc to empty 
the full /lost_found or root U) directory! Otherwise, you may further 
corrupt the disc. 

• Run the Disc Check Utility a third time to verify that the disc's file system IS now 
consistent. 

Note 

If the Disc Check Utility shows that there are still problems with the 
disc, you should repeat the previous two steps at least once more. If 
the disc's file system is not completely repaired after that, it is likely 
that you must restore the disc's entire file system from your latest 
backup(s). 

• Bring up the SRM system again. 

• Use a workstation to check the /lost_found or root directory for orphan directories and 
files recovered by the Disc Check Utility. 

• If the Disc Check Utility found any overlapping files (files that occupy the same areas of 
the disc), copy them to new files and delete the existing ones. (The new copies of the files 
are probably corrupt, but you may be able to recover some of their data.) 

• Purge any directories and files that the Disc Check Utility identified as affected by bad 
blocks. 

• Restore the directories and files affected by bad blocks from your latest backup(s). 
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Checking a Disc for Unreadable Areas 
The SRM Operating System's VERIFY command can identify unreadable areas on an SRM disc 
volume or any rnass storage medium. Unreadable areas of the disc are called "bad blocks," and 
any data stored in those areas (or "blocks") is unrecoverable, except from backups. Extremely 
worn tapes or micro flexible discs commonly have bad blocks. 

The SRM system reports a data error whenever it encounters a bad block on a medium. If this 
happens for an SRl\f disc volunle, use the VERIFY command to find out which blocks are bad 
and then "spare" the1TI. Sparing bad blocks makes them inaccessible in future disc operations. 
This prevents the system from writing any more data to the unreadable areas of the disc. 

Once the VERIFY command tells you which blocks are bad, the Disc Check Utility can tell 
you which directories and files were affected by the bad blocks. You must then recover these 
directories and files from your latest backup(s). 

Follow these steps to check a disc for bad blocks and spare any that are found: 

1. Insure that no workstation users need to access the disc while you are verifying it. 

2. At the server:s Enter command: prompt, type: 

VOLUME DOWN £nterface_selecCcode J bus_address J subuniCnumber I Return lor I ENTER 1 

Result: The server shuts down workstation access to the disc and displays: 

Volume interface_selecCcode J bus_address J subuniCnumber is down 

3. Press I Print 1 ([]E1[)-1 Enter I) or I PRT ALL I. 

Result: The server displays: 

Printall ON 

With the "Print All" keyboard function ON, the server sends ev­
erything that appears on its scrolling screen to the default printer 
(the printer with the lowest bus address or serial printer at the 
lowest select code if there is no HP-IB printer). This gives you a 
printed listing of any bad block numbers the VERIFY command 
finds. The Disc Check Utility needs these numbers to tell you 
which directories and files are affected by the bad blocks. 

Note that if workstation users are sending files to the default 
printer, these files or spooler messages may get intermixed with 
the printout of VERIFY command messages. 

Note 

Verifying a disc can take from a few minutes to a few hours, depending 
on the size of the disc. 
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4. At the server's Enter Command: prompt, type: 

VERIFY interface_selecLcode. bus_address. subuniLnumber 1 Return lor 1 ENTER 1 

Result: The server displays: 

Verifying interface_selecLcode. bus_address. subuniLnumber 

Verifying ... 

If the VERIFY command finds no bad blocks, it displays 

Verification complete 

when it finishes. 

If the VERIFY command finds a bad block, it displays: 

Bad data found at block block_number 
Continue verification (YIN)? 
N 

5. If the VERIFY command did NOT find any bad blocks on the disc, skip to the next 
section on "Checking and Repairing a Disc's File System." 

If the VERIFY comlnand found a bad block, press [YJ and then 1 Return 1 or 1 ENTER I. 

Result: The server prompts: 

Spare bad blocks (YIN)? 
N 

6. Press [YJ and then 1 Return 1 or 1 ENTER I. 

Result: The server spares bad blocks as it finds them. When finished, the 
server displays: 

Verification complete 

7. Press 1 Print 1 (I Shift H Enter I) or 1 PRT ALL I. 

Result: This turns off the "Print All" keyboard function, and the server 
displays: 

Printall OFF 

You now have a printed listing of the bad block numbers on the 
dise. You will need to enter these numbers while running the Disc 
Check Utility to determine which directories and files are affected 
by the bad blocks. 

8. If the VERIFY command found 100 or more bad blocks, then restore the disc's entire file 
system as explained under "Restoring a Disc's Entire File System" in this guide's chapter 
on "Restoring from Backups." 

Otherwise, use the Disc Check Utility to find out which directories and files are affected 
by the bad blocks, as explained in the next section on "Checking and Repairing a Disc's 
File SysteIll." 
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Checking and Repairing a Disc's File System 
The SRM Disc Check Utility is a utility you can run on the server (in place of the SRM Operating 
System) to check and repair an SRM disc volume's file system. 

The Disc Check Utility can also: 

• tell you which directories and files are affected by bad blocks on the disc, 

• find files that claim the same area of the disc (find overlapping files), and 

• recover directories and files whose location in the directory structure is lost. 

Note 

The Disc Check Utility can only check and repair the structure of a 
disc's file system. It can NOT check the validity of a file's contents or 
recover a file's contents if the contents are corrupt or lost. Therefore, 
the Disc Check Utility is NOT a substitute for regular backups of the 
file systern. 

You can run the Disc Check Utility in two ways: as a diagnostic tool to identify and report 
problems with the dise's file system and as a corrective tool to actively repair problems with 
the disc's file system. 

Starting the Disc Check Utility 
Follow these steps to start the Disc Check Utility on the server: 

1. Stop the server (bring down the SRM Operating System) as described in this manual's 
chapter on "Restarting and Stopping the Server." Do NOT turn off the server or any of 
its peripherals. 

2. Insert the SRM Systems fj Utilities tape or the SRM Disc Check Utility micro flexible 
disc into the appropriate type of drive and wait for the drive's BUSY light to go out. 

3. If the server is a 9826 with a Boot ROM version prior to 3.0, insert the SRM Boot Utility 
for 9826A flexible disc into the server's internal disc drive. 

Otherwise, skip to step 6. 

Note 

Be sure that the disc is labeled for use with SRM Rev. 3.0 98619A. 
This disc allows the server to boot a system from both Structured Disc 
Forrnat (SDF) media and Logical Interchange Format (LIF) media. 
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4. At the server's Enter command: prompt, type: 

SYSTEM UP I Return I or I ENTER I 

and wait until the server displays a numbered list of systems available for you to boot. 

Result: 

5. Skip to step 7. 

This reboots the server. After displaying a series of bootup mes­
sages, the server loads the Boot Utility from the internal disc 
drive. The Boot Utility then searches for systems to boot and 
displays a listing similar to the following: 

SRM X.X System Boot Utility 
Copyright 19YY Hewlett-Packard 

98625A interface found at select code 14 
98624A interface found at select code 7 

1. 7946 at 14,0,0 
Bootfile PRIMARY :SYSTEM_SRM 

2. Removable at 14,0,1 
Bootfile SRM3_0:SYSTEM_INS 

3. Removable at 14,0,1 
Bootfile SRM3_0:SYSTEM_BKP 

4, Removable at 14,0,1 
BC)itt~~~aM~wQ~$I$.LQ~ 

Number of boot system (30 sec to enter): 
1 
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6. At the server's Enter command: prompt, type: 

SYSTEM UP I Return] or [ENTER] 

and press the space bar a few times while the server is displaying its boot up messages. 

Note 

Pressing the space bar interrupts automatic booting of a system and 
allows you to manually choose a system to boot. 

Result: This reboots the server. After several seconds, the server displays 
a listing of the systems available for you to boot, as in the following 
example display: 

10 PROM Not Installed 
Copyright 19YY, 
Hewlett-Packard Company. 
All rights reserved. 

BOOTROM 4.0 
MC68000 Processor 
Keyboard 
HP-IB 
100 at 0 
10127 at 4 
HP98625 at 8 
HP SRM at 21 
786272 Bytes 

: HP7941, 800, 0, 0 
lS SYSTEM_SRM 

:HP9144 TAPE, 801, 0, 0 
11 SYSTEM_INS 
lB SYSTEM_BKP 
$Q •• n$1lMwo$k 

SEARCHING FOR A SYSTEM (ENTER to Pause) 
RESET To Power-Up 

Example Server Display upon Powerup with Disc Check Utility Highlighted 
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7. If the server is a 9826A using the SRM Boot Utility, type the number to the upper left 
of the label SYSTEM_DSK and press I ENTER I. 

Otherwise, type the two-character (digit-letter) code to the left of the label SYSTEM_DSK. 

Result: ThE' server boots the Disc Check Utility. After the Disc Check 
Utility has been booted, the server's display looks similar to the 
following: 

SRM X.X Disc Check (DSCK) Utility 

Copyright Hewlett-Packard Company, 1983, 19YY. 
All rights reserved. 

Printed output can be generated on the default 
printer. (lowest HP-IB address on select code 7 
or a serial printer if there is no HP-IB printer.) 

98624A interface found at select code 7 
98625A interface found at select code 8 
Unit # 1: 7941 found on 8,0,0 

Which disc (unit #) would you like to check? 
1 

Example Initial Disc Check Utility Display 
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Checking a Disc's File System 
You may first want to run the Disc Check Utility as a diagnostic tool to identify and report 
problems with the dise's file system. This tells you the nature and extent of the problems before 
you try to correct them. If there are bad blocks on the disc, you can also get the names of the 
directories and files affected by the bad blocks. 

Follow these steps to check a disc's file system with the Disc Check Utility: 

1. Press I Print 1 (~[}I Enter J) or I PRT ALL I. 

Result: This turns on the server's "Print All" keyboard function and prints 
everything that appears on the server's scrolling screen on the de­
fault printer (the printer with the lowest bus address). This gives 
you a printout of the messages the Disc Check Utility displays, 
before they scroll off the screen. 

2. If the displayed unit number identifies the disc you want to check, press I Return lor I ENTER I. 

Otherwise, type the unit number of the disc you want to check and press I Return 1 or I ENTER I. 

Result: The server displays: 

DSCK can tElll you which files contain bad blocks 
if the VERIFY command found any. 

Are there any bad blocks (Y or N)? 
N 
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3. If you used the SRM Operating System's VERIFY command to check the disc for un­
readable areas (bad blocks), and the command found some, press [YJ and then I Return 1 or 
I ENTER I. 

Otherwise, press I Return 1 or [ENTER]. 

Result: If you told the Disc Check Utility that the disc contains bad 
blocks, the utility displays: 

You can specify a range of blocks to check. If 
there is just one bad block. enter the same value 
for the first and last block. 

Enter first bad block number: 
o 

Otherwise, the Disc Check Utility displays: 

DSCK can automatically repair the disc if problems 
are found, but you must give DSCK permission to 
write on the disc. You can run DSCK once WITHOUT 
write permission to determine the extent of any 
problems and then run it a second time WITH write 
permission when you are ready to correct the 
problems - if any are found 

Do you want DSCK to write on the disc (Y or N)? 
N 

4. If you are NOT checking the disc for bad blocks, skip to step 6. 

Otherwise, enter the number of the first bad block from your VERIFY comnland printout 
and press I Return 1 or I ENTER I. 

Result: The server prompts: 

Enter last bad block number: 
block_number 
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5. Enter the nurnber of the last bad block from your VERIFY command printout, and press 
I Return 1 or I ENTER J. 
(If the VERIFY command found only one bad block, enter the same block number for 
the first and last blocks.) 

Result: The server displays: 

DSCK can automatically repair the disc if problems 
are found, but you must give DSCK permission to 
write on the disc. You can run DSCK once WITHOUT 
write permission to determine the extent of any 
problems and then run it a second time WITH write 
permission when you are ready to correct the 
problems - if any are found. 

Do you want DSCK to write on the disc (Y or N)? 
N 

6. Press I Return 1 or I ENTER I. 

Result: The server displays: 

DSCK will now run unattended. 

As the Disc Check Utility runs, it displays various status messages 
to allow you to track its progress. The Disc Check Utility may 
also display error messages if it finds problems with the disc's file 
system. These messages are listed and explained at the end of 
this chapter in the section on "Disc Check Utility Messages." 

If you gave the Disc Check Utility a range of bad block numbers 
to check for affected directories and files, the utility lists their 
complete path in messages that read: 

path may be lost. 

If the Disc Check Utility finishes without finding anything wrong 
with the disc's file system, the utility displays: 

Disc checked out OK. 

Otherwise, the utility displays: 

Problems were found on the disc. 

In either case, the utility prompts: 

Do you want to run DSCK again (Y or N)? 
N 
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7. If the Disc Check Utility did NOT find anything wrong with the disc's file system, you 
are finished. Turn off the "Print All" keyboard function by pressing I Print I (I Shift H Enter I) or 
I PRT ALL I. 

If the Disc Check Utility found that the disc's file system is too damaged or corrupt to 
be repaired, it tells you to: 

Use latest backup to restore entire file system. 

If this is the case, 

a. Press I Return I or I ENTER I. 

Result: The server prompts: 

Do you want to reboot now? 
y 

b. Press []J and then [Return 1 or I ENTER I. 

Result: The server displays: 

Program ended. 

c. Turn off the "Print All" keyboard function by pressing I Print I (~I Enter I) or 
I PRT ALL I. 

d. Restore the disc's entire file system as explained under "Restoring a Disc's Entire 
File System" in this guide's chapter on "Restoring from Backups." 

If the Disc Check Utility found problems on the disc that are NOT beyond repair, continue 
with the next section on "Repairing a Disc's File System." 
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Repairing a Disc's File System 
Now that you know the nature and extent of the problems with the disc's file system (the 
previous procedure gave a printout of the problems), you can run the Disc Check Utility as a 
corrective tool to actively repair problems with the disc's file system. 

Follow these steps to repair a disc's file system with the Disc Check Utility: 

1. Insure that the "Print All" keyboard function is ON. (It should still be ON from the 
previous procedure.) 

Result: This gives you a printout of the changes that the Disc Check 
Utility may make to the disc's file system. 

2. In response to the Disc Check Utility's prompt: 

Do you want to run DSCK again (Y or N)? 
N 

press [YJ and then I Return] or I ENTER I. 

Result: The server restarts the Disc Check Utility. 

3. If the displayed unit number identifies the disc you want to repair, press I Return 1 or I ENTER I. 

Otherwise, type the unit number of the disc you want to repair and press I Return 1 or I ENTER I. 

Result: The server displays: 

DSCK can tell you which files contain bad blocks 
if the VERIFY command found any. 

Are there any bad blocks (Y or N)? 
N 

4. Press I Return 1 or I ENTER I. 

Result: The Disc Check Utility displays: 

DSCK can automatically repair the disc if problems 
are found, but you must give DSCK permission to 
write on the disc. You can run DSCK once WITHOUT 
write permission to determine the extent of any 
problems and then run it a second time WITH write 
permission when you are ready to correct the 
problems - if any are found. 

Do you want DSCK to write on the disc (y or N)? 
N 
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5. Press CYJ and then I Return 1 or I ENTER I. 

Result: The server displays: 

DSCK will now run unattended. 

As the Disc Check Utility runs, it displays various status messages 
to allow you to track its progress. The Disc Check Utility may 
also display other messages as it finds and corrects problems with 
the disc '8 file system. These messages are listed and explained 
at the end of this chapter in the section on "Disc Check Utility 
Messages." 

When the Disc Check Utility finishes, it displays: 

Problems were found on the disc. 
File system was changed on the disc. 

Do you want to run DSCK again (Y or N)? 
N 

Note 

The Disc Check Utility places recoverable orphan directories and files 
in the disc's /lost_found directory. If there is no /lost_found directory 
on the disc, the utility uses the root U) directory. Orphan directo­
ries and files are those that have lost their location in the directory 
structure due to disc corruption. By placing these files in a known 
directory, the utility makes them accessible again. If the utility can 
NOT recover the name of an orphan directory or file, it assigns the 
name inodenumber to it, where number can be up to 11 digits long. 
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Caution 

The Disc Check Ctility may conlpletely fill the disc's /lost_found or 
root U) directory with recovered "orphan" directories and files. If this 
happens, the Disc Check Utility displays: 

The lost_found or root directory became full 

and you must: 

1. Bring up your SRM system as explained in this guide's chapter on 
" Restarting and Stopping the Server." 

2. Go to a workstation and copy the recovered orphan directories and 
files to media OTHER THAN the disc. 

3. Delete the recovered orphan directories and files from the 
/lost_Jound or root U) directory. 

4. Go back to the server and run the Disc Check Utility again with 
write permission to recover more orphan directories and files. 

Do NOT attempt to run the Disc Check Utility again without first 
moving the recovered orphan directories and files off the disc to empty 
the full /lost_found or root U) directory! Otherwise, you may further 
CORRUPT THE DISC. 

6. Press I Return 1 or I ENTER I. 

Result: The server restarts the Disc Check Utility. 

7. Answer the utility's prornpts to check the same disc again WITHOUT giving the utility 
permission to write on (actively repair) the disc. 

Result: This allows you to verify if the utility has corrected the disc's file 
system. 

8. If the Disc Check Utility shows that there are still problems with the disc, repeat steps 
2 to 7 of this procedure at least once more. If the disc's file system is not completely 
repaired after that, it is likely that you must restore the disc's entire file system from 
your latest backup(s). To do so, refer to the section on "Restoring a Disc's Entire File 
System" in this guide's chapter on "Restoring from Backups." 

If the Disc Check Utility finds no more problems on the disc, turn off the "Print All" 
key board function by pressing I Print 1 (I Shift H Enter I) or I PRT ALL I. 
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9. Bring up your SRM system again as explained in this guide's chapter on "Restarting and 
Stopping the Server." 

10. Go to a workstation and check the /lost_found or root directory for orphan directories 
and files recovered by the Disc Check Utility. View or print them to determine to whom 
they belong and/or where they belong in the directory structure. 

11. If the Disc Check Utility found any overlapping files, do the following while at a worksta­
tion: 

a. Check your printout of the utility's messages for the paths of the overlapping files. 

b. COpy (do NOT move, rename, or form a duplicate link to) every overlapping file 
to a new file (name) on the disc. 

c. Delete all of the original overlapping files. 

Note 

The new overlapping files may be corrupt (check their contents from 
a workstation), and you may need to restore them from your latest 
backup(s). 

12. If the disc contained bad blocks. do the following: 

a. Check the utility's printout for the paths of the directories and files affected by the 
bad blocks. The paths are listed in messages that read: 

path may be lost. 

b. Delete the directories and files affected by the bad blocks, since the data that 
resided in the bad blocks is unrecoverable. 

c. Restore the directories and files affected by the bad blocks from your latest incre­
nlental or base backup(s). For detailed directions, refer to this guide's chapter on 
"Restoring from Backups." 

You are now finished repairing the disc's file system. 
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Disc Check Utility Messages 
This section lists and explains most of the messages that the Disc Check Utility can display. 
The rest of the messages that the utility can display are listed in this guide's chapter on "SRM 
Server Messages." 

Message List 
Attempt to read/write an empty directory. - This means that there is a problem with the Disc 
Check Utility itself. 

Try running the utility again. If the problem persists, call your HP Sales and Service Office 
for assistance. 

Attempt to read/write past end of directory - This means that there is a problem with the Disc 
Check Utility itself. 

Try running the utility again. If the problem persists, call your HP Sales and Service Office 
for assistance. 

Bad date found. - The Disc Check Utility found a date or time which contains invalid infor­
mation. The illegal values may be for the year, month, day, hour, minute, second. The date or 
time may be a creation or modification tilnestamp associated with a directory or file, or it may 
be a date or tinle used by the file systerrl itself. Additional error messages may follow which 
may clarify the error. 

Run the Disc Check Utility again and let it repair (write on) the disc. The utility can make 
sure that the date or time is conlposed of values within the valid range for any date or time, but 
it can NOT lnake sure that the date or tirrle is accurate. If the date or time is important to you, 
you need to restore the affected directory, file, or the entire file system from your backup( s). 

Bad day value: (number) - See explanation for the message Bad date found. This message gives 
a Illore specific error, however. 

Bad month value: (number) - See explanation for the message Bad date found. This message 
gives a more specific error, however. 

Bad time found. - See explanation for the message Bad date found. This message gives a more 
specific error, however. 

Bad year value: (nunlber) - See explanation for the message Bad date found. This message 
gives a more specific error, however. 

Check for incorrect link counts complete. - This is just an informational message to allow you 
to track the Disc Cheek Utility's progress. 

Checking for bad directories to reconstruct. - Bad directories are directories whose entries are 
lost or misplaced due to corruption in the file system. The Disc Check Utility can recover and 
restore the original entries to these directories. This is just an informational message to allow 
you to track the Disc Check Utility's progress. 
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Corrupt directory entry in: (path) - Information about one of the files in this directory is 
lost. Such a file often ends up as an "orphan" file that the Disc Check Utility transfers to the 
/lost_found or root directory. 

Let the Disc Check Utility repair (write on) the disc, and watch for messages that tell you 
what files the utility moves to the /lost_found or root directory. You may be able to recover 
the file there. You can also list the contents of the directory containing the corrupt entry and 
compare it against an old backup or directory listing to see which file is rnissing or corrupt. You 
can restore this file from a backup. 

Corrupt parent directory reference on: (path) - Each directory contains information about 
its parent directory (the directory above it in the hierarchical structure). This information is 
corrupt within the directory named. 

Let the Disc Check Utility repair (write on) the disc. The utility may be able to determine 
the correct values from redundant information on the disc. If not, the directory may end up as 
an "orphan" that the utility transfers to the /lost_found or root directory. Look carefully at the 
contents of the /lost_found or root directory to see if any directories have been moved there. 

Current physical file size is incorrect in file: (path) - The amount of disc space that the file 
thinks it clailils is inconsistent with the amount of disc space that the file actually possesses. 
The file's data may be corrupt. 

Let the Disc Check Utility repair (write on) the disc. You may need to delete this file and 
restore it from a backup. 

Dir (name) -> (path) - An orphan directory had to be moved to its parent directory, the 
/lost_found directory or the root directory. The directory moved no longer exists at its former 
location in the directory structure. All subdirectories and files under this directory were prob­
ably moved as well. 

Let the Disc Check Utility repair (write on) the disc. Then look in the /lost_found or root 
directory to see what directories were moved. You can either copy the directories back to their 
original locations or restore thern from your backup( s). 

Directory is full. - A directory becanle full while the Disc Check Utility was moving orphan 
files or reconstructing bad directories. The Disc Check Utility cannot automatically extend a 
directory as the SRM normally would, because to do so might further corrupt the disc. 

Refer to additional messages to determine which directory became full. When the Disc 
Check Utility finishes, boot the SRM system again, copy the files from this directory to another 
medium (NOT the disc being repaired), and then remove the files in the full directory. Then 
run the Disc Check Utility again to let it move more files into this directory. 

Directory (path) is corrupt. - A directory is corrupt and all files under it may be lost or 
misplaced. 

Let the Disc Check Utility repair (write on) the disc. Watch for messages that tell which 
files the utility moves to the /lost_found or root directory. Afterwards, check the /lost_found or 
root directory for the files that the utility moved there. You may want to restore the contents 
of the corrupt directory from a backup. 

Directory (path) is full. - See the explanation for the message Directory is full. This message 
tells you which directory became full. 
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Directory (path) is full or corrupt - See the explanation for the messages Directory is full. and 
Directory (path) is corrupt. 

Directory structure too deep. (path) Boot SRM, purge files and directories that are too deep 
in the directory structure, and run DSCK again. Program ended. - The disc has a directory 
structure that spans Inore than 30 levels including the root. The Disc Check Utility can not 
proceed until you remlove the directories and/or files that are more than 30 levels deep in the 
directory structure. 

Boot the SRM system again and restructure your directories so that no path names more 
than 30 directories and/or files. 

Directory traversal complete. - This is just an informational message to allow you to track the 
Disc Check Utility's progress. 

Disc checked out OK. - This means that the disc's file system is consistent and intact. This is 
just an informational message. 

Error during path backtrack: reference to parent directory is corrupt. - See the explanation 
for the message Corrupt parent directory reference on: (path). 

Error during path backtracking: parent not directory. - Each directory contains information 
about its parent directory (the directory above it in the hierarchical structure). The Disc Check 
Utility found a directory that thinks its parent directory is a data file. The result is that the 
directory may be orphaned, along with all of the files under it. 

Let the Disc Cheek Utility repair (write on) the disc. The utility may be able to use 
redundant information on the disc to correct the problem, or the utility may have to move the 
directory to the /lost found or root directory. Watch for messages that tell which directories and 
files the utility moves to the /lost_found or root directory. Afterwards, check the /lost_found 
or root directory for those directories and files. 

Error in program execution. - This indicates a problem with the Disc Check Utility itself. 
Try running the utility again. If the problem persists, call your HP Sales and Service Office 

for assistance. 

Failed to process entry #: (number) in (path) - See the explanation for the message Corrupt 
directory entry in: (path). 

Failure in checking the free/claimed areas. - The Disc Check Utility was unable to finish checking 
information that rnay affect all of the directories and files on the disc. 

Let the Disc Check Utility repair (write on) the disc. If the utility can not fix the problem, 
you must restore the disc's entire file system from your backup(s). 

Failure in checking the volume header. - See the explanation for the message Failure in checking 
the free/claimed areas. 

Failure in final check of disc. - See the explanation for the message Failure in checking the 
free / claimed areas. 
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Failure in finding testable units. - The Disc Check Utility encountered an error while trying to 
access the disc drive( s) on your SRM system. This may be caused by a hardware or hardware 
configuration problem. 

Check the hardware configuration carefully and try running the Disc Check Utility again. 

Failure in printing overlapping files. - See the explanation for the message Failure in checking 
the free/claimed areas. 

Failure in recovering orphaned directory or file. - The Disc Check Utility could not recover a 
directory or file whose location in the directory structure is lost. 

Check for other messages that may help you determine which directory or file was affected. 
Then run the Disc Check Utility again, allowing it to repair (write on) the disc. If the problem 
persists, you have lost a directory or file and should look at all of your directories to see if any 
entries are missing. You nlay have to restore the disc's entire file system from your backup(s). 

Failure in traversing directory structure. - See the explanation for the message Failure in 
checking the free/claimed areas. 

File has bad timestamp. - See the explanation for the message Bad date found. 

File (path) overlaps another file from block # (number) to block # (number) - Two or more 
files think that they claim the same physical location on the disc. The data for one or more of 
the files may be corrupt. 

Try to find out the paths of the other file( s), either by looking for similar messages from the 
Disc Check Utility or by running the utility again and using the bad blocks feature normally used 
in conjunction with the SRM Operating System's VERIFY command. Delete the overlapping 
files and restore thern from your backup(s). 

File system was changed on the disc. - The Disc Check Utility found and corrected at least one 
problem on the disc when you gave the utility permission to write on (actively repair) the disc. 

Unless the Disc Check Utility told you to boot the SRM system first, run the utility again 
WITHOUT write permission to check if all of the problems have been corrected. 

File system was not changed on the disc. - The Disc Check Utility did NOT repair the disc, 
either because there were no problems with it or because you did not give the utility permission 
to write on the disc. 

If the utility did not find any problems, then you are finished with it. If the utility found 
problems, and if you have more t han one backup of the disc's entire file system, run the utility 
again and give it permission to write on (or actively repair) the disc. 

File type for root directory is incorrect. - The root directory is corrupt. Although the incorrect 
file type is not itself a serious problem, there is a good chance that there are other more serious 
problems with the directory. 

Let the Disc Check Utility write on the disc. It is likely that the utility will report other 
errors too. 

Finished checking for bad directories. - This is just an informational message to allow you to 
track the Disc Check Utility's progress. 
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Found a problem in the map of free and claimed areas on the disc. - The Disc Check Utility 
found that the disc space actually occupied by files is inconsistent with the space that the disc 
has marked as free. This often occurs after system power failures, and if uncorrected, can lead 
to overlapping files and other serious problems with the file system. 

Let the Disc Cheek Utility repair (write on) the disc. 

Incorrect file size. - This indicates a problem that may affect all of the directories and files on 
the disc. 

Let the Disc Check Utility repair (write on) the disc. You may have to restore the disc's 
entire file system from your backup (s ). 

Invalid password information found in file; (path) Deleting all password information for this 
file. - The passwords and/or access capabilities for the file were corrupt, and the Disc Check 
Utility had to rernove them. 

Let the Disc Check Utility repair (write on) the disc. Then delete the file and restore it from 
a backup. 

Latter part of data is lost in file: (path) - Some of the data for the file was corrupt and had to 
be removed. 

Let the Disc Check Utility repair (write on) the disc. Then delete the file and restore it from 
a backup. 

Latter part of file data lost in file: (path) - See the explanation for the message Latter part of 
data is lost in file: (path). 

Link count for root directory is incorrect. - The root directory is corrupt. Although the link 
count is not itself a serious problem, there is a good chance that there are other more serious 
problems with the root directory or the disc's file system. 

Let the Disc Check Utility repair (write on) the disc. It is likely that the utility will report 
other errors, too. 

Logical end of file is incorrect in file: (path) - The end-of-file mark is wrong for this file. The 
data in the file may be corrupt as well. 

Let the Disc Check Utility repair (write on) the disc, and then delete the file and restore it 
from a backup. 

(name) -> "lost_found" - The Disc Check Utility moved a file whose location in the directory 
structure is lost to the /lost_found directory. 

Let the Disc Cheek Utility repair (write on) the disc. When the utility finishes, look through 
the /lost_found directory to see what files the utility placed there. 

(name) -> root directory - The Disc Check Utility moved a file whose location in the directory 
structure is lost to the root (/) directory. 

Let the Disc Cheek Utility repair (write on) the disc. When the utility finishes, look through 
the root directory to see what files the utility placed there. 

No discs found. - The Disc Check Utility was unable to find any discs to check. There may be 
a hardware or hardware configuration problem. 

Check your SRM system's hardware configuration and run the Disc Check Utility again. 
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Now checking for files with incorrect link counts. - Every file keeps track of how many directories 
it appears in (such as if the file has duplicate links, or alternate paths, to it). The Disc Check 
Utility can check whether each file's link count is correct. This is just an informational message 
to allow you to track the utility's progress. 

Now checking the map of free and clairned areas on the disc. - Each disc keeps track of what areas 
are available for storage and what areas are already occupied by files. The Disc Check Utility 
can check whether this map of free and clailned areas is correct. This is just an informational 
message to allow you to track the utility's progress. 

Now traversing the directory structure - The Disc Check Utility traces the disc's entire directory 
structure to determine if it is intact and if directories and files are in the right place. This is 
just an informational message to allow you to track the utility's progress. 

(number) directories found. - This is just an informational message about the size of the disc's 
directory structure. 

(number) directory levels below root found. - This is just an informational message about the 
depth of the directory structure. Keep the depth of the directory structure to 30 levels or less 
(including the root). 

(number) files and directories found. - This is just an informational message about the size of 
the disc's file system. 

(number) non-contiguous files found. - This is just an informational message about how many 
files are stored OIl the disc in separatE' "pieces," instead of in one whole piece. 

Number of blocks marked free on disc:(number) - This is just an informational message about 
how much available space the disc has. 

Orphan file is corrupt. - The Disc Check Utility is unable to recover a file whose place in the 
directory structure is lost. 

Let the Disc Check Utility repair (write on) the disc. If the utility can not repair the problem, 
you have probably lost a file. You should check all directories for missing files. You may have 
to restore the disc's entire file system frOIn your backup(s). 

Orphan file unrecoverable. - See the explanation for the nlessage Orphan file is corrupt. 

Orphaned directory (name) placed in (path) - The Disc Check Utility had to move a directory 
whose location in the directory structure is lost to the /lost_found or root directory. The moved 
directory no longer exists at its former location in the directory structure. All subdirectories 
and files under this directory were probably moved as well. 

Let the Disc Check Utility repair (write on) the disc. Then look in the /lost_found or root 
directory to see what directories were moved. You can either copy the directories back to their 
original locations or restore them from your backup( s). 

7-22 Diagnosing and Correcting a Corrupt Disc 



Overlapping files were found; now traversing the directory structure checking for overlapping 
files. - The Disc Check Utility found at least one file that claims the same physical space on the 
disc as another file. The Disc Check Utility attempts to identify the files and physical locations 
involved. 

Let the Disc Check Utility actively repair (write on) the disc. Refer to other messages for 
the specific files affected. You should delete these files and restore them from your backup(s). 

Overlapping files were found; you should COpy each overlapping file to a new file, then purge 
ALL of the old overlapping files. NOTE: These new files may be corrupt. - See the explanation 
for the previous message. 

(path) is corrupt. - Something is wrong with the file identified. 
Let the Disc Check Utility actively repair (write on) the disc. Then delete the file and restore 

it from your most recent backup. 

(path) overlaps another file and resides in two or more directories. - Two or more files claim 
the same physical location on the disc, and the file identified also has duplicate links to it. The 
data for one or more of the files may be corrupt. 

Try to find out the paths of the other file( s) by looking for similar messages from the Disc 
Check Utility. Delete the overlapping files and restore them from your latest backup(s). 

Preliminary check of disc complete. - This is just an informational message to allow you to 
track the Disc Check Utility's progress. 

Printed output can be generated on the default printer with the lowest HP-IB address on select 
code 7 or the serial printer at the lowest select code. - This is just an informational message. 
You can press the I Prinl] (I Shift ~[]nter J) or I PRT ALL I key to get a printed copy of all of the messages 
the Disc Check Utility displays on the server's scrolling screen. 

Problem found in file; (path) Correcting problem. - See the explanation for the message (path) 
is corrupt. 

Problems were found on the disc. - The Disc Check Utility found at least one problem on 
the disc. The utility may have displayed other messages if it could isolate the problem to a 
particular directory or file. However, it is always possible that all of the files on the disc may 
have been affected by the problenl(s). 

Let the Disc Check Utility repair (write on) the disc. Follow the instructions (such as looking 
in the disc's /lost_found directory) associated with other displayed messages. Keep running the 
Disc Check Utility with write permission until this message goes away or until it appears that the 
utility is making no progress in repairing the disc (this is usually evident after three consecutive 
runs). 

Root directory entries are corrupt. - Some of the directories or files in the root directory may 
be lost or misplaced due to disc corruption. 

Let the Disc Check Utility repair (write on) the disc. Check the /lost_found or root directory 
for orphan directories and files that the utility recovered. It may be necessary to restore the 
disc's entire file system from your backup(s). 
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Root directory is corrupt. - Tht~ root directory may be lost. If this is the case, all of the files 
on the disc may he lost. 

Let the Disc Check Utility repair (write on) the disc. The utility may be able to recover 
some or all of the files. Many Jiles may have lost their place in the directory structure, and 
the utility may have moved them to the /lost_found or root directory. The /lost_found or root 
directory may become full many times. (Every time this happens, you must move the entries in 
/lost_found or root to media other than the disc and then run the Disc Check Utility again to 
recover more files.) You may have to restore the disc's entire file system from your backup(s). 

Search for orphan files completed. - This is just an informational message to allow you to track 
the Disc Check Utility's progress. 

Searching for discs; this takes several seconds. - This is just an informational lllessage to let 
you know that the Disc Check l Ttility is looking for available discs. The utility then gives you 
a list of the discs it found and lets you choose one to check. 

Searching for orphan files - The Disc Check Utility can find directories ~lnd files whose place in 
the directory structure is lost due to disc corruption. This is just an informational message to 
allow you to track the utility's progress. 

System out of memory. - This is caused by the hardware being faulty or improperly configured. 
The server needs at least 512 Khytes of memory. 

Check the system's hardwan' configuration. 

The lost_found or root directory became full; 
When this program is finished: 
- bring up your system; 
- move all files in lost_found or root (that you wish to keep) to SOME OTHER MEDIA, NOT 

THIS DISC; 
- purge the files in lost_found or root; 
- run this program again to recover more orphan files. - The /lost_found or root (/) directory 
became full while the Disc Check Utility was moving orphan directories and/or files into it. The 
Disc Check Utility cannot automatically extend a directory as the SRM normally would. 

When the Disc Check Utility finishes, boot the SRM system again and copy the recovered or­
phan directories and/or files to a medium OTHER THAN the disc. Then empty the /lost_found 
or root directory by deleting its entries. Finally, run the Disc Check Utility again to let it move 
more recovered orphan directories and/or files into this directory. 

Use latest backup to restore entire file system. - The Disc Check Utility found a severe problem 
which it probably can not correct. 

Let the utility try to repair the disc by writing on it. If this message persists, you lllust 
restore the disc's entire file system from your backup( s). 

Volume header is corrupt in sonle area. 
You must supply the volume name and password. - There is a problem with t he information 
stored in the volume header. This is serious and may affect all of the files on the disc. 

Let the Disc Check Utility repair (write on) the disc and answer the prompts given with 
the disc's VOIUIlW name and volume password. The Disc Check Utility will attempt to fix the 
corrupt volume header. If this messa:J;e persists, you must restore the disc's entire file system 
from your backup(s). 
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Volume header is OK. - This is just an informational message. 

Volume was disconnected or power-down occurred before volume was brought down. - A power 
failure occurred while the volurne was active (or UP). 

Let the Disc Cheek Utility repair (write on) the disc. 
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Fixing Common Printer and 
Plotter Problems 

Overview 
This chapter tells how to fix common printer and plotter problems such as: 

• printer or plotter out of paper, 

• printer or plotter paper jarn, 

• printer or plotter offline, 

• printer or plotter not printing or plotting a workstation's file, 

8 

• "Print All" or ';Dump Alpha" keyboard function not printing server display messages, or 

• SPOOLER or UNITS cOlnmand malfunction at the server, 

• printer or plotter device error. 

Out of Paper Condition 
Correct an out-of-paper condition as follows: 

1. For an HP 2608S, HP 2563A, or HP 2564A printer, remove the old paper and follow the 
instructions in the printer manual for setting top of form. When the paper is installed, 
place the printer online and it should continue where it left off. 

2. For all other printers, note the position of the last page in the printer and eject it. Align 
the first new page in the same position and place the printer online. Do not reset the 
printer. Printing should resume where it left off. 

Single-sheet plotters require you to give a SPOOLER CONTINUE command at the server after 
you load the plotter with a sheet of paper. 

Paper Jam 
If a paper jarn occurs on an HP 2608S, HP 2563A, or HP 2564A printer, fix the paper jam and 
give a SPOOLER CONTINUE command. This allows the spooler to restart from a point just 
before the paper jam occurred (it does not lose data). 

No other spooled devices are capable of supporting this feature. This means that after you fix 
the paper jam, the workstation user must resubmit the file to the printer's or plotter's spooler 
directory. 
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Offline 
To correct an "offline" condition, place the printer online and the output resumes where it left 
off. Do not reset the printer. 

Note 

Server commands to the device are queued until the offline condition is 
corrected. Therefore, it is not possible to take down or abort a spooler 
which is offline. 

Workstation's File Not Printing or Plotting 
If a workstation user's file is not printing or plotting, and there is nothing wrong with the printer 
or plotter itself, the file may still be open. A file must be closed before a spooler will send the 
file to a printer or plotter. 

Determining If a Workstation User's File Is Open 
To determine if a workstation user's file is open, at the server's Enter command: prompt, type: 

FILES : workstation_ name I Return I or CENTIRl 

where workstation_name is the name you assigned to the workstation with the server's NAME 
command. 

If you did not assign a nalne to t he workstation, you must identify the workstation by typing: 

FILES 8erver_8eletLcode. ws_nodc_addressl Return lor I ENTER I 

Item Description How to Obtain Value 

server_selecLcode the selrct cod(' of the server's SRM in- • Refer to your worksheets from th(' 
terface to which the workstation is con- Shared Resource Management 
nected. The select code is set in switches Hardware Installation Manual. 
on the interface. 

ws_node_address the node address of the workstation's • Refer to your worksheets from thr 
SRM interface(s). The node address is ,Shared Resource Management 
set in switches on th(' interface. Hardware Installation Manual. 
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Example Entry: FILES : ANN I Return I or I ENTER I 
Result: The server displays a list of the directories and files that the 

workstation user has open. A user's locked files are indicated 
in the Open ~10d(' column as LOCKED. If the user "owns" the 
locked file, the file is listed as MYLOCK in the Open Mode 
column. 

---------------------Open Files-------------------
user volume name of file open 

sc nd name or directory mode 

21.17 
21.17 
21.17 
21.17 

srm_9153 
srm_9153 
srm_9153 
srm_9153 

X2 
Y 
X 
lost found 

SHARED 
LOCKED 
MYLOCK 
DIR 

Example FILES Comrnand Listing for a Workstation User 

Note 

A lile that is open in SHA H ED mode remains open if any user has it 
OpCll. That is, to dose a file that is open in SHARED mocie, all users 
who have it opell must close the filc. 

To view all open directories and files on the SR~1 system, type: 

FILES I Return I or I ENTER I 

Result: Thc server displays a list similar to the one above for a single user, 
except that all open directories and files on the system are listed. 

To view a list of all workstations that have a particular file open, type: 

FILES <file_path> I Returru or I ENTE[] 

Example Entry: 

Result: 

FILES "SRMVOL:/USERS/FRED/FILENAME" 

The server displays a list of all workstations that have the file 
/USEHS/FRED/FILENAME open. 
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Closing a Workstation User's File 

Note 

Before you close a workstation user's files, have the user save any file 
he or she is currently working on. 

To close all of a workstation user's files, at the server's Enter Command: prompt, type: 

REMOVE_USER : workstation_ name I Return I or I ENTER I 

where workstation_name is the nanw you assigned to the workstation with the server's NAME 
command. 

If you did not assign a name to the user's workstation, you must identify the workstation by 
typing: 

Item Description How to Obtain Value 

server_selecLcode the select codp of the server's SRM in- • Refer to your worksheets from the 
terface to which the workstation is con- Shared Resource Management 
nected. The select code is set in switches Hardware Installation Manual. 
on the interface. 

w8_node_addres8 the node address of the workstation's • Refer to your worksheets from the 
SRM interface(s). The node address is Shared Resource Management 
set in switches on the interface. Hardware Installation Manual. 

Example Entry: 

Result: 

REMOVE_USER : ANN I Return lor I ENTER I 
The server displays: 

User 21.37: removed from system 

The server just closes all of the workstation user's open directories 
and files. The next time the workstation user opens a directory 
or file, the system adds the user automatically again. 

The workstation user can also try turning the workstation off and then on again. This also 
closes the workstation user's open directories and files. 

To close a subset of a workstation user's files instead of all of that user's files, type: 

REMOVE_USER workstation_name "filename" I Return lor I ENTER I 

Supplying an optional file naIne with the REMOVE_ USER cOlllllland closes the file llaJlleS that 
match the givcn file namc. The file llame lllUst be a simple file name and not a complete path. 

Example Entry: 

Result: 

REMOVE 21.17 "FLIPPO.ASC" 

The server displays: 

User 21.17: "FLIPPO. ASC" closed 

The server closes the file named FLIPPO.ASC. 
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"Dump Alpha" or "Print All" Keyboard Function Problem 
If the server's "Dump Alpha" or "Print All" keyboard function is not printing server display 
messages on the default printer, do the following: 

1. Insure that there are no SRM mass storage device operations currently in progress. All 
activity lights on the mass storage devices attached to the server must be out. 

2. Press the ~ or I CLR I/Q] key ONCE ONLY. 

CAUTION 

If you press this key twice in less than half a second, you abort any 
disc or tape operation currently in progress. This may corrupt the disc 
or tape. 

3. Try using the "'Dump Alpha" or ;'Print All" keyboard function again. 

4. If you are using "Print All" with a serial printer to print a listing of the Disc Check's 
messages, the serial printer must be using the default serial configuration. See the section 
on "Configuring a Serial Printer" in this manual for a listing of the SRM default serial 
interface values. Check that your serial printer is using the same values. 

SPOOLER or UNITS Command Malfunction 
If a SPOOLER or UNITS command does not work properly when you give it at the server, do 
the following: 

1. Insure that nothing is printing or plotting on any of the server's printers or plotters. 

2. At the server's Enter command: prompt, type: 

RESET 7 I Return lor I ENTER] (for HP-IB printers and plotters) 

OR 

RESET 2 I Return I or I ENTER] (for serial printers) 
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Note 

7 is the select code of the server's HP-IB interface to which all HP­
I B printers and plotters are attached. For serial printers, 2 is the 
select code of the HP 509()O server's built-in serial interface. For serial 
printers connected to an liP 98626 serial interface, give the select code 
of that interface. 

Result: The serv(~r prompts: 

Are you sure you want to do this? 

CAUTION 

Resetting the interface to its power-up state destroys all data currently 
in the interface. Tlwrefore, do not do this when the server is spooling 
anything to a printer or plotter. 

:~. Press OJ and then I Return 1 or [TIllER I· 

Result: The serv(~r displays: 

Card at selectcode 7 reset 

OR 

Card at selectcode 2 reset 

4. Try giving the SPOOLER or UNITS command again. 

Printer or Plotter Device Error 
To fix a printer or plotter device error do the following: 

1. Reset the server's HP-IB interface as instructed in the previous section called "SPOOLER 
or UNITS COllunand Malfunction." 

2. Remove the printer or plotter from the system as instructed in this guide's "Managing 
Shared Peripherals" chapt(~r under "Removing a Printer or Plotter from the System." Do 
NOT discoIlnect any of the printer or plotter's cables, however. 

:3. Reset the printer. 

4. Again add the printer or plotter to the system as instructed in this guide's "Managing 
Shared Peripherals" chapter under "Adding a Printer or Plotter to the System." 

This should corrpct the error, unless there is a continual hardware problem in the printer or 
plotter itself. 
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Diagnostic Flowcharts 9 
Overview 
This chapter provides some troubleshooting hints and techniques to aid the system manager 
in locating system faults, primarily interconnection and setup problems. You locate faults by 
testing the individual components in logical progression until the fault is isolated. 

Before beginning it is useful to have an up-to-date systern map detailing all the system periph­
ends and workstations currently connected to the SRM. This map should have been filled out 
before or at the time you installed the SRM system. 

A Shared Resource Management system may be logically broken into three separate components: 

1. The SRM server the HP computer with associated interface cards that manages the 
shared resources through the use of special operating system software. 

2. The resource management link--this is the HP 50962A/HP 50963A SRM Coax Interface, 
or the HP 50961 Resource Management Coax Adapter and connecting coaxial cables, or 
the HP 98028A Resource Management Multiplexer and connecting HP 97061 cables. 

;3. User workstations--these are the HP 9000 Series 200, Series 300, and Series 500 comput­
ers, the HP Vectra PC equipped with the HP Language Processor, and the HP 9835/45 
computers connected to the server via the resource management link. Communication 
on the link is accomplished through resource management interfaces (HP 50962A/50963A, 
HP 98629 (with or without the HP 50961A Resource Management Coax Adapter), 
HP 27123A, and HP 98029A) installed in the user workstations. 

The flowcharts on the following pages can help you trace a problem to a component of your 
SRM system. This discussion assumes that all of the system has worked at one time. If this 
is the first time you are bringing the system up, refer to the installation manuals and use this 
information for assistance. 

Communication on the SRlVl is achieved through either or both of two cabling schemes. One 
configuration, often referred to as the "coax link configuration," uses either the HP 50961 Re­
source Management Coax Adapter or the HP 50962A/50963A SRM Coax Interface and coaxial 
cabling. The servers and workstations are connected to the SRM in a bus fashion, as shown in 
the Flowchart Break-out for a Coax Link. 

The other configuration, shown in the Flowchart Break-out for a Multiplexer Link, uses the HP 
98028A Resource lVlanagement j\1ultiplexer. Of the five possible connections to a multiplexer, 
at least one must go to a server, one must go to a workstation, and the other three can connect 
to either workstations or other servers. 

These two configurations are functionally identical, but troubleshooting procedures need to be 
tailored to the hardware involved. In addition, it is possible for these two configurations to 
coexist on the same SRM. If this is your situation, troubleshoot one link configuration and then 
the other, if necessary. 
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The flowcharts shown on the following pages are based on typical systems. Modify the diagnostic 
flow to rnatch your system. 

• Flowchart I deals with the serv('r and its peripherals. 

• Flowchart:2 deals with the multiplexer link configuration. It also directs you to flowcharts 
4 through 7 for link and interface problems. 

• Flowchart :~ covers the workstat ions and their interfaces. 

• Flowchart ~ helps you troubleshoot a coax link configuration and directs you to flowcharts 
9 through 12 for further troubleshooting information. 

o 
Enter Flowchart Re-enter Flowchart 

Flowchart 

HP 10833 
HP-18 Cable 

Shared 
Disc Drive 

Model 220 ~ 
SRM Server ~ 

r---"1--..J 

HP 10833 
HP-18 Cable 

Shared Line Printer _~_---' 
and/or Plotter 

Flowchart Symbols Used Here 

Flowchart 2 

HP 97061 
Cables 

HP 98028 
Multiplexer 

~ 
HP 97061 Cables 

Flowchart Break-out for a Multiplexer Link 
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Flowchart 1 

Flowchart 1 

Hardware 
Problems 

lA Install SRM Operating System-Follow the procedure in the "Server Startup" chapter of 
the SRM Software Installation Manual. The only allowable error messages if the system 
is being configured for the first time are 

Error reading configuration file 
Configuration file needs to be updated 

(This message appears if you did not resave the SRM configuration after recreating 
spooler directories and reassigning workstation names.) 

or, 

Error reading configuration file 
File not found 

(This message appears if the disc has been initialized by an SRM operating system but 
no SRM configuration has been saved.) 

Any other error messages which appear as the system is starting up should be corrected. 

If the SRM system was installed and configured on a previous occasion, error messages 
at subsequent system startups could involve spooled devices that have been physically 
removed. If the removal is a permanent one, you should also remove the spooler directory 
and resave the SRM configuration (see the "Server Keyboard Functions and Commands" 
chapter) . 
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It is also possible on subsequent system startups for a message to appear saying the disc may 
be corrupt. This message appears if the SRM server was powered down while the system was 
in the UP state, such as during a power failure. If such a message appears, back up the disc 
and then run the Disc Check utility before proceeding. 

Note 

Ensure that the time in the upper right corner of the server's screen 
is increnlenting properly. If the time functions correctly, the server is 
operational. If not, the system has failed. Follow step I C to find the 
problern. 

IB SRM Fully OpE~rational~-If the hardware configuration of the interfaces (interrupt levels 
and select codes) and the peripheral devices is correct, and if there are no hardware 
errors, the system should be in the UP state with no errors reported on the server's 
display. A good test to determine if your SRM is fully operational is to execute the con­
sole conlInands INTERFACES, UNITS, VOLUMES, and SPOOLERS. (See the "Server 
Keyboard Functions and Commands" appendix.) 

I C Configuration Errors~are indicated on the console and by the execution of the UNITS 
and INTERFACES comrnands. 

ID Resolve Configuration~If there are configuration errors with the interfaces or peripher­
als, these need to be corrected before normal operation can be expected. 

IE Resolve Hardware Problems~-Hardware problems must be resolved through use of the 
HP Series 200 exercisers available for the SRM system server. If there are hardware 
failures, contact an HP Service Office for assistance in fixing the hardware. 
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Flowchart 2 

This flowchart applies troubleshooting procedures for a multiplexer link configuration. If you 
wish to troubleshoot a coax link configuration, begin with flowchart 8. 
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The procedure outlined here must be done for each HP 98629 interface in the SRM server to 
which a multiplexer is connected. Do an INTERFACES command to verify the select code of 
each interface. 

2A NODES Comlnand Successful?--Do a NODES command for the select code of an HP 
98629 in the SRM sever. The command should complete without any error messages on 
the console. 

2B All Workstations Respond?--All the powered-up workstations connected to the HP 
98028A rnultiplexer on the HP 98629 interface in the server should respond with their 
node address and type of workstation. Note that any HP Series 200 or 300 workstation 
may be identified as an HP 9826 if the SRM binary is not installed. 

2C All Different Node Addresses--All reporting workstations should have unique node ad­
dresses. This is a must for correct operation (workstations on different HP 98028A 
multiplexers can have the same node address 1 but this practice is not recommended.) 

2D Make Node Addresses Unique--A workstation having a duplicate node address must 
have its node address changed. Go to the workstation and follow the hardware installa­
tion procedure to give a unique node address to the resource management interface on 
that HP 98028A multiplex~r. 

2E Workstation Powered Up? -For workstations that did not respond, verify that they are 
powered up and that the cable is connected between the workstation interface and the 
correct HP 98028A multiplexer. 

2F Workstation Responds on New Port~~Move the non-identifying workstation cable to 
another port on the HP 98028A multiplexer (one that is known to be good), to verify 
that the channel on the HP 98028A multiplexer is working. 

2G Replace HP 98028A Multiplexer---The multiplexer is bad and must be replaced. 

2H Workstation Responds on New Cable--Use a cable known to be good and a port known 
to be good on the HP 98028A multiplexer and connect the workstation to the SRM. 
Now check for response to the NODES command. 

21 Replace Cable-The cable is bad and IllUSt be replaced. 

2J Replace Workstation Interface--The workstation interface must be replaced. 

2K Power Up Workstation~-Power up the workstations which are not on. 

2L HP 98028A Multiplexer Powered Up? ---The power light (LED) on the HP 98028A mul­
tiplexer must be on. Verify that the machine which is supplying power (via the short 
cable) is powered on. 

2M Busy Light Normally Off?-The normal state of the busy light (LED) on the HP 98028A 
multiplexer is in the off state. It should blink when messages are being sent across the 
link. 

2N Busy Light Blinks? - When messages are sent across the link, the busy light on the HP 
98028A multiplexer blinks. Doing the NODES command from the controller should 
cause the busy light to blink. 
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If all has worked correctly so far and you are still having troubles, it is time to check the 
workstations. vVhile continuin~ these diagnostics, it is helpful to have someone assisting you at 
each of the workstations. 

~3A SRM Access Code Installed? -- For the workstation to access the SRM system, the neces­
sary workstation code mllst be installed. In the case of BASIC, this is either a "binary" 
or an "option ROM;" in the case of PASCAL, it must be configured in the "INITLIB," 
and for H P- UX, an opt iOllal utility must be installed. Verify that this SRM access code 
is properl!" installed. 

38 Workstation Can Communicate with Server? --To check this communication, list the 
SRM root directory from the workstation. 

:3C New Workstation Interface Works- Heplace the workstation interface with one known 
to work (from another workstation) to check operation. 

:30 Repair Workstation- U s(' the hardware exercisers for the workstation to find errors and 
failures. It may be neces.;;ary to contact an HP Service Office to have the workstation 
repaired. 

:3E Install SRM Access Code 
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Flowchart 4 
Multiplexer is without power. 

4A HP 98028A Multiplexer Works on Different Interface-Move the HP 98028A to a new 
HP 98629 interface (HP Series 200 or Series 300, except a Model 216) or an HP 27123A 
interface (HP Series 5(0), and check the power on light. 

4B Replace Interface-The interface which could not supply power to the HP 98028A mul­
tiplexer has blown a fuse. 

4C Replace HP 98028A Multiplexer---Either the cable or the PC board itself is bad and 
needs to be replaced. 
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Flowchart 5 
If, in flowchart 2, you did not get a response to the NODES command, the multiplexer power 
LED is on, but the busy LED is on continuously, you should use this flowchart. 

Note 

When a NODES command is executed, the busy LED should blink. If 
there is a problem, the busy LED is either on or off depending on the 
problem. 

5A Check Link Cables-~Start by disconnecting the link cables one at a time. After removing 
each cable, check the busy LED. If it goes off, connect the last cable removed into another 
port on the multiplexer. If the busy LED comes back on, leave the cable connected to 
the multiplexer and disconnect the cable from the interface at the other end. If the busy 
LED stays on, you have a bad link cable, replace it. Re-enter flowchart 2. 

5B Replace Bad ~Iultiplexer--If the busy LED started to blink or went dark when the link 
cable was connected to another port, you have a a bad multiplexer. Replace the HP 
98028 multiplexer. Re-enter flowchart 2. 

5C Replace Bad SRM Interface--If, after leaving the cable connected to the multiplexer 
and disconnecting the link cable from the interface, the busy LED went dark, you have 
either a loose connection to your HP 27123A card or a bad HP 98629 interface. Check the 
card connection. If the problem persists, replace the defective SRM interface. Re-enter 
flowchart 2. 

5D HP 98028A Works on a Different Interface-If, after removing all of the link cables, the 
busy LED is still on continuously, connect the HP 98028A into another interface. If the 
busy LED goes dark or starts to blink, you have either a bad HP 98629 or a bad HP 
2712:~. Replace the bad interface. Re-enter flowchart 2. 

5E HP 98028A Light On Continuously-If, after connecting the HP98028A into another 
interface, the busy LED is still on continuously, you have a bad HP 98028A or a bad 
multiplexer power cable" Replace the HP 98028A multiplexer. Re-enter flowchart 2. 
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Flowchart 6 

Flowchart 6 
If, in flowchart 2, you did not get a response to the NODES command, the multiplexers do have 
power, and the busy LED is off, you should use this flowchart. 

6A Replace Interface, Do NODES Command-If the busy LED now blinks, the interface is 
bad. If the busy LED does not blink, return the interface and replace the HP 98028A 
and do a NODES command. If the busy LED now blinks, the original HP 98028A is bad. 
If the busy LED does not blink, the link cable is bad. Replace it. Re-enter flowchart 2. 
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Flowchart 7 

7H 

The busy light on the HP 98028A multiplexer blinks when a NODES command is executed 
frOlll the SRM console, but there is no response from the workstations. The workstations are 
all powered up and cabled to the HP 98028A multiplexer. 

7 A List the SRM Root fr01n Workstation---Go to all of the workstations connected to the 
98028A multiplexer in question and list the root directory of the SRM. 

7B Response to SRM Root Listing?---Were any of the commands successful? 

7C New HP 98629 Interface in SRM Works?-Replace the HP 98629 interface in the SRM 
server and do a NODES comnland from the SRM server. The workstations should 
respond. 
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7D New Cable Between SRM and HP 98028A Works-Replace the cable between the SRM 
server and the HP 9S028A multiplexer (this is the short built-in 9S028A cable) or replace 
the entire HP 9S02SA. Now do a NODES command from the SRM server. A normal 
response should result. 

7E Replace HP 98028A Multiplexer--Replace the HP 9S02SA multiplexer on the SRM 
server. 

7F Busy Light Blinks--When doing a directory listing of the SRM from the workstation, 
the busy light should blink as messages are sent over the link. 

7G A New Port on the HP 98028A Works -Move the workstation cables to a different port 
on the HP 9802SA multiplexer. Repeat the directory listing from the workstation. A 
normal response should be displayed. 

7H Replace Cable-Get a new cable for this workstation. 

8A 
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Flowchart 8 for Coax Link Configurations 
If your SRM system uses a multiplexer link configuration, turn to "Flowchart 2 for Multiplexer 
Link Configurations." 

The SRM server appears to be fully operational; that is, the INTERFACES, UNITS, VOL­
UMES, and SPOOLERS commands give the expected results. However, some form of com­
munication problem exists between the server and one or more workstations. This flowchart 
qualifies the problern. 

8A 

NODES Comrnand Successful?--Execute a NODES command on the SRM server for the 
select code of the combined HP 98629 interface/HP 50961 Resource Management Coax 
Adapter or the HP 50962 interface which is connected to the coax link having problems. 
The command should complete without any error messages on the console display. 

8B All Nodes Respond?--All the powered up nodes on the link, whether they are work­
stations or servers, should respond to the NODES command. HP Series 200 or 300 
workstations may identify themselves as 9826 workstations. This is normal. 

8C All Nodes Powered UP'!--If not, they will not respond to a NODES command. 

80 Power up--Power up any nodes which are not already powered up. 

8E All Different Node Addresses-Every node on a link must have a unique node address. 
If any node address is duplicated on the link, messages may be misrouted or overwritten 
during transmlission. 

8F Make Node A.ddresses Unique--Set a unique node address on each SRM interface. Be 
sure to set the same node address on the HP 50961 Resource Management Coax Adapter 
as on the 98629 interface that the coax adapter is connected to. 
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Flowchart 9.1: Problem at the Server's HP 98629/50961 Pair 
A problem exists at the server's 98629/50962 assembly: the NODES command has not been 
successful. Some error message was reported. 

9A 50961 Node Address Match 98629/27123 Node Address?-All HP 50961 coax adapters 
must have their node address switches set to match those of the SRM interface card to 
which they are connected. 

9B Set Switches to Match. 

9C Execute INTERFACES Command--This command, executed at the SRM server, should 
display all of the interfaces in the server which are recognized by the SRM operating 
system. 

9D 98629 Select Code and Interrupt Level OK?-~The select code should be in the range 
of 21 to :n and should be different from the select codes of any other interfaces in the 
server. The interrupt level must be 4. The SRM operating system will ignore interface 
cards which are not set to proper interrupt levels. 

9E Are the Select Code and Interrupt Level Switches Set Properly?-You will need to take 
down the SR~1 system, turn off the server, and remove the interface to check these. 
Verify the switch settings by referring to your SRM Hardware Installation Manual. 

9F Set Them-~If they are not set properly, set them and try again. 

9G Replace 98629---If the switches are set properly and the SRM operating system still does 
not recognize the interface, replace the HP 98629 interface. 

9H Disconnect "T" from the Server's 50961-By disconnecting the BNC connector from the 
server, the link appears to be a very small link consisting of only one node. 

91 Attach terminator to server's 50961-~Attach a coax cable terminator to the server's 
509Gl coax adapter to re-terminate the link. 

9J Activity Light Glowing Dimly?-- The activity light at the lowest-numbered node on a link 
should always glow dimly and flash brightly during the execution of NODES commands 
(or any other console command that causes activity on the link). Since there is currently 
only one node on the link, it should be glowing. 

9K NODES Conmland Successful?-Try executing the NODES command. It should com­
plete without errors and display the SRM server as the only node on the link. 

9L Reconnect "T~' to Server's 50961---~If the NODES command was successful, reconnect 
the T connector to the 50961 interface. A problem exists elsewhere on the link which is 
preventing cOIInllunication fronl the server to the link. 

9M Replace 50961~--If the activity light does not glow or the NODES command is still not 
successful, try replacing the 509G L coax adapter. 

9N NODES Conmland Successful? -~-Try executing the NODES command. It should com­
plete without errors and display the SRM server as the only node on the link. 

9P Replace 98629--If the NODES command does not complete without errors, try replacing 
the 98629 interface in the server link which is connected to the link in question. 
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9Q NODES Command Successful?-Try executing the NODES command. It should com­
plete without errors and display the SRM as the only node on the link. 

9R Reconnect the "T" to the 50961 Coax Adapter-If the NODES command was successful, 
reconnect the node to the link by attaching the T connector to the 50961 coax adapter. 
Continue testing the link. 

9S Hardware Fault in Server- If the NODES command is still not successful, then there 
is a hardware fault in the server. Refer to the HP 50960A Hardware Support Document 
for more troubleshooting information. 
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Flowchart 9.2: Problem at the Server's HP 50962A Interface 
A problem exists at the server's 50962A interface: the NODES command has not been successful. 
SOIne error message was reported. 

9A Execute INTERFACES Command----This command, executed at the SRM server, should 
display all of the interfaces in the server that are recognized by the SRM operating 
system. 

9B 50962 Select Code and Interrupt Level OK?-The select code should be in the range 
of 21 to 31 and should be different from the select codes of any other interfaces in the 
server. The interrupt level must be 4. The SRM operating system will ignore interface 
cards which are not set to the proper interrupt levels. 

9C Are the Select Code and Interrupt Level Switches Set Properly? - You will need to take 
down the SR~1 system, turn off the server, and remove the interface to check these. 
Verify the switch settings by referring to your SRM Hardware Installation Manual. 

9D Set Them--If they are not set properly, set them and try again. 

9E Replace 50962---If the switches are set properly and the SRM operating system still does 
not recognize the interface, replace the HP 50962 interface. 

9F Disconnect "T" from the Server's 50962-By disconnecting the BNC connector from the 
server, the link appears to be a very small link consisting of only one node. 

9G Attach terminator to s(~rver's 50962~-Attach a coax cable terminator to the server's 
50962 interface to re-terminate the link. 

9H Activity Light Glowing Dimly?--The activity light at the lowest-numbered node on a link 
should always glow dimly and flash brightly during the execution of NODES commands 
(or any other console command that causes activity on the link). Since there is currently 
only one node on the link, it should be glowing. 

91 NODES Comrnand Successful?----Try executing the NODES command. It should com­
plete without errors and display the SRM server as the only node on the link. 

9J Replace 50962-If the activity light does not glow or the NODES comn1and is still not 
successful. 

9K Reconnect "T" to Serv(~r's 50962---If the NODES command was successful, reconnect 
the "T" connector to the 50962 interface. A problem exists elsewhere on the link which 
is preventing conlmunication from the server to the link. 

9L NODES Comrnand Successful?---Try executing the NODES command. It should com­
plete without errors and display the SRM server as the only node on the link. 

9M- Hardware Fault in the Server-If the KODES command is still not successful, then there 
is a hardware fault in the server. Refer to the HP 50960A Hardware Support Document 
for rnore troubleshooting information. 

9N Reconnect "T" to Server's 50962---If the NODES command was successful, reconnect to 
node to the link by attaching the T connector to the 50962 interface. Continue testing 
the link. 

9P Refer to the HP 50960A Hardware Support Document-for more troubleshooting 
information. 
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Flowchart 10: Problem in the Cable or at a Remote Node 
The NODES command completed with no errors and listed at least the SRM server as a re­
sponding node. Possibly some other nodes were listed as well. This flowchart helps determine 
where in the rest of the link the fault might be. 

lOA How Many Nodes are Not Responding?-If all of the nodes are not responding, then 
there is some problem preventing communication between the server and the link. If 
only one node is not responding, the problem is probably at that node. If several nodes 
are not responding, then the problem is likely in the cabling leading up to that group. 

lOB Are Non-responding Nodes Consecutive on Link?---If so, then the probability is high 
that the cable is damaged or disconnected somewhere before these nodes. If the nodes 
are not consecutive on the link, then treat each non-responding node individually to find 
the problem. 

10C Does More Than One Activity Light Glow When No Activity?-Only the server's ac­
tivity light should glow when there is no link activity. If more than one is glowing, then 
this usually indicates a break in the link. 

10D Bad Connection Between Last Responding Node and First Non-responding Nodes­
Following the cabling from the last responding node to the first non-responding node, 
check for loose or incomplete connections. If the connections appear to be solid, replace 
the cable between these two nodes. 

10E Treat as Individual Problems: Begin with Node Closest to Server--Tracing the cabling 
from the server to the first non-responding node, work with this node individually until 
you are able to correct its problem. 

10F Is SRM Interface Connected to Coax Link?---Is the T connector attached firrnly to the 
SRM Interface? Are the coax cables attached firmly to the T? 

lOG Connect SRM Interface to Coax Link--if it was disconnected for some reason. 

1ClH Does Activity Light Glow When there is No Activity?-It should not. Only the node 
with the lowest node address (must be a server) should have a 50961 coax adapter or a 
50962 SRM coax interface with its activity light glowing. 

101 Replace the "1'" Connector~-If the activity light is glowing and there was no activity, 
there may be some fault in the connection at that node. 

10J Activity Light Still Glowing?----It should have stopped. 

10K Replace Cable Segment Between This Node and Nearest Node in Direction of Server-if 
the activity light is still glowing. 

10L Activity Light Still Glowing?--It should have stopped. 

10M Replace SRM Interface-~ Replace the ,50961 coax adapter or the SRM coax interface. 

ION Disconnect "1'" Connector---By disconnecting the BNC T connector, the link appears 
to be very smalL consisting of only one node. 
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lOP Attach terminator to SRM Interface-Attach a coax cable terminator to the 50961 coax 
adapter or the SRM coax interface to re-terminate the link. 

10Q Activity Light Glowing?-If so, there is probably some external condition on the link 
preventing proper communication. If not, there is some defect at this node. 

lOR Replace SRM Interface- -Replace the 50961 coax adapter or SRM coax interface at this 
node. It is the most likely cause of a failure of this type. 

lOS Activity Light Still Glowing?- -If it does, this confirms that the SRM coax interface was 
defective. If it doesn't, the problem has not been found yet. 

lOT Replace SRM Interface- -Replace the SRM interface at this node. If the node is a Series 
500 computer, also replace the cable between the interface and the coax adapter. 

IOU Activity Light Glowing? -If it does, then the SRM interface was defective. 

10V Hardware Changes in Workstation--If the activity light still did not glow, you have 
a hardware fault in the computer at this node. Refer to the service manual for your 
computer for additional troubleshooting information. 

9-22 Diagnostic Flowcharts 



11A 

11C 

11D 

11£ 

Replace "T" 

of Server 

(50962/3) 

Verify that 

50961 Node Address 

Matches 98629/27123 

Node Addr"ess 

Verify that Total 

Length of Cable 

< 1000 Meters 

Verify < 25 

Nodes on Link 

11 F Verify Correct 

Cable Connections 

11 G Verify Site Meets 

Class B Environmental 

Specifications 

Make Modifications 

To Meet Specifications 

Disconnect Other 11 J 

11P 

SRM Interlaces From 

Link, One At a TIme 

Measure Resistance 

Of Cable with No 

Nodes Attached 

Use TDR to Find 

11 T Fault in Cable 

115 

Flowchart 11 

Replace Last 

SRM Interlaces Removed 

11R 

Reconnect All 

Nodes to Link 

Bisect Cable to 

Find Short or Open 

Diagnostic Flowcharts 9-23 



Flowchart 11: Problem with the Link 
SOIlle problem exists on the link which is preventing most or all communication from the server 
to the workstations. There Ilwy be numerous reasons for this, from defective hardware to 
improper installation. This fiowchartdentifies the most likely failures. 

II A Replace ~T" at Server ! f this T connector is defective, no cOIllmunication the link can 
take place, since all COIlll Hmication involves t he server. 

118 NODES Command Successful? Do a NODES command and determine whetlH'r all 
nodes cOIllH'cted to tIl<' Ii nk re;~pond. J f they do, then replacing the T connector at the 
server was the solutioIl. 

11 C Verify that 50961 Node Addrpss Matches 98629/27123 Node Address Verify at each 
node on the link that the .r)09()1 coax adapter nod(' address switcll<'s l1latch the node 
address switches on ttl<' ~)R\I nterface card to which it is connected. 'T'he server must 
have the lowest node add ress. 

11 D Verify that Total Length of Cable < 1000 metres. 

II E Verify::; 25 Nodes on Link 

11 F' Verify Correct Cable Connections Vl'rify that the cable is conIlected in Ims fashiol\ and 
that llO branches of cable exist. Cable segments between the BNC T connector and the 
.r)09()1 coax adapter or ;)(19G2A coax illterface arc illegal. For more inforlllation refer to 
your ,,,'RAJ Hardware Installation ManlLal. 

11 G Verify Site Meets Class H Environmental Specifications as described in the SUM SY.'i­
tern j)lanning Guide. 

11 II Any Specifications Not ~lIef! Are allY of the reqllirements described III 11 C through 
11 G llOt llIet? 

111 Make Modifications to Meet Specifications -If any requirements described III 11 C 
through 11 C were not ml'i, lllake modifications to the component in error. 

11.1 Disconnect Other SRM Interfaces from the Link, One at a Time Starting at one end 
of the link, disconnect t be T connectors from the coax adapters or coax interfaces one 
at a tillle. Leave the server's T connector connected. After removing each T conIlector, 
perform a NODES cOlJlmand. 

II K All Other Nodes Respond to NODES Command? -Determine whether all remallllllg 
nodes responded to the 1\:ODES cOIllmand. 

The bisection Illethod could be sllbstitllted for steps I1.J and 11K above. SOllle lilllk installatiolls 
may find this met hod easier. 

1. Divide the SRM link approxilllat.ely at midpoint. Add a terminator to the ('lld of the link 
which includes the server. 

2. Execute a ~ODES COIllIllclIld. 

:{. If all nodes H'llla.ining OIl the link respond, then add about half of the other portion of 
the link and go to step 2. 
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4. If nodes remaining on the link do not respond, then divide the unproven portion of the 
link approximately at its midpoint. Go to step 2. 

This process will converge upon a single node which is causing problems. 

11 L Any Nodes Left?--If after this process of elimination there are no nodes left which could 
be causing the problem, then the fault must be in the cable itself. 

1 Hvl Replace Last SRM Coax Interface Removed-~ The node whose 50961 was just removed 
contains some defective hardware: either the 50961 coax adapter or the SRM interface. 
Replace the SRM interface and the coax adapter one at a time until the link works. 
(Execute the NODES command to test the replacement hardware.) 

lIN Reconnect All Nodes to Link after fixing the fault and try the troubleshooting proce­
dure again. 

11 P Measure Resistance of Cable with No Nodes Attached-- If the fault is in the cable itself, 
it can usually be found by either DC or AC measurements. Disconnect aU nodes from the 
link. vVith both terminators still in place, measure the DC resistance of the cable. Take 
the measnrement between the center pin and the outer shield of a BNC T connector on 
the link. The resistance should be about 25 ohms (two 50-ohm terminators in parallel). 

11 Q Is it Approxiuaately 25 Ohms? If it is significantly higher that this, then one or both 
of the terminators are missing or there is a break somewhere in the cable. If it is 
significantly lower than this, then there is a short in the cable. 

11 H Bise(~t Cable to Find Short or Open- -If there is an open or short, it can be found by 
bisecting the cable and measuring the DC resistance of each section. A cable section 
with a terminator at only one end should have a DC resistance of about 50 ohms. A DC 
resistance of about 0 ohms indicates a short, and a very high DC resistance indicates a 
break in the cable or a missing terminator. 

11 S Fix the Fault -- in the cable by either replacing the defective section of the cable or 
replacing the old connector with a new one. (Nlost cable faults occur at the connectors.) 
After this has been done, start the troubleshooting procedure again. 

lIT Use TDR to l~ind Fault in Cable If the DC resistance of the entire cable is close to 
25 ohms, then the fault is not casily diagnosed with a DC ohmeter. For diagnosing 
cable faults of this sort, use a Time Domain Refiectrometer (TDR). When using a TDR, 
disconnect all nodes from the coax cable to avoid damage to the TD R. Follow the in­
structions which come with your unit to pinpoint the cable fault. 
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SRM Server Messages 10 
This chapter describes the rIlessages which an SRM server generates. Most of the messages 
described here are error messages, but many are simply reporting important system events. 

Normal output resulting fronl server input is detailed in the "Server Keyboard Functions and 
Commands" appendix. 

System Errors 
The following errors indicate a severe software or hardware fault. If any of these errors occur, 
contact an HP SysterIls Engineer at once. In general, the system should recover from such an 
error, but the systenl should be brought down and rebooted as soon as possible. 

Address error 
Bad argument to tasker 
Bus error 
Case statement error 
Check instruction 
Divide by zero 
Driver tasking error 
Illegal instruction 
Integer overflow 
Nil pointer dereference 
Stack overflow 
Value/subscript range 
1010 opcode 
1111 opcode 

Backup/Restore Errors 
In the event of an error or illegal condition occurring during the execution of a BACKUP or 
RESTORE corYlrnand, the messages which appear indicate that the command execution has 
stopped at the point of error. 

Device Errors 
Certain errors may occur for any device type and normally occur when configuring a device into 
the system. 
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HP 98629/50962A/50963A Interface Card Errors 
Error recovery is automatic for data link faults that apply to both 50962A/5096:3A and 98629 
interface cards unless specified otherwise. 

HP-IB/Disc Interface Card Errors 
Error recovery is automatic for errors on HP-IB or disc interface cards unless specified otherwise. 

Printer/Plotter Errors 
Error recovery is automatic for a printer or plotter fault unless specified otherwise. 

System Management Errors 
The following errors reported by the system following a system status change indicate that the 
system requires more memory to perform the specified operation. 

Insufficient memory 
Out of buffers 
Out of semaphores 

I\,~essage List 
Ambiguous keyword - a server command was typed without enough characters to uniquely 
identify the command (e.g. HE instead of HEADER or HELP). 

ASCII record too long - This message means that the ASCII file being read contains a record 
that is legal, but is too long for the SRM system to deal with. 

Either do not use this file, or change it so that offending records are shorter. 

(Backup filename) aborted by user - This indicates that the last backup operation was aborted 
by a user. This is just an informational message. 

(Backup filename) aborted due to error(s) - This indicates that the last backup operation was 
aborted due to some fatal error. 

Look at the log file to determine what error occurred and correct its cause. Redo the 
operation. 

(Backup filename) backing up file/dir # XXXXX - This indicates how many files the backup 
operation has backed up so far. This is just an informational message that lets you check a 
backup's progress over time. 

(Backup filename) completed with error(s) - This indicates that the last backup operation 
completed with 1 or more errors. 

Look at the log file to determine what errors occurred and correct their cause. After noting 
what occurred you may want to redo the operation. 

(Backup filename) completed without errors - This indicates that the last backup operation 
completed without any errors. This is just an informational message. 

10-2 SRM Server Messages 



(Backup filename) nef:!ds media in ALL devices - The current backup operation needs new media 
in ALL the devices being used for this backup operation. 

Load new media into ALL of the backup devices and continue the backup operation. 

Backup needs mediunl in device sc,ba,du - The current backup operation needs new medium in 
the device sc, ba,du. 

Load a new medium into the device sc,ba,du and continue the backup operation with the 
BACKUP COKTINUE cOlnmand. 

Backup operation must be aborted first- This message is in response to a SYSTEM DOWN or 
a VOLUME DOWN command that involves a volume being used in a backup operation. 

Wait until the backup completes or abort the backup operation. 

Backup or restore already in progress - This message is given in response to RESTORE EXE­
CUTE or BACKUP EXECUTE when there is already a backup or restore in progress. 

A bort the currently executing backup or restore, or wait for it to complete. 

Backup/Restore abort requested - A user has requested that the current backup/restore oper­
ation be aborted. This is just an informational message. 

Backup/Restore aborted due to error(s) on (date/time stamp) - The backup/restore operation 
was aborted due to some fatal error. 

Look at the log file to determine the cause of the aborted operation and correct the cause. 
Redo the operation. 

Ba(~kup/Restore aborted by user on (date/time stamp) - The backup/restore operation was 
aborted by a user. This is just an informational message. 

Ba(~kup/Restore continue requested - A user has requested that the current backup/restore 
operation be continued after it was waiting for new medium. This is just an informational 
message. 

Ba(~kup /Restore log file error - The log file 
/BACKUP _RESTORE/TEMP _FILES/CURRENT_LOGFILE had a failure of some kind in 
an open, close, read or write operation to it. 

Look at the message on the scrolling screen to determine the cause of the error and correct 
the condition. Redo the operation. 

Ba(~kup/Restore running - Thi.3 indicates that a backup/restore operation has just started to 
run and hasn't backed up/restored any files yet. This is just an informational lnessage. 

Baekup/Restore completed with no errors on (date/time stamp) - The backup/restore operation 
completed without any errors. This is just an informational message. 

Bac~kup/Restore completed with 1 error on (date/time stamp) - The backup/restore operation 
completed with one error. 

Look at the log file to detennine the cause of the error in the operation and correct its cause. 
After noting what occurred you may want to redo the operation. 
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Backup/Restore completed with XX errors on (date/time stamp) - The backup/restore opera­
tion completed with multiple errors. 

Look at the log file to determine the cause of the errors and correct their cause. After noting 
what occurred you may want to redo the operation. 

Backup/restore of path failed - The backup or restore of a file or directory failed. 
Check the log file for the reason that path failed, remedy the cause and try the backup/restore 

operation again. 

Backup/Restore startup failed - A backup/restore operation failed during its startup procedure. 
Look at the message indicating why the startup failed and correct the cause of the problem. 

Redo the operation. 

Backup/restore volume not online - The volume is being backed up to or restore from is not 
on-line. 

Make sure (with the VOLUMES command) that the volume being backed up or restored to 
is in the on-line volumes list. 

Backup/Restore volume validation failed - The SDF volume that was to be backed up from or 
restored to could not be validated. 

Look at the message indicating why the validation of this volume failed and correct the cause 
of the problem. Redo the operation. 

Backup schedule list full - There is not enough memory to hold any more entries in the list of 
scheduled backups. 

Add more memory, or use the BACKUP SCHEDULE command to re-create the list. 

Bad access code - An invalid access code was transmitted from a workstation. Access codes 
may be sequential or random, anything else is unacceptable. A reply is sent to the workstation 
containing the appropriate error code. 

Bad ASCII file format - The format of the ASCII file being read (either a define file or the 
schedule file) is corrupt. 

Do not us(' this file. Remove it and re-create it (using the appropriate command) if necessary. 

Bad backup buffer file - SRM was improperly installed or 
/BACKUP _RESTORE/TEMP _FILES/BUFFER has been modified since installation. 

Run the SRM Installation Utility again. 

Bad backup file format - This message means that the backup file being read is not in the proper 
define file format. 

Remove the file and use the BACKUP DEFINE command to re-create it. 

Bad byte number - An illegal byte offset or byte position (probably negative) was specified. 

Bad file ID - A file access request was made using a file identifier which is invalid. This usually 
occurs when the user attempts to access the SRM after it has been brought down and back up. 
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Bad file size - An invalid maximum file size (negative) was specified. 

Bad packet - cannot transmit .- This is an internal error indicating that the SRM system at­
tempted to transmit an invalid packet. Should this occur, contact an HP Customer Engineer. 

Bad request format - A request packet was received with one or more fields containing invalid 
data. A reply is sent to the workstation containing the appropriate error code. 

Bad schedule file fornlat - The schedule file is not in the proper schedule file format. 
Use the BACKUP SCHEDULE command to re-create the file. 

Base backup must baek up all files - YOll tried to execute or schedule a base backup that is not 
defined to back up all files. 

Use the BACKUP DEFINE command to change the backup file so that it specifies all files 
for backup. 

Bringing up discs - this may take several minutes - This is displayed in the error window when 
the system activates the disc volumes during the initialization phase. 

Bringing up volume - this may take several minutes- This is displayed in the error window when 
the system activates a disc volume after you give a VOLUME UP command. 

Cannot access file - The user does not have permission to access the file. 

Cannot back up to SDF disc - Only tapes and non-SDF (Structured Disc Format) discs are 
supported as backup devices. 

Using BACKUP DEFINE, check to make sure that you have selected the right device and 
make sure that you have chosen a tape or non-SDF disc for each backup destination drive. If you 
are sure that you want to overwrite the SDF data on this disc, then connect it to a workstation 
and initialize it in LIF (Logical Interchange Format) first. 

Cannot install from a fixed disc - You must specify a tape or micro flexible disc drive as the 
source device for the installation. 

Check the device address and enter the address of a tape or micro flexible disc drive. 

Cannot install without permission to initialize - If a disc has not previously been initialized to 
SRM format, it cannot be used at an SRM until this is done. 

Make sure that there is no irreplaceable data on the disc, run the Installation Utility again, 
and answer affirmatively to the prompts about initializing the disc. 

Cannot mix tape and floppy devices - Since you cannot switch devices in the middle of a restore, 
you cannot back up to incompatible devices. 

Using BACKUP DEFINE, select a different list of backup devices that contains all tape or 
all micro flexible disc drives. 

Cannot mount a volume on itself - A volume cannot be mounted on a directory on that same 
volume. 

SRM Server Messages 10-5 



Cannot move directory - A creat.! link request was made which attempted to move a directory 
to another positioIl in the direct(cry structure. 

Cannot restore continuation file first - T'he medium that is currently loaded ill the restore device 
canllot be restored from first. 

Redo the restore operation and make sure that it begins with the medium that has media 
sequence number 1. 

Cannot purge existing data file - A data file exists at a point ill the directory s1 ructure \\'here 
a directory Ileeds to be installed by SRM. 

Check this guide for the diredory structure that is installed by SRW[ and purge or rename 
any files that conflict with what SR Muses. 

Cannot purge existing directory·· A directory exists at a point in the directory structure where 
a dat a file nepds to be installed by S R\1. 

Check this guide for the diredory.;tructure that is installed b:' SRlV[ and purge or rename 
any files that con flict with what SR Muses. 

Change over to medium #X failed - During a backup/restore operation the changeover to 
mediulll #X failed. 

Look at the message indicating why the changeover to this mediuIll failed and correct the 
cause of the problem. Redo the operat ion. 

Change over to medium #X succeeded - This indicates when a changeover to a different 
backup/restore llIediulll succeed( d. TIt is is just an informational message. 

Changing over to medium nurnber # - This is an illforJllatiollal Illessage indicatillg t hat a 
challgeover to a different backup 1I"('store device is in progress. 

Closed Backup/Restore device sc,ba,du - This indicates when a backup/restore device is closed 
during a backup/restore operation. TLis is just an informational message. 

Close of Backup/Restore device sc,ba,du failed - The close of backup/restore device s()m,du 
failed during a backup/restore operation. 

Look at the message indicat.ing why the close failed and correct the canse of the problem. 
Redo the operation. 

Close or purge of duplinked files directory failed - The close or purge of the file /DUPLI~K_J)IR 
on the volume being restored to failed. 

Look at the message indicating wby the close or purge of this directory failed and correct 
the cause of the problem. Redo t he operation. 

Configuration error on select code - An error occurred when attempting to configure an interface 
card. The error condition is displayed following this message. 

Configuration file needs to be updated - The system's configuration file was created by an in­
cOIllpatible version of the SRM Operat ing System. 

Using the N/\ME command, reassign all workstation names. Using tile SPOOLER 
ADD command, recreate all spooler directories. Then save the configuration with the 
SAVE_CONFIGURATION cOlllmand. 

10-6 SRM Server Messages 



Copy of path list file failed - The copy of the pathlist file 
/BACKUP _RESTORE/TEMP __ FILES/PATHLIST to or from a backup/restore medium failed. 

Look at the message indicating why the copy of this file failed and correct the cause of the 
problem. Redo the operation. 

Data error - Unrecoverable data was read from the disc or backup medium. 
Verify the disc to check for bad areas and to possibly spare them. 

Dat.a error at block XXXXX on Backup/Restore device sc,ba,du - A data error has occurred 
during a read/write operation to/from device sc,ba,du. 

Backup: replace the suspect medium and do the backup operation again. 
Restore: restore will autornatically get as much data from the medium as possible. After 

the restore is done, check the file on which that data error occurred to insure that the file is 
usable. (The file probably will be truncated.) 

Data error at block# XXXXX on Backup/Restore SDF volume - A data error has occurred 
during a read/write operation to/from the SDF volume being backed up/restored. 

Do the following: 

1. Use the VERIFY conlmand to deternline which volume caused the error. The volume 
on which the error occurred can be either the SRM system disc, the source volume for a 
backup (may also be the SRM system disc), or the destination volume for a restore (may 
also be the SR1\1 system disc). 

2. Use the VERIFY command again to find out which blocks on the volume are bad. Write 
down the bad blocks that the VERIFY command reports and spare them if you can. 

If the VEIUFY command identifies 100 or more bad blocks, and you have several full 
system backups you can restore from, do the following (instead of performing steps 3 
through 7 in this procedure): 

• If the volume is the SRM system disc, use the SRM Installation Utility to reinitialize 
the disc and re-inst all the S RM Operating System. Then restore the disc's entire 
file system (by completely restoring the last full backup and the last incremental 
backup). As a final check, you may want to perform step 6 of this procedure . 

• If the volume is NOT the SR1\1 system disc, use the INITIALIZE command to re­
initialize the volume, and then restore its entire file system (by completely restoring 
the last full backup and the last incremental backup). As a final check, you may 
want to perform step 6 of this procedure. 

:~. (Optional) Use the VERIFY command again to verify that the first instance of the com­
mand successfully spared any bad blocks. 

4. Take the system down and run the Disc Check Utility to determine which files were 
affected by the bad blocks on the volume. (Upon starting the Disc Check Utility, you 
must specify the bad blocks found by the VERIFY command.) Write down the paths of 
the affected files. 

E>. Run the Disc Check Utility (again) and allow it to correct the problems on the disc (by 
writing on the disc). 
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6. (Optional) Run the Disc Check Utility (again) to verify that the volume is fixed (has a 
consistent file system). 

7. Restore tIl(' files that the Disc Check Utility identified in step 3 as affected by the bad 
blocks on the volume. Restore these files from your most recent backup. 

Data error on unknown Backup/Restore device - A data error has occurred during a read/write 
operation. The backup/restore was unable to determine which device caused the error. 

Use the VERlFY command to determine which device caused the error. The device on 
which the error occurred can be either the SRM system disc, the source volume or destination 
drive( s) for a backup, or the source drive or destination volume for a restore . 

• If the device that caused the error is a disc volume, perform steps 2 through 7 under the 
preceding error message, Data error at block# XXXXX on Backup/Restore SDF volume . 

• If the device that caused the error is a removable medium, do .one of the following: 
Backup: replace the suspect medium and do the backup operation again. 
Restore: restore will automatically get as much data from the medium as possible. 

After the restore is done, check the file on which that data error occurred to insure that 
it is usable. The file probably will be truncated. 

Deadlock detected - A file lock request was given which, if performed, would cause a deadlock 
in the file system. 

Determine which workstation is causing the deadlock and cancel one of the file lock requests. 

Device absent or not configured- An attempt was made to reference a device that is not on the 
bus or has not been configured. 

Device driver access timeout - This is an internal error implying that a task was unable to gain 
access to the device driver in the allotted time. Should this occur, contact an HP Customer 
Engineer. 

Device driver timeout - This is all internal error caused when the device driver failed to complete 
an operation in the allotted timc. This should not normally occur. 

Device drivers do not match - The device driver specified in the volume specifier does not match 
the current device driver being used for the volume. 

Device error - An unknown error occurred with the disc. Should this occur, contact an HP 
Customer Engineer. 

Device list is full - In the BACKUP DEFINE command, the list of destination devices is full. 
No remedy. 

Dir catalog error: (error message describing what failed) 
/PATH/THAT/FAILED - The catalog of a directory being backed up failed. 

Run the Disc Check Utility and allow it to write on the disc that the catalog failed on. Redo 
the backup operation. If the problem persists contact an HP Customer Engineer. 
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Directory not backed up: 
/BACKUP _RESTORE/TEMP _FILES - This is a warning that the backup operation's scratch 
directory was not backed up. This is normal behavior. The backup operation's scratch directory 
is never backed up. 

Directory not empty·· This error occurs if an attempt is made to purge a directory that is not 
empty. 

Directory structure too deep - The directory structure that you are trying to back up or that 
the Disc Check Utility is trying to check is more than 30 levels deep. 

Modify your directory structure so that all paths name no more than 30 directories or files 
(induding the root). 

Disc or tape controller error - The controller of the disc or tape indicated a fault. This indicates 
that the disc or tape hardware is in error. 

Disc or tape diagnostic error - The disc or tape has failed a diagnostic test. The disc or tape 
hardware should be checked. 

Disc drive error - The disc unit indicated a fault. This can either indicate a drive failure or a 
media failure. 

Disc or tape failure - Disc or tape did tlot return extended status message correctly. This is a 
fatal error and indicates a hardware problem with the disc or tape. 

Disc or tape powerfail or media change - The disc or tape has powered up. This generally will 
not be seen sillce all disc or tape operations are retried if the error is of a certain class (e.g. 
powerfail). This also. lllay OCCllr if you remove a backup medium during a backup or restore 
operatioll. 

Disc <-> removable medium <:opy error - This may happen when a backup is copying to, or 
a restore is copying from, a tape drive that is on the same controller (is accessed through the 
same HP-IB port) as the SRM system disc. 

Backup: Redo the backup operation using a different tape. If the problem persists, the tape 
drive Illay be defective. 

Restore: Redo the restore operation and avoid restoring the file on which the error occurred. 

Disc or tape uninitialized - The disc or tape medium has not been formatted or is unusable. 
Tr~i to f01'lnat the disc. If the operation fails, the medium is bad. 

Discs must be conne(~ted to the high-speed HP-IB - There are discs on the system connected 
to the low-speed HP-[B interface. Discs and tape drives are not allowed on the low-speed HP-IB 
interface. Bring the system down, turn off the power, and reconfigure the discs correctly on the 
high-speed HP-IB interface and bring the system up again. 

Disc write error on <volume name> block <nn> - An error occurred while writing data to a 
disc volume. This message is followed by a second message. Look up the second message in this 
chapter and follow the instructions. Sillce the file system is often corrupted after this type of 
error, use the Disk Check Utility to find out which file contains the block address shown in the 
above message and to repair the damage. 
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Dispatcher Failure <nn>, <nn> - The numbers following the error message are the ioresult 
and the escapecode. The packet dispatcher task failed. The system is unable to recover from 
this error. This failure should 1)(' reported to an HP Customer Engineer. 

Duplicate passwords - An attempt was made to assign a password to a file with an existing 
password by that name. 

Duplicate volume names - An attempt was made to access an SRM disc volume by llaIlle when 
mon' than one voluIlle by that naIlle i..;; up. 

Duplinked file modified after its backup 
Data for the following file is suspect: 
/PATH/OF /MODIFIED/DUPLINK/FILE - A file with duplicate links to it was modified after 
its initial backup and before all links to it were backed up. 

Schedule or execute backup operations to take place during periods of low usage. 

Duplink file modified after restore - A file with duplicate links to it was restored and was 
modified before all links to the file were restored. 

Do not modify files with duplicate links to them during the restore operation. 

End of physical vol - The system attempted to write past the physical end of a medium. This 
should never happen. If it does, contact an liP System Engineer. 

EOF encountered - A request was made which caused the file system to read past the logical 
end of file. 

Error closing spool file for device <nn>, <nn> - The numbers displayed in the error message 
are the select code and the bus address of t he plotter. An error occurred when closing the 
specified file. This should not normally occur. The actual file system error will be printed 
following this message. 

Error detected during creation of (path) - An error occurred while one of the S RlVl system files 
was being installed. Refer to t hE' other error messages printed to determinc thc action to take. 

Error during system cleanup: - ]f the..;;ystem is unable to close all the files and update any disc 
volumes, this message is displayed. This is normally due to removing a volume without bringing 
the volume down first. 

Error opening spool file for device <nn>,<nn> - The numbers displayed in t}H' error message 
are the select code and the bus address of t he plotter. An error occurred when opening the 
specified file. This should not normally occur. The actual file system crror will be printed 
following this message. 

Error reading configuration file - An error occurred when reading the system configuration file. 
Thc actual error condition is displayed follmving this message. 
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Error reading mount file - An error occurred while reading data from 
/SYSTEMS/MOUNT._SH:V1. This lllessa!2;E' is followed by a second message. Look up the second 
lllcssage and follow the illstruct ions. Usually the mount file has been changed, or there is a 
hardware or corruptlOtl problem with the disc. Do not edit a mount file directly. Always use 
the \10UNT or {TNJ\10UNT cOlllmand to chaIlge this file. If needed, use the Disc Check Utility 
to verify whether the disc is corrupted. 

Error reading spool file for device <nn>, <nn> - The numbers dispiayed in the error message 
are the select code and the bus address of the plotter. An error occurred when reading the 
specified file. This should not normally occur. The actual file system error will be printed 
following this message. 

Error saving configuration file .. An error occurred when saving the system configuration file. 
The actual error condition is displayed following this message. 

Error writing Inount file - All error occurred while writing data to /SYSTEMS/MOUNT _SRM. 
Thi:.;; message is followed hy a second lliessage. Look up the second message and follow the 
instructiolls. There lllay be a hardware or corruption problem with the disc. If nC'eded. usc the 
Disc Check Utility to verify whether the disc is corrupted. 

Execution terminated - This message is displayed following a system failure. 

Expected device addn:~ss specifier - A device address specifier was expected in the specified field. 

Expected end of line - A server command was entered with more information than expected. 

Expected integer value - A number was expected in the specified field. 

Expected letter - A letter was expected near the indicated position in the input line. Enter a 
letter. 

Expected nanle - A file, directory: or volume name was expected near the indicated position in 
the input line. Enter a name. 

Expected userid - A userid was expected in the specified field. 

Fatal Backup /Restor.~ Error: (error message) - A fatal backup or restore error has occurred. 
This kind of error terminates a backup or restore operation. 

Correct the cause of the error and redo the operation. 

***FATAL ERROR while moving extent. *** 
***Disc may be corrupt. Run DSCK. *** - A severe problem, such as a disc failure, was 
encountered during the 'collecbng free space' phase of the installation. 

Run the Disc Check Utility to determine if any damage was done and to repair any such 
damage. 

Fil.~ Attribute file corrupt - run DSCK Utility - The file attribute file for that volume contains 
illegal or conf1icting information. 

Run the Disc Check Utility to check and repair that volume as soon as possible. 

File Attribute file full - The request could not be satisfied because another file information 
record could not be added to the file attribute file for the volulne. 
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File Backup/Restore error: /PATH/OF /FILE/THAT/HAD/ERROR - The file specified in 
/PATH/OF/F'ILE/THAT/HAD/EHROR was unable to be backed up or restored for the fol­
lowing reasoll. 

Look at the message indicating why the fjle could not be backed up or restored and correct 
the cause of the problem. Redo the operation. 

File has more passwords than can be backed up - Only 40 passwords can be backed up for any 
one file, but t he file's data was completely backed up. 

Go to a workstation and delete some of the passwords for this file. 

File in use - The request cannot be performed because the designated file is open or in use at 
the current time. 

File modified during its backup 
Data for the following file is suspect: 
/PATH/OF /MODIFIED/FILE - Sonw user modified the file while it was being backed up. 

Try to insure that backup operations take place during periods of low usage. 

File not directory - A directory operat ion was attempted on a data file. 

File not found - An attempt was made to access a file which does not exist. 

File not open - An attempt was made to access a file which is not open. This usually occurs 
wheIl a user attempts to access the SR M after it has been brought down and back up. 

HP-IB no response - A device did not indicate that it was operational within its allocated time. 
The response by the device is by parallel poll or service request. 

HP-IB timeout - The HP-IB interface timed out. This is caused by some device not responding 
(due to power failure, a loose or faulty cable, etc.). 

Illegal character in input line - A server command was typed with an unacceptable character. 

Illegal day letters - This message is printed if illegal letters are entered to represent days of the 
week. 

Enter the correct letters (SMTWHF'A). 

Illegal disc or tape address - Acldre:-;s to disc or tape was out of range. Th is should not occur 
siIlcc the u:-;c}" ha:-; IlO control over t he address given to the disc or tape. 

Illegal file, directory or volume name - This message is given when an illegal name is entered. 
Enter only legal names. 

Illegal interrupt level - A 9862.'> card was set to the same interrupt level as some other interface 
card. 

Turn off the computer's power and check all interface cards. 

Illegal parameter to driver - Th is means that an illegal parameter was specified. Th is most 
cOlllmonly occurs when an unsupported device is connected to the system. 

Illegal password - An illegal password (all blanks) was specified in a request. 
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Illegal path - The path entered is in illegal form. 
Enter paths with correct formats. 

Illegal time input - An illegal response to the TIME cOlIlInand was entered. 

Incorrect device type or missing device - This message appears for either of two reasons: 

• you attempt to give the UNIT ADD cornmand and there is no device at the bus address 
specified, or 

• a device is configured as one device type, but the physical device is different. This is 
caused by configuring a device, disconnecting it without removing the unit, and then 
reconnecting a different one. 

Initializing..... - This message appears 1Il the error window when a CS/80 volume IS being 
initialized. 

Illegal time input - An illegal response to the TIME command was entered. 

Incorrect device type or missing device - This message appears for either of two reasons: 

• you atternpt to give the UNIT ADD command and there is no device at the bus address 
specified, or 

• a device is configured as one device type, but the physical device is different. This is 
caused by configuring a device, disconnecting it without removing the unit, and then 
reconnecting a different one. 

Initializing..... -- This message appears 1Il the error window when a CS/80 volume IS being 
initialized. 

Initializing backup medium - The backup is initializing a backup medium. Look for a lit activity 
light on a backup destination drive to see which medium is being initialized. This is just an 
informational message. 

Input line too long - Too many characters were entered from the server. This usually occurs 
when a pathname is entered that overflows the available space. 

Insufficient disc space - Not enough space on the volume could be allocated to satisfy the request. 

Insufficient free space for installation - More free disc space is needed to install the SRM software. 
Boot the old SRM system, go to a workstation, and delete enough files to get to the required 

amount of free space. 

Insufficient IoenlOry to extend file table- There was not enough memory to extend the open file 
table. 

Integer must be greater than z.~ro - The integer value entered was O. Enter a value larger than 
O. 

Integer value too large - An integer was entered which was too large to be processed. 

Internal error - This error is for debugging purposes and should never occur in normal operation. 
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Invalid baud rate value - The halld ra te entered is not on(' of the legal values. Choose from ,C)O, 

75. 110, 1 ~~1.:), 1.')0. 200, :~OO, ()OO, 1200, 2400. 4~OO, ~)GOO, or 19200. 

Invalid data bits value - 1'11(' flat a bib value ('lltered is not betweell :) alld x. 

Invalid device address specifier - The address of a mass storage device was ente['('d incorrectly. 
Check this guide for proper SYIlt;.X. Check bus address and unit ntllllber 011 device and 

re-enter. 

Invalid file name - The oper;l1 or attempted to configure a spooler with an unacceptable file 
nallH'. This is uSllally caused hy spec fying the volullle namp or a path nallle instead of just a 
simple file name. 

Invalid handshak(~ - The haJJd~ .. ;\l(lke m()de elltered is not legal. Choose from XonXoff, Hardware, 
Both, or Neither. 

Invalid LIF volUlue - The Illedi IlIll is n )t the OIlC shipped wit h S R M or it is an improperly made 
copy of 011(' of til(' shipped lIledia. Th(\ llledilllll's LIF' direnory lIlay be too big (i.e. too llleWY 
elltries) . 

Make sllre that .VOU are usmg tile mediulll that was shipped with the SR M software and 
make sure that (lilY copies that YOll 1 take are in LIF format and have 192 or fewer directory 
cnt ries. 

Invalid or corrupt backup medium - \lediuIll was not made with SRM :~.O or later backup, or 
lllcdiulll was lllodified or damaged aftl'r the backup was dOlle. 

Using HACKl lP DEFINE, dl('ck to make surc that you bave the right medium and the right 
devic(' address. 

Invalid parity value - The parit.y mod( entered is not legal. Enter odd, evell, zero, one, or none. 

Invalid record mode - A file operation was at tempted which specifi('(i something other than a 
dir('ctory or data fil('. 

Invalid select code - A select code wa, eni<'rpd for which there was no corresponding interface 
card, or the ~elect code entered doe~ lot reference all RS2:~2 interface. Hecheck the select code 
of the serial interface card. 

Invalid spooler command - A spooler command wa~ issued to a spooler which cannot accept 
that particular command. For example, SOlll('OnC attempted to take dowll a spooler which is 
already down. 

Invalid SRM installation mediunl - TLe medium is not the one shipped with the SHlVl software 
or it has ])('ell dalllaged or improperly copied. 

1\1ake sure that :vou arc using the Droper Illediulll or, if using a copy, make sure t hat all of 
the files were copied correctly. 

Invalid stop bits value - The stop bit~; value entered is not legal. Enter 1 or 2. The stop bits 
valw' of 1.:) lIlay only be llsed with S data bits. To specify I.S stop bits for a Hf> 9~G2G serial 
interface card. enter 2. 

Invalid userid - 'I'll(' uscrid ent eJ'('d was syntcH'tically incorrect. 
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Locked - retry later - A file operation vvas attempted to a locked file and rejected by the SRM 
system. 

Media error on disc or tape --rhel'e has beel1 a lllcdia fault on the disc or tape. There is no 
way to rccm'cr fl'Olll this. 

Medium not formatted - A medium was not formatted because too many bad blocks were 
spared. The mediulll should be checked. Also, if the medium is a disc, the hardware should be 
checked. 

Mounted directory not backed up 
/PATH/OF /MOUNTED/VOLUME - This is a warning that the directory of a mounted volume 
was not b<-u:ked up. 

To back up mounted volumes you IlI11St explicitly define and schedule (or execute) a backup 
oIwration for ('ach mounted vol UIlle that you want backed up. 

Must have at least one disc unit - The Installation Utility found only tapes or micro flexible 
discs and did llot fi nd any fixed discs. 

Make sure that a supported fixed disc and a supported tape/micro flexible disc drive are 
connected and turned Oll prior to running the Installation Utility. Make sure that the busy light 
on any tape drive remains out for several seconds prior to running the Installation Utility. 

Must have at least one Removable unit - The Installation Utility found only fixed discs and no 
tapes or micro Hexi ble discs. 

Make sure that a supported fixed disc and a supported tape/micro flexible disc drive are 
cOIlnected to the server. Nfak(' sure that these devices are properly connected and turned on 
prior to running the Installation Utility. rvlake sure that the busy light on any tape drive remains 
out for several seconds prior to running the Installation Utility. 

Must have at ll~ast two CS80/SS80 units - The Installation Utility did not find the source and 
destinatioll dev ices required. 

Make sure tU(,.t a. supported fixed disc and a supported tape/micro flexible disc drive are 
cOllIlected to the server. :v1akc sure that these devices are properly connected and turned OIl 

prior to running the IIlstallation Utility. lV1ake sure that the busy light on any tape drive remains 
out for severaJl seconds prior to rUIlning the Installation Utility. 

19200 not allowed for built-in RS232 of 50960 - The baud rate of 19200 is not supported for 
f)09GOA built-ill RS2:~2. You must specify a lower baud rate for this RS-2:l2 port. 

98625 at wrong interrupt level - must use 5 - The 98625 disc interface card must be at interrupt 
level 5. Bring the system down, turn 'Off the power, and reconfigure the 9862.5 card with its 
interrupt level switches set correctly. Then power on the system and bring it up. 

98626 at wrong int(~rrupt level - must use 6 - The 98G26 serial interface card must be at interrupt 
level 6. Bring the system down, turn off the poweL and reconfigure the 98626 card with its 
interrupt level switches set correctly. Then power on the system and bring it up. 

98629 or 50962 at wrong interrupt h~vel - 98G29 or 50962A interface cards must be set to 
interrupt level 4. To correct, turn off the computer's power and check the interface cards. 
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98629 or 50962 Bad register data - Internal error indicating data to a register of the 98629 or 
.)0962A was out of range. 

98629 or 50962 Bad register number - Internal error indicating the 98629/50962A register was 
out of range. 

No backup is paused - This message is given ill response to BACKUP CONTINUE when there 
is IlO backup operation in the paused state. No remedy. 

No capability for operation - An attempt was made to access a volume or file without the proper 
access capability (e.g. renaming a volume wit hout a valid volume password). 

No memory for device driver - An attempt was made to configure a peripheral when the server 
does not have enough memory to do so. 

This conditioll can be avoided by adding more memory to the server. 

No memory for user requests, data loss possible - The datacomm buffer pool did not have enough 
buffers to halldle incoming requests, and the unused memory in the system was insufficient to 
allow extension of the buffer pool. If the 98629 or 50962A card overflows before enough buffers 
become free, 1he card's data area will overflow and subsequent packets will be lost. In this case, 
the transmitting workstation shollid get an error. 

This condition can be avoided by adding more memory to the server. 

No reply - A packet was received for which no response was required. This may appear when 
using a trace function. 

No restore executing - This message is given in response to a RESTORE ABORT command 
when there is no restore operation currently executing. No remedy. 

No restore is paused - This message is given in response to RESTORE CONTINUE when there 
is no restore operation in the paused state. No remedy. 

No spares available - No more spare tracks are available on the medium. This indicates that the 
medium is damaged beyond repair or there is a severe hardware problem with the mass storage 
device. 

If the medium is removable. discard it. If the medium is a fixed disc, contact your HP Sales 
and Service office for assistance. 

No such spooler - A command was issued to a spooler which does not exist. 

No such subunit on device - The subunit specified for the device does not exist. 
Specify a, different subunit number. 

Note: The autochanger may have a loaded another tape after the error(s) occurred. Check 
a previous tape. - An error Illay have occurred during a backup or restore on the previous 
tape. The tape (lutochanger Illa.v have unloaded this previous tape and then loaded another 
tape before tile (,lTor message was lloticed. Check a previolls tape for the error. 
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No writing on directory - An attempt was made to write to a directory. Only the SRM file 
system may access the directories directly. 

Not ASCII file - The file specified by the user is not an ASCII type file. 
Specify an ASCII type file for BACKUP DEFINE and for RESTORE catalog listings. 

Open file table full - The file or directory could not be opened because no more entries in the 
file id table were available. 

Add more memory to the server. 

Open of Backup/Restore device sc,ba,du failed - The open of a backup/restore device failed 
during a backup/restore operation. 

Look at the message indicating why the open failed and correct the cause of the problenl. 
Redo the operation. 

Open of /BACKUP _RESTORE/TEMP _FILES failed - The open of the 
/BACKUP _RESTORE/TEMP _FILES directory failed. 

Look at the message indicating why the open of this directory failed and correct the cause 
of the problem. Redo the operation. 

Open of duplinked fih~s directory failed - The open of the file /DUPLINK_DIR on the volume 
being restored to failed. 

Look at the message indicating why the open of this directory failed and correct the cause 
of the problem. Redo the operation. 

Opfm of relocation path failed - The open of the relocation directory path failed during a restore 
operation. 

Look at the message indicating why the open of this directory failed and correct the cause 
of the problem. Redo the operation. 

Opened Backup/Restore device sc,ba,du - This indicates when a backup/restore device is opened 
during a backup/restore operation. This is just an infornlational message. 

Parity error - A memory board has detected corrupt data. This is usually caused by a hardware 
failure or an eleetricall disturbance such as lightning. Record any nmnbers or messages that are 
displayed with this message. Shut down the system as soon as possible and use the Disc Check 
Utility to check for disc corruption. If the problem persists after rebooting the system 1 replace 
the memory boards in the serveI", and eliminate any electrical disturbances OIl the power supply 
for the server. 

Password expected - A password was expected in the specified field. 

Password not found _. A password was passed to the file system for a volume or file which was 
not in the protection table. 

Password unterminated or too long - A password was entered without a trailing '> 1 character. 
Passwords may be sixteen characters or less. 
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Path list is full - In the BACKUP DEFINE command, the list of paths to back up is full. 
Define allotll<'r backup to back up the remaining paths, or choose some subset that will fit 

in the path list. 

Path not a directory - Some part of a path that should be a directory is actually a file. (Example: 
/A/B/C is specified as a path to back up or restore and /A/B is a file instead of a directory). 

Correct the specification of the path with the BACKUP DEFINE command or with the 
RESTORE EXECUTE command. 

Path too long - The path entered as input was too long to be handled by the SRM. 
Enter a path with fewer segments. 

Path list file close failed - The close of th(' file 
/BACKUP _RESTORE/TEMP _FILES/PATHLIST on the system disc failed. 

Look at the lll('ssage indicating why the close of this file failed and correct the cause of the 
problem. Redo the operation. 

Path list file open failed - 'The open of tIlt' file 
/BACKUP _RESTORE/TEMP _FILES/PATHLIST on the system disc failed. 

Look at the lllessage indicating why the open of this filE' failed and correct tIl<' cause of the 
problem. Redo the operation. 

Path list read failed - The read of the pathlist file (which is on the system disc) failed during a 
restore operation. 

Reinstall the SRM Operating System and try the restore operation again. 

Path list write failed - A write to the pathlist file (which is on the system disc) failed during a 
backup operatioll. 

Reinstall the SRM Operating System and try the operation again. 

Pathname missing - A file request was made to the file system without a specified pathname. 

Physical EOF reached - An attempt was made to read or write past the physical end of file. 
The physical end of file is the maximum size allowed for the file. 

Plotter not in relnote state - Plotter is not ready with papE'r loaded and in remote state. 
Put the plotter into remote state. 

Plotter out of paper - Plotter is using roll feed and is out of paper. 
Put new paper in the plotter or use it without roll feed. 

Printer failed self test - The printer has failed self test. There is a hardware fault in the printer. 

Printer failure - Printer has indicated it is all-line but not ready for data. 

Printer is ofT-line - The printer is off-line. 
Putting the printer on-line will cause it to continue printing from where it left off. 

Printer mechanism error - The printer mechanism is unable to move. 
Check for obstructions around the core bar. The printer must be reset to correct this error. 

If the error is not correctable, the printer hardware is at fault. 
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Printer not cleared - Printer was not cleared by the driver. Should this occur, contact an HP 
Customer Engineer. 

Printer not responding - The printer fails to respond to a mainframe request. Should this occur, 
contact an HP Customer Engineer. 

Printer out of paper - The printer has run out of paper. 
To allow printing to continue: reload. paper into the printer. Set the top of form. Do NOT 

USE' reset. You must put the printer on-line after loading paper. 

Printer overheat - The printer has overheated. This should not occur during normal operation. 

Printer paper jam -- Paper has jammed in the printer. 
Reinsert the paper into the printer and set the top of form. 

Printer parity error - The printer has detected a parity error on the HP-IB bus. This can be 
caused by bad cables, bad hardware, or loose cables. 

Printer platen/ribbon error - Either the paper has jammed or the platen gate is open. 

Printer powerfail- The printer had a power failure. This is caused by either power interruption 
or the printer being reset. 

Printer read failure .- The printer did not return the proper amount of data for a checkpoint 
when requested. This indicates either a printer fault or a cable fault. 

Printer response incorrect - The printer returned with an unexpected response. Should this 
occur, contact an HP Customer Engineer. 

Printer retry error -- Printer did not re~pond on retries. Should this occur, contact an HP 
Customer Engineer. 

Printer ribbon error - The printer ribbon has jammed in the mechanism. Either the ribbon was 
improperly inserted or is too worn to work. 

Printer sequence error - The sequence number for communication to the printer was wrong. 
This can be caused by configuring a printer, using the printer elsewhere, and reconnecting the 
printer. 

If it cannot be corrected by the spooler, turn the power off and then on again. 

Purge of open file - An attempt was made to purge a file which is open by some user. 

Read of next entry from pathlist file failed - The read of the next entry from the file 
/BACKUP _RESTORE/TEMP _FILES/PATHLIST failed. 

Look at the message indicating why the read from this file failed and correct the cause of 
the problem. Redo the operati.on. 

R{md of volume's last backup date failed - The read of the last backup base date from the SDF 
volume being backed up failed. 

Look at the message indicating why the read of the base date failed and correct the cause 
of the problern. Redo the operation. 
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Relocation path not a directory - The relocation path specified in a restore operation refers to 
a file rather than a directory. 

Try the restore operation again, this time specifying a relocation path that either does not 
exist or refers to a directory. 

Relocation path open failed - The relocation path specified in a restore operation could not be 
opened. 

Close some files on the SR~1 and try the operation again. 

Removable medium not ready - The tape or micro flexible disc drive is not ready. This could 
appear if the disc drive is not ready, but more generally applies to the tape drive. 

Printer read failure - The printer did not return the proper amount of data for a checkpoint 
when requested. This indicates either a printer fault or a cable fault. 

Printer response incorrect - The printer returned with an unexpected response. Should this 
occur, contact an HP Customer Engineer. 

Printer retry error - Printer did not respond on retries. Should this occur, contact an HP 
Customer Engineer. 

Printer ribbon error - The printer ribbon has jammed in the mechanism. Either the ribbon was 
improperly inserted or is too worn to work. 

Printer sequence error - The sequence number for communication to the printer was wrong. 
This can be caused by configuring a printer, using the printer elsewhere, and reconnecting the 
printer. 

If it cannot be corrected by the spooler, turn the power off and then on again. 

Printers and Plotters must be on the low-speed HP-IB - Printers and plotters are not allowed to 
be connected to the high-speed HP-IB interface. Connect printers and plotters to the low-speed 
HP-IB interface at select code 7. 

Purge of open file - An attempt was made to purge a file which is open by some user. 

Read of next entry from pathlist file failed - The read of the next entry from the file 
/BACKUP _RESTORE/TEMP _FILES/PATHLIST failed. 

Look at the message indicating why the read from this file failed and correct the cause of 
the problem. Redo the operation. 

Read of volume's last backup date failed - The read of the last backup base date from the SDF 
volume being backed up failed. 

Look at the message indicating why the read of the base date failed and correct the cause 
of the problem. Redo the operation. 

Relocation path not a directory - The relocation path specified in a restore operation refers to 
a file rather than a directory. 

Try the restore operation again, this time specifying a relocation path that either does not 
exist or refers to a directory. 
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Relocation path open failed - The relocation path specified in a restore operation could not be 
opened. 

Close some files on the SRM and try the operation again. 

RenlOvable medium not ready - The tape or micro flexible disc drive is not ready. This could 
appear if the disc drive is not ready, but more generally applies to the tape drive. 

Renlovable mediurn write protected - A write was attempted on a write-protected medium. A 
tape can be unprotected by turning the pointer away from SAFE. A micro flexible disc can be 
unprotected by sliding the black or red write protect tab toward the disc's shutter. 

Restoring file/dir#XXXXX - This indicates how many' files the restore operation has restored 
so far. This is just an informational message. 

Scheduled backup delayed until hh:mm am mm/dd/yy. - This indicates that a scheduled 
backup's execution must be delayed past its scheduled starting time. Backups are not allowed 
to start within 10 minutes of the completion of another backup or restore. 

Sharing conflict - An attempt was made to open a file which is open exclusively, or to exclusively 
open a file which is already open. This error can occur during a backup when a file that is locked 
or opened exclusively was to be backed up. This error can happen during a restore when the 
file to be overwritten by the restore is open. 

Software checksum failure - The software copied into memory by the boot process is corrupt. 
Following are possible causes: 

• The system was copied from a damaged or defective tape, diskette, or disc. Repair or 
replace the medium and re-install, if necessary. 

• If this error occurs when booting SYSTEM_SRM, the system disc may be corrupt. Run the 
Disc Check Utility and re-install. 

• The tape or disc drive may be defective or in need of maintenance. Try booting from a 
different drive. 

• A system hardware failure may have occurred, such as a defective memory board or 
interface card. 

Spooled device not found on address <nn>,<nn> - The numbers following the error message are 
the select code and the bus address searched. This message is displayed when the configuration 
file is read and no device is found corresponding to a configured spooler. 

Spooled plotter at address <nn>,<nn> requires setup - The numbers displayed in the error 
message are the select code and the bus address of the plotter. A spooled plotter has a file 
ready for spooling. 

Prepare the plotter and issue a SPOOLER CONTINUE command. 

Spooler busy - This message is issued when a spooler can no longer accept server commands. 
Spooler commands are queued and acted on when the device task can accept commands. When 
the spool command queue is overflowed, this message is issued and the command rejected. 

Spooler configured on unit - An attempt was made to delete a unit which has a configured 
spooler. 
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Spooler is already configured - An atLempt was made to configure a spooler to a device which 
already has a configured spooler 

Spooler is not down - A cOlllmand We l 8 issued to a spooler which required the spooler to he in 
the down state. This normally occurs when a SPOO LER UP cOIIlmand was issued to a spool{'r 
ill the "held" or "errored1

' stat e. 

Spooler may not be continued - A SPOOL CONTINUE command was issued to a spooler which 
is not in the "held" or "errored" state. 

Spooler <nn>,<nn> error: - A devicc error occurred on the specified device. The actual ('ITOI' 
is displayed following the above lllesselge. 

Correct the condition and isslle it :..,POOLEH CONTI1\UE cOlllmand. 

Spooler <nn>,<nn> is offline - The specified printer is off-line. 
To correct, turn the printer ('Illine. DO 1\01' RESET THE PBINTEH. 

Spooler <nn>,<nn> is out of paper -- The specified printer is out of paper. 
To correct, insert new paper. ensuring that the new paper is in the sallie position that the 

printer left the old paper. DO NOT HESET THE PRINTER. 

Spooler <nn>,<nn> spooling <file> - The specified spool('r is spooling the named file. 

Spooler out of nlemory - TlI is eITor lllay occur during spooling or during t it(' execut ion of 
a spool('r ("0111111(111<1. It l!lealls that t here is insufficiellt Illelllory for the spooler to cOlllplete 
the spooling operatioll or spooler ("Ollllllalld (such as SPOOLEH CONTI:'-Jl:I'=. SPOOLEH 
DELETE). The .-;cn·er n('cds additiollal IlH'IllOI',V' to support thc ("IlITent. configllration. If this 
error occurs regularly. do NOT usc the 5H \1 spoolers UlLt il ~'Oll install 11 lon' JlH'Ill()r~' in t h(, 
scrver, or ('lsc further IlH'lllory prohl('ms may arise. (For ('xample, if this elTor o('('urs for a 
SPOO LEH DELETE ('OIll malld, certain RA ~ 1 struct urcs an) not de-allocated w 11<'n t he spook!" 
is deleted. awl you have to rehoot the scrvcr to rellse this H A~I spacc.) 

Thc only rellledy is to install addit ional 1I1(,lllory in the scrvcr. 

System down - A file systelll rcqllcst \Vas lllade whcn the SHJ\l S,vstCIll was ill the dowll statc. 

System error ( configuration) - The configured ion/spooler task CllCOllIltC]"Cd a sy::-:tclll eITor. The 
error Ill('ssa~(' will follow this Jl}('ssa~('. Thc system will normally recovcr frolll this condition 
wit hout probl('ms. but thc serH'r inforlllation and thc conditions ullder which it occurred should 
be reported to all II P Custolller Ellgilleer. 

System execution terminated - This Illessage is displaycd followillg a systclll failure. 

SYSTEM FAILURE <nn>~<nn> - The nUlllhers displayed aI"(' til(' ioresllit and the ('scape('ode. 
This is displayed on t he server if the s~ stCIll fails completely at any point.. If the problelll o('curs 
durill~ initialiZed iOIl and is due to in:-lufficiellt lllelllOry, the ollly fix is to add 1II0re IlH'lIIory 
cards. Any other eITor should he reported to an liP Custolller Ellgillccr. The system is unable 
to rc('over frolll t" is (,ITOr. 
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System file not backed up: /SYSTEMS /SYSTEM_SRM - This is a warning that the installed 
system file 011 the systelll disc was not hackpd up. This is normal behavior. The installed system 
file 011 the system disc is never backed up. 

System must be up _. A servpr cOIllmand was issued which requires the system to be up. 

System volume rnust be up - This Illcssage Illeans that the system volume must be up before 
the command or the scheduled backup can execute. 

Use the VOLUME UP command to bring up the system volume and try again. 

Tap,e drive error - The t.ape dri ve indicated a fault. This can indicate either a drive failure or 
a mcdia failure. 

Task # xx failure <userid> - A packet task failed. TIle system is unable to recover from this 
error. Should this occur, cont.act an HP Customer Engineer. 

This file narne rnay he illegal on some workstations - You entered a filename that contains one 
of the following illegal character.;;;: !lull. hlank ( ), comma (,), greater than (», or double quote 
("). :Make sure you have entered t he correct filename. Do not use an illegal character if you 
n('ed to a('('('ss a fi It' frOllt a workstation that does not allow these characters in paths. 

Unable to start configuration task - This indicates that the system was unable to start the 
configuration spooler task duritlg the ill itialization phase. This is always due to insufficient 
memory. 

Unable to purge spooler directory - The system was unable to purge the spooler directory when 
a SPOOLER DELETE command was isslled. This usually occurs because the directory was not 
empty. The actnal error will be printed after this message. The spooler will be deleted anyway, 
and you will havE' to delete the directory from a workstation yourself. 

Uninitialized block or EOT on removable medium - This indicates that (1) a removable medium 
is unformatted or is excessively worn - try reinitializing the medium or replace it with a new, 
initialized onE', or (2) SRM cannot read tapes with an EOT (End of Tape) mark in block O. 
Reinitialize the tape or replace it with anew, initialized one. 

Unit is not a disc - The server command just issued applies only to disc volumes. 

Update of volume's last backup date failed - The update of the base backup date of the SDF 
volume being backed up failed. 

Look at the message indicabng why the update of the base date failed and correct the cause 
of the problem. Redo the operation. 

Unrecognized dire(~tory format - The disc format on the specified mass storage medium is not 
recognized by the SRIV1. The SR.M recognizes the SDF format only. 

Unrecognized kf~yword - An unrecognized server command was just issued. 

Unrecognized request - An unrecognized request type was received from a workstation. This 
is generally caused by a workstation transmitting packets that are not in a recognized request 
format. A reply is sent the workstation containing the appropriate error code. 
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Unsupported configuration - This message alerts you to an unsupported hardware installation. 
The specific problem is displayed on the monitor above this message. If no specific message 
accompanies this message, review your configuration and see that it meets system requirements. 

Unsupported directory operation - An attempt was made to perform an operation that is not 
allowed for di rectories (such as copy). 

Unsupported mass storage device - The physical record size of the mass storage device is too 
large to be used with the SRM cache buffer mechanism. Should this occur, contact an HP 
Customer Engineer. 

Unsupported request - The file system request is not supported in the current version. 

User selected path not found - A file specified to be backed up was not found OIl the volume 
being backed up. Or, a file specified to be restored was not found on the media of the restore 
operation. 

Check the naIlle of the file specified to be backed up or restored and try the operation again. 

Verifying ... - This message appears in the error window when a volume is being verified. 

Verifying backup medium - The backup is insuring that what it wrote to the backup medium is 
readable. Look for a lit activity light on each backup destination device to see which mediulll 
is being verified. This is just an information message. 

Volume already mounted - A mount request was issued for a volume which is already mounted. 

Volume in use - A request was issued which requires the volume to be down. This is usually 
caused by an attempt to initialize a volume which is up. 

Volume is not mounted - An attempt was made to unmount a volume which is not mounted. 

Volume labels do not match - The (non-blank) volume label given in the volume specifier does 
not match the label on the volume addressed. 
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Server Keyboard Functions 
and Commands 
This appendix contains information covering: 

• special key board functions 

• server command syntax conventions, and 

• server commands. 

A 

The first section describes useful keyboard functions such as "Recall," "Clear Screen," and 
"Print All" ON/OFF. 

The second section provides important guidelines for using the SRM server commands. 

The third section lists the server commands with syntax diagrams, examples, and descriptions. 
These commands are NOT available from user workstations. 

Special Keyboard Functions 
The SRM system supports the use of three different HP keyboards: the HP 46020A/46021A, 
the HP 98203A, and the HP 98203B. The HP 46020A/46021A's special function keys for SRM 
are listed first below. For the lIP 9820~tA and B, most of the key labels are the same and are 
listed second below. 

Clear I/O 
This keyboard function reconfigures the default printer and should be used if the "Dump Alpha" 
or "Print All" keys do not work. Also, it aborts any disc or tape operation currently in progress 
if pressed twice in less than a half second. 

Key: 

Response: 

Caution 

Disc or tape operation should be aborted with extreme care as a cor­
rupt volunle could result when workstation users are writing data to 
it. 

~or 

I CLR I/O I 

-none-
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Clear Screen 
This keyhoard fUlid lOll clears! Ite s('rv('r's S(T"'.'n by rolling the cnrreIlt hottolll I Ill' otf t IH' top 
of the :-Ien'cll. 

Key: 

Response: 

[Clear display ~i () r 
[CLR sCRI 

-sercell is ckal(d-

To eras(' til(' clltin' :-I(,J'C('Jl Imffel', hoi.! down [~TRL I while YOll pn':-;:-; the [J~lear-~ispI2IiJ or I CLR =~® 

key. 

Dump Alpha 
Thi" kcyboard f11llct iOll sends 1 I"e CIlI nnt s('r«'11 image tu the dpj';Jlllt printer (printer with the 
lowest b11S addres:--:). 

Keyboard: []E!!D-[][] (\ I' 
I DUMPALP8AJ 

Response: --screen image 1:-- :-.'nt to lrinter-

Print All 
This keyboard flllwt ion :-;ends ll]('SSaL',('s that arlH'(H on the server's scrollillg screen to the default 
printer (printer wIlli t h(' lowest bus ;l(ldress 01 serial printer at the lowcst select (ode if t here is 
no IIP-IB prillter) Thl' kev to~~:~les th, fUIlctioll between the "01\" and "OFF" s1ates. 

Key: 

Response: 

Recall 

I £~'6iJ ([ Shif!}Ll6:t~~ 0 r 

: PRT fill 

Prlntall ON 

Printall OFF 

This keyboard fUIl('til JIl redit3pLtys (t p 'eviousl.v elltert'd cOlllmand. The recall l,utrer is ahout 
100 characters long (t.he rt'call line lellgth is the number of charactt'rs in the liIl(' pillS a one 
character delimiter). 

Key: 

Response: 

lID or 
LRE CA ill 
--I a:--;t ~'olllllland Cl ten~d-

To move forward through the list oj 1 lreviou ~ commands, hold down the [~tili!J or l§BIFT I key 
whilp pressing [l[] ;)1' I RECAL]:]. 

To clear the recall 1>1111"('1'. hold dowll tl e I CTRL] key while pressing []E!!D-[}?J or []E~I RECALL I. 
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Enable/Disa.ble User RE~quest Trace 
Tlti.;; keyboard flillction tllrn:-; 011 or off t he llS(~r request trace. 

Key: 

Response: 

[ill or 
[ kg] 

Request trace on 

or 

Request trace off 
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Server Command Syntax Conventions 
The following notational conventions are used in the command descriptions: 

• Command keywords are shown ill upper case even though keywords in lower case are also 
recognized. In other words, TIME, time. and TiMe are all valid. 

• Using enou~h letters of a command keyword to uniquely identify it is all that is required. 
(A list apppars with the HELP comma1ld description.) 

• A ? following a command keyword displays the syntax for that command. 

• Two argunH'llts separated by a vertical line ( I ) means that either of the arguments may 
be used. 

• Arguments shown in brackets ( [ ] ) are optional. 

• Optional arguments that appear in braces ({ }) may be repeated any number of times. 

The following items describe user-defined parameters in the command sequences. 

devaddress 
A device address is used to specify an HP-IB device. 

devaddress 

interface 
select code 

Item 

device 
bus address 

Description/Default 

integer constant 

integer constant 

Range Restrictions 

7 thrll 31 

o thrll 29 

intprface select cod(' 

device bus address 

subunit numlwr integer constant; applips to mass storage devices 0 thru 14 
only; (default = 0) 

Semantics 
The HP-IB select code range is 8 thru :n for all mass storage devices. 

Note 

The select code of the built-in disc interface of the HP 50960A is 8. 
The select code of the HP 9862f)A Disc Interface used in the Model 
220 and Model 226 is typically 14. 

For printers and plotters, the HP-IB select code is 7. 

Note that if no S1l bunit number is specified, a default value of zero is used. 
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directory specifier 
A directory specifier is used to describe a file or a directory on an SRM disc volume. 

directory specifier 

-~ -r=0-:l volume ~ 
~ password 

-r=0-:l_pa_sswo_rd ~_> ____ J rC) 
--% 

Item 

volume name 

volume password 

file name 

file password 

root password 

Description/Default 

string expression (1 thru 16 characters) 

string expression (1 thru 16 characters) 

string expression (1 thru 16 characters) 

string expression (1 thru 16 characters) 

Range Restrictions 

<, : and / not allowed 

> not allowed 

<, : and / not allowed 

> not allowed 

The root password is the password for the root level directory for the volume. 

root passwor,j 

~~ 
~~ 

Item Description/Default 

root password string expression (1 thru 16 characters) 

Semantics 

Range Restrictions 

> not allowed 

The root password controls access to the root directory and prevents workstation users from 
creating nlany files there, which can degrade system performance. 
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userid 
A userid uniquely identifies a user on the SRM system. 

user1d 

(server· s) 
select code 

Item 

(server's) select rode 

(user's) nod(' addr('ss 

(user's) name 

Semantics 

(user's) 
node address 

Description/Default 

integer constant 

integer constarlt 

string expression (1 thru 10 characters) 

Range Restrictions 

8 thrll 31 

o thrll 63 

name associated with 
sr.nod(\ us('r 

The "server's sekct code" refers to the select code set in switches on the HP 509G2A SHlVl 
Coax Interface or the HP 98629 Resource Management Interface. If the server has more than 
one resource management interface, u"e the select code of the interface to which the user is 
conn('cted. 

If you attempt to enter a nam(' containing more than 10 characters, the system truncates the 
name to 10 characters. 

volspec 
A volspec is used to specify an SRlVl volume. 

volspec 

Item 

volume name 

volume password 

Semantics 

Description/Default 

st ring expression (1 thrll 16 characters) 

st ring ('xpr('ssion (1 thm 16 characters) 

Range Restrictions 

<, : and / not allowed 

> not aJlow(\d 

Any blanks found immediately after tlw right angle bracket (» are ignored, but any characters 
(including blanks) occurring after the colon are treated as legal file name characters. 
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Server Commands 

BACKUP 
The various forms of this command define, change, or display the scope of a backup, start a 
backup, stop a backup, resume a backup, specify when and how often the systenl is to start a 
backup automatically, or list the current schedule of automatic backups. 

Item Description/Default 

file name 

password 

string expression (1 thru 16 characters) 

string expression (1 thru 16 characters) 

Example Command 
BACKUP DEFINE "all_files<BKPpass>" 

Response 
1 Jun 86 1:21:22 PM 

Backup define started 

If you type in: 
BACKUP SCHEDULE 

you get something that resembles: 

Range Restrictions 

<, : and / not allowed 

> not allowed 

__________________ Scheduled Backups ________________ _ 
Backup FilE~ Type Days Int Time Next Exe 

---------------- ------- -------- --------
Dynamic_Files Base S 1 4:00 AM 8/17/86 
Dynamic_ Files Incr MTWHF 1 4:00 AM 8/18/86 
Stattc - Files Copy A 4 4:00 AM 9/13/86 
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Semantics 
DEFINE 

EXECUTE 

ABORT 

CONTINUE 

SCHEDULE 

FILES 

This command prompts you for the values that specify what you want to 
back up and to where you want to copy it. This command then auto­
matically creates a backup file containing these values in the SRM system 
disc's /BACKUP _RESTORE/BACKUP _FILES directory. If the file al­
ready exists, this command allows you to view and modify the values in 
that file. 

This comrnand allows you to specify the type of backup you want to start 
and then starts the backup. The backup's scope is defined by the (existing) 
backup file name you give. The EXECUTE keyword is optional. 

This command stops a backup in progress. 

This comrnand resumes a backup that paused in need of one or more 
additional media to copy to. Use this command after you have replaced 
any full media wi th new ones. 

If the SRM system has on-line backup and restore, this command allows 
you to specify the type of backup you want the system to start auto­
matically and th(~ schedule on which you want the system to repeat the 
backup. This command also allows you to remove backups from an au­
tomatic startup schedule. The BACKUP SCHEDULE command alone 
shows the next date and time that every scheduled backup starts. 

This command is Ilsed to list the names of all open files and the names of the users who have the 
files open. The FILES command can also be used to list all workstations that have a specified 
file open. 

file path 

~----------------~ ? ~------------~ 

Item 

(s('rv(\r 's) ('od(\ 

(llS(\!"'s) nod(\ addI"(\ss 

(llS(\!"'s) nalll(\ 

nk pat h 

Description/Default 

int(\g<\r const ant 

int(\g(\r constant 

string (\XpI"(\SSiOlL (1 thrll 10 ehract(\rs) 
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Range Restrictions 

8 thru 31 

o thrll G3 

nalIL(\ associat('d wit h 
se .nd l1S(\r 

S(\(\ "din\ctory sp(\cin('r" 
s(\ction ('arlier in this 
apP(,Il<iix 



Example Command 

FILES Joe 

Response 

1 Jun 83 8:52:20 AM 
____________________ Open Files ____________________ _ 

Semantics 

_user_ volume 
sc nd name 

21.11 
21.11 
21.11 
21.11 
21.11 

MYFILE1 
VOLUME4 
SMITH 
BOB2 
VOLUME4 

name of file 
or directory 

----------------

Document 
FORMATTER 
Utilities 
MISC 
REPORTS 

open 
mode 

EXC 
DIR 
LOCKED 
SHARED 
MYLOCK 

FILES lists file and directory names; entire directory specifiers are not shown. If you don't 
include a user narne, this comrnand lists all files open in the system. Otherwise, it will display 
the files open for the specified user. 

If the select code is specified without the node, all files open to users on that select code are 
shown. 

A file may have any of five open modes: 

1. DIR- -The file is an SR~1 directory. Note that only directories can be open in the DIR 
mode. 

2. EXC--The file is open for exclusive use by one particular user. No other user can gain 
access to the file. 

3. LOCKED--The file may be opened by more than one user. However, the user who locked 
the file has sole access to the file until the file is unlocked. 

4. MYLOCK-The file may be opened by more than one user. However, the user identified 
by MYLOCK has sole access to the file until the file is unlocked. 

5. SHARED The file is open and accessible to nlore than one user. 
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HEADER 
Usc this cOlllllland to view the voluIlle [leader of a mass storage disc. 

devaddress 

'------I~ ? 1---_0/ 

devaddress 

interface 
select code 

Item 

devaddr('ss 

intdace select code 

devic(\ bus addr('ss 

device -, ~ eubunit r---.--
bus addre~~I---"l----" \...:.J! number '-J 

Descript ion/Default 

integer con~tan s 

integer cons tan . 

integer con~tan· 

Range Restrictions 

(s(\(' beg-inIl ing of 

this cbapt(\r) 

8 thru ;~l 

o thr11 7 

subunit number integer constanr; appli('s to mass storage devic('s () thru 14 
only; (default =: 0) 

Example Command 

HEADER 14,0,0 

Response 

15 Jun 83 8:52:20 AM 
______________ Volume Header ______________ _ 

Volume name: InterAccounts 
Creation date: 13 May 82 10:15:43 AM 
Bytes per block: 256 
Size: 132120567 bytes 
Last base backup: 1 Jun 83 12:45:16 PM 

Semantics 
If the volume is all SDF type volume, then the infonnation contained in the header is displayed. 

HEADER may be executed with the volume up or down. 
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HELP 
This command d i-.;plays a list of thE' console commands. @--r 

0-
Example Command 

HELP 

Response 

Note 

The ("ornmands shown in the display depend on which system the server 
. . 
1 S rllnn mg. 

1 Jun 83 8:52:20 AM 
____ . ______ . __________ SRM Commands ___________________ _ 
BACkup 
HELp 
INTerfaces 
NODE~S 

REName 
SAve_configuration 
TImE~ 

UNMount 
VOlumes 

Files 
INItializE! 
Mount 
REAd_configuration 
RESEt 
SPooler 
TRace 
USers 
? 

HEAder 

NAme 
REMove user 
RESTore 
SYstem 
UNIts 
VErify 

* 
A "?" following a command keyword will display the 
syntax for that command. For complete command 
details refer to the SRM System Manager's Guide. 

Sen1antics 
More detailed information for a specific command can be obtained on the console by typing a 
question mark after the keyword. 

Capitalized portions of commands in the help text indicate the shortest sequence of letters you 
could type to identify the given command. 
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INITIALIZE 
This command initializes or re-initializ.~s a mass storage device. 

first time initialization 

INITIALIZE devaddress 

subsequent in1t1a11zat1ons 

INITIALIZE 

devaddress 

interface 
select code 

volspec 

(new) 
volspec 

'-----------------~ ? r-----------------------~ 

device 
bus address 

name password ~Olumef--0 

root password 

Item 

devaddress 

volspec 

root password 

Description/Default 

integer constants 

literal expression 

literal expression 

integer constant 

integer constant 

Range Restrictions 

(see beginning of 
this chaptc'r) 

(see beginning of 
this chaptc'[) 

(see beginning of 
this chapter) 

8 thru 31 

o thrll 7 

interface select code 

device bus address 

subunit number integer constant; applies to mass storage devices 0 thru 14 
only; (default = 0) 

volume name 

volume password 

root password 

string expression (1 thru 16 characters) 

string ('xpr('ssion (1 thru 16 characters) 

string expression (1 thru 16 characters) 
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Example Commands 
(first time) INITIALIZE 8,0,0 "SALESDATA<october>" 

(subsequent) INITIALIZE "OLDVOLUME<oldpass>" "NEWVOLUME<newpass>" "<try this>" 

Response 

1 Jun 83 8:52:20 AM 
Initializing 8,0,0 
--Warning: Initialization will destroy 

all data on the volume. 
1 June 83 8:52:20 AM 

Volume 8,0,0 initialized. 

Semantics 
The first example command above shows how you might initialize a mass storage disc for the 
first time. The option of including a root password has been declined. 

The second example command might be used to initialize an existing SRM disc. Note that 
the optional root directory password has been used. This password protects the MANAGER 
capability, preventing unauthorized tampering with protection of the disc's root directory. 

Discs and tapes nlay be initialized with the system up or down, but the volume must be down 
to be initialized. A volume may be de-activated using the VOLUMES DOWN command. 

Note 

Initialization is not executed until the operator answers YES to a 
prompt appearing at the bottom of the screen. This ensures that the 
disc is not accidentally erased and initialized. The last two lines of the 
above screen response appear after prompt is answered affirmatively. 
A negative replay to the prompt aborts the command. 
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INTERFACES 
This command verifies the select codes and interrupt levels assignpd to the interfaces ('ollllPcted 
to the SRM s('rver. 

t-------+-(?t------~ 

Item Description/Default 

int('rfac(' select cod(' 

Example Command 

INTERFACES 

Response 

1 Jun 83 

iIltq~er constant 

8:52:20 AM 
______________ Interfaces ____________ _ 
select interface 

code type 
---------

98620 
7 HP-IB 
14 98625A 
21 98629 
22 98629 

Semantics 

interrupt 
level 

----------
3 
3 
6 
4 
4 

node 
address 

o 
o 

Range Restrictions 

2, 10 thru :31 

The built-in IIP-II3 interface in the HI' 50960A will be displayed as a 98625A at select code 8. 
If an interface card generates an error at powerup, it does not appear in this list. 

Serial Interface Configuration 
For information on llsing INTERFACE CHANGE, see the section on "Configuring a Serial 
Printer. " 
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MOUNT 
This command logically mOllnts it voluIllc into a directory of another volume. 

devaddress 

interfac~ device 
select co~~s address 

directory specifier 

~ subunit ~ L __ ~_~_' _____ n_um_b_e_r __ ~_ 

~ume:t--r0:l valume f--G 
~me password J ~O l ~=?J 

~passwardf--G J ] .C) 

L----o---------
Item 

devaddress 

interface select code 

device bus address 

subunit number 

directory specifier 

volume name 

volume password 

file name 

file password 

Description/Default 

integer constants 

integer constant 

integer constant 

Range Restrictions 

(see beginning of 
this chapter) 

8 thru 31 

o thru 7 

integer constant; applies to mass storage devices 0 thru 14 
only; (default = 0) 

literal expression 

string expression (1 thru 16 characters) 

string expression (1 thru 16 characters) 

string expression (1 thru 16 characters) 

string E'xpression (1 thru 16 characters) 

(see beginning of 
this chapter) 

< 1 : and / not allowed 

> not allowed 

< 1 : and / not allowed 

> not allowed 
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Example Command 

MOUNT 14,0,0 "VOLUME1:CHUCK" 

Response 

1 Jun 83 9: 23: 17 AM 
Volume mounted 

Semantics 
The mounted volllme appears as a branch within the volume it is mounted on. The directory 
specified ill the MOUNT command must already exist. 

A directory li~t of the directory specified in the MOUNT command shows the filt's in the root 
of the mounted volume. Any entries that were in the directory before the volume was mounted 
are not accessible while the volume is mounted. 

If no parameters are given, the system displays a list of the mounted volumes. 

Links from a file ill 011e VOIUIIH' to a fill' in another volume are not possible. 

Volumes must be remounted each time the system is brought up. 

Automatic Mounting of Discs 
Manual mounting of discs each tiIlle 1 he system boots is not necessary. SR~1 systems with 
onlil}(' backup and restore save mount information on the system disc. When the system boots 
again, it automatically mounts the dis('s that were mounted when the system last went down. 
The mount information is saved in an ASCII tile named /SYSTEMS/MOUNT _SRM. This file 
is creatt'd or overwritten each time a I\IOUNT or UN MOUNT command is executed. 

NAME 
This command makes or changes an as!--ociation between a userid and a IO-character user name. 

(server's) 
select code 

(user's) 
node address 

'-----------------~ ? r--------------------------------

Item 

(serv(lr's) sdect code 

(user's) Ilod(' address 

( uspr' s) naITH' 

Description/Default 

integer constant 

integer constant 

string expression (1 thru 10 characters) 

A-16 Server Keyboard Functions and Commands 

Range Restrictions 

8 thrll 31 

o thrll 63 

name associated with 
sc.nd user 



Example Command 

NAME 21.23:George 

Response 

1 Jun 83 8:52:20 AM 
User 21.23:George Added 

Entering the command NAME alone results in: 

1 Jun 83 8:52:20 AM 
_User Name L:Lst 
sc nd nam,~ 

21.23:George 

Semantics 
If the full llserid is specified, the name is added to the name list. 

The llser is relIlOved from the list if the name is specified alone. 

If the NAME keyword appears alone, the llser name list is displayed. 

NODES 
This command lists, by the select code and node address, other interfaces connected on the 
same network as the specified interface select code. 

Item Description/Default Range Restrictions 

(server's) select code integer constant 8 thru 31 
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Example Command 

NODES 21 

RespOIlSP 

1 Jun 8~ 8'52:20 \M 
______________ Active Nod~E _______________ _ 
sc nd name n~trieE wor}' station 

-- -- -------- - ---- -"- ----- -------
21. 0: 3 Thjs SRM 
21 14 :BO!l 3 9816 
21. 16: sy~;tem1 1 98Lh 
21.52: Mi ::helle 0 98~ 

21.32:80 0 98::h 

Semantics 
"Hdri('~" i:-: (l C1lJrllll"tin' valli!' .\1 :tlf) it r( li~ ovcr to O. If tll(' llll!llh('r 1'('1 'i(':-, Oil a !lode 
iJl(T(,;IS('~ great.l." it-olll cla.v to (h.". t I'.'] SOllle t('twork tr()lIld~'sh()()1 illg should be dOllc. 

READ_CONFIGURATION 

Example Command 

READ_CONFIGURATION 

Response 

1 Jun 8? 8:52 20 AM 
Configuration fiLe rf'ad 

Semantics 
The ('011 I III ill l< I clc:lr:-; alld rebuilds tit., lIser 1l<l'llC list. Spooler alt·(,itd." ('ollfigllr('d ill tite sy:-;t.cm 

remaill ltnCit;-lIlgC(! I)." HEAD_( ·ONFIC UHATIO\i. 
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REMOVE_USER 
REr\l OY E.J:S },: I? logically n'1l10V(,S a sp('ci fied workstation from the system. 

- ~J-' 

( REMOVE._USE~)-l~,---___ s_l~_e~:_rtV~~~~~e I ~(. 

.~~(V--.. -----_---.-/ 

Item Dpseription/Default 

illt <'g('l' ('Ollst (lilt 

illt ('g('l' ('olls1 alit 

(sl'rv('r's) ~;('I('('t ('od(' 

(Ils('r'~) !lod(' :lddn'ss 

(lI~('r's) Jl,U1I(' :-;1 l'i lIg ('xpr('sSi()ll (I t 11111 I () ('\tract PI's) 

filr-ll:ltlt(' 

Example Command 

REM 21.14 

or 

REM ~~1.lt:;, "FILE.ASC" 

Response 

:l .lun 83 8:52:20 AM 
User 21.t4:TIM removed from system 

or 

12 May 89 11:01:45 AM 
User 21.14:TIM "FILE ASC " closed 

Semantics 

Range Restrictions 

H t hrll :q 

() t hrll (;:) 

nam(' a:-;so('i;lt ('d vvit Ii 
SLlld llH'r 

The hrst I['X"Ull pl(' (,Ollllll"Ul(i logically J"('IltOV('S a workstatioll from the system and closes the files 
alld dircctorie-; 0pclled hy til<' workst.;ltiull. The workstation is added to the systClll the llext 
time 1 he work :-;t a tiOll 0PCIlS a fi Ie or eli )"Cdory. 

The se('olld C'xample COllllllfllHj kccps a workstation on tile system, but closcs all of the user's 
11k ll"lllH'S that match thc tile namc ,vI) I I specify ill thc cOlllmand. If no filf' nalll('!--: Illatch, no 
liles are closed. 
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RENAME 
RENAME is used to change the volume name and password for a specific mass storage volume. 

volspec 

name password' ~VOlum.~ 
J co---ro--

Item Description/Default 

volspec literal expressi,m 

volume nanl(' 

volume password 

string expn'SSi(Hl (1 tbru 16 characters) 

string ('xpr('ssiun (1 tb ru 16 characters) 

Example Command 

RENAME "Lab1<password>" "Newlab1<password>" 

Response 

1 Jun 83 8:52:20 AM 
"Lab1 " renamed to "Newlab1 " 

RESET 
This command resets a particular inter-face to its power-up state. 

interface 
select code 

'------I., ? ~ __ .J 

Item Description/Default 

intf'rfacp sPied code integrr const ant 
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Range Restrictions 

(see }wginning of 
this chapter) 

<, : and / not allow('d 

> not allowrd 

Range Restrictions 

7 thru 31 



Example Command 

RESET 21 

Response 

15 Jul 83 12:47:55 PM 
--Warning: Reset will destroy any 

data in the card 
Card at selectcode 21 reset 

Semantics 
Note that executing RESET results in the loss of all data contained in the interface and thus 
may affect normal system activity. 

RESET is not executed until the operator enters an affirmative reply to a prompt at the bottom 
of the screen. A negative reply to the prompt aborts the command. 

RESTORE 
The various forms of this command list the contents of a backup medium, restore what you 
select from a backup, stop a restoration, or resume a restoration. 

devaddress 

interface 
select code 

Item 

devaddress 

interface select code 

device bus address 

subunit number 

(SOURCE) 
devaddress 

device 
bus address 

Description/Default 

integer constants 

integer constant 

integer constant 

Range Restrictions 

(see beginning of 
this chapter) 

8 thru 31 

o thru 7 

integer constant; applies to mass storage devices 0 thru 14 
only; (default = 0) 
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Example Command 
RESTORE 8,0,1 

Response 

3 Aug 86 
Restore from 

Device: 
Volume Backed 
Backup Media 
Backup File: 

2:43:54 PM 
8,0,1 

8,0,1 
Up: "PRIMARY 

Number: 1 
"all_files 

" 

Backup Date: 22 Jun 86 4:00:00 AM 
Backup Type: Incr 
Last Base Date: 20 Jun 86 4:00:00 AMI 
Backup Log File: "BKP062286040000 " 

IThis line appear;.; only for incremental backups. 

Semantics 
EXECUTE 

ABORT 

CONTINUE 

Through prompt:;, this command allows you to list the contents of backup 
media, select wh It you want to restore, and specify where YOll want to 
restore it. and start the restoration. The EXECUTE keyword is optional. 

This com mand s10ps a H'storation in progress. 

This command [('sumes a paused restoration in need of the next medium 
from a backup. Use this command when YOll have repla('(ld til(' current 
backup medium with the next one. 

SAVE_CONFIGURATION 
This command saves the current spool.'r configuration and the llser name list into a file on the 
SRM system disc. 

SAVE_CONF I GUAA T I ON )----.------.-~ 

Example Command 

SAVE_CONFIGURATION 

Response 

1 Jun 83 8:52:20 AM 
Configuration file saved 
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Semantics 

The system configuration is saved on the SRM system disc in the file CONFIG_SRM in the directory 
SYSTEMS. If SYSTEMS does !lot exist. the operating system creates it automatically. The file 
CONFIG_SRM and the directory SYSTEMS should Hever be removed from a working SRM system. 

On subsequent loadings of the SHM operating system, the system searches the SRiv1 system 
disc for the cOIlf1~lllration file. 

SPOOLER 
This command lists the currellt spooler configuration, changes the status of a spooler, or 
configures a new spooler. 

( SPOOL~D 

Item 

devaddress 

directory Ilame 

interface select code 

device bus address 

--~----­

.cr 
BANNER 

NOBANNER 

NOCONTINUE BUFFERED 

UNBUFFERED 

..c DELETE }-~.-------~ devaddress 

~~ 

..c~ 

..c~ 

..c~ 
D{~scription/Default 

integer constants 

string expression (l th rough 16 characters) 

integer constant 

integer constant 

Example Command 

SPOOLER ADD 7,3 "Printer" 

Range Restrictions 

(see beginning of 
this chapter) 

<,: and / not allowed 

7 through 31 

o through 30 
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Response 

1 Jun 83 8:52:20 AM ____________________ Spoolers ___________________ _ 
select bus device directory 

code add type name status 

---~-----i---~~~i~-----[~--------------i~~~~i;~-BI. 

7 2 Printer LP2 inactive NB; 
7 8 7580A PLOT inactive UN 
7 9 7585A PLOT2 inactive BF4 
7 9 7585A PLOT3 inactive NCo 

IB lll('anS the print.er produces a banner page before each printout. 
2NB means the printer produces no banner pages. 
3UN means the plotter receives HP-G L commands one at a time, or 20 bytes at a time for 
cOlllmands larger than 20 bytes. 
4BF means the plotter receives HP-G L commands all at once since they are stored in a buffer 
until it is full. 

5NC 1I}('<tllS that tile IIS('r do('s not Iwed to typ(' SP()()LER CONTINUE COIllltlallds at the S('fV('r COllsOIe Wh('ll 

Ilsillg t he plott ('r. 

Semantics 

ADD 

DELETE 

ABORT 

CONTINUE 

DOWN 

HOLD 

UP 

devaddress 

file Jl am e 

The ADD subcommand cOl!figures a llew spooler. This command autolllat­
ically creatcs a directory OIL the SR M system disc (if one docs llot exist) and 
cnahles normal spouling operation. The spooler directory must be in the 
root directory. The banner option allows you to enable and disable the ball­
ncr for a printer (d('fault == banner on). Plotters do not produce banners, 
I"('gardless of the banner option setting. The buffer option allows you to 
determine how data is sent from the SRM controller to HP-IB plotters. Un­
buffered allows the plotter pens to move smoothly and uniformly. Buffered 
allows for better sy~tem performance. 

The N OCO \fTI:'-J U l<~ optioll eliminates the need to type S roo LEH CON­
T 1:\ U E con llllands at the server console when using a plott er. Spool ing 
hegills as soon as paper is loaded and the plotter is online. \,yhen the plot 
is dOllC, the plot t er is antolllclt.ieall.v takell oHli ne. (The plotter stays onl ine 
if it call automatically fced its own paper.) 

The DELETE subcommand removes an empty spooler directory from the 
system configuration. TIl(' spooler should be taken DOWN before it is 
deleted. 

This command stops output in progress and purges the file. The n('xt file in 
the spooler directory is tlwn output. 

This command resumes out put of a device that has either a "held" or "error" 
status. 

This command sets the spooler status to "down" and stops the printing or 
plotting in progrcss without purging the active file. A spooler with "down" 
status does !lot search the spooling directory for files. 

This command halt;., the printing or plotting of a file. A device lllay be put 
011 hold via the HOLD command; plotters arc put on hold pending operator 
setup. Output may be resumed via the CONTINUE command. 

T'his command sets the spooler to the "up" status, but does not reSUllle 
output from a spooler with "held" or "error" status. 

Thc device address of the spooled device. 

The spooler directory name which is entered in the root level directory of 
the SRM system disc. 
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SYSTEM 
This command sets the SRM status to the UP state or the DOWN state. 

~~}----------..t 

-0------

Item Description/Default 

interfac(, s('i('ct ('ode illt ('g('l" (,Ollst ant 

tilll(' i lit <'g('r (,Ollst ant 

Example Command 

SYSTEM DOWN 

or 

SYSTEM DOWN 12 5 
SAVE 

Response 

Are you sure you want to do this? System is UP 
N 

User Reply 

YES 

Response 

1 Jun 83 
System down 

Semantics 

8:52:20 AM 

Range Restrictions 

9 thrll 31 

() or gr('at('r 

(lIp to ~~2. 7()O 
s('collds 

The command SYSTE.M UP reboots the server and sets the SRM status to the UP state, ready 
to process requests. The command SYSTEM DOWN sets the SRM status to the DOWN state 
where it rejects all requests. The system must be taken DOWN before shutting off power to 
the server and disc/tape drives. 

The S1'8T81\1 DO\VN cOIllmand is used to shut down the systenl. The file system is allowed 
to complete all disc transfers and the spoolers are shut down. [f power is lost before the system 
is shut dowIl, the disc may he corrupted. 
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YOll ('all ~hllt tlm\ I thc :-;y~t('IlI illllll('il It.cly, (I yuu call ('onfigure it to shut dowll autoillatically 
\\/1\('11 P()\\('I i, I(),', \lltotll;ltic :-;11111<1(;\\'11 i:-;; \'ailahlc (lilly for S\::-;l('II1:-; \\'ith c>Illi!\(' h;l('kliP alld 

re:-;t 01'(', 

To :';)lllt dO\\:1 tl(, ,,-\--:1('1,1 III 111('d; ti iy. ('\:( tl (' 111(' ~Y"';TI<\J I)O\\'\, ('()IIIIII(llld \\itlt IlO 

par;llIlcl ('r~, 

To ('('Idi.~~llr(' til(' ,·\:-;1('111 tel :-;1111' tlm\'l tlll0Jll;1 1 i('ally \\11(,11 I)()\\(T j" lo:-;t, ('\:('(,lIt(' 1 1(' ~YSTE\l 

I)O\\'\, (,Ollllll:!ll( \\illl Olll' or !\\'() plr \Ill('kr~ \\"11<'11 <l pm\cr failtlJ'(' i:-; dckd('( . ;tli opell liles 

arc ('\()s('d \\ilI10ll! \\;lrIlill:~, "I ,olcl'" ;\1'(' lak(ll d()\\Il, alld ;tilY hackllp or 1'('-.;101'(' op('r;l1iolls ill 

pr()~r('s:-; ;11,(, ;lI)or'<'cl. ,\ h;wklli) pm\«'1 -mpply 11111st sllpply po\\('r '.\'Ilile 11](, .-.;ltlltd()\\'11 i-.; Liking 

plac(', 

'I'll<' >.'sl('111 -.;11111dll\\1I i:-; lr i ggc!(,d 1),\ "',igllal '10111 Ill(' s('I'\'('r':-; BS--'.~:t? :-;(')'ialilltclf;l('e, The lirst 

par;lIllcl<'r i'C)r 111(' :--;Y"';TE\I I)()\\\ "( !lllllalld IS tlte :-,clcd ('I)d(, for lll(' s('I"\'('r':-; ~crial illterracc. 

For IllC)r(' illj'O!'III;lli()11 "i)olll tlH illt,,;,/,: ('(' aile! Itil('r h;II'(l\v((]'(' ('oll",i<i('I'(\lioll-;, 1'('1','1' to titc :"';H\1 
Hard\\;II'(' 111:-;1 ;111(1111)\1 \i;1I1l1<l1 

'I'll<' S('('olld Pdl';IIII(·tcr lcll-.; til< :-;y:-;l( II iJ()W 11;111,\ :-;c('ollds tl) \\,:tit ()J)cc it \'('('Cl\('S a . ...,lllltc!OWll 

sigJl;11 frolll 111(' il!i(,l'hc(', Thi" \';II1l<' d('I)(,lld~ Oil 110\\ Illtl('i1 :-;tal\dhy pm\!'r i-.; a\ailahlc, If ,vou 
olliit 1 Ili:-; p;lritlll('l('r. llt(· der;lllil i--; 1.('1'11, 

Aft(,1' YOII 11.-';(, tll(' -";Y~TE\I I)()\\ \ I'olllllialld to ('lIoos(' tite ill1<'I'Lt('(' alld S('t tIlt' tilllC. lis(,the 

S:\\'E_CO\FIClIL\TIOi\ (,OIIlIlI<UIc\i(j :-;;1\'(' l\li:-; illforJll;ltioJl on tllc :-;ysl<'111 di:-;c, This ('lIahlcs 

titl' sysl('11I to hillHllt' IIltilt.iplc -;jllltd()\\ 1\:-; aJld l'eJ)()()t:-- if )I('('(':-;sal',\, 

TIME 
Usc this cOllllllalld to :-;(,1, 1he :--Vst(,111 d \1e alld tillie, 

Example Command 

TIME 

Response 

Prompt: 1 Jun 83 8: 5~~::W AM 

Reply: -edit time-

Result: The time is 1 Jun 133 8:52:00 AM 
System up on 30 May 83 7:22:20 AM 

Semantics 
UPOIl entering tilt' ('ollllllalld TIME, tl c CurT('llt date and time an' displayed. If IH'('essary, this 

linc may be cdited followed by pressill ~ I ReturrQ or I ENTER I. Clearin14 the line C(Ul::--es the current 
time and the syst('Ill-llP time to be pri Ited. 
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TR)~CE 

This cOlllllland requ(,sts activity tracing for one or more users. 

.... r-(server·s) 
~~113ct code 

Lrt'\ ___ S' (user' s) 
I L:~Ode address 

Item 

(s('rv('r~s) sdf'd code 

(m·er 's) llock add)'('ss 

( 11s('r' s) naml' 

Example Command 

TRACE TIM 

Response 

1 Jun 83 

----.c> 
-------------~.~~~-----------------

Description/Default 
-4--------------

int eger i'Ollst ant 

illt<'ger ['onst ant 

string expn'ssioll (L thrll 10 chara.cters) 

8:52:20 AM 
Trace enabled for use~ 21.29:TIM 

Semantics 

Range Restrictions 

8 thrn 31 

o thru 63 

name associated with 
sc.nd user 

If no user is spccified \vith the THACE command, all nsers are traced. If a select code is 
specified alollg, ;Lil users COllIl('cted to th,yt interface arc trac('d. Softkeys [}[] or [E[] on the HP 
9820;~A/B keyhoard, or [ill OIl the HI> ·lG020A./4()021A keyboard, are used to start and stop 
tracing 011 tpllt .. 

The trac(' output goes to the c:isplay 1111\ess the "Print All" keyboard fUllction is turned on. 
"Print All" call:~('S trace information to be printed on the default prillter (printer with the 
lowest device bus address) as well as 011 the display. (See the "Special Keyboard FUIlctions" 
section of t his appendix.) 

Server Keyboard Functions and Commands A-27 



UNITS 
This command lists the current peripheral configuration and adds or removes peripherals. 

~------------~ ? r-------------------~ 

devadLJress 

interface 
select code 

Item 

devaddress 

intrrface srl('ct cod(' 

drvice bus address 

subunit numb('r 

deVIce 
tJUS address 

devaddress 

Description/Default 

integrr constants 

intcgrr constant 

intcgrr constan t 

Range Restrictions 

(see beginning of 
this chaptrr) 

7 thrll 31 

o thru 29 

integer constant; appli('s to mass storage devices 0 thru 14 
only; (default == 0) 
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Example Commands 

UNIT ADD PRINTER 7,1 
UNIT ADD PLOTTER 7,8 

Response 

1 Jun 83 8:52:20 AM 
Unit 7,1 addlad 

1 Jun 83 8:52:20 AM 
Uni t 7,8 addled 

Or you may use the command: 

UNITS 

which results in: 

_____ Peripheral Devices 
device select bus 
type code address 

Printer 7 1 
Plotter 7 8 

7914 14 1,0 
Removable 14 2,0 
Printer 2 0 

Semantics 
This command may be used with the system up, but any attempt to remove a spooled device 
or a volume which is up results in an error. 

Note 

""hen adding or removing units, it is very important to ensure that the 
cables are connected properly and the device bus address is correct. 

The UNIT ADD or U:~IT DELETE commands will work with disc and tape volumes. However, 
it is recommended that the addition or deletion of disc or tape volumes be done by taking 
down the system (SYSTEM DOWN). You should switch the device's power ON to add it and 
OFF to delete it. Bringing the SRM system up again (SYSTEM UP) will then ensure that 
volurne addressing is consistent. (See "Volume Address Assignments" in the "Interfaces and 
Peripherals" chapter.) 

It is recommended that system activity be minimal when a unit is added or removed. If the 
change is to be permanent, the system should be brought down and then back up with the new 
unit connected or the old unit disconnected. 
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UNMOUNT 
This cOlllmand f'('1110V('S the spE'C'ified llllHmted volume from the directory structure of the volume 
lll0111l t cd OIl. 

~--L devaddre"J-r' 
l---0--~ 

devaddress 

---.l 1 n ter f ac e ~ dey 1 ce -----'1---.-.. '-'---1 subun 1 t ~-r--I~ 
~ select COd~US addr.~ l·\.:..II number J" 

Item 

d('v(t( [dn'ss 

int<'rfac(' s('I('(,j cod,· 

Description / Defa ult 

illt('g<'l con:-t at Is 

illt('g('l COIl:--t ;·u t 

illteg<'1 COlI:-:t ell j 

Range Restrictions 

(s('(' b('gillllillg of 
this chapt (Ir) 

8 thru :H 

o thfll 7 

SuhllHit TlUlIltH'r illt('g('1 con:--t a1 I.; appli('s to mass stora~(' devices 0 thrll 14 
only: (d('faul:. ::: 0) 

Example Command 

UNMOUNT 14,3 

Response 

1 lun 83 8:52:20 AM 
Volume unmounted 

Semantics 
No1c that hrill~ing- the system dowll also UN\10UNTs volUBlE'S. 

USERS 
This cOlllmand lis!.s (\11 llsers that hav(' files 01" directories open. 
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Example Command 

USERS 

Response 

1 Jun 83 8:52:20 AM 
___________ Current Users ___________ _ 
______ user______ open 
sc nd name files 

21.11: CAROL 
21.14:COLIN 
21. 23: 
22.11: ISABEL 

Semantics 

3 
5 

11 
7 

working 
directories 

5 
o 
1 
2 

This command also displays the name assigned with the NAME command. 

VERIFY 
This comrnand verifies readability of RAM memory or a specified mass storage device medium. 

'-----..c ? )------0/ 

devaddress 

interface 
select code 

Item 

devaddress 

interface select code 

device bus address 

subunit number 

device 
bus address 

Description/Default 

integer constants 

integer constant 

integer constant 

Range Restrictions 

(see beginning of 
this chapter) 

8 thru 31 

o thru 7 

integer constant; applies to mass storage devices; 0 thru 14 
(default = 0) 
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Example Commands 

VERIFY 

or 

VERIFY 14,0,0 

Response 

or 

9 Nov 89 4:48:12 PM 
Verifying memory 

9 Nov 89 4:48:17 PM 
Verification complete: 1310720 bytes 

10 Aug 83 1:43:14 PM 
Verifying 14,0,0 

10 Aug 83 2:17:32 PM 
Verification complete 

Semantics 

\\i'hell used without parameters 1 this command checks RAM memory. It computes the software 
ch(\cksulll and reads every bytc of HA\1 memory in an attempt to force a parity error. 

\\:'hcll llsed with parameters. this cOlllmand performs a simple read in order to determinc 
whether the mediulll is readable and contains no bad blocks. If a portion of the medium is 
bad 1 then a <lat a ('ITOI' results. This command makes no comparisons. 

The operator is given the option to "spare" the bad blocks on the medium. Thereafter 1 the bad 
block or blocks are not used in device operations. 

This command verifies the entire medium. This may be more of the medium than was actually 
used if the medium is a backup medium. Bad blocks on the unused part of a backup medium 
do not affect the ability to restore files from the backup medium. 

Data residing in a bad block may not be recoverable. If the bad blocks are on an SRM disc 
volume 1 you should run the Disc Check Utility to determine what files were affected by the bad 
blocks. 

VERIFY can be executed with the volume UP or DOWN, but it IS recommended that the 
volume be DOWN. 
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VOLUMES 
Use this command to display the information for all of the currently active disc volumes. 

~-----.....t ? ~----~ 

devaddress 

interface 
select code 

Item 

devaddress 

devaddress 

device 
bus address 

Description/Default 

integer constants 

integer constant 

integer constant 

Range Restrictions 

(see beginning of 
this chapter) 

8 thru 31 

o thru 7 

interface select code 

device bus address 

subunit number integer constant; applies to mass storage devices 0 thru 14 
only; (default = 0) 

Example Command 

VOLUMES 

Response 

1 Jun 83 8:52:20 AM 
___________________ SRM Volumes ________________ _ 

vol bus free block 
add sc adr volume name blocks size 

---------------- --------

* 8 14 1, 0 DATAFILE1 23145 1024 
9 14 2, 0 OPEN_ACCOUNTS 234876 1024 

Semantics 
Only active volumes are displayed. An asterisk m the volume address column indicates the 
SRM systelll disc. 

Discs may be activated and deactivated using the UP and DOWN options, respectively, while 
the SRM system is in the up state. For example, 

VOLUMES DOWN 14,2,0 
VOLUMES UP 14,2,0 

After an SRM system is brought up, discs are normally left in the up state. 
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? 
This command is equivalent to the HELP command. 

Example Command 

? 

Response 

Note 

The commands shown in the display depend on which system the server 
is running. 

1 Jun 83 8:52:20 AM 
___________________ SRM Commands ___________________ _ 

BACkup 
HELp 
INTerfaces 
NODes 
REName 

Files 
INItialize 
Mount 
REAd_configuration 
RESEt 

SAve_configuration SPooler 
TIme TRace 
UNMount USers 
VOlumes ? 

HEAder 

NAme 
REMove_user 
RESTore 
SYstem 
UNIts 
VErify 

* 
A "?" following a command keyword will display the 
syntax for that command. For complete command 
details refer to the "SRM System Manager's Guide." 

Semantics 
If? is used following a console command, additional information about that command IS 

displayed on the console screen. 
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* 
The * allows a non-executable comment line to entered on the console. 

0--1 <comment>~ 

Example Command 

*This is a comment. 

Response 

1 Jun 83 8:52:20 AM 
This is a comment 
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Restoring from Pre-3.0 SRM Backups B 
The SRM 3.0 RESTORE command can NOT restore from backups produced by a pre-3.0 
SRM system. Therefore, you must restore these backups with your pre-3.0 SRM system. A 
recoInmended procedure for doing this (assuming that you must restore the pre-3.0 backup to 
an SRM disc currently in use) follows. This procedure is time-consuming (it can take up to a 
day or more), but it converts a pre-3.0 backup into a 3.0 backup so that you can selectively 
restore files from it. 

1. Select an SRl\1 disc at least as large as the one backed up with the pre-3.0 SRM system. 

2. Perform a copy backup of the entire disc with the SRM 3.0 BACKUP command. (You 
can skip this step if you do not need to save what is currently on the disc.) 

:3. Bring down the SRM 3.0 system (stop the server). 

4. Boot the pre-:3.0 SRM Operating System you saved on tape. 

5. Use the pre-:3,O SRM system's RESTORE command to restore the pre-3.0 backup to the 
disc you selected. 

G. If the disc you selected to restore to was your SRM 3.0 system disc, use the SRM 3.0 
Installation Utility to re-install SRM 3.0 on the disc. (Do not re-initialize the disc!) 

7. Reboot your SRM 3.0 system. 

8. Use the SRM 3.0 BACKUP comrnand to perform a copy backup of the entire disc con­
taining the restored pre-3.0 backup. 

9. If you performed step 2, use the SRM 3.0 RESTORE command to restore the backup 
you performed in step 2. This restores the original contents of the SRM disc. 

You now have an SRM 3.0 backup of the pre-:3,O data. Use the SRM 3.0 RESTORE command 
to restore all or part of this backup to suit your needs. 
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2608A Driver Supported 
Escape Sequences c 
ESC ( [code] 

ESC ) [code] 

ESC & a En] L 

ESC & 1 En] V 

ESC & k En] S 

ESC & 1 En] D 

ESC n 

ESC 0 

ESC * r A 

ESC * r B 

ESC * r C:D 

ESC * b En] W 
[data] 

Set the prinlary character set according to [code]: 

[code] 2608A char set number 
OU 0 - (USACII) 
OV 1 - (ARABIC) 
1R 2 - (CYRILLIC) 
1K 3 - (KATAKANA) 
OL 4 - (LINE DRAW) 
OP 7 - (APL) 
OF 8 - (FRENCH) 
OG 9 - (GERMAN) 
OS 10 - (SWEDISH/FINNISH) 
OD 11 - (DANISH/NORWEGIAN) 
1S 12 - (SPANISH) 
1E 13 - (BRITISH) 
OK 14 - (JAPANESE) 
DE 15 - (ROMAN EXTENSION) 
@ - (POWERUP DEFAULT) 
A 7 - (APL) 
B 4 - (LINE DRAW) 

Set the secondary character set according to [code]. See above summary 
of [code] values. 

Set Left Margin to [n], where 0 < = [n] < = 15. 

Do a vertical form control channel. For 1 < = [n] < = 16, do vertical 
form channel. For 128 < = [n] < = 255, do [n]-128 line slews with a CR 
operation. 

Select print size. [n] = 0 for normal or 10 char per inch. [n] = 8 for expand 
or 5 char per inch and 3 lines per inch. 

Select lines per inch. [n] = 6 normal, 6 lines per inch. [n] = 8 compress, 
8 lines per inch. 

Turn printer on line, unless an error condition exists. 

Turn printer off line. 

Enter graphics mode. Escape sequences, CR, LF will be recognized. All 
other data is thrown out. 

Exit graphics mode. 

Do a form feed while in graphics mode. 

Graphics data output. This can be done either in graphics or normal 
nlode. [n] is the byte count of characters in [data]. Each byte (8 bits) 
is mapped horizontally (msb left, Isb right), with' l' printed, and '0' not 
printed. 
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Operating System Enhancements D 
Introduction 
There have been a number of improvements in the Shared Resource Management Operating 
System. Enhancenwnts to the SRM 1.0 Operating System changed it to SRM 2.0. Some bug 
fixes and a few inlprovements revised SRM 2.0 into the SRM 2.1 Operating System. Per­
formance improvements were added to SRM 2.2. Selective backup and restore produced 3.0. 
New enhancenlents have now created SRM 3.1. This appendix lists the characteristics of each 
revision. 

SRM 1.0 vs. SRM 2.0 
In addition to the conlpatibility of the SRM 1.0 files with the SRM 2.0 Remote File Access, the 
SRM 2.0 version allowed: 

• support for the HP 7914P disc; 

• ability to use the HP 9000 Model 220 (HP 9920A) as the SRM server; 

• support of CaPER protocol printers; 

• support of plotters; 

• autonmtic bootup and system execution from local CS/80 disc; 

• improved server commands; 

• improved printer management; 

• auto-configuration of dey ices and interfaces; 

• one disc to be backed up to its built-in tape drive without affecting operation of other 
discs on the SRM; 

• expanded backup for HP 7914 support (multiple tapes per volume); 

• multiple volumes to appear as one logical hierarchy; 

• recovery of one file from a backup tape by putting it on the system and bringing it up as 
an active volume (except from HP 7914 backups). 
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SRM 2.0 vs. SRM 2.1 
Some mistakes in the SRM 2.0 Operating System were corrected, some additional peripherals 
were supported, and the BACKUP process was enhanced in SRM 2.1. The SRM 2.1 version: 

• added support for the HP 50960A server hardware; 

• added support for the HP 46020A keyboard; 

• added support for 2932/:33/34 printers; 

• added support for 7941/42 and 7945/46 disc drives, and 9144 tape drive; 

• added support for 7550A and 75~6B plotters; 

• stopped producing banners for plots (banners normally contain the name of the file being 
plotted and the time the plot started); and 

• improved the BACKUP operation for better performance, more error recovery possibili­
ties, and use of any number of tapes of equal size for a backup. 

SRM 2.1 vs. SRM 2.2 
The SRM 2.2 Operating Systenl retained the features of SRM 2.1. A number of software 
discrepancies were worked out to improve the server's perfonnance in SRM 2.2. 
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SRM 2.2 vs. SRM 3.0 
For SRM :3.0 some Operating System mistakes are corrected, and the installation process for 
the Operating System is improved. In version 3.0, two SRM Operating System configurations 
are available: 

• a full system with on-line selective backup and restore and 

• a partial systern without on-line selective backup and restore for servers with less than 
3/4 Mbyte of rnemory. A stand-alone Backup/Restore Utility accompanies this system 
to allow off-line selective backup and restore. 

In addition to this, the SRM 3.0 version adds the following features: 

• the system with on-line selective backup and restore can automatically start backups on 
a regular schedule you set, 

• incremental backups of only those files created or changed since the last full (base) backup, 

• backup and restore of selected directory trees and files, 

• ability to use a disc volume while it is being backed up or restored to (with some limita-
tions) , 

• with some restrictions, use of any supported mass storage device for backups, 

• ability to back up to multiple backup media without human intervention, 

• ability to relocate restored directories and files to a different area in the directory struc-
ture, 

• choice of whether or not printers produce a banner page at the beginning of every printout, 

• an irnproved user interface to the Disc Check Utility, 

• support of additional mass storage devices: 7907, 7935, 7957, 7958, 9122, 9133H/L option 
001, 9l34H/L option 001, and 915:3B disc drives, and 35401 tape drive, and 

• support of additional plotters: 7440, 7570. 
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SRM 3.0 vs. 3.1 
For SRM 3.1, thp installation process is improved and some operating system mistakes are 
corrected. SRM :~.1 supports serial-interfaced printers, notably the LaserJet family of laser 
printers. A serial printer can be used as the printall device for the 8RM SY8tem with Backup 
and SRM Disc Check Utility. 

In addition, SRM :~.1 adds the following features: 

• improvements to the Disk Check Utility 

• improvements to the selective backup system 

• support of a battery-powered clock to maintain the proper system time in the event of a 
power failure. The HP 50960A comes installed with the HP 98561-66532 interface card, 
which includes a battery-powered clock. Additionally, users of HP 9826 SRM servers can 
use the HP D8270F powerfail option. 

• support of cnvironment spooling. where a file containing printing or plotting environment 
information can be prepended to a spooled print file 

• support of priority spooling 

• removal of the :35-week maximum interval restriction between automatic backups 

• support of HP Draftmaster plotters: 7595A, 7596A 

• support of llew mass-storage devices: 7933H, 7936H, and 79:37H 

• support of additional printers: LaserJet, LaserJet+, and 500+, LaserJ('t II, Tempest 
LaserJet, Tempest LaserJet+, QuietJet+ (on HP-IB), Rugged Writer 22:3,c)B & D (on 
HP-IB), and PaintJet 36:30A color printers. 

SRM 3.1 vs. 3.12 
For SRM 3.12, you can now perform the following actions: 

• Configure the buffering that is llsed to send data to HP-IB plotters 

• Automatically detect damaged or defective installation media 

• Continue a backup after an error is detected while opening a backup device (for example, 
a write-protect error) 

The following enhancements were also made: 

• hnproved perfonnance for RESTORE operations involving a large number of dllplicately 
linked files 

• Disc check utility detects and corrects more types of file system corruptions 
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SRM 3.12 vs. 3.2 
SRM :3.2 supports several new peripherals and a buffered plotter driver that increases throughput 
and improves workstation response. The NOCONTINUE keyword provides automatic plotter 
spooling that eliminates the need to type commands after every plot. Tape drives can be 
connected to the low-speed HP--IB to elilninate interference with faster disc drives. 

SRM :3.2 also provides these enhancements: 

• Handling of large directories is improved. You can now catalog or back up large directories 
much more quickly. 

• Closing locked files that can hang a workstation is easier. The FILES command lists all 
workstations with a particular file openl and identifies which workstation has a locked 
file. The RE110VE_ USER command can close one file at a time. 

• The MOUNT keyword can be used to save disc mount information and automatically 
moullt disc drives when the system is booted. 

• The system CaJl be configured to automatically shut itself down when it detects a power 
failure. 

• Parity checking is available on 98257 A memory boards. The VERIFY command can be 
used to check for memory errors. 

• New messages help identify faulty tape cartridges during backup and restore operations. 
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Glossary 
access capability 

archive media 

ASCII file 

base backup 

Baud rate 

CIPER printer 

configuration file 

copy backup 

Data bits 

default printer 

devaddress 

E 
Different capabilities are required to perform different remote mass 
storage operations. Each file created can have any number of pass­
words. Each password allows specific access capabilities. The 
access capabilities are MANAGER, READ, WRITE, SEARCH, 
PURGELINK, and CREATELINK. 

To store media permanently, taking them out of service. 

A sequential access file of variable length records. Each record is 
composed of a length field (16 bits) long, followed by the indicated 
nUlnber of ASCII characters as specified in the length field. This is 
a Hewlett-Packard interchange standard. 

A full backup on whose date subsequent incremental backups base 
their selection of what to copy. This type of backup sets the last 
backup date of an SRM disc. 

A measure of the effective transfer of bits per second over a serial 
link. 

A printer which uses the CIPER protocol to communicate with the 
SRM system. 

A file (SYSTEMS/CONFIG_SRM) on the primary disc which contains the 
system information that cannot be set up automatically. This in­
cludes spoolers and the user name list. Note that the spooled de­
vices are configured automatically, but the operator must assign a 
directory name to the spooler with the SPOOLER command. 

a full or partial backup that has no effect on the last backup date 
of an SRM disc or on a base-incremental backup scheme. This type 
of backup copies all selected files, regardless of their creation date 
or the dates on which they were last modified. 

Those bits that carry actual information in a serial transmission, 
in contrast to start bits, stop bits, and parity bits which delineate 
characters and provide error checking. 

The printer with the lowest bus address on the HP-IB interface 
with the lowest select code or the serial printer with the lowest 
select code if there is no HP-IB printer. 

A specifier for an HP-IB device. Refer to the Server Commands sec­
tions of the "Server Keyboard Functions and Commands" appendix 
for more information. 
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directory 

directory specifier 

down state 

environment file 

extendable file 

file 

file name 

file specifier 

full backup 

handshake 

incremental backup 

LIF 
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Files which contain information about the type 1 location 1 size 1 etc. 1 

of the subordinate files and directories in the next level of the 
shared resource hierarchical directory structure. Directories can­
not be copied. As with any file, directory files can have their access 
capabilities protected with passwords. 

A descriptor for a directory on an SRM disc volume. Refer to the 
Server Commands section of the "Server Key board Functions and 
Commands" appendix for more information. The same syntax is 
used for a file specifier. 

The systE'm state in which no user requests are processed. Most 
console commands may still be used. The "down state" is used when 
reconfiguring the system. The system should always be brought 
down before disconnecting the power to the servers and peripherals. 

A file that contains printer control information. This file can be 
prepended to a spool file, in which case it defines the print environ­
ment in which the spool file is printed. 

All shared-resource files are extendable. When you write past the 
file size 1 the system automatically extends or enlarges the file by 
a size equal to the extent size specified when the file was created. 
This extensibility is possible because shared resource files are not 
constrained to be contiguous mass storage media. 

A collection of bytes defined by the programmer and accessed by the 
workstations as a single unit. Each file has a unique file specifier. 

A string expression utilized in the directory specifier to indicate a 
desired file. The file name may be from 1 to 16 characters in length 
and the characters <, : and / are not allowed. 

(See directory specifier.) 

The result of copying all of the directories and files on your system 
to another storage medium. 

A protocol that allows serial-interfaced devices to signal each other 
when they are sending data, receiving data, or when an error con­
dition exists. 

A backup that automatically selects 1 and copies onto another stor­
age medium, only those directories and/or files created or changed 
since the last base backup. An incremental backup selects from 
among the sanlC directories and/or files 1 or a subset of those 1 that 
the last base backup copied. 

Acronym for Logical Interchange Format. This is one of Hewlett­
Packard's standard disc formats and is the format used for SRM 
ship media and backup media. 



packet 

parity 

partial backup 

password 

peripherals 

recycle media 

remote 

resource management 
coax adapter 
(HP 50961) 

A set of information transmitted as a single unit between worksta­
tions. It contains control information, source and destination node 
addresses, and data or other information pertaining to the system 
operation. 

An error checking scheme used in serial transmission. 

The result of copying a set of directories and/or files you choose to 
another storage medium. 

A string ASCII characters used to limit access capabilities to shared 
resource files and directories. A password is required by the shared 
resource security system for providing non-public capabilities or 
files. See the section on volume and root passwords in the "Man­
aging Shared Peripherals" chapter for more information. 

Devices such as discs, printers and plotters. For a list of the pe­
ripherals that can be used with the SRM operating system, see the 
SRA! System Planning Guide. 

To copy over the backup(s) already on the media. 

The terms describing operations that use shared peripherals and 
disc drives rather than local peripherals and resources that are con­
nected to the individual workstations. 

A device which plugs directly into an HP 98629 interface or into 
the end of the interface cable of an HP 27123A and encodes and 
decodes packets of information being transferred over the coax link 
configuration. 

resource management mul- An electronic switching device that controls data transmission be­
tiplexer (HP 98028A) tween workstations and controllers in the shared resource manage­

nlent system. 

retain media 

root directory 

SDF 

shared file 

shared resource 
management system 

shared peripherals 

To keep media temporarily, intending to reuse them eventually. 

Each disc volume has a root directory which is the highest directory 
in the shared resource hierarchical directory structure. That is, all 
directories are subordinate to the root directory. The root directoy 
has no name, but its name can be treated as being the SaIne as the 
volume name. 

Acronym for Structured Disc Format. This is the format used on 
SRM discs. 

A file which can be concurrently accessed by multiple workstations. 

A multi-user operating system through which multiple workstations 
can share disc drives and peripherals (includes hardware, e.g. in­
terfaces, cables, and servers). 

Disc(s), printer(s), and plotter(s) connected to the shared resource 
management system server that are shared among the workstations 
in the system. 
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shared resource 
management 
controller / server 

shared resource 
management 
operating system 

sparing 

spooled device 

spooling 

SRM Coax Interface 

stop bits 

subordinate directory 

superior directory 

system disc 

system map 

time stamp 

up state 

volspec 
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The HP 50960A or the HP Series 200 Model 220, 22() or 236 that 
controls shared disc and printer resources, and controls access to 
them by \\orkstations in the Shared Resource Management system. 

The software that enables an HP computer (see shared resource 
management controller/server) to act as a Shared Resource Man­
agement server. The operating system controls shared disc and 
printer resources, and controls access to them by workstations in 
the SRM system. 

Replacem(~nt of a bad block on a disc with a "spare" block from a 
reserved track. 

A shared printer or plotter that gets its information from a spooling 
directory defined by the SRM system manager. 

A process by which a file can be sent to a shared printer or plotter 
by means of a spooling directory. When the device is available, the 
file is printed or plotted and then purged from the directory. Once 
the file is written to the spooler directory, the workstation is free 
to perform other tasks. 

A .)0962 interface card that combines the circuitry of the 98629 in­
terface card and the 50961 coax adapter onto a single interface card. 
It encodes and decodes packets of information that are transferred 
over the coax link configuration. 

Bits that define, in a serial transmission, the end of a data bit string. 

A directory whose name appears in a catalog listing of another 
(superior) directory. 

A directory which lists a file or directory in its catalog listing. This 
directory is said to be superior to the directories in its catalog. The 
root direc10ry has no superior directory. 

The disc on the lowest bus address on the disc interface. 

A diagram showing a detailed pictorial representation of the shared 
resource system, including node addresses, equipment locations, 
equipment types, etc. A system map for your system should be 
located near your server. 

Each file in a directory is give a time stamp indicating the year, 
month, day, hour, minute, and second of the last update to that 
file. 

A system state in which users may make file system requests. 

This is used to specify an SRM volume. See the beginning of the 
"Server Key board Functions and Commands" appendix for more 
detail. 
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