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Special Notices

The licensed program described in this document and all licensed material avail-
able for it are provided by IBM under terms of the Agreement for IBM Licensed Pro-
grams. Changes are made periodically to the information herein; before you use
this document in connection with the operation of IBM systems, consult the latest
IBM System/370, 30X X, 4300, and 9370 Processors Bibliography, GC20-0001, for the
editions that are applicable and current.

Any reference to an IBM licensed program in this document is not intended to state
or imply that only IBM’s program may be used.

This book contains product-sensitive programming interfaces for customers pro-
vided by VTAM. Installation exits and other product-sensitive interfaces are pro-
vided to allow the customer installation to perform tasks such as product tailoring,
monitoring, modification, or diagnosis. They are dependent on the detailed design
or implementation of the product. Such interfaces should be used only for these
specialized purposes. Because of their dependencies on detailed design and imple-
mentation, it is to be expected that programs written to such interfaces may need to
be changed in order to run with new product releases or versions, or as a result of
service.

IBM may have patents or pending patent applications covering subject matter
described in this document. Furnishing of this document does not give you any
license to these patents. You can send inquiries, in writing, to the IBM Director of
Commercial Relations, International Business Machines Corporation, Purchase,
New York, 10577.

Licenses under IBM’s utility patents are available on reasonable and
nondiscriminatory terms and conditions. IBM does not grant licenses under its
appearance design patents. Inquiries relative to licensing should be directed in
writing to the IBM Director of Commercial Relations, International Business
Machines Corporation, Armonk, New York, 10504,

References in this publication to IBM products, programs, or services do not imply
that IBM intends to make them available in all countries in which IBM operates.

This document is not intended for production use and is furnished as is without any
warranty of any kind, and all warranties are hereby disclaimed including the war-
ranties of merchantability and fitness for a particular purpose.

Some trademarks of the IBM Corporation in the United States and/or other countries
appear in this document. These IBM trademarks are:

IBM VTAM MVS/XA
MVS/ESA Enterprise System/9370 NetView
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About This Book

Customization is the process of tailoring VTAM" by enhancing or extending it to suit
your needs. VTAM Customization is a reference book for programmers responsible
for customizing VTAM.

vm VSCS, although it is shipped with VTAM, is an application program. Therefore,
this book discusses VSCS separately from VTAM.

Note: VM/937*0 VTAM can be installed only on the following IBM" Enterprise
Systems/39370 models running under a VM/SP operating system:

e 9371

e 9373
* 9375
e 9377.

Who Should Use This Book

Your job title probably includes the word “system programmer” or “analyst.” Use
this book if your job includes customizing VTAM. Before using this book, you should
be familiar with the information in the following publications:

* Planning and Reference for NetView, NCP and VTAM
* VTAM Network Implementation Guide
o VTAM Resource Definition Reference.

How to Use This Book

You can use this book as a reference for customizing VTAM to meet your own
needs. It can also be used as background reading to help understand the uses and
function of exit routines and VTAM constants. Definitions of technical terms are in
the “Glossary” on page 141.

How This Book Is Organized

VTAM Customization consists of four chapters and two appendixes:

e Chapter 1, “Writing VTAM Exit Routines” on page 3, describes how to code and
install VTAM exit routines, including:

— Session management exit routine

— Virtual route selection exit routine

— VR pacing window size calculation exit routine
— Session accounting exit routine

— Session authorization exit routine

— vse TPRINT processing exit routine.

*
Trademark of the IBM Corporation. See “Special Notices” on page iii for a list of all IBM trademarks used in this book.
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¢ Chapter 2, “Defining User Modules and Tables” on page 69, describes how to
create and modify the communication network management (CNM) table and
VTAM modules. It also discusses installing tables and modules in VM, and
logon-interpret routine requirements.

¢ Chapter 3, “Writing VSCS Exit Routines for VM" on page 93, describes how to
code and install VSCS data manipulation exit routines.

e Chapter 4, “Writing TSO/VTAM Exit Routines for MVS” on page 101, provides
information you will need to write and install exit routines for TSO/VTAM.

¢ Appendix A, “IBM-Supplied CNM Routing Table” on page 111, lists the
IBM-supplied CNM table.

¢ Appendix B, “Sample Session Management Exit Routine” on page 113, illus-
trates how the initial session management exit routine environment is estab-
lished, the type of information available in each parameter list for the specific
sample environment, and some techniques used to examine the various param-

eter lists.

Symbols Used in This Book

The following symbols are used in this book to indicate information that pertains to a
specific operating system:

MVS/XA

MVS/ESA

MVS

vM

VM/ESA

VSE

ES/9370

Indicates information that applies to MVS/XA" only. Itis not used
in this manual, because this manual contains no information that is
unique to MVS/XA.

Indicates information that applies to MVS/ESA * only.

Indicates information that applies to both MVS/XA and MVS/ESA,
but not VM or VSE.

Indicates information that applies to VM only.
Indicates information that applies to VM/ESA only.
Indicates information that applies to VSE only.

Note: Because VSE/ESA is one of the licensed programs in
VSE/System Package, no distinction is made between the two.

Indicates information that applies only to the telecommunications
subsystem controller, the token-ring subsystem controller, or the
workstation subsystem controller on the Enterprise System/9370

processor supported by the VM or VSE operating system only.

These symbols precede unique information. If a piece of information applies to
more than one operating system, but not all of them, more than one symbol can
precede the information. For example:

Mvs vM This function locates the resource in this network or another network associ-
ated with a given symbolic name or network address.

The information in the example applies to MVS/XA, MVS/ESA, and VM, but not VSE.
Information that applies to all operating systems is not denoted by any symbol.

*
Trademark of the IBM Corporation. See “Special Notices” on page iii for a list of all IBM trademarks used in this book.

X VTAM Customization
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What Is New in This Book

Version 3 Release 3 for VM/ESA

VTAM Version 3 Release 3 for VM/ESA uses System 370/XA architecture to take
advantage of 31-bit addressable storage. VTAM uses 31-bit addressable storage as
much as possible to provide more space (beyond 24-bit addressable storage) for
VTAM and customer application programs. This reduces the demand for 24-bit
addressable storage and eases storage constraints on the members of a Group
Control System (GCS) group. See “Installing VTAM Exit Routines” on page 66 and
Chapter 2, “Defining User Modules and Tables” on page 69 for more information on
VM/ESA.

Session Management Exit Enhancements

mvs vm Alias Selection Function
In V3R3, you can use the session management exit routine to translate session
information. You can use this function to replace or complement NetView’s alias
application. See pages 17 and 33 for more information on this function.

Initial Authorization Function Enhancement
This function allows network providers to authorize new sessions that are requested
by application programs passing sessions from one partner to another using the
CLSDST OPTCD =PASS macroinstruction. See page 10 for more information on this
function.

Dynamic Adjacent SSCP Tables
You no longer need to code adjacent SSCP tables to establish cross-domain or
cross-network sessions. You can now use the DYNASSCP start option and VTAM
will route session establishment requests dynamically. See page 15 for more infor-
mation on this function.

Other Changes, Additions, and Deletions

Constants
mvs/esA Three new constants are added to the constants module (ISTRACON):

RACSAWLM SAW data space limit factor (page 84)
RACSAWPK SAW data space packing factor (page 84)
RACPIULM PIU data space limit factor (page 84).

vse The constant RACCPS for X.21 CPS retry is removed from the constants module.

Sample Session Management Exit Routine
Appendix B, “Sample Session Management Exit Routine” on page 113, illustrates
how the initial session management exit routine environment is established, the
type of information available in each parameter list for the specific sample environ-
ment, and some techniques used to examine the various parameter lists.

LY43-0046-01 © Copyright IBM Corp. 1984, 1990 About This Book  Xi
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Where to Find More Informafion

Table 1 shows the books in the VTAM V3R3 library, arranged according to related
tasks. For a description of these manuals, see “Bibliography” on page 165. The
bibliography also lists the tities and order numbers of manuals related to this

manual or cited by name in this manual.

Table 1. The VTAM V3R3 Library

Planning

SC31-6092
GC31-6429
SK2T-2010

Planning and Reference for NetView, NCP, and VTAM
VTAM Directory of Migration Information
VTAM Storage Estimates (diskette only)

Installation and Resource Definition

SC31-6404
SC31-6412

Customization
LY43-0046

Operation
SC31-6408
SC31-6405

VTAM Network Implementation Guide
VTAM Resource Definition Reference

VTAM Customization

VTAM Operation
VTAM Messages and Codes

Writing Application Programs

SC31-6409
SC31-6410

Diagnosis
LY43-0042
LY43-0053 (V3R3)
LY43-0043 (V3R3)
LY43-0045 (V3R3)

Reference

LY43-0047
GC31-6430

VTAM Customization

VTAM Programming
VTAM Programming for LU 6.2

VTAM Diagnosis

VTAM Data Areas for VSE
VTAM Data Areas for MVS
VTAM Data Areas for VM

VTAM Reference Summary
Bibliography and Master Index for NetView, NCP, and VTAM

LY43-0046-01 © Copyright IBM Corp. 1984, 1880
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Chapter 1. Writing VTAM Exit Routines

This chapter describes user-coded exit routines that control session management,
virtual route selection, virtual route pacing window size, trace print utility (TPRINT),
session accounting, and session authorization processing.

Session Management Exit Routine

The session management exit routine enables you to combine session-related func-
tions (authorization, accounting, gateway path selection, system services control
point (SSCP) selection, and alias selection) into one exit routine.

The session management exit routine is called in the SSCPs of the origin logical unit
(OLU) and destination logical unit (DLU), as well as in every SSCP along the path of
the SSCP-SSCP session used to support a particular LU-LU session.

Note: The session management exit routine will not be called in an SSCP used as
an intermediate routing node (IRN).

Although the session management exit routine is recommended especially for
cross-network sessions, it is also recommended for single-network sessions. In the
latter case, it can replace the authorization and accounting exit routines. It can also
be called for the adjacent SSCP function and as a directory service for the alias
selection function. It is not called for gateway path selection for single-network ses-
sions, since there are no gateway paths to be selected.

When you use the session management exit routine for gateway path selection in
cross-network sessions, you can modify the list of alternate gateway paths. The exit
routine is called with the list of alternate gateway paths and the names and network
identifiers of the LU-LU session partners. You can modify the order of the list or
shorten it, thus changing the order in which the gateway paths are considered for
use in this session. The first entry in the list is the GWPATH for the gateway NCP
that was used for the SSCP-SSCP session, over which the LU session request was
received. The gateway path selection function lets you distribute the LU-LU ses-
sions across gateway NCPs according to your particular requirements.

Similarly, when you use the session management exit routine for adjacent SSCP
selection, you can shorten or reorder the list from which the next SSCP used in the
session setup is chosen. The session management exit routine receives as input
either a default list or a list of adjacent SSCPs that was built during the previous
LU-LU session setup for the resource.

mvs vm The alias selection function of the session management exit routine is an
alternatiye method of translating names that can complement or replace the
NetView alias application. The alias selection function translates LU names, class-
of-service (COS) names, and logmode names. It can also determine owning SSCP
names. After processing the names passed to the exit, you can indicate that the
NetView alias application should be called to translate any names not already trans-

*
Trademark of the IBM Corporation. See “Special Notices” on page iii for a list of all IBM trademarks used in this book.
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lated, the NetView alias application should not be calied at all, or the session should

be terminated.

Examples of when the session management exit routine functions are driven are
shown in Table 2. A sample cross-network session between APPLA and APPLB,
illustrating when the functions are driven, is shown in Figure 1 on page 5. A
sample cross-network session for INIT OTHER CD processing is illustrated in

Figure 2 on page 6. These sample sessions do not include the alias selection func-
tion. Examples of session flows for the alias selection function are shown in “mvs
vm Session Flow for Alias Selection Function” on page 39.

Table 2. Example of Session Management Exit Routine Functions

Function

Driven

Begin

Once during VTAM initialization.

Adjacent SSCP selection

Once during session initialization when the adjacent
SSCP table is being built.

Gateway path selection

During session initialization each time a new adjacent
SSCP is selected and gateway path list is built (cross-
network only).

Alias selection
MVS VM

During session initialization each time a name needs
to be translated and the NetView alias application
might be called.

Initial authorization

First time

Second through nth time

Once during session initialization.

After an adjacent SSCP is selected in the DLU direc-
tion. (For INIT OTHER CD, this occurs after the SSCP
is selected in the secondary logical unit (SLU) direc-
tion.)

Each time a new adjacent SSCP is selected in the DLU
direction.

Secondary authorization

Once during session initialization when the DLU has
been located and more information is known.

Initial accounting

Once during session initialization when all session
started signals have arrived and the session is active.

Final accounting

Once during session termination.

End

4 VTAM Customization

Once during VTAM termination.

LY43-0046-01 © Copyright IBM Corp. 1984, 1990
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SESSION INITIALIZATION

NETA SHR SHR KETB
APPLA -— APPLB
SSCPA sscre

(1) Adjacent SSCP selection
(2) Gateway path selectiont
(3) Initial authorization

COINIT

.RNAA response

.

(4) Gateway path selectiont
(5) Adjacent SSCP selection

RNAA

(6) Initial authorization
(7) Secondary authorization

SETCV

:SETCV response

CDINIT response

(8) Secondary authorization

COCINIT

SETCV

.

SETCV response:

COCINIT response

.

CDSESST

.

CDSESST response

(9) Initial accounting

SESSION TERMINATION

(9) Initial accounting

NETA NETB
APPLA | — — | aprLB
SSCPA SSCPB
CDSESSEND .

CDSESSEND response

(10) Final accounting

Figure 1. Sample Cross-Network Session

1 This function applies to MVS and VM only (see figures 1 and 2).

LY43-0046-01 © Copyright IBM Corp. 1984, 1980
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SESSION INITIALIZATION

NETA SHR . SHR NETB
APPLAL APPLAZ | = - - | aprB
SSCPAL SSCPA2 $5CPB

(1) Initial authorization?

INIT OTHER CD

——
(2) Adjacent SSCP selection
(3) Gateway path selectiom?
(4) Initial authorization

COIRIT .
. (5) Gateway path selectiont
. RNAA
:RNAA response
. (6) Initial authorization
. (7) Secondary authorization
. SETCV

:SETCV response

. COINIT response
(8) Secondary authorization .
INIT OTHER CD response .
- -
. COCINIT
SETCV .
SETCV respons;:
CDCINIT response
CDSESST .
. CDSESST response
(9) Initial accounting (9) Initial accounting
SESSION TERMINATION
NETA SHR . SHR NETB
APPLAI APPLAZ | < " APPLB

SSCPA1 SSCPA2 SSCPB

COSESSEND

. CDSESSEND response

(10) Final accounting . (10) Final accounting

Figure 2. Sample Cross-Network Session for Init Other CD

6 VTAM Customization LY43-0046-01 © Copyright IBM Corp. 1984, 1890
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The following sections contain information you need to write this routine.

Register Contents

When VTAM passes control to the session management exit routine, register con-
tents are as follows:

Register 1: Address of a variable-length list of virtual storage addresses,
which point to fields of parameter data. The end of the parameter
list is indicated by a “1” in the high order bit of the last word.

Register 13: Address of an 18-fullword save area.
Register 14: Return address.
Register 15: Address of the entry point of the routine.

The final register contents vary depending on which function is being performed.
They are described in the sections pertaining to the individual functions.

If any function other than the end function abends, VTAM posts return code 16 and
sends a message to the operator. When the session management exit routine is
disabled:

¢ VTAM authorizes all sessions and discards accounting data meant for the exit
routine

¢ GWPATH definition statement determines the gateway path selection

* VTAM selects an adjacent SSCP from the original list and invokes the NetView
alias application, if active.

Several functions are defined for the session management exit routine. All func-
tions except the begin function are optional.

The parameters VTAM passes to the exit routine are described in the following
section. Although the parameter lists vary depending on the use of the exit routine,
the basic format is the same for all of the functions for which the exit routine is
called. The input for each function appears at the same location in each parameter
list.

The possible input parameter lists are:

Begin

Initial authorization

Secondary authorization

Initial accounting

Final accounting

Mmvs Session takeover accounting (XRF only)
mvs vm Gateway path selection

Adjacent SSCP selection

Mvs vMm Alias selection

End.

Table 3 on page 8 and Table 4 on page 9 summarize the parameters contained in
each list.

The function code (described in “Function Code and Related Session Information”
on page 20) indicates the function being processed.
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If you do not provide a session management exit routine, a session accounting exit
routine, or a session authorization exit routine, VTAM authorizes all sessions and
discards accounting data meant for the exit routine. mvs vm When you provide none

of these exit routines, VTAM:

¢ Selects a gateway path from the list determined by the GWPATH definition state-

ments

¢ Selects an adjacent SSCP from the default list

* Sends all requests to a NetView alias application, if one is active.

Parameter List Structure

Table 3. Summary of Parameter Lists for Session Management Exit Routine (Part 1)

INITIAL SECONDARY INITIAL FINAL
FUNCTION BEGIN AUTHORIZATION AUTHORIZATION ACCOUNTING ACCOUNTING
Ofiset Function Function Function Function Function
Code Code Code Code Code
dec hex X'FE' X'o0’ X'o1' x'o2' X'03"'
0 0 Environment Environment Environment Environment Environment
Vectors Address Vectors Address Vectors Address Vectors Address Vectors Address
See Table 14 See Table 14 See Table 14 See Table 14 See Table 14
4 4 Function Code and Function Code and Function Code and Function Code and Function Code and
Related Session Related Session Related Session Related Session Related Session
Information Address Information Address Information Address Information Address Information Address
See Table 15 See Table 15 See Table 15 See Table 15 See Table 15
8 8 User Data Field User Data Field User Data Field User Data Field User Data Field
Address Address Address Address Address
12 C Exit Options PLU Resource ID PLU Resource ID PLU Resource ID PLU Resource ID
Address See Table 16 Control Vector Address  Control Vector Address  Control Vector Address  Control Vector Address
See Table 17 See Table 17 See Table 17 See Table 17
16 10 N/A SLU Resource ID SLU Resource ID SLU Resource ID SLU Resource ID
Control Vector Address  Control Vector Address  Control Vector Address  Control Vector Address
See Table 17 See Table 17 See Table 17 See Table 17
20 14 N/A Session ID Address Session ID Address Session ID Address Session ID Address
24 18 N/A Reserved Reserved Time of Day Address Time of Day Address
28 1C N/A OLU Gateway OLU Gateway OLU Gateway OLU Gateway
Information Vector Information Vector Information Vector Information Vector
Address See Table 19 Address See Table 19 Address See Table 13 Address See Table 19
32 20 N/A Reserved DLU Gateway DLU Gateway DLU Gateway
Information Vector Information Vector Information Vector
Address See Table 22 Address See Table 22 Address See Table 22
36 24 N/A OLU Adjacent SSCP OLU Adjacent SSCP OLU Adjacent SSCP OLU Adjacent SSCP
Vector Address Vector Address Vector Address Vector Address
See Table 23 See Table 23 See Table 23 See Table 23
40 28 N/A For INIT OTHER CD, DLU Adjacent SSCP DLU Adjacent SSCP DLU Adjacent SSCP
DLU Adjacent SSCP Vector Address Vector Address Vector Address
Vector Address See Table 24 See Table 24 See Table 24
See Table 24
44 2C N/A N/A N/A N/A N/A
48 30 N/A N/A N/A N/A N/A
Reg.15
Return
Code 0 0,4,8,12 0.8 0 0

8 VTAM Customization

LY43-0046-01 © Copyright IBM Corp. 1984, 1990



"Restricted Materials of IBM"
Licensed Materials — Property of IBM

Session Management Exit Routine

Table 4. Summary of Parameter Lists for Session Management Exit Routine (Part 2)

MVS VM MVS SESSION ADJACENT MVS VM
GATEWAY PATH TAKEOVER SScpP ALIAS
FUNCTION SELECTION ACCOUNTING SELECTION SELECTION END
Ofiset Function Function Function Function Function
Code Code Code Code Code
dec hex X'04’' x'os' X'06" xX'o7’ X'FF’
0 0 Environment Environment Environment Environment Environment
Vectors Address Vectors Address Vectors Address Vectors Address Vectors Address
See Table 14 See Table 14 See Table 14 See Table 14 See Table 14
4 4 Function Code and Function Code and Function Code and Function Code and Function Code and
Related Session Related Session Related Session Related Session Related Session
Information Address Information Address Information Address Information Address Information Address
See Table 15 See Table 15 See Table 15 See Table 15 See Table 15
8 8 User Data Field User Data Field User Data Field User Data Field User Data Field
Address Address Address Address Address
12 Cc PLU Resource ID PLU Resource ID PLU Resource ID PLU Resource ID N/A
Control Vector Address  Control Vector Address  Control Vector Address  Control Vector Address
See Table 17 See Table 17 See Table 17 See Table 17
16 10 SLU Resource ID SLU Resource ID SLU Resource ID SLU Resource ID N/A
Control Vector Address  Control Vector Address  Control Vector Address  Control Vector Address
See Table 17 See Table 17 See Table 17 See Table 17
20 14 Session ID Address Session ID Address Session ID Address Session |D Address N/A
24 18 Reserved Time ot Day Address Reserved Reserved N/A
28 1C Gateway Path OLU Gateway SSCP Name List OLU Gateway N/A
Selection List Information Vector Address See Table 21 Information Vector
Address See Table 20 Address See Table 19 Address See Table 19
32 20 N/A DLU Gateway N/A DLU Gateway N/A
Information Vector Information Vector
Address See Table 22 Address See Table 22
36 24 N/A OLU Adjacent SSCP N/A OLU Adjacent SSCP N/A
Veclor Address Vector Address
See Table 23 See Table 23
40 28 N/A OLU Adjacent SSCP N/A DLU Adjacent SSCP N/A
Vector Address Vector Address
See Table 24 See Table 24
44 2C N/A N/A N/A Alias Selection N/A
Input Parameter
List Address
See Table 25
48 30 N/A N/A N/A Alias Selection N/A
Output Parameter
List Address Table 27
Reg.15
Return
Code 04 0 0.4 0,4,8,12,16,20 Q

Begin Function (Function Code X'FE"')
The begin function of the session management exit routine is required; all other

functions are optional. This function is processed only once during VTAM initializa-
tion, before any of the other functions are processed.

During begin function processing, the exit routine selects the other functions to
process for all LU-LU sessions. If not selected at this time, the session management
exit routine is not invoked for the other functions. Table 5 on page 10 shows the
begin parameter list pointed to by register 1. The parameters are described in
“Parameter Descriptions” on page 19.
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Table 5. Begin-Function Parameter List

Dec (Hex) Size
Offset (Bytes) Description
0 (0) 4 Address of environment vectors
4(4) 4 Address of function code and related session information
8(8) 4 Address of user data field
12 (C) 4 Address of exit options

Final Register Contents: The routine must leave the register status as foliows:

Registers 1—14: Restore these registers.
Register 15: 0.

If the exit routine returns an invalid return code (that is, a nonzero return code) or
invalid data as a result of processing the begin function, VTAM continues as if no
exit routine exists. All sessions are authorized, accounting data is discarded, the
list of gateway paths determined by the GWPATH statements are used for gateway
path selection, an adjacent SSCP is selected from the original list, and the NetView
alias application is used for translation if the application is active. VTAM issues
message IST793E to inform the operator.

If the alias selection function is chosen during begin processing, the alias parameter
list is obtained at this time. If the parameter list cannot be obtained, VTAM issues
IST793E and the alias selection function is not invoked to perform translations.

Initial Authorization Function (Function Code X'00’)
The session management exit routine invokes this function during session initiation
as well as during SSCP takeover. Using this function, the session management exit
routine may or may not allow a session. If, during the begin function, VTAM sets the
proper bit in the exit options, indicating that authorization is allowed for INIT OTHER
CD processing as well as normal initiation processing, the initial authorization func-
tion is also invoked for CLSDST PASS processing. The exit routine also invokes
both initial and secondary authorization exits during LU takeover processing if the
sessions being taken over were established using extended BIND protocols.

For normal initiate processing, the initial authorization function may also defer the
decision of allowing a session to the secondary authorization function when more
information is available, for example:

* The DLU’s real name
* The DLU’s network identifier
¢ The DLU’s owning SSCP.

For normal initiate processing, the initial authorization function does not know the
DLU gateway information vector (GIV) during initial authorization time. It can,
however, be determined by looking at the parameter list obtained when the sec-
ondary authorization is invoked.

If the initial authorization function is not selected during begin function processing,
VTAM defers authorization to the secondary authorization function. If the exit
routine does not process secondary authorization either, VTAM automatically
authorizes the session.
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CLSDST PASS (INIT OTHER CD) processing is slightly different for initial authori-
zation. The secondary authorization function is not driven for CLSDST PASS proc-
essing when neither the primary logical unit (PLU) nor the SLU are in the initiating
LU’s host; therefore, session authorization cannot be deferred. Furthermore, infor-
mation is available through both the OLU and the DLU gateway information vectors
for this processing. (The vectors contain information about the initiating logical unit
(ILU) and SLU rather than the OLU and DLU.)

Table 6 shows the initial-authorization function parameter list pointed to by register
1. The parameters are described in “Parameter Descriptions” on page 19.

Table 6. Initial-Authorization-Function Parameter List

Dec (Hex) Size
Offset (Bytes) Description
0(0) 4 Address of environment vectors
4 (4) 4 Address of function code and related session information
8 (8) 4 Address of user data field
12 (C) 4 Address of PLU resource identifier control vector
16 (10) 4 Address of SLU resource identifier control vector
20 (14) 4 Address of session ID
24 (18) 4 Reserved
28 (1C) 4 Address of OLU gateway information vector
32 (20) 4 Reserved
36 (24) 4 Address of OLU adjacent SSCP vector. (For INIT OTHER
CD, address of the ILU adjacent SSCP vector)
40 (28) 4 Address of SLU adjacent SSCP vector. (Present only for

INIT OTHER CD)

Final Register Contents: The routine must leave the register status as follows:
Registers 1—14: Restore these registers.

Register 15: 0, session setup authorized; do not schedule the secondary
authorization function.

4, session setup authorized; secondary authorization is
required if an INIT OTHER CD request is not being processed.
This return code is valid only if the exit routine processes the
secondary authorization function. Otherwise, session setup is
not authorized, and the session setup fails. For INIT OTHER
CD processing, this return code is equivalent to a zero return
code.

8, session setup not authorized and session setup fails. Do not
reroute.

12, session setup not authorized. Allow sending SSCP to
reroute.

Note: If this return code is set in the host of the origin LU or if
this return code is set during INIT OTHER CD processing, it is
handled as return code 8.
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Note: An invalid return code (that is, a return code not defined above) always
means that session setup is not authorized and the session setup fails. VTAM
issues message IST793E to inform the operator.

Secondary Authorization Function (Function Code X'01')
The secondary authorization function may receive authorization requests that were
deferred by the initial authorization function or all session authorization requests, if
the exit routine does not process the initial authorization function. This function is
processed for initiation or LU takeover if the sessions being taken over were estab-
lished using extended BIND protocols. A bit setting in the related session informa-
tion indicates whether the invocation is because of session setup or failure. The
secondary authorization function may receive more information about a session
from VTAM than does the initial authorization function. That is, if the DLU’s real
name, network identifier, and owning SSCP were not known at initial authorization,
they are known at secondary authorization since the DLU gateway information
vector is provided.

If the exit routine processes neither initial nor secondary authorization functions
(because they were not selected during begin function processing), all sessions are
authorized.

Table 7 shows the secondary authorization function parameter list pointed to by
register 1. The parameters are described in “Parameter Descriptions” on page 19.

Table 7. Secondary-Authorization-Function Parameter List

Dec (Hex) Size
Offset (Bytes) Description
0 (0) 4 Address of environment vectors
4 (4) 4 Address of exit routine function code
8 (8) 4 Address of user data field
12 (C) 4 Address of PLU resource identifier control vector
16 (10) 4 Address of SLU resource identifier control vector
20 (14) 4 Address of session ID
24 (18) 4 Reserved
28 (1C) 4 Address of OLU gateway information vector
32 (20) 4 Address of DLU gateway information vector
36 (24) 4 Address of OLU adjacent SSCP vector
40 (28) 4 Address of DLU adjacent SSCP vector

This function is processed when the CDINIT response is received.

Final Register Contents: The routine must leave the register status as follows:

Registers 0—14: Restore these registers.
Register 15: 0, session authorized.
8, session setup not authorized, and session setup fails.

Note: An invalid return code always means that session setup is not authorized and
the session setup has failed. VTAM issues message IST793E to inform the operator.

12 VTAM Customization LY43-0046-01 © Copyright IBM Corp. 1984, 1860



“Restricted Materials of IBM" Session Management Exit Routine
Licensed Materials — Property of IBM

Initial and Final Accounting Functions (Function Codes X'02' and X'03"')
The initial accounting function is processed at session initiation time. The final
accounting function is processed at session termination time. These functions pass
accounting information only. No results are returned to VTAM. .

If the initial accounting function is selected for processing, the final accounting func-
tion is also selected for processing.

If the session management exit routine does not process the accounting functions
(because they were not selected during begin function processing), VTAM discards
data meant for the exit routine.

Table 8 shows the accounting-function parameter list (for both initial and final
accounting function) pointed to by register 1. The parameters are described in

“Parameter Descriptions” on page 19.

Table 8. Accounting-Function Parameter List

Dec (Hex) Size
Offset (Bytes) Description
0 (0) 4 Address of environment vectors
4 (4) 4 Address of exit routine function code
8 (8) 4 Address of user data field
12 (C) 4 Address of PLU resource identifier control vector
16 (10) 4 Address of SLU resource identifier control vector
20 (14) 4 Address of session ID
24 (18) 4 Address of time of day field
28 (1C) 4 Address of OLU gateway information vector
32 (20) 4 Address of DLU gateway information vector
36 (24) 4 Address of OLU adjacent SSCP vector
40 (28) 4 Address of DLU adjacent SSCP vector

Final Register Contents: The routine must leave the register status as follows:

Registers 0—14: Restore these registers.
Register 15: 0.

Note: An invalid return code (that is, a nonzero return code) is ignored. VTAM
issues message IST793E to inform the operator.

mvs vm Gateway Path Selection Function (Function Code X'04')
The gateway path selection function enables you to shorten or reorder the list of
gateway paths determined by the GWPATH definition statements. (See VTAM
Resource Definition Reference for an explanation of the GWPATH statement.) If this
function is not selected during begin function processing, VTAM uses the original
gateway path list determined by the GWPATH statements,

Table 9 on page 14 shows the gateway path selection function parameter list

pointed to by register 1. The parameters are described in “Parameter
Descriptions” on page 19.
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Table 9. Gateway-Path-Selection-Function Parameter List

Dec (Hex) Size
Offset (Bytes) Description
0 (0) 4 Address of environment vectors
4 (4) 4 Address of exit routine function code
8 (8) 4 Address of user data field
12 (C) 4 Address of PLU resource identifier control vector
16 (10) 4 Address of SLU resource identifier control vector
20 (14) 4 Address of session ID
24 (18) 4 Reserved
28 (1C) 4 Address of gateway path selection list

Final Register Contents: The routine must leave the register status as follows:
Registers 0—14: Restore these registers.

Register 15: 0, proceed with session setup; the gateway path list returned
by the exit routine is used. Modification of the gateway path
list by the exit routine is optional.

4, proceed with session setup; the original gateway path list
(determined by the GWPATH definition statements) is used.

Note: If an invalid return code is received, the original gateway path list deter-
mined by the GWPATH statements is used for gateway path selection. The original
gateway path list is also used if the returned list is empty or if it is larger than the
list that was passed to the routine. VTAM issues message IST793E to inform the
operator.

mvs Session Takeover Accounting Function for XRF (Function Code X'05')
This primary function code indicates that the session management exit routine has
been called to process a session takeover by the alternate XRF application. The
exit routine is driven for this function when the alternate application has completed
its takeover of a session. The session takeover accounting function notifies the exit
routine of a change of session status.

If this function is not selected during begin function processing, data intended for it
is discarded.

A bit setting in the related session information (shown in Table 15 on page 21) indi-

cates whether a session is a backup XRF session. This setting applies to primary
function codes hex 00 —07. It does not apply to the begin and end functions.

14 VTAM Customization LY43-0046-01 © Copyright IBM Corp. 1984, 1980



“Restricted Materials of IBM” Session Management Exit Routine
Licensed Materials — Property of iBM

Table 10 shows the session takeover accounting function parameter list that is
pointed to by register 1. These parameters are described in “Parameter
Descriptions” on page 19.

Table 10. Session-Takeover-Accounting-Function Parameter List

Dec (Hex) Size

Offset (Bytes) Description

0 (0) 4 Address of environment vectors

4 (4) 4 Address of function code and related'session information
8 (8) 4 Address of user data field

12 (C) 4 Address of PLU resource identifier control vector
16 (10) 4 Address of SLU resource identifier control vector
20 (14) 4 Address of session ID

24 (18) 4 Address of time of day

28 (1C) 4 Address of OLU gateway information vector

32 (20) 4 Address of DLU gateway information vector

36 (24) 4 Address of OLU adjacent SSCP vector

40 (28) 4 Address of DLU adjacent SSCP vector

Final Register Contents: The routine must leave the register status as follows:

Registers 0—14: Restore these registers.
Register 15; 0.

Note: An invalid return code (that is, a nonzero return code) in register 15 is
ignored. VTAM issues message IST793E to inform the operator.

Adjacent SSCP Selection Function (Function Code X'06')
An SSCP invokes the adjacent SSCP selection function during the processing of an
LU-LU session request to select the SSCP to which the request is routed. This func-
tion enables you to shorten or reorder the list of SSCPs from which the next SSCP
used in session setup is chosen during CDINIT or DSRLST routing. This function is
invoked for direct search list (DSRLST) routing only if it is enabled during the begin
function. If no adjacent SSCPs exist, this function is not invoked.

The session management exit routine receives as input the user-defined list of adja-
cent SSCPs and the list of adjacent SSCPs that were built during the previous LU-LU
session setup for the same resource (if any).

By using the dynamic adjacent SSCP table function in conjunction with the adjacent
SSCP selection function, you can maintain control of session routing without having
to define adjacent SSCP tables. The SSCP selection function is provided with a list
of all active adjacent SSCPs, which it alters as necessary, to control session routing.
To use the dynamic adjacent SSCP table function, you must specify the function in
the start options.
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Both the user-defined tables and the dynamic tables are searched in the following
manner:

1. If the NETID and the CDRM names are known, a search is done for a table coin-
ciding with the known information.

2. if that table is not found or if only NETID is known, a search is done for a table
defined with just the NETID given.

3. If an attempt to find that table fails or if only the CDRM name is known, the indi-
cated CDRM adjacent SSCP table for all networks is searched.

4. If an attempt to find that table fails, the default adjacent SSCP table for all net-
works is used.

5. If an attempt to find that table fails and the SSCP is using the dynamic adjacent
SSCP function, the dynamic adjacent SSCP table is used.

6. If no tables exist or if a usable table could not be located, routing is attempted to
any dynamic adjacent SSCP entries. This includes entries from the
CDRM-CDRM sessions for this host.

Note: If the owner is known, it is provided in the PLU or the SLU resource iden-
tification vector, or both.

Table 11 shows the SSCP-selection-function parameter list pointed to by register 1.
The parameters are described in “Parameter Descriptions” on page 19.

Table 11. SSCP-Selection-Function Parameter List

Dec (Hex) Size
Offset (Bytes) Description
0 (0) 4 Address of environment vectors
4 (4) 4 Address of exit routine function code
8 (8) 4 Address of user data field
12 (C) 4 Address of PLU resource identifier control vector
16 (10) 4 Address of SLU resource identifier control vector
20 (14) 4 Address of session ID
24 (18) 4 Reserved
28 (1C) 4 Address of SSCP name list

Final Register Contents: The routine must leave the register status as follows:
Registers 0—14: Restore these registers.

Register 15: 0, proceed with session setup; use SSCP name list returned by
this function. Changing the SSCP name list is optional.

4, proceed with session setup; standard VTAM routing is used.

If an invalid return code is returned or if the exit routine terminates abnormally, the
session initiation request continues to be processed using the original list of adja-
cent SSCPs received by the exit routine. VTAM also uses the original adjacent
SSCP list if the returned list is invalid, for instance, if it is empty or if it is larger than
the list that was passed to the routine. VTAM issues error message IST793E to
inform the operator.
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mvs vm Alias Selection Function (Function Code X'07"')
This function is processed along the session setup path during session initiation.
The alias selection function can be called during:

* INIT OTHER CD processing to translate the PLU and the SLU names, SLU
logmode name, PLU- and SLU-owning SSCP names, and SLU COS name

¢ CDINIT request routing processing to determine the DLU-owning SSCP name
and to translate the DLU real names, OLU alias name, DLU logmode and COS
names, and associated LU alias names

¢ CDINIT response time to translate the COS names, associated LU alias names,

and USERVAR names

¢ DSRLST routing time to translate the DLU real names and the USERVAR names
and to determine the DLU-owning SSCP names.

Table 12 shows the alias-selection-function parameter list pointed to by register 1.
The parameters are described in “Parameter Descriptions” on page 19.

Table 12. Alias-Selection-Function Parameter List

Dec (Hex) Size
Offset (Bytes) Description
0 (0) 4 Address of environment vectors
4 (4) 4 Address of exit routine function code
8 (8) 4 Address of user data field
12 (C) 4 Address of PLU resource identifier control vector
16 (10) 4 Address of SLU resource identifier control vector
20 (14) 4 Address of session ID
24 (18) 4 Reserved
28 (1C) 4 Address of OLU gateway information vector
32 (20) 4 Address of DLU gateway information vector
36 (24) 4 Address of OLU-adjacent SSCP vector
40 (28) 4 Address of DLU-adjacent SSCP vector
44 (2C) 4 Address of alias input parameter list
48 (30) 4 Address of alias output parameter list
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Final Register Contents: The routine must leave the register status as follows:
Registers 1—14: Restore these registers.

Register 15: 0, no information has been translated; do not invoke the
NetView alias application.

4, no information has been translated; invoke the NetView alias
application to translate all data.

8, some information has been translated; do not invoke the
NetView alias application.

12, some information has been translated; invoke the NetView
alias application to translate the remaining information.

16, session initiation cannot continue through this SSCP; allow
the sending SSCP to reroute the request.

20, session initiation cannot continue through this SSCP; do not
allow the sending SSCP to reroute the request. The session
will fail to set up.

Note: Only CDINIT and DSRLST requests can be rerouted. All
other RU types fail.

End Function (Function Code X'FF"')
This function of the session management exit routine is processed during VTAM ter-
mination (HALT or HALT QUICK). This function should perform any cleanup
required and return processing to VTAM. Note that HALT CANCEL causes VTAM to
abend. In this case, the end function is not processed.

Table 13 shows the end-function parameter list pointed to by register 1. The param-
eters are described in “Parameter Descriptions” on page 19.

Table 13. End-Function Parameter List

Size
Offset (Bytes) Description
0 4 Address of environment vectors
4 4 Address of exit routine function code
8 4 Address of user data field

Final Register Contents: The routine must leave the register status as follows:

Registers 0 —14: Restore these registers.
Register 15: 0, continue with termination.

Note: An invalid return code (that is, a nonzero return code) causes VTAM to con-.
tinue termination. VTAM issues message IST793E to inform the operator.

VTAM termination does not complete if the exit routine does not complete. In this
case, the operator must issue one of the following to terminate VTAM:

e Mvs vMm a HALT CANCEL command
¢ vse a CANCEL Fx (the VTAM partition).
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Parameter Descriptions

The descriptions of each of the parameters that follow refer to Table 5 on page 10
through Table 13 on page 18. These figures are summarized in Table 3 on page 8.

Environment Vector List
The address of the environment vector list is the first word of the parameter list for
all function codes. These vectors, which are preceded by a 2-byte length field, make
it possible for your installation to use a single exit routine, installed in each host, to
collect session authorization and accounting data. Although-all information col-
lected may be combined for analysis, it is possible to identify the host at which the
data was collected.

The environment vector list has the same format as the resource identification
vector list described in VTAM Programming. (Do not confuse this with the resource
identifier control vector described later in this section.) The parameter list points to
the environment vector list in Table 14.

Table 14 (Page 1 of 2). Environment Vectors

Size
Comments Offset (Bytes) Description

A header precedes the list of vectors:

0 2 Total length of the parameter list
including this length field (m)

This header is followed by several vectors, which may be in any order. The network iden-
tification vector:

0 1 Length of the vector including this field
(n)

1 1 ID of the vector (X'06')

2 n—-2 ID of the network in which this exit
routine is operating (from the NETID
start option)

The SSCP-name vector:

0 1 Length of the vector including this field
(n)

1 1 ID of the vector (X'07"')

2 n=2 SSCP name of the host in which this exit

is operating. The start option
SSCPNAME is required.

The host-PU-name vector:

0 1 Length of the vector including this field
(n)

1 1 ID of the vector (X'08"')

2 n=—2 Name of the host in which this exit is
operating (from the HOSTPU start
option)

The host-PU-network-address vector:
0 1 Length of the vector including this field
1 1 ID of the vector (X'09"')
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Table 14 (Page 2 of 2). Environment Vectors

Size
Comments Offset (Bytes) Description
2 6 Network address of the host PU

The adjacent OLU-network-name vector is used for the following functions:

Initia!l authori- 0 1 Length of the vector including this field
zation

Secondary authori-

zation If this information is not applicable, the
Initial accounting length field is represented by X'00' and
Final accounting the actual length of the vector is X'01'.
Gateway path

selection

Adjacent SSCP

selection

Alias selection

1 1 ID of the vector (X'0A"')

2 n—-2 Network name of the adjacent network
in the OLU direction

The adjacent DLU-network-name vector is used for the following functions:

Secondary authori- 0 1 Length of the vector including this field
zation
Initial accounting
Final accounting This field is zero if this information is
Alias selection not applicable.

1 1 ID of the vector (X'0B')

2 n—-2 Network name of the adjacent network

in the DLU direction

Function Code and Related Session Information
The address of the function code and the related session information is always
passed to the session management exit routine as the second parameter in the
function parameter list. The function code indicates which of the functions of the
session management exit routine will be processed. The first byte (byte 0) is the
function code. The parameters passed to the exit routine depend on the function
code.

The second and third bytes (bytes 1 and 2, respectively) are the related session
information. The second byte contains information about the initiator of the session,
which type of request (CDINIT or DSRLST) is being processed, whether the session
management exit routine is being driven for takeover, and whether a session is a
backup extended recovery facility (XRF) session.

The third byte contains information about the SSCP that invoked the session man-
agement exit routine and indicates whether the RU was a request or a response,
and whether an INIT OTHER CD or some other RU was being processed. (The other
RUs would be CDINIT or DSRLST. You can determine the RU by referring to the
related session information field.)
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See Table 15 for function code and related session information.

Table 15 (Page 1 of 3). Function Code and Related Session Information

Byte Description

0 Function Code:

X'00' The exit routine has been called for initial session authori-
zation; only partial information may be available. This function
is processed for initiation or LU takeover if the sessions being
taken over were established using extended BIND protocols.

X'01' The exit routine has been called for secondary session authori-
zation; complete session initiation information is available.
This function is processed for initiation or LU takeover if the
sessions being taken over were established using extended
BIND protocols. A bit setting in the related session information
indicates whether the invocation is due to session setup or
failure.

X'02' The exit routine has been called for session accounting at
session setup completion. The session is in an active state.

X'03’ The exit routine has been called for session accounting at the
completion of session termination.

X'04' The exit routine has been called for gateway path selection.
The related session information defines whether the function is
invoked for the DLU or OLU direction.

X'05* The exit routine has been called for XRF session switch proc-
essing.

X'06' The exit routine has been called for SSCP selection.

X'07! The exit routine has been called for the alias selection function.
CDINIT, DSRLST, or INIT OTHER CD is being processed by this
SSCP.

X'FE' The exit routine has been called to select the functions it will
process; this begin function is processed only once.

X'FF' The exit routine has been called to perform required cleanup
during VTAM termination. This end function is processed only
once during VTAM termination.

1 Related Session Iinformation

The following bit settings indicate whether a session is a backup XRF session.
(The settings are defined for primary function codes hex 00—07.)

B'O... ....' The session is not a backup XRF session. If the primary
function code is hex 05, the session is now a primary
session and was previously a backup session. For all
other valid primary function codes, the session is either a
primary session or not enabled for XRF.

g'l... ....' The session is a backup XRF session. If the primary
function code is hex 05, the session was previously a
primary XRF session.
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Table 15 (Page 2 of 3). Function Code and Related Session Information

Byte

Description

22 VTAM Customization

For the session authorization or alias selection functions (primary function
codes hex 00, 01, or 07), the following flags define the session initiator:

B'..00 ....' Autologon session (VARY LOGON, LOGAPPL)

B'..01 ....' PLU requested the session (SIMLOGON, OPNDST
ACQUIRE). (PLU is the OLU, SLU is the DLU.)

B'..10 ....' SLU requested the session (USS logon, INIT SELF). (SLU
is the OLU, PLU is the DLU.)

B'..11 ....' Some other LU requested the session: third party initi-
ation (CLSDST PASS).

For the session authorization or alias selection functions (primary function
codes hex 00, 01 or 07), the following flag defines whether the DLU real
network ID is assumed:

B'.... 0...' DLU real network ID is not assumed
B'.... 1...' DLU real network ID is assumed and is being processed.

For the SSCP selection or alias selection function (primary function codes hex
06 or hex 07), the following flag defines whether the function is invoked for
CDINIT or DSRLST routing:

B'.... .0..' SSCP or alias selection invoked for CDINIT routing
B'.... .l..' SSCP or alias selection invoked for DSRLST routing.

For the gateway path selection function (primary function code hex 04), the fol-
lowing flag defines whether the function is invoked for DLU or OLU direction:

B'.... ..0.' Gateway path selection invoked for OLU direction
B'.... ..l.' Gateway path selection invoked for DLU direction.

For primary function codes hex 00— 02, the following flag indicates whether
session management exit routine functions are being driven during takeover:

B'.... ...0' Session management exit function not driven for takeover

B'.... ...1l' Session management exit function driven for takeover.
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Table 15 (Page 3 of 3). Function Code and Related Session information

Byte Description

2 Related Session Information:

For the initial authorization function (primary function code hex 00) and the
alias selection function (primary function code hex 07), the following flag
defines whether the function is invoked for INIT OTHER CD routing, or for
some other type of RU. The initial authorization function is invoked only for
INIT OTHER CD and CDINIT routing.

8'l... .... ' Alias selection or initial authorization invoked for INIT
OTHER CD routing
B'O... .... ! Alias selection or initial authorization invoked for other

routing (CDINIT or DSRLST routing, see related
description under Byte 1 above to determine which type
of routing).

For the alias selection function (primary function code hex 07), the following
flag defines which SSCP requested transiation:

B'.00. ....' The SSCP of the ILU requested translation

g'.01. ...." The SSCP of the OLU requested translation

B'.10. ....' The SSCP of the DLU requested translation

B'.11. ....' An intermediate SSCP (neither the OLU nor the DLU)

requested translation.

For the alias selection function (primary function code hex 07), the flag defines
whether the function is invoked because of a request or response:

B'...0 ...." Alias selection invoked because of a request
B'...1 ....' Alias selection invoked because of a response.

For the secondary authorization function (primary function code hex 01), the
following flag indicates whether session initiation has succeeded:

B'.... 0...' Session setup has succeeded; a positive initiate
response is being processed.

B'.... 1..." Session setup has failed; a negative response to session
initiation or a session setup failure request is being proc-
essed.

The remaining bits are reserved.

User Data Field
The address of the user data field is always passed to the exit routine as the third
parameter in the function parameter list. This word points to a 4-byte user data
field, originally initialized to 0, which the exit routine can use for any purpose (for
example, to store the address of a dynamically obtained storage area). VTAM saves
the contents of this user field after every successful invocation of the session man-
agement exit routine, so that it is available to the exit routine the next time it is
called.

1. Do not confuse this field with VTAM’s user data field. This field is used only by
the session management exit routine.

2. VTAM returns the address of this field on subsequent calls, not the data itself.
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The address of the exit options field is passed to the exit routine as the fourth
parameter of the parameter list only for the begin function. This word points to a
2-byte field that indicates the functions for which the exit routine wifl be called. This
field is modified by the exit routine during begin function processing. The bit defi-

nitions are described below:

Table 16 (Page 1 of 2). Session Management Exit Routine Options

Byte Bit Description
0 B'l... ! The exit routine will process the initial authorization
function.
B'O... ! The exit routine will not process the initial authori-
zation function. (The defaultis 0.)
B'.1.. ! The exit routine will process the secondary authori-
zation function.
B'.0.. ! The exit routine will not process the secondary authori-
zation function. (The defaultis 0.)
B'..1 ! The exit routine will process the initial and final
accounting functions.
B'..0 ! The exit routine will not process the accounting func-
tions. (The defauit is 0.)
B'...1 ! The exit routine will process the gateway path
selection function.
B'...0 ! The exit routine will not process the gateway path
selection function. (The default is 0.)
B'.... ! The exit routine will process the end function.
B'.... ! The exit routine will not process the end function. (The
default is 0.)
B'.... ! The exit routine will process the session takeover
accounting function.
B'.... .0..' The exit routine will not process the session takeover
accounting function (primary function code hex 05).
(The default is 0.)
B'. L1 The exit routine will process the SSCP selection func-
tion.
B'. ..0.! The exit routine will not process the SSCP selection
function. (The default is zero.)
B'.... ...1' SSCP selection is allowed for DSRLST.
B'.... ...0' SSCP selection is not allowed for DSRLST. (The default
is 0.)
1 B'l.. ! Session management exit functions are allowed for
takeover of LU sessions.
B'o... ' Session management exit functions are not aliowed for
takeover of LU sessions. (The default is 0.)
B'.1.. ....' Initial authorization is allowed for INIT OTHER CD.
B'.0.. ....' Initial authorization is not allowed for INIT OTHER CD.

24 VTAM Customization

(The defauit is 0.)
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Table 16 (Page 2 of 2). Session Management Exit Routine Options

Byte Bit Description
B'..1. ....' The exit routine will process the alias selection func-
tion.
B'..0. ....' The exit routine will not process the alias selection

function. (The default is 0.)

The remaining bits are reserved.

SLU and PLU Resource ldentifier Control Vector
The address of the PLU or the SLU resource identifier controf vector is passed to the
exit routine as the fourth or fifth parameter, respectively, of the function parameter
list for primary function codes hex 00 —07.

These words point to resource identifier control vectors for the PLU and the SLU in
the session. If the primary function code is hex 01, 02, 03, or 05, all the information
described later in this section (that is, the resource identifier control vector) is avail-
able. If the primary function code is hex 00, 04, 06 or 07, only a portion of the infor-
mation may be available. The real name of the destination LU and the alias name of
the origin LU may be unknown as well as the name of the destination LU’s owning
SSCP. If unknown, its field length is set to zero and the length field of the next
vector immediately follows.

The PLU and the SLU hierarchy control vector (Table 18 on page 27) follows the
PLU resource identifier control (RIC) vector in the function parameter lists. The
hierarchy control vector is not part of the RIC.

The format of the PLU resource identifier control vector is the same as for the SLU
(see Table 17 on page 26).
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Table 17 (Page 1 of 2). PLU and SLU Resource Identifier Control Vector

Size
Comments Offset (Bytes) Description
0 1 Vector key (X'19')
1 1 Vector length (number of bytes of vector, not
including the vector key and length of this
length field)

Note: If any of the name fields do not exist
(cannot be determined at the time the
exit is called), the length field will be
zeros and the length field of the next
name in the RIC vector immediately
follows.

The vector data length may include the
LU-address vectors when sending data
for session management exits.

2 1 SSCP rerouting count (number of SSCPs
remaining in the count for this session setup
request). This byte is reserved if the function
code and related session information is X'03’.

3 1 Usage indicators. The flags are defined as
follows:
B'l... ....' This name has been translated
B'0... ....' This name has not been trans-
lated

B'.1.. ....' Theresource is the target
resource

Note: The OLU is never the
target resource.

B'.6.. ....'" Theresource is notthe target
resource

Note: The DLU is always the
target resource.

This is followed by the SSCP name:

0 1 tength of SSCP name (m)

1 m Symbolic name of SSCP that controls the LU
This is followed by the network ID:

0 1 Length of network D (n)

1 n Network ID of the network containing the LU
This is followed by the real LU name:

0 1 Length of the LU name (p)

1 p Network name of the LU (real name)

This is followed by another network ID:
0 1 Length of network ID (q)

1 q Network ID of the network in which the following
alias LU is known
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Table 17 (Page 2 of 2). PLU and SLU Resource Identifier Control Vector

Size
Comments Offset (Bytes) Description

This is followed by the alias LU name:

0 1 Length of alias LU name (r)

1 r Alias LU name
This is followed by three LU-address vectors. (The LU-address vectors are not part of the
RIC vector.)

0 1 ID of the vector (X'1A")

1 1 Vector length (number of bytes of vector, not
including the vector key and length of this
length field)

2 6 PLU or SLU address in this network

8 1 This byte is not filled in when passed to the exit.

9 1 This byte is not filled in when passed to the exit.

0 1 ID of the vector (X'1A")

1 1 Vector length (number of bytes of vector, not
including the vector key and length of this
length field)

2 6 PLU or SLU address in the adjacent network in
the OLU direction

1 This byte is not filled in when passed to the exit.

9 1 This byte is not filled in when passed to the exit.

0 1 ID of the vector (X'1A")

1 1 Vector length (number of bytes of vector, not
including the vector key and length of this
length field)

2 6 PLU or SLU address in the adjacent network in
the DLU direction

1 This byte is not filled in when passed to the exit.

9 1 This byte is not filled in when passed to the exit.

Table 18 (Page 1 of 2). PLU and SLU Hierarchy Control Vector

Size
Comments Oftset {Bytes) Description

The PLU and the SLU resource identifier control vectors are each followed by a hierarchy
resource vector. (The hierarchy vector is not part of the RIC vector.)

0 1 ID of the vector (X'FF')

1 1 Vector length (number of bytes of vector, not
including the vector key and length of this
length field)

2 1 Number of hierarchy resource entries (n)
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Table 18 (Page 2 of 2). PLU and SLU Hierarchy Control Vector

Comments Offset

Description

This header is followed by a variable number (n) of hierarchy resource entries.

0
8

Session ldentifier

28

Resource name
Resource type 26, add dec 27-29.

Dec (Hex)
1 (1) Communication controller
2 (2) APPL major node
3 (3) Local non-SNA major node
4 (4) Switched major node
5 (5) Local SNA major node
6 (6) CDRM major node
7 (7) CDRSC major node
8 (8) CA major node
9(9) Reserved
10 (A) CDRM
11 (B) Reserved
12 (C) GROUP
13 (D) Reserved
14 (E) LINE
15 (F) Direct attachment node
16 (10) APPL
17 (11) Reserved
18 (12) PU
19 (13) Reserved
20 (14) Reserved
21 (15) Reserved
22 (16) LU
23 (17) Link station
24 (18) CDRSC
25 (19) Reserved
26 (1A) Reserved
27 (1B) Reserved
28 (1C) LAN major node
29 (1D) Packet major node

Note: If this field indicates the resource is an
LU and the resource information indicates that
the resource is not within this network, the
session is being established using non-native

connection.

Reserved

The session ID is passed to the exit routine for all primary function codes except hex

FE and FF.

This word of the parameter list points to an 8-byte session identifier. It is a unique
identifier for this session within the SSCP in which the session management exit

routine is scheduled.

VTAM Customization
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Time-of-Day Field
This word of the parameter list points to an 8-byte field containing the time of day
that the session was started (for primary function code hex 02), ended (for primary
function code hex 03), or taken over (for primary function code hex 05).

The time-of-day field is in system format time.

mvs v OLU Gateway Information Vector
This word of the parameter list points to the OLU gateway information vector.

This word is nonzero only if there is an SSCP in the OLU direction that is a gateway
SSCP and the session is cross-network. If the exit routine is called within the
network of the origin LU, there is no such gateway NCP and the field is set to zero.

The OLU gateway information vector provides the gateway NCP name and COS
names for the gateway in the direction of the origin LU.

The format of the OLU gateway information vector is shown in Table 19. Its format
is the same as that of the DLU gateway information vector.

Table 19. Format of OLU Gateway Information Vector

Size
Comments Offset (Bytes) Description
0 1 Length of vector data (excluding this field)

Note: If one of the name fields does not exist
(cannot be determined at the time the exit is
called), the length field will be zeros and the
length field of the next name in the GIV vector
immediately follows.

This is followed by the gateway node name:

0 1 Length of gateway NCP name (m)
1 m Name of the gateway NCP in the direction of the
origin LU

This is followed by a COS name:
0 1 Length of COS name (n)

1 n COS name for the network on the origin LU side
of the gateway NCP identified above

This is followed by another COS name:
0 1 Length of COS name (p)

1 p COS name for the network on the destination LU
side of the gateway NCP identified above

mvs vm Gateway Path Selection List
This word of the parameter list points to the list of alternate gateway paths available
for this LU-LU session. Table 20 on page 30 shows the format of this list.

Gateway path entries are provided for all the alternate gateway paths defined by the
GWPATH definition statements for each gateway NCP for which the gateway SSCP is
performing gateway path selection. The gateway path entries are passed to the
session management exit routine in the order in which they are defined to VTAM (by
the GWPATH definition statements). However, the gateway NCP used for an
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SSCP-SSCP session is always placed first in the list if this SSCP is in session with

the gateway NCP.

Note that the gateway path selection function might be processed in one SSCP to

select a gateway for an adjacent SSCP.

Table 20. Format of Gateway Path Selection List

Dec
(Hex) Size
Comments Offset (Bytes) Description
0 (0) 2 Total length of the gateway NCP path list
{excluding this field). Do not use this field to
determine the last gateway path entry.
2(2) 8 NETID of the adjacent SSCP.
10 (A) 2 Number of gateway path selection entries (n).

Use this number to determine the last gateway
path entry.

This header is followed by a variable number (n) of gateway path selection entries.

0(0) 1
1(1) 8
9(9) 4
13 (D) 8

Length of the following gateway path informa-
tion {excluding this field). Use this field to
determine the end of this path specification and
the beginning of the next one.

Name of the gateway NCP connecting this
network to the adjacent network (obtained from
the GWN operand on the GWPATH definition
statement or determined from the SUBAREA
operand). This field will be zeros if the GWN
operand was not coded on GWPATH and this
SSCP is not in session with the gateway NCP.

Subarea address of the gateway NCP in this
network (obtained from the SUBAREA operand
on the GWPATH definition statement or deter-
mined from the GWN operand). This field will
be 0 if this SSCP is not in session with the
gateway node and the SUBAREA operand was
not coded on GWPATH.

Note: If both GWN and SUBAREA are coded on
the GWPATH definition statement, you cannot
tell if this SSCP is in session with the gateway
NCP.

NETID of the adjacent network accessed by the
gateway NCP identified above (from ADJNET on
the GWPATH statement).

You can modify the selection list in the following ways:

* You can reduce the number of gateway path entries in the list by decreasing the
number of gateway path entries (bytes 10 and 11) in the gateway path selection
list. If the exit routine returns a smaller number of alternate gateway nodes
than that presented to it at entry (in the gateway path selection list), VTAM uses
a list of only those entries. In its attempt to find a gateway node to use for the
LU-LU session, VTAM searches that list of entries in the order they were
returned to VTAM by the exit routine.

VTAM Customization
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* You can change the order of the gateway path entries in the list. The order of
the entries returned to VTAM by the exit routine is the same order in which the
gateway path entries are used to attempt LU-LU session setup.

For a list to be correct, the following requirements must be met:

¢ Each returned gateway path entry must match one of the entries originally
received. You cannot add new entries to the list.

¢ The number of entries returned cannot be larger than the number of entries
received.

¢ The adjacent NETID field of the adjacent SSCP must remain unchanged.
¢ The returned gateway path list must contain at least one valid entry.

If the list returned by the exit routine is invalid for any of the above reasons, the
original list that was sent to the exit routine is used.

The address of the gateway path selection list should remain unchanged. The modi-
fied gateway path list should use the same storage that was passed by VTAM to the
exit routine.

SSCP Name List
This word of the parameter list points to the list of adjacent SSCPs available for this
LU-LU session.
Table 21 shows the format of the SSCP name list.

Table 21. Format of SSCP Name List

Size
Comments Offset (Bytes) Description
0 2 Total length of the SSCP name list (excluding
this field)
2 2 Number of SSCP names in this list (n)

This header is followed by a variable number (n) of SSCP names:
0 8 Adjacent SSCP name

You can modify the SSCP name list in the following ways:

¢ You can reduce the number of SSCP name entries in the list by decreasing the
number of SSCP name entries (bytes 2 and 3) in the SSCP name list. If the exit
routine returns a smaller number of SSCP names than that presented to it at
entry (in the SSCP name list), VTAM uses a list of only those entries. Inits
attempt to find an SSCP name to use, VTAM searches that list of entries in the
order they were returned to VTAM by the exit routine.

¢ You can change the order of the SSCP name entries in the list. The order of the
entries returned to VTAM by the exit routine is the same order in which the
SSCP name entries are used.
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For a list to be correct, the following requirements must be met:

e Each SSCP name entry returned must match one of the entries originally
received. You cannot add new entries to the list.

* The number of entries returned cannot be larger than the number of entries
received.

s The returned SSCP name list must contain at least one valid entry.

If the list returned by the exit routine is invalid for any of the above reasons, the
original list that was sent to the exit routine is used.

The address of the SSCP name list should remain unchanged. The modified SSCP
name list should use the same storage that was passed by VTAM to the exit routine.

mvs vvm DLU Gateway Information Vector
The DLU gateway information vector provides the gateway NCP name and COS
names for the gateway NCP in the direction of the destination LU. This parameter is
set to zero if the session management exit routine is scheduled in the destination
LU’s network, since there is no such gateway NCP.

The format of the DLU gateway information vector shown in Table 22 is the same as
that of the OLU.

Table 22. Format of DLU Gateway Information Vector

Size
Comments Offset (Bytes) Description
0 1 Length of vector data (excluding this field)

This is followed by the gateway node name:

0 1 Length of gateway NCP name (m)
1 m Name of the gateway NCP in the direction of the
OoLuU

This is followed by a COS name:
0 1 Length of COS name (n)

1 n COS name for the network on the OLU side of
the gateway NCP identified above

This is followed by another COS name:
0 1 Length of the following COS name (p)

1 p COS name for the network on the DLU side of
the gateway NCP identified above

OLU Adjacent SSCP Vector
The OLU adjacent SSCP vector provides the name of the adjacent SSCP in the direc-
tion of the OLU. For INIT OTHER CD processing, this provides the name of the adja-
cent SSCP in the direction of the ILU.
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Table 23 shows the format of the OLU adjacent SSCP vector.

Table 23. Format of OLU Adjacent SSCP Vector

Dec
(Hex) Size
Comments Offset (Bytes) Description
0 (0) 1 Length of vector data (excluding this field)

This is followed by the adjacent SSCP name:

0 (0) 1 Length of the adjacent name (q)
1(1) q Name of the adjacent SSCP in the direction of
the OLU

This word of the parameter list is set to zero if the session management exit routine
is scheduled in the network of the OLU, since there is no OLU adjacent SSCP.

DLU Adjacent SSCP Vector
The DLU adjacent SSCP vector provides the name of the adjacent SSCP in the direc-
tion of the DLU. For INIT OTHER CD processing, this provides the name of the adja-
cent SSCP in the direction of the SLU.

Table 24 shows the format of the DLU adjacent SSCP vector.

Table 24. Format of DLU Adjacent SSCP Vector

Size
Comments Offset (Bytes) Description
0 1 Length of vector data (excluding this field)

This is followed by the adjacent SSCP name:

0 1 Length of the adjacent name (q)
1 q Name of the adjacent SSCP in the direction of
the DLU

Note: This word of the session management exit parameter list is set with the high
order bit on and the remaining 31 bits off, if the session management exit routine is
scheduled in the network of the DLU, since there is no DLU adjacent SSCP.

mvs vm Alias-Selection-Input Parameter List
This word of the parameter list points to the alias-selection-input parameter list for
LU-LU sessions.

The alias-selection-input parameter list contains information necessary for trans-
lation and is a fixed length. Its storage is obtained during begin-function proc-
essing. If storage cannot be obtained for the alias parameter list during the begin
function, message IST793E is issued indicating the error and the alias selection
function is not invoked. Depending on which information needs translation, different
fields are filled in.

This parameter list exists only if the SSCP is gateway-capable. To be gateway-
capable, the start option GWSSCP = YES must be specified.

Table 25 on page 34 shows the format of the alias-selection-input parameter.
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Table 25 (Page 1 of "3). Alias-Selection-Input Parameter List

Dec
(Hex) Size
Offset (Bytes) Comment Description
0 (0) 1 Flags for NetView alias application
Xeer veee 0 = NetView alias application is not active
1 = NetView alias application is currently
active
B SR 0 = NetView alias application was never active
1 = NetView alias application used to be active.
This bit is only meaningful if the previous bit is
off.
XX XXXX Reserved ,
1(1) 7 Reserved
Start of NAME1 information
8 (8) 1 Indicates the role of the LU in the session
9 (9) 1 indicates the primary and secondary roles of
the OLU and DLU
XXXX ... Indicates whether the LU is the OLU, DLU or
unknown
. XXXX Indicates whether the LU is the PLU, SLU, or
unknown
10 (A) 1 Information pertaining to the LU name relevant
for translation
Xeve vere 1 = NAMET1 is the real name
0 = NAME1 is the alias name
XXX XXXX Reserved
11 (B) 5 Reserved
16 (10) 8 NAME1 LU name to be translated
24 (18) 8 NETFROM1  Network in which NAME1 is known
32 (20) 8 NETTO1 Network that NAME1 is to be translated to.
Blank if exit needs to determine the network.
Start of NAME2 Information
40 (28) 1 Indicates the role of the LU in the session
41 (29) 1 Indicates the primary and secondary roles of
the OLU and DLU
XXXX ... Indicates whether the LU is the OLU, DLU, or
unknown
. XXXX indicates whether the LU is the PLU, SLU, or
unknown
42 (2A) 1 Information pertaining to the LU name relevant
for translation
Xeee vene 1 = NAME2 is the real name
0 = NAMEZ2 is the alias name
XXX XXXX Reserved
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Table 25 (Page 2 of 3). Alias-Selection-Input Parameter List

Dec
(Hex) Size
Offset (Bytes) Comment Description
43 (2B) 5 Reserved
48 (30) 8 NAME2 LU name to be translated
56 (38) 8 NETFROM2  Network in which NAME2 is known
64 (40) 8 NETTO2 Network that NAME2 is to*be translated to.
Blank if exit needs to determine the network.
Start of COS/LOG Information
72 (48) 8 COSNAME COS name
80 (50) 8 LOGNAME logmode name
88 (58) 8 NETFROM Network ID in which the name(s) are known
96 (60) 8 NETTO Network ID to which the name(s) are to be
transiated
Start of NAME3 information
104 (68) 1 Indicates the role of the LU in the session
105 (69) 1 Indicates the primary and secondary roles of
the OLU and DLU
XXXX ... indicates whether the LU is the OLU, DLU, or
unknown
cen XXXX Indicates whether the LU is the PLU, SLU, or
unknown
106 (6A) 1 information pertaining to the LU name relevant
for translation
b OO 1 = NAMES is the real name
0 = NAMES is the alias name
XXX XXXX Reserved
107 (6B) 5 Reserved
112 (70) 8 NAMES3 LU name to be translated
120 (78) 8 NETFROM3  Network in which NAME3 is known
128 (80) 8 NETTO3 Network that NAMES is to be translated to.
Blank if exit needs to determine the network.
Start of NAME4 Information
136 (88) 1 LU type. Indicates the role of the LU in the
session.
137 (89) 1 indicates the primary and secondary roles of
the OLU and DLU
XXXX ... indicates whether the LU is the OLU, DLU, or
unknown
. XXXX Indicates whether the LU is the PLU, SLU, or
unknown
138 (8A) 1 Information pertaining to the LU name relevant
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Table 25 (Page 3 of 3). Alias-Selection-Input Parameter List

Dec
(Hex) Size
Offset (Bytes) Comment Description

Xeee vene 1 = NAME4 is the real name

0 = NAME4 is the alias name

XXX XXXX Reserved
139 (8B) 5 Reserved
144 (90) 8 NAME4 LU name to be transiated
152 (98) 8 NETFROM4  Network in which NAME4 is known
160 (A0) 8 NETTO4 Network that NAME4 is to be translated to.

Blank if exit needs to determine the network.

Table 26 shows the constants for the alias-selection-input parameter list.

Table 26. Constants for the Alias-Selection-Input Parameter List

Type Value Description
Settings for real name or alias name
Bit 0 The name sent for translation is the alias name. The real
name needs to be determined.
Bit 1 The name sent for translation is the real name. The alias
name needs to be determined.
Settings for OLU or DLU
Bit 0000 It cannot be determined whether the LU is the OLU or DLU
Bit 0001 The LU is the origin logical unit for this session
Bit 0010 The LU is the destination logical unit for this session
Settings for PLU or SLU
Bit 0000 It cannot be determined whether the LU is the PLU or SLU
Bit 0001 The LU is the primary logical unit for this session
Bit 0010 The LU is the secondary logical unit for this session
Settings for LU role
Hex 00 The LU is a session partner
Hex 01 The LU is the primary printer
Hex 02 The LU is the alternate printer

The flags explained in offset 0 (0) (Table 25 on page 34) contain information that is
not included in the translate inquiry. One flag indicates whether the NetView alias
application is currently active. The second flag indicates whether the NetView alias
application was ever active. Use these bits to maintain system integrity.

The parameter list contains sections labeled NAME1, NAME2, NAME3 and NAME4.
Each of these sections include information relating to the LU names, for example:

Which LU name is requesting translation

Role of the LU

Role of the PLU or SLU and OLU or DLU

Whether a real name or alias name is being sent for translation

e o o o
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* Whether the network ID that the name is to be translated into is known.

In general, if a name is included in the input list, the exit may transiate the name.
This rule holds for all names except the DLU name, where additional guidelines

apply.

¢ |f the DLU name is an alias name, the exit may translate the DLU name to its
real name and provide the owning SSCP name.

* if the DLU name is a real name and VTAM invokes the alias selection function
for a request, the exit should not translate the LU name but may return the
owning SSCP name. (The function code and related session information indi-
cate whether the exit was driven for a request or response.)

¢ |f the DLU name is a real name and VTAM invokes the alias selection function
for a response, then the exit may translate the LU name to the alias name, but
shouid not return an owning SSCP name.

NAMET1 is the first name to be transiated. NETFROM1 is the network in which the
name to be translated (NAME1) is known. NETTO1 is the network to which NAME1
is to be translated. For example:

¢ NAMET1 is APPLBS
¢ NETFROM1 is NETB
¢ NETTOH1 is NETA.

The above values indicate that APPLBS is the name known in NETB. APPLBS in
NETB must be translated to the LU name in NETA. [f these values are set for the
first name, the alias selection function may evaluate the values, and return the
translated name in the output parameter list in field RTNNAME1.

COSNAME is the class-of-service name to be translated. LOGNAME is the logon
mode name to be translated. NETFROM is the network ID in which either the
logmode name, the COS name, or both names are known. NETTO is the network ID
to which either the logmode name, the COS name, or both names are to be trans-
lated. For example:

‘'* LOGNAME is INTERACT
* NETFROM is NETA
* NETTO is NETB.

INTERACT in NETA is to be translated into the logmode name as known in NETB.
The transiated logmode name is returned in the output parameter list in RTNLOG.

Note: If any NETTO is unknown, VTAM requests that the network ID be provided. If
the network ID is not returned, the translated information is ignored.

The input constants in Table 26 on page 36 are used in the alias-seleétion-input
parameter list. These bit settings indicate:

¢ Whether the name to be translated is a real name or an alias name
¢ Whether the LU is the OLU or DLU

¢ Whether the LU is the PLU or SLU

¢ The role of the LU.
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mvs vm Alias-Selection-Output Parameter List

The output parameter list is where data is returned to VTAM. A name could be
requested to be translated, but the network ID into which the name needed to be
translated was not known. In this case, the network ID must first be determined.
The network ID which was determined by the alias selection function is then used to
determine the desired names. For CDINIT, DSRLST and INIT OTHER CD processing
for SLU information, the network ID is returned in RTNNET1. For INIT OTHER CD
processing for PLU information, the network ID is returned in RTNNET2. If any
names were transiated, but the network ID was not known, the session fails to setup.

Table 27 shows the alias-selection-output parameter list.

Table 27. Alias-Selection-Output Parameter List

Dec(Hex) Size

Offset (Bytes) Comment Description

0 (0) 8 RTNNAME1  The name returned by the user corresponding to
NAME1

8 (8) 8 RTNNAME2  The name returned by the user corresponding to
NAME2

16 (10) 8 RTNCOS The translated COS name

24 (18) 8 RTNLOG The translated logmode name

32 (20) 8 RTNSSCP1 The SSCP name determined by the exit. For

CDINIT and DSRLST processing, this field con-
tains the DLU owning SSCP. For INIT OTHER CD
processing, this field contains the SLU owning
SSCP name.

40 (28) 8 RTNSSCP2 The SSCP name determined by the exit. For
CDINIT and DSRLST processing, this field is not
filled in. For INIT OTHER CD processing, this
field contains the PLU-owning SSCP name.

48 (30) 8 RTNNET1 The network ID if the exit was to determine it.
See the explanation above this table.

56 (38) 8 RTNNET2 The network ID if the exit was to determine it.
See the explanation above this table.

64 (40) 8 RTNNAME3  The name returned by the user corresponding to
NAME3

72 (48) 8 RTNNAME4  The name returned by the user corresponding to
NAME4

The returned information must meet the following requirements:

¢ The real network ID (the network to transiate the information into) must be
returned if it was not sent.

e |f a real network ID is returned, and the network to translate the names into was
sent, the networks must be the same. The network ID cannot be altered.

¢ |f you indicate that information was translated, but no information was returned,
processing continues without updating any information. The return code deter-
mines whether the NetView alias application will be invoked.

¢ The input parameter list cannot be altered.

e Blank values are valid only for the COS and the logmode names.
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* LU, NETID, and the owning SSCP names must be padded on the right with
blanks.

¢ [f information was needed, and a network ID was returned, this network ID is
used for the real name (if it was not known). This network ID is sent to the
NetView alias application to determine the rest of the unknown information, if
desired.

¢ All names must contain 1—8 characters in the following format:

— First character: alphabetic (A —Z) or the national characters @, #, or $
— Second through eighth characters: alphanumeric (A—Z or 0—9) or the
national characters @, #, or $.

Note: Alphabetic characters must be in uppercase. The results of their being in
lowercase are unpredictable.

If the list returned by the exit routine fails to meet any of these requirements, the
request fails, unless otherwise indicated.

The address of the alias parameter list should remain unchanged.

mvs vm Session Flow for Alias Selection Function
VTAM invokes the alias selection function from a variety of places throughout
session initiation and DSRLST processing. The following flows indicate when the
alias selection function is invoked and for what reason. Keep in mind the following
information while reading the flows:

* Unless otherwise noted, the flows assume that the alias selection function does
not return any translated names and that no host is running the NetView alias
application.

* If the exit returns a translated name, subsequent hosts do not request trans-
lation for that name.

* Associated LU names do not appear if the SLU is not using an associated LU
table.

* All flows assume that the gateway control is SHARE/SHARE. If the gateway
control is ONLY, alias invocations and RU flows vary slightly.

Note: The session flows are numbered. Refer to the respective numbered items
following the session flows for an explanation of the flows.

Figure 3 on page 40 shows the SLU-initiated session flow.
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SLU-Initiated Session
NETA . NETB . NETC
APPLA . APPLB . APPLC
SSCPA GW NCP SSCPB '| GV NCP Il SSCPC

SHR/SHR SHR/SHR
(1) Alias Selection . .

COINIT
(2) Alias Selection
RNAA
- RNAA RSP
(3) Alias Selection
COINIT
RNAA
. RNAA RSP
(4) Alias Selection
(5) Alias Selection
SETCV
CDINIT RSP
(6) Alias Selection .
. SETCV RSP
SETCV .
SETCY .
CDINIT RSP

SETCY ] SETCV RSP .

SETCV RSP . SETCV RSP

Figure 3. Session Flow for SLU-Initiated Session

1. VTAM passes the DLU alias name, the OLU real name, the associated LU real
names, and the LOGMODE and COS names as known in the OLU’s network.
The alias selection function has the option of returning the DLU real name, the
network ID of the DLU real name, the owning SSCP of the DLU, the OLU and
associated LU alias names as known in the DLU network, and the LOGMODE
and COS names as known in the DLU network.

2. See number 1.

3. Since the session management exit routine has not returned any names, VTAM
assumes the DLU network is NETC and the name portion of the DLU real name
is the same as the DLU alias name. VTAM requests transiations from NETA to
NETC for the OLU alias name, the associated LU alias names, the LOGMODE
name, and the COS name. VTAM also requests the owning SSCP for the DLU.

4. This invocation is identical to number 3 except that no request is made for the
owning SSCP.
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5. VTAM drives the session management exit routine to translate the COS name
from NETC to NETB.

6. See number 5.

Figure 4 shows the PLU-initiated session flow.

PLU-Initiated Session
NETA . NETB NETC
APPLA . APPLB . APPLC
SSCPA ——@ SSCPB @————— SSCPC
SHR/SHR SHR/SHR
(1) Alias Setection .
COINIT . .
. (2) Alias Selection
. RNAA .
- RNAA RSP .
. (3) Alias Selection
. COINIT .
. . RNAA
. . RNAA RSP
: . (4) Alias Selection
. . (5) Alias Selection
. . SETCY
. o CDINIT RSP
: ) . SETCV RSP
. . COCINIT
: (6) Alias Selection
. (7) Alias Selection .
SETCY .
o SETCV .
. CDINIT RSP .
) . SETCY RSP .
. i SETCV RSP .
. COCINIT .
(8) Alias Selection
SETCY .

SETCV RSP

e o s o e o
e e v e s e s e s

Figure 4. Session Flow for PLU-Initiated Session
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. VTAM passes the DLU alias name, the OLU real name, and the LOGMODE name

as known in the OLU’s network. The alias selection function has the option of
returning the DLU real name, the network ID of the DLU real name, the owning
SSCP of the DLU, the OLU alias name, and the LOGMODE name as known in the
DLU network.

See number 1.

Since the session management exit routine has not returned any names, VTAM
assumes the DLU network is NETC and the name portion of the DLU real name
is the same as the DLU alias name. VTAM requests translations from NETA to
NETC for the OLU alias name and the LOGMODE name. VTAM also requests
the owning SSCP for the DLU.

. This invocation is identical to number 3 except that no request is made for the

owning SSCP.

. VTAM drives the session management exit routine to transiate the COS name

from NETC to NETB, and to translate the associated LU names from NETC to
NETA.

. See number 5.

VTAM drives the exit routine to translate the COS name from NETB to NETA. No
attempt is made to translate the associated LU names since this host has
already attempted to translate them.

VTAM drives the exit routine to translate the COS name from NETB to NETA,
and to translate the associated LU names from NETC to NETA.
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Third Party-Initiated Sessions

Session Management Exit Routine

Figure 5 shows the third-party-initiated session flow.

NETA

NETB

NETC

APPLA . APPLB . APPLC
s |—— @] c (o] ;
GW NC SSCPB Gl SSCPC
SHR/SHR SHR/SHR
(1) Alias Selection . .
INIT OTHER CD
(2) Alias Selection
INIT OTHER CD
(3) Alias Selection
(4) Alias Selection
COINIT
(5) Alias Selection
RNAA
RNAA RSP .
(6) Alias Selection
SETCV

SETCV RSP .

COINIT RSP

(7) Alias Selection

Figure 5. Session Flow for ILU-Initiated Session

1.

VTAM passes the PLU alias name as known in NETA. The alias selection func-
tion has the option of returning the real name of the PLU, the network ID of the
PLU, and the owning SSCP of the PLU. The exit routine may also return the
LOGMODE name as known in the SLU’s real network.

. See number 1.

3. See number 1.

. VTAM passes the DLU alias name, the OLU real name, the associated LU real

names, and the LOGMODE and COS names as known in NETC. The alias func-
tion has the option of returning the DLU real name, the network ID of the DLU
real name, the owning SSCP of the DLU, the OLU and associated LU alias
names as known in the DLU network, and the LOGMODE and COS names as
known in the DLU network.

5. See number 4.
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SSCPB assumes the DLU network ID is NETB and finds that it owns the PLU.
VTAM requests translations from NETC to NETB for the OLU alias name, the
associated LU alias names, the LOGMODE name, and the COS name.

Chapter 1. Writing VTAM Exit Routines 43



Session Management Exit Routine

“Restricted Materials of IBM"
Licensed Materials — Property of IBM

7. VTAM drives the session management exit routine to translate the OLU alias

name, the associated LU alias names, the LOGMODE name, and the COS name
from NETC to NETB.

Figure 6 shows the ILU-initiated session flow.

RETA

NETB NETC

APPLA . APPLB . APPLC
{ww} {ow}——
SSCPA GW KCP W NCP $SCPC
C SSCPB GW NC
SHR/SHR SHR/SHR
(1) Alias Selection . .
(2) Alias Selection
INIT OTHER CD
(3) Alias Selection
(4) Alias Selection
(5) Alias Selection
COINIT
RNAA
. RNAA RSP
(6) Alias Selection
(7) Alias Selection
SETCV
CDINIT RSP
(8) Alias Selection .
. SETCV RSP
. COCINIT

Figure 6. Session Flow for ILU-Initiated Session

1.

VTAM passes the PLU alias name as known in NETA. The alias selection func-
tion has the option of returning the real name of the PLU, the network ID of the
PLU, and the owning SSCP of the PLU. The exit may also return the LOGMODE
name as known in the SLU’s network. /n this case, assume the alias selection
function has returned the PLU real name and network ID.

. Since VTAM has learned the PLU real name and already knows the SLU real

name, VTAM drives the session management exit routine again asking for the
PLU and SLU alias names.

. VTAM drives the session management exit routine for the LOGMODE name as

known in the SLU’s network.

See number 2.

5. VTAM drives the exit routine to translate the OLU alias and the LOGMODE name
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from NETB to NETC.
See number 5.

VTAM drives the exit routine to translate the COS name and associated LU
names from NETC to NETA.
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8. See number 7.

SLU-Initiated Session with USERVAR Name
Figure 7 shows the SLU-initiated session with USERVAR name flow.

NETA . NETB . NETC

APPLA . APPLB . APPLC
[ wen |

SSCPA W NCP SSCPB GW NCP SSCPC

SKR/SHR SHR/SHR

(1) Alias Selection
CDINIT

(2) Alias Selection
RNAA

. RNAA RSP
(3) Alias Selection
CDINIT
(4) Alias Selection
COTERM
(5) Alias Selection
NOTIFY
COTERM
(6) Alias Selection
(7) Alias Selection .
. NOTIFY RSP
CDINIT
(8) Alias Selection
RNAA
. RNAA RSP
CDINIT
RNAA
- RNAA RSP
. (9) Alias Selection
(10) Alias Selection
SETCV
CDINIT RSP
(11) Alias Selection
SETCV
SETCV
COINIT RSP .
. SETCV RSP .
. SETCV RSP .
SETCV .

SETCV RSP .

Figure 7. Session Flow for SLU-Initiated Session with USERVAR name

In this example, the APPLA initiates a session with an application named UVNAME.
SSCPC knows that UYNAME is a USERVAR for the application named APPLC.
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. VTAM passes the DLU alias name, the OLU real name, and the LOGMODE,

COS, and associated LU names as known in the OLU’s network. The alias
selection function has the option of returning the DLU real name, the network ID
of the DLU real name, the owning SSCP of the DLU, the OLU and associated LU
alias names as known in the DLU net, and the LOGMODE and COS names as
known in the DLU network.

See number 1.

Since the session management exit routine has not returned any names, VTAM
assumes the DLU network is NETC and the DLU real name is the same as the
DLU alias name. VTAM requests translations from NETA to NETC for the OLU
alias name, the associated LU alias names, the LOGMODE name, and the COS
name. VTAM also requests the owning SSCP for the DLU.

SSCPC recognizes that UVNAME is a USERVAR for APPLC. SSCPC then drives
the exit routine to translate the DLU real name to the DLU alias name.

VTAM drives the exit routine to translate the DLU real name to the DLU alias
name.

See number 5.

SSCPA restarts the session with the new application name and drives the
session management exit routine to translate the OLU alias name, associated
LU alias names, the LOGMODE name, and the COS name from NETA to NETC.

. VTAM drives the exit routine to translate the OLU alias name, the associated LU

alias names, the LOGMODE name, and the COS name from NETA to NETC.
See number 8.
VTAM drives the exit routine to translate the COS name from NETC to NETB.

See number 10.

Figure 8 on page 47 shows the session flow for DSRLST.
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NETA . NETB i NETC
APPLA . APPLB . APPLC
SSCPA ——@ SSCPB GW NCP SSCPC

SHR/SHR SHR/SHR
(1) Alias Selection .

DSRLST

(2) Alias Selection

DSRLST

(3) Alias Selection

OSRLST RSP

(4) Alias Selection

DSRLST RSP

(5) Alias Selection

Figure 8. Session Flow for DSRLST
In this example, APPLA has issued an INQUIRE OPTCD = APPSTAT for an applica-
tion by the name of UYNAME. UVNAME is a USERVAR known in NETC as APPLC.

1. VTAM passes the DLU alias name. The alias selection function has the option of
returning the DLU real name, the network ID of the DLU real name, and the
owning SSCP of the DLU.

2. See number 1.

3. SSCPC recognizes that UYNAME is a USERVAR for APPLC, returns the real
name on the DSRLST RSP, and drives the session management exit routine to
translate the DLU real name to the DLU alias name.

4. VTAM drives the exit routine to translate the DLU real name to the DLU alias
name.

5. See number 4.

Design Requirements
Follow these procedures when writing this routine:

* Use standard linkage.
* Save registers 0—14.

Likewise, keep in mind the following restrictions when writing this routine:
* The name of the session management exit routine must be ISTEXCAA.

* You should code only conditional GETMAINS in this routine. You can reduce the
possibility of VTAM abending during a storage shortage by coding conditional
GETMAINs.

* mvs All data is addressable only in 24-bit mode.
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* The session management exit routine must be reentrant. It must be link-edited
into the appropriate library. See “Installing VTAM Exit Routines” on page 66 for
more information on installing the correct VTAM exit routine.

¢ The routine operates as an internal VTAM subroutine. It operates enabled in
pageable storage. The routine gets control in supervisor state with a VTAM
storage key. Errors in the routine could cause damage to VTAM or system
control blocks and modules. VTAM performance is degraded if the routine
requires lengthy processing time.

¢ If your installation permits parallel LU-LU sessions, the session management
exit routine must be capable of processing more than one request for the same
LU-LU pair. You can distinguish between these sessions using the session ID
pointed to by word 6 of the input parameter list.

¢ Do not invoke any function that causes a system wait to occur, including implied
waits for I/0 operations. System waits may cause VTAM failure in some timing-
dependent situations.

¢ Do not use VTAM macroinstructions in the routine.

¢ mvs This exit routine may be above the 16M line. Data is always presented
below the line.

¢ mvs vm All functions, except the end function, run under abend protection. If an
error occurs, VTAM issues message IST793E and continues as though the exit
routine had not been coded.

¢ vse An abend of the session management exit routine causes VTAM to abend. It
is best not to execute the abend function in this exit routine. VTAM does not
issue message IST793E.

Suggestions: When writing your exit routine, keep in mind that any number of
vectors may exist and the vector lengths may be different in different releases of
VTAM. Therefore, use the variable-length parameter list indicator to determine the
end of the list. In addition, use the length byte to manipulate each vector in the list.
If any bytes are added to the vector, or any vectors to the list, you do not have to
recode your exit routine.

Virtual Route Selection Exit Routine

A virtual route selection exit routine enables you to modify the ordered list of virtual
routes as specified in the COS entry. VTAM then uses your new list of virtual routes
to select a route for the session.

You can write a virtual route selection routine, named ISTEXCVR, to be invoked
before VTAM establishes any sessions between logical units and before VTAM is
terminated (to enable it to cleanup any necessary resources).

VTAM calls the virtual route selection exit routine when a session between a
primary logical unit in the VTAM subarea and a logical unit in another subarea is
about to be established. The virtual route selection exit routine is not called if both
logical units reside in the same VTAM subarea. The exit is not called for inde-
pendent PLUs.

The exit routine is passed only the list of routes within the local network and is
scheduled only within the subarea of the primary logical unit.
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Initial Register and Parameter List Contents
When this user-written routine gains control, register contents are as follows:

Register 1: Address of a variable-length parameter list (described in
Table 28 on page 51).

Register 13: Address of the standard 18-fullword save area.

Register 14: Return address.

Register 15: Address of the entry point of this routine.

Changing the Virtual Route Selection List

The parameter list that VTAM sends to the virtual route selection exit routine
includes pointers to a series of data blocks called virtual route descriptor blocks.
Each virtual route descriptor block contains the virtual route number and trans-
mission priority for each virtual route that is defined and operative between the
origin and destination subareas and within the class of service requested for the
session.

The exit routine can modify VTAM’s route selection process by changing the
descriptor blocks it receives in the following manner:

Note: In the following examples, “(*)Address” means that the high-order bit indi-
cates this is the last entry in the list.

¢ Reordering the original list
Example: Virtual route exit routine receives:

Address of VR1,TP1 descriptor block
Address of VR2,TP2 descriptor block
Address of VR3,TP1 descriptor block
(*)Address of VR4,TP0 descriptor block

Virtual route exit routine reorders the list and returns to VTAM:

Address of VR3,TP1 descriptor block
Address of VR4,TPO descriptor block
Address of VR1,TP1 descriptor block
(*)Address of VR2,TP2 descriptor biock

Now VTAM will attempt to assign the pending session to VR3, then VR4, and
so forth.

¢ Deleting entries from original list
Example: Virtual route exit routine receives:

Address of VR1,TP2 descriptor block
Address of VR2,TPO descriptor block
Address of VR3,TP2 descriptor block
(")Address of VR4,TP1 descriptor biock

VR exit routine deletes VR2,TPO from the list and returns to VTAM:

Address of VR1,TP2 descriptor block
00 00 00 00 (4 bytes of zeros)

Address of VR3,TP2 descriptor biock
(*)Address of VR4,TP1 descriptor block

Now VTAM will attempt to use VR3,TP2 if VR1,TP2 cannot be activated.
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¢ Using only a portion of the list

Example: Virtual route exit routine receives:

Address of VR1,TP1 descriptor block
Address of VR2,TP1 descriptor block
Address of VR3,TPO descriptor block
(*)Address of VR4,TP2 descriptor block

VR exit routine sets the high-order address bit on in VR2,TP1 and returns to
VTAM:

Address of VR1,TP1 descriptor block
(*)Address of VR2,TP1 descriptor biock
Address of VR3,TPO descriptor block
Address of VR4,TP2 descriptor block

VTAM uses only VR1,TP1 and then VR2,TP1 to establish the pending
session. If neither route can be activated, the session-establishment
request is terminated because no paths are available.

¢ Replacing a virtual route in the list

50 VTAM Customization

Example: Virtual route exit routine receives:

Addresses of Descriptor Blocks Descriptor Block Contents
VR1,TP2 descriptor block ——> VR1,TP2.....
VR2,TP1 descriptor block ———> VR2,TP1.....
VR3,TPO descriptor block — VR3,TPO.....
(*)VR4,TPO descriptor block — VR4,TPO.....

To replace the first entry in the virtual route list, for instance, you must over-
write the contents of the appropriate descriptor block:

Addresses of Deécrlplor Blocks Descriptor Block Contents
(Former) VR1,TP2 descriptor —_— VR6,TP1.....

block

VR2,TP1 descriptor block —> VR2,TP1.....

VR3,TP0 descriptor block —_— VR3,TPO.....

(*)VR4,TPO descriptor block — VR4,TPO.....

After the replacement, the first address in the list points to the same
descriptor block. However, this descriptor block will have been overwritten,
and now describes VR6,TP1. VTAM attempts to use VR6,TP1 before using
the other virtual routes in the list.

Note that if the virtual route is invalid (defined as being outside the range
0—7 or as having a transmission priority outside the range 0—2) or is not
defined between the origin and destination subareas, VTAM continues
through the set of virtual routes, attempting to activate the next one in the
set (VR2,TP1). Note that you cannot return more virtual route blocks than
presented on input. The list can be shortened, but not lengthened.
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Virtual Route Selection Exit Routine

The virtual route exit routine is not scheduled for the following events:

* An SSCP session is established.

* An LU-LU session is established that is confined entirely to the host’s subarea.
For example, two application programs communicating within the same host, or
an application program communicating with a channel-attached terminal.

* A session setup is attempted, and no defined routes, which are operational,
exist between the origin and destination subareas. In this case, the request to
establish a session is rejected before the exit would have been scheduled.

Table 28 shows the parameter list for the virtual route selection exit routine.

Table 28 (Page 1 of 2). Parameter List for the Virtual Route Selection Exit Routine

Dec (Hex) Size
Offset (Bytes) Description
0 (0) 4 Address of a 1-byte reason code indicating why the exit
routine was scheduled:
Hex Code Reason for Scheduling
00 To establish an LU-LU session (the first
time)
01 To establish an LU-LU session (not the first
time)
02 MVS To establish an LU-LU session (after an
abend to the exit subtask)
03 Because VTAM is terminating due to HALT
(last time)
04 MVS Because VTAM is terminating
4 (4) 4 Address of a 4-byte user field’
8 (8) 4 Address of a 1-byte session information field:
Bit Description
... ... Pending session requires a VR that maps to
an explicit route with an ER number of 0
(originating in the SLU subarea and termi-
nating in the PLU subarea)
SXXX XXXX Reserved
12 (C) 4 Address of an 8-byte field containing the COS name associ-
ated with this pending session establishment request?
16 (10) 4 Address of a 12-byte field containing the origin subarea
information and LU name?
20 (14) 4 Address of a 12-byte field containing the destination
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Table 28 (Page 2 of 2). Parameter List for the Virtual Route Selection Exit Routine

Dec (Hex) Size

Offset (Bytes) Description

24 (18) 4 This word and all subsequent words will each contain the
address of a virtual route descriptor block*

Notes:

1. The user field is initially set to zero. The exit routine may use this field (for example, to
store the address of a dynamically obtained storage area). VTAM preserves the con-
tents of this user field and resupplies it to the exit routine the next time it is driven.

2. This field is padded on the right with blanks as necessary to make a total of 8 charac-
ters.

3. This field is 12 bytes long and contains a 4-byte subarea number in binary, followed by
an 8-byte LU name in EBCDIC.

4. The last word of the parameter list is indicated by the setting of the high-order bit (byte
0, bit0) to 1.

Ta'ble 29 shows the format of the virtual route descriptor block.

Table 29. Format of the Virtual Route Descriptor Block

Dec (Hex) Size

Offset (Bytes) Description

0 (0) 1 VR number (0— 15)

1(1) 1 Transmission priority (0—2)

2(2) 1 VR status
Hex 01 — VR not active
Hex 02 — VR is active

3(3) 1 Reserved

4 (4) 2 Current' number of LU-LU sessions between the origin and
destination subareas using the given VR number and trans-
mission priority

6 (6) 2 Current! number of LU-LU sessions between the origin and
destination subareas using the given VR number regard-
less of priority

8(8) 2 Current' number of all sessions between the origin and
destination subareas using the given VR number and trans-
mission priority

10 (A) 2 Current' number of all sessions between the origin and
destination subareas using the given VR number regard-
less of priority.

Note: 'Current as of the queuing of the virtual route selection request to the virtual route
selection exit routine subtask.
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Design Requirements
Follow these procedures when writing the virtual route selection exit routine:

¢ Use standard linkage.
¢ Save registers 0—14.

Likewise, consider the following restrictions when writing the exit routine:

¢ You should code only conditional GETMAINs in this routine. You can reduce the
possibility of VTAM abending during a storage shortage by coding conditional
GETMAINSs.

¢ Mvs All data is addressable only in 24-bit mode.
¢ The exit routine must be reentrant.

* mvs vMm This routine runs under a VTAM subtask to permit the exit routine to
perform any necessary I/0 or other processing without affecting the VTAM main
task.

¢ vse The routine runs under the VTAM main task.
The exit routine will execute in the problem state with VTAM'’s storage key.

Mvs vMm The exit routine can set up its own ESTAE (extended specify task abnormal
exit) environment for recovery. See MVS/Extended Architecture Supervisor Ser-
vices and Macro Instructions or VM/SP Group Control System Macro Reference for
more information. A SYNC interface will be used between VTAM and the exit
routine, so that the VTAM module invoking the exit routine will be isolated from any
ESTAE environment established by the exit routine.

VSE An abend of the virtual route selection exit routine causes VTAM to abend.

mvs v Abend Processing
If scheduled as a result of an abend of the subtask under which the exit routine exe-
cutes, the exit routine is responsible for any cleanup or reopening of data sets that
may be required.

If a dynamic storage address was stored in the user field (second word of the
parameter list [see Table 28 on page 51]), the address is not valid after the abend
is processed.

An abend indication may occur either for a normal route selection request or for the
last time the exit routine is driven during VTAM termination. Also, if the subtask
under which the exit routine runs suffers an abend during “first time" route
selection, and the exit routine has not yet returned to VTAM, the next time the exit
routine is driven will still be considered the “first time” (reason code hex 00). This
is not true if the next time the exit routine is driven is for VTAM termination, in which
case reason code hex 04 is indicated. In any case, modifications made by the exit
routine to the user field prior to an abend are preserved for use by the exit routine
in any cleanup or recovery actions it might perform the next time it is driven.

To summarize the implications of the above reason code specifications:

Hex 00: Driven for route selection (first time)

Hex 01: Driven for route selection (nth time —normal)

Hex 02: Driven for route selection (previous time resulted in abend)
Hex 03: Driven for VTAM termination (last time)
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Hex 04: Driven for VTAM termination (after abend).

If the exit routine subtask abnormally terminates, VTAM reattaches the subtask
unless the subtask has exceeded an abend threshold. iIf the abend threshold is
exceeded, VTAM uses the default list originally supplied to the exit routine. The
session setup undergoing route selection at the time of an abend fails. Other
queued selection requests are presented to the reattached exit.

Final Register Contents
The routine must leave the register status as foliows:
Registers 0— 14: Restore these registers.

Register 15: Must be set to zero. If a nonzero value is returned, VTAM no
longer schedules the exit routine.

VR Pacing Window Size Calculation Exit Routine

This exit routine specifies the bounds for virtual route pacing windows. A virtual
route pacing window represents the quantity of path information units (PlUs) that
can be transmitted on a virtual route before a virtual route pacing response is
received. This response indicates that the virtual route receiver is ready to receive
more PlUs on the route. The exit routine is called when a virtual route is activated.
It returns the minimum and maximum values for the window of the virtual route.

The IBM-supplied algorithm for window size calculation works with the route pacing
algorithm used in the network. It is appropriate for most installations and configura-
tions. VTAM calculates the minimum and maximum sizes of virtual route pacing
windows based on the link protocol and the explicit route length (that is, the number
of transmission groups in the explicit route used by the virtual route). While the
virtual route is being used to transmit data, subarea nodes along the route request
that the endpoints adjust the window sizes within the minimum and maximum limits
according to traffic conditions along the route.

However, after tuning VTAM and analyzing traffic patterns and resource capabilities,
you may want to choose your own bounds or code a replacement routine to set the
window sizes to different values than the ones supplied by IBM. This exit routine is
appropriate for systems where the number of resources could vary considerably
from one day to the next. For exampie, you may find one or more resources whose
capacities are not consistently used. This may warrant increasing the window
sizes. Decreasing the window sizes is less likely to be useful, since network-flow
control protocols are designed to prevent congestion, and setting window sizes too
small could reduce traffic flow considerably.

The logic for calculating the maximum and minimum window sizes for virtual route
pacing is contained in the VTAM exit routine named ISTPUCWC.

Note: You can avold coding the VR pacing window size calculation exit routine by
specifying default minimum and maximum window sizes using the VRPWSnn
operand on the PATH definition statement. For more information on specifying
virtual route pacing window sizes on the PATH definition statement, see VTAM
Resource Definition Reference.

For most routes, VTAM sets the minimum window size to the explicit route length
and the maximum size to 3 times the explicit route length. However, if the virtual
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route ends in a subarea that is adjacent to VTAM, the maximum window size is set
to the greater of 15 or 255—16n, where n is the number of explicit routes (defined or
operative) originating in the host and passing through and not ending in the adja-
cent subarea. This increases the maximum window size for a route to a channel-
attached NCP that has only a few explicit routes passing through it.

The exit routine is called when VTAM is preparing to activate a virtual route. VTAM
passes to it the following information:

¢ The particular virtual route number and its transmission priority.

¢ The number and iength of the explicit route that is associated with the particular
virtual route.

* The subarea addresses of the destination and adjacent subareas.

¢ The number of defined and operative explicit routes that pass through, but do
not end in, the adjacent subarea.

* The address of the explicit route characteristics table, which describes the
transmission group traversed by the explicit route associated with a virtual
route. This table determines the link protocol being used between the host and
the adjacent node on the explicit route. (See Table 31 on page 58 for the
format of this table.)

The following sections provide information you need to replace or modify this
routine. See VTAM Network Implementation Guide for details.

Initial Register and Parameter List Contents
When the routine gains control, register contents are as follows:

Register 1: Address of parameter list (described in Table 30).

Register 13: Address of a standard 18-fullword save area for use by this
routine.

Register 14: Return address.

Register 15: Address of the entry point of this routine.

Table 30 (Page 1 of 2). VR-Pacing Window-Size-Calculation Exit Routine Parameter List

Dec (Hex) Size
Offset {Bytes) Description
0(0) 4 VR identifier:
Byte 0 = Hex 00
Byte 1 = Hex 00
Byte 2 = VR number
Byte 3 = Transmission priority
4(4) 4 Explicit route number
8(8) 4 Destination subarea number
12 (C) 4 Adjacent subarea number
16 (10) 4 Explicit route length (this length is equal to the total
number of transmission groups in the explicit route)
20 (14) 4 Total number of defined or operative explicit routes that

pass through, but do not end in, the given adjacent subarea
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Table 30 (Page 2 of 2). VR-Pacing Window-Size-Calculation Exit Routine Parameter List

Dec (Hex) Size
Offset (Bytes) Description
24 (18) 4 Address of explicit route characteristics table

Design Requirements
Follow these procedures when writing the routine:

* Use standard linkage.
¢ Save and restore registers 2 —14.

Likewise, take into account the following restrictions when writing the routine:

* The routine operates as an internal VTAM subroutine. Therefore, VTAM per-
formance may be degraded if the routine requires lengthy processing time.
While this routine is being executed, no new VTAM operator requests or
requests to initiate or terminate sessions are processed by VTAM for any appli-
cation program. System waits, including implied waits for I1/O operations,
should be avoided. Also, be aware that a program check causes VTAM to
abend.

* You should code only conditional GETMAINs in this routine. You can reduce the
possibility of VTAM abending during a storage shortage by coding conditional
GETMAINs.

* mvs All data is addressable only in 24-bit mode.

¢ This routine operates enabled in pageable storage. The routine gains control in
supervisor state and with a supervisor storage key, so errors within the routine
could cause damage to VTAM or system control blocks and modules.

Final Register Contents
The routine must leave the register status as follows on return:

Register 0: Minimum VR window size (if register 15=0).

Note: This value must be greater than zero and less than or
equal to the maximum value specified in register 1.

Register 1: Maximum VR window size (if register 15=0).

Note: This value must be greater than or equal to the
minimum value specified in register 0 and less than or equal to

255.
Registers 2—14: Restore these registers.
Register 15: Return code of zero if the minimum and maximum window size

values are to be used by VTAM. Any nonzero return code (or
invalid values specified in register 0 or 1) causes VTAM to
ignore the values indicated by registers 0 and 1. Instead it
uses a minimum window size equal to the ER length and a
maximum window size of three times the ER length or the
minimum and maximum window sizes that you defined on the
PATH definition statement, if any.

For more information on specifying virtual route pacing window sizes all the PATH
definition statement, see VTAM Resource Definition Reference.
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ws Using the VR Window Size Calculation Exit Routine for IMS
Because of the specialized use of channel-to-channel virtual routes by the IMS
resource lock manager (RLM), you may find it useful to modify the VTAM virtual
route window size calculation exit routine (ISTPUCWC). The RLM in one IMS
system sends one message at a time to a correspondent IMS RLM, and waits for a
message in response. With this level of message traffic on a virtual route, the
virtual route window size algorithm does not indicate that a demand exists to
increase the window size. Thus, in the absence of other message traffic flowing on
the virtual route, the window size tends to stay at its minimum value. While this sit-
uation does not impede throughput on the virtual route, it tends to increase the
number of machine instructions executed by VTAM for each IMS transaction
(because VTAM processes a virtual route pacing response for every, or nearly
every, IMS RLM message).

Accordingly, if a channel-to-channel virtual route between two IMS systems is not
also used for non-IMS message traffic, the following changes may be made to the
module to reduce the number of virtual route pacing responses sent and processed
by VTAM in each of the IMS hosts:

1. Insert code to recognize the destination subarea address, virtual route number,
and transmission priority that you have defined for use between the two IMS
systems.

2. Then, insert code so that when the module recognizes such a virtual route, it
sets the minimum window size to a value of 6.

3. The maximum window size may be computed in the normal manner, but the
output of that calculation must be checked against this new minimum and must
not be allowed to fall below it. That is, if the maximum window size is calcu-
lated to be less than 6, the maximum should then be set to 6.

Notes:

1. The source code for ISTPUCWC is not provided with the VTAM program. You
must obtain it from microfiche.

2. You can avoid coding the VR pacing window size calculation exit routine for IMS
by allocating IMS-to-IMS communications to a specific virtual route and trans-
mission priority with a unique class of service. This enables you to use the
VRPWSxx operand.

There are two possible ways to compute the maximum window size in the
IBM-supplied version of the module. One is used when the destination subarea is
the same as the adjacent subarea, and the other is used in all other cases. Both
parts of this logic should be copied into any new section of code added to compute
window sizes for IMS RLM routes. Again, the maximum window size values com-
puted must be adjusted, if necessary, to be at least equal to the minimum window
size selected.

These changes to the module are not recommended if the IMS RLM virtual route is
shared with other virtual route users. The message traffic of the other users should
keep the operating window size values at acceptable levels. Table 31 on page 58
shows the characteristics of the explicit route.
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Table 31. Explicit-Route Characteristics Table

Comments Offset (§lyzt‘:s) Description
0 1 Control block identifier (X'4C')
1 1 Reserved
2 2 Length of this table
The transmission group entry consists of the following data:
0 1 Control block identifier (X'4D")
1 1 Length of entry
2 1 Not used
3 1 DLC protocol:
X'01' SDLC

X'02' channel-to-communication controller
X'03' channeli-to-channel
X'04' LAN attachment

Session Accounting Exit Routine

You should use the session management exit routine rather than an accounting exit
routine to gather accounting information, since the session management routine
allows you to combine session-related functions into one exit routine. The session
management exit routine also fully supports cross-network and takeover processing.
For example, information passed to the accounting exit routine for cross-network
sessions may be misunderstood since LU names are not necessarily unique. The
session management exit routine’s accounting function avoids this problem since
additional LU information is provided to the exit in the PLU and the SLU resource
information control vectors. (See “Session Management Exit Routine” on page 3
for more information on its capabilities.)

You can write a session accounting exit routine to collect statistics on the number of
times that sessions start and end, so that the users can be charged accordingly.

The session accounting exit routine is scheduled only in SSCPs that are in the same
domain as one of the LUs. If both the accounting and session management exit rou-
tines are provided within the LU’s domain, VTAM schedules both exits. (See
“Session Management Exit Routine” on page 3 for more information on its capabili-
ties.)

IBM does not supply a skeleton session accounting exit routine. If you want this
routine, you must code it in its entirety. You can use any previously written
accounting exit routine without changes for VTAM Version 3. If you do not code this
routine, all session accounting information is discarded.

Initial Register Contents
When this user-written routine gains control, register contents are as follows:

Register 0: Hex 00000000 if a session has been established; hex FFFFFFFF if a
session has been terminated.

Register 7. Address of the doubleword containing the name of the PLU.
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ister 11: Address of the doubleword containing the name of the SLU.
ister 13: Address of the save area for use by this routine.

ister 14: Return address.

ister 15: Address of the entry point of this routine.

Design Requirements
Follow these procedures when writing this routine:

Use standard linkage.
Save registers 0 — 14.

Likewise, consider the following restrictions when writing this routine:

The name of the module must be ISTAUCAG.

You should code only conditional GETMAINs in this routine. You can reduce the
possibility of VTAM abending during a storage shortage by coding conditional
GETMAINSs.

mvs All data is addressable only in 24-bit mode.

The accounting exit provides the two LU names involved in the session. You
can write this information to System Management Facility (or an equivalent
facility), along with the time of day. From these records, you can determine the
session connection time. This exit does not have access to the logon data, nor
to any VTAM or TSO control blocks.

The routine operates as an internal VTAM subroutine. Therefore, performance
is degraded if the routine requires lengthy processing time. While this routine is
being executed, no requests to establish or terminate a session are processed
by VTAM. System waits, including implied waits for I/O operations, should be
avoided.

This routine operates enabled in pageable storage. Because the routine oper-
ates at VTAM'’s main task dispatching priority, there is a possibility of lockout if
a wait requires another task action. The routine gets control in supervisor state
with a VTAM storage key, so errors within the routine could cause damage to
VTAM or system control blocks and modules.

Do not use VTAM macroinstructions in the routine.

The routine is notified as part of an LU-LU session setup and takedown. Design
the routine to process requests involving only LU-LU sessions.

If an application program is capable of establishing parallel sessions, the exit
routine must be capable of processing more than one request from the same
LU-LU pair.

Final Register Contents

All general-purpose registers, except register 15, must be restored. No return code
is expected by VTAM.
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Session Authorization Exit Routine

You should code the session management exit routine rather than an authorization
exit routine to authorize sessions, since the session management routine handles
both same- and cross-network sessions and allows you to combine session-related
functions into one exit routine. (See “Session Management Exit Routine” on page 3
for more information on its capabilities.)

The session authorization exit routine checks on or restricts the use of an applica-
tion program or other LU.

For same-network sessions, VTAM calls the session authorization routine whenever
it receives a request to establish a session between two LUs. For example, it may
be called as the result of a logon from a terminal, an automatic logon, or a VTAM
operator logon. It is called for both the initial and all subsequent logons to a con-
trolling application (that is, one to which the terminal is logged on automatically).

For cross-domain sessions, the authorization exit routine in each domain (the
domain of the PLU and of the SLU) is scheduled whenever a session is in the
process of being established.

The session authorization exit routine is scheduled only in SSCPs that are in the
same domain as one of the LUs. For cross-network sessions, this means that any
information provided to the authorization exit routine could be misunderstood, since
an LU name is not necessarily unique. You can avoid this problem by using the
initial and secondary authorization functions of the session management exit routine
instead of the session authorization exit routine.

If both the session authorization and session management exit routines exist within
the LU’s domain, the authorization exit routine is scheduled first. If it authorizes the
session, the session management exit routine is scheduled; otherwise, the session
management exit routine is not scheduled and session setup is rejected.

You might code the routine to contain a table of valid sessions against which the
session-establishment request can be compared. For example, you can design an
application program to establish a session with any LU, using the OPNDST
OPTCD = ACCEPT macroinstruction in its LOGON exit routine. The authorization
exit routine could compare the identity of any LU that attempts to establish a session
with the application program to entries in such a table to determine whether authori-
zation can be granted for that LU. For example, a particular LU could be authorized
only at a particular time of day.

IBM does not supply a skeleton session authorization routine. If you want this
routine, you must code it in its entirety. You can use any previously written authori-
zation routine without changes for VTAM Version 3. If you do not write an authori-
zation exit routine, all sessions are authorized. The following sections explain how
to code this routine.

60 VTAM Customization LY43-0046-01 © Copyright IBM Corp. 1984, 1990



“Restricted Materials of IBM" Session Authorization Exit Routine
Licensed Materials — Property of IBM

Initial Register and Parameter List Contents
When VTAM passes control to this routine, register contents are as follows:

Register 1: Address of a parameter list

Register 13: Address of the save area for use by this routine
Register 14: Return address

Register 15: Address of the entry point of this routine.

Table 32 on page 62 lists the contents of the parameter list that VTAM passes to the
routine. The macroinstructions and options referred to are described in VTAM Pro-
gramming. The commands are described in VTAM Operation.

Design Requirements
Follow these procedures when writing this routine:

* Use standard linkage.
* Save registers 0— 14.

Likewise, consider the following restrictions when writing this routine:
¢ The name of the module must be ISTAUCAT.

¢ You should code only conditional GETMAINSs in this routine. You can reduce the
possibility of VTAM abending during a storage shortage by coding conditional
GETMAINs.

e wMvs All data is addressable only in 24-bit mode.

e The routine operates as an internal VTAM subroutine. Therefore, performance
is degraded if the routine requires lengthy processing time. While this routine is
being executed, no new session-establishment, session-termination, or acti-
vation requests are processed by VTAM. System waits, including implied waits
for 1/0 operations, should be avoided.

* This routine operates enabled in pageable storage. Because the routine oper-
ates at VTAM’s main task dispatching priority, there is a possibility of lockout if
a wait requires other task action. The routine gets control in supervisor state
and with a VTAM storage key, so errors within the routine could cause damage
to VTAM or system control blocks and modules.

¢ Do not use VTAM macroinstructions in the routine.

* This routine must not modify the parameter list pointed to by register 1
(described in Table 32 on page 62). Neither can any field pointed to from the
parameter list be modified.

¢ The routine must supply a return code to VTAM in register 15. A return code of
zero authorizes the session to be established. Any nonzero return code means
that the request is not authorized. If the request is not authorized, VTAM
informs the session initiator.
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Table 32. Parameter List for the Authorization Exit Routine

Dec (Hex) Size
Offset (Bytes) Description

0(0) 1 Reserved

1(1) 1 Contains a decimal number 1— 6 that identifies the request:
No. Request
1 Primary LU initiated session (SIMLOGON or

OPNDST macroinstruction with ACQUIRE
option)

2 Reserved
Reserved
Operator initiated session (Logon request initi-
ated by the network operator by issuing a
VARY ACT command or VARY LOGON
command)

5 Third party initiated session (CLSDST macroin-
struction with PASS option). (See offset 8 for
pointer to name of application program for
which logon is requested.)

6 Secondary LU initiated session (REQSESS
macroinstruction)

2(2) 2 Reserved

4 (4) 4 0 or address of doubleword with name of the LU that issued
the request. (Not applicable if offset 1 is 4 or 5.)

8 (8) 4 0 or address of doubleword with name of the application
program acting as the primary end of the session.

12 (C) 4 Identifies the SLU associated with request. This field con-
tains the address of the doubleword containing the LU
name.

16 (10) 2 X'0001'

Failure of the authorization exit routine to honor requests of the type discussed
below may cause VTAM to authorize sessions that should not be authorized.

VTAM invokes the exit routine after the initiate request for the session is received

by the SSCP.

If an application program is capable of establishing parallel sessions, the exit
routine must be capable of processing more than one request from the same LU-LU

pair.

For cross-domain session-initiation requests, the authorization exit routines in each
host (the host owning the PLU and the host owning the SLU) are called during proc-
essing of either the initiate or cross-domain initiate requests.
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Final Register Contents
The routine must leave the register status as follows:
Registers 0— 14: Restore these registers.

Register 15: Return code of zero if the request is authorized. Any nonzero
return code if the request is not authorized.

vse TPRINT Processing Exit Routine

You can write an exit routine to be invoked whenever the trace print utility (TPRINT)
has selected a record to be formatted. This routine can be used for:

Formatting trace records (other than the formatting provided by TPRINT).
Discarding unnecessary trace records.

Discarding unnecessary information in trace records.

Performing data analysis or problem determination. You can analyze applica-
tion program data flows as a whole or on particular sessions; time stamping of
TRFILE records provides a resolution of 1/1000 second.

There is no restriction on 1/0 functions you might want to perform in this exit
routine. You can, for example, communicate with the system operator (SYSLOG) to
obtain processing options. Or you might open a VTAM access method control block
(ACB) and communicate with a terminal user for entry of options and printing of for-
matted trace data.

Note: The TPRINT exit routine can operate as a subtask of VTAM or as part of
TPRINT when TPRINT is operating as a separate job step. When it is a subtask of
VTAM, it can degrade VTAM performance if it requires lengthy processing time
caused, for example, by excessive looping. This potential problem can be reduced
by executing TPRINT as a separate job in a lower-priority partition.

The following sections provide information you need to write this routine.

Initial Register and Parameter List Contents
When this user-written routine gains control, register contents are as follows:

Register 0: 0, indicates first entry after record selection.
1, indicates subsequent entries for more output after return code
of 8.

Register 1: Address of a parameter list (described in Table 33).

Register 13: Address of the save area for use by this routine.

Register 14: Return address.

Register 15: Address of the entry point of this routine.

The parameter list is shown in Table 33 on page 64.
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Table 33. TPRINT-Processing Parameter List

Size
Offset (Bytes) Description
0 4 Address of trace record (ISTTRAB)
4 4 Address of 121-byte output buffer
8 4 Address of formatted date and time stamp for this record:

yy.ddd/hh.mmth

Design Requirements
Follow these procedures when writing this routine:

¢ Use standard linkage.
* Save registers 0—14.

Likewise, consider the following restrictions when writing this routine:
¢ The name of the module must be ISTRAEUE.

¢ You should code only conditional GETMAINs in this routine. You can reduce the
possibility of VTAM abending during a storage shortage by coding conditional
GETMAINS.

¢ This routine operates enabled in pageable storage. It gains control in problem
state with the user’s protection key. The routine is executed under the invoking
program’s task, which can be the VTAM task.

¢ When the TPRINT exit routine operates as a subtask of VTAM, it can degrade
VTAM performance if the routine requires lengthy processing time, for example,
if it includes excessive looping. This potential problem can be reduced by exe-
cuting TPRINT as a separate job in a lower-priority partition.

¢ This routine must not modify the parameter list pointed to it by register 1 (the
12-byte area described in Table 33). Neither can the fields pointed to by word 1
(ISTTRAB) or word 3 (time stamp) be modified.

¢ The routine must supply a return code to the calling routine in register 15. See
“Final Register Contents” for a detailed description of these return codes. In
addition, if the return code is 4 or 8, the output buffer is assumed to contain a
SYSLST record with a valid ASA control character in the first byte.

¢ Do not code any VSE macroinstructions that are invalid for a subtask (for
example STXIT). Do not use STXIT AB because TPRINT establishes its own AB
exit which must not be prevented from executing.

Final Register Contents
The routine must leave the register status as follows:

Registers 0—14: Restore these registers.

Register 15: Valid return codes:
0, indicates skip this record, get the next record.
4, indicates print output, get the next record.

8, indicates print output, return the same record for more
output.

64 VTAM Customization LY43-0046-01 © Copyright IBM Corp. 1984, 1980



“Restricted Materials of IBM"
Licensed Materials — Property of IBM

12, indicates terminate TPRINT (no SYSLST record).

vse TPRINT Processing Exit Routine

Any other return codes indicate that standard editing is to be
performed.

Example of a TPRINT Exit Routine

The flowchart in Figure 9 shows the logic for a simple TPRINT exit routine. The
function of this routine is to format internal trace (VIT) records only and to permit
TPRINT to perform standard formatting on all other trace records. Options initial-
ized at label SPECIFY on the flowchart might be used, for example, to select (at
SELECT) those types of VIT records to be formatted by this routine.

‘ Enter )
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parameters

No

Yes

Get options
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Initialize own
processing
options

Is

record for
internal
trace?,
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Figure 9. Example of Logic for a TPRINT Exit Routine
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Installing VTAM Exit Routines

Except for the TPRINT processing exit routine, follow these steps to install the
appropriate VTAM exit routines:

1. Assemble the routines.

2. Link-edit the routines to the appropriate VTAM library:
Mvs VM Use the libraries indicated in Table 34.
VSE Use a private definition library.

Table 34. MVS and VM Libraries for VTAM Exit Routines

Exit Routine MVS Library VM Library

Session management exit routine SYS1.VTAMLIB VTAMUSER LOADLIB’
Virtual route selection exit routine SYS1.VTAMLIB VTAMUSER LOADLIB'
Virtual route pacing window size SYS1.VTAMLIB VTAMUSER LOADLIB’
calculation exit routine

Accounting exit routine SYS1.LPALIB? DCss?

Authorization exit routine SYS1.LPALIB? DCss?

Notes:

1. vMm See “Installing Tables and Modules in VM" on page 89 for information on
using VMFLKED to link-edit these routines.

2. If you place your user-written exit routine in SYS1.LPALIB, re-IPL to reformat the
link-pack area. For details, see MVS/XA System Programming Library: Initial-
ization and Tuning.

3. vMIf your user-coded exit routine is in the discontiguous shared segment
(DCSS), replace the TEXT deck for the exit routine (on the VTAM BASE disk)
with the new copy and rebuild VTAM.

vse To install the TPRINT processing exit routine, catalog the routine (ISTRAEUE)
and link-edit it with the TPRINT routine into the library where VTAM is installed.

vMm/EsA VTAM exit routines can be written to run in AMODE 31 or AMODE 24 for
migration. VTAM calls the routine in the proper AMODE based on the link-edit attri-
butes of the exit routine load module.

The link-editing must be done before VTAM is started. The names of the user-
written routines must be those shown in Table 35.

Table 35. VTAM Module Names for Exit Routines

VTAM Module
Exit Routine Name
Session management exit routine ISTEXCAA
Virtual route selection exit routine ISTEXCVR
Virtual route pacing window size calculation exit routine ISTPUCWC
Accounting exit routine ISTAUCAG
Authorization exit routine ISTAUCAT
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Chapter 2. Defining User Modules and Tables

This chapter discusses how to create or modify the CNM table and VTAM modules.
It also discusses installing tables and modules in VM and logon-interpret routine
requirements.

Module for VTAM Constants

VTAM provides a module, ISTRACON, that contains constants used to control func-
tions that do not usually warrant operator modification.

You can modify a number of VTAM functions using ISTRACON. These functions are
discussed under the following headings:

o “Buffer-Use (SMS) Trace Snapshot Value" on page 72

e “Maximum RU Size for Sessions"” on page 72

e “BSC 3270 Timeout (Inoperative) Value™” on page 73

¢ “VR Selection Subtask Interval Analysis Block” on page 73

¢ “Adjacent SSCP Message Control” on page 74

¢ “Alias Name Translation Control” on page 74

¢ “Switched Subarea Disconnect Timeout” on page 75

¢ “Host IRN Slowdown Storage” on page 75

¢ “NetView Trace Buffers” on page 75

¢ “Maximum SSCP Rerouting Count” on page 75

¢ “Directory Size of Symbol Resolution Table for the Host Network” on page 76

¢ “mvs vM Directory Size of Symbol Resolution Tables for Other Networks"” on
page 78

* “mvs Process Scheduling Services Trace Control” on page 79

e “Sijze of the Host Node Table (HNT)” on page 80

¢ “Size of the CID Index Table” on page 80

e “EAS Value for VTAM’s Application” on page 80

e “Maximum Subarea Number” on page 81

e “Sjze of Data Used by VTAM in Dumping or Loading a Remote NCP" on page 81
e “Session Awareness (SAW) Buffer Limit” on page 82

¢ “Missing Interrupt Handling for a CTC” on page 83

¢ ‘vMm VSE ES/9370 Token-Ring Adapter Buffer Size” on page 83

* “vMm VSE ES/9370 Token-Ring Adapter Transmit Buffer Maximum" on page 83
e “vM VSE ES/9370 Token-Ring Adapter Transmit Buffer Minimum” on page 83
e “Option to Receive Dumps for INOPs” on page 83

e “Option to Prevent MDR Recording” on page 84

LY43-0046-01 © Copyright IBM Corp. 1984, 1990 69



VTAM Constants

“Restricted Materials of IBM"

Licensed Materials — Property of IBM

“Individual 1IST5301/1ST532] Message Pair Limit” on page 84.
“MVS/ESA SAW Data Space Limit Factor” on page 84
“MVS/ESA SAW Data Space Packing Factor” on page 84

“MVS/ESA PIU Data Space Limit Factor” on page 84

Table 36 summarizes all of these constants, showing their defaults as well as their

offsets within the module.

Table 36 (Page 1 of 2). Default IBM Constants Module (ISTRACON)

Dec Hex Field Default

Offset Offset Name Value Description

2-3 2—3 RACBSNAP 1000 Number of requests for VTAM
buffers between snapshot dumps

4-5 4-5 RACMCPBF 4096 Maximum RU size for all SSCP ses-
sions

6—7 6—7 RACMLUBF 6144 Maximum RU size for LU-LU ses-
sions

8—11 8—B RACINOPT X'0000011E" Timeout value for a BSC 3270

12—-21 0C—-15 Reserved

22-23 16—17 RACABCNT X'0004' Number of times subtask can abend
within the time interval

24-27 18—1B RACABINT X'00001AD2" Time interval during which
maximum number of abends can
occur

28 1C RACSSMSG X'o1' Defines how adjacent SSCP table
related messages are issued

29 D RACALIAS X'FF! Used to control alias name trans-
lations

30—31 1E—1F RACSSDTO 30 seconds Switched subarea disconnect
timeout

32—-35 20—23 RACINNBL X'00000000' Defines maximum size of virtual
storage area used to store host IRN
transmissions

36 24 RACPDBFS X'02' Maximum buffers to build for a
NetView request

37 25 RACVCNT 10 Maximum SSCP rerouting count

38—-39 26—27 RACHSRT 1499 Number of entries in host SRT direc-
tory

40— 41 28—29 RACONSRT 43 MVS VM Number of entries in SRT
directories in other networks
VSE Reserved

42 2A RACTRFLG X'00' MVS Enables the generation of trace
entries which show the interaction
between the MVS dispatcher and
VTAM process scheduling services

43 2B Reserved

44—47 2C-2F RACHNTSZ 4080 MVS VM Size of the host node table (HNT)

2024 VSE
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Table 36 (Page 2 of 2). Default IBM Constants Module (ISTRACON)

VTAM Constants

Dec Hex Field Defauit
Offset Oftset Name Value Description
48 — 51 30—-33 RACCITSZ 4080 MVS VM Size of the CID index table and of
2024 VSE the CONVT table (both)
52-55 34-37 RACEAS 3000'MVS VM/ESA Default EAS value for VTAM's appli-
50 VM VSE cation
56—59 38-3B RACSASUP 511 Maximum subareas supported in
the network
60—-77 3C—-4D Reserved
78-79 4E — 4F RACBUFSZ 512 Size of request unit used by VTAM
in taking a static dump or loading a
remote NCP
80—83 50— 53 RACMXBUF 500 VM VSE Maximum number of session aware-
2000 VM/ESA ness (SAW) buffers allowed
10000 Mvs
84 —87 54 — 57 RACMIHTM 1800 INOP the CTC at reply-timeout plus
this many tenths of a second
88 —89 58 —-59 RACLBFSZ 112 VM VSE ES/9370 Token-ring adapter
buffer size
90 5A RACLTXMX 28 VM VSE ES/9370 Token-ring adapter
transmit buffer maximum count
91 58 RACLTXMN 14 VM VSE ES/9370 Token-ring adapter
transmit buffer minimum count
92 5C RACINOP 0 Indicates whether or not a dump
should be generated whenever an
INOP occurs
93 5D RACSMDR 0 Indicates whether VTAM should
collect SDLC statistical MDRs in
LOGREC
94—95 S5E — 5F Reserved
96 —99 60—63 RACNTWRE X'7FFFFFFF' Individual IST5301/IST5321 message
pair limit
100—103 64 — 67 RACHXSRT 0 MVS VM/ESA Number of entries in
host SRT directory
104 —-107 68— 6B RACXNSRT 0 MVS VM/ESA Number of entries in
SRT directories in other networks
108—111 6C—6F RACSAWLM 100 MVS/ESA SAW data space limit factor
112—-115 70—73 RACSAWPK 0 MVS/ESA SAW data space packing
factor
116—119 74-77 RACPIULM 200 MVS/ESA PIU data space limit factor
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Modifying the Constants Module
The VTAM constants module may be modified by replacing values within the execut-
able module. To do this, “zap” ISTRACON's executable module within the appro-
priate VTAM library:

Mvs SYS1.VTAMLIB
vm The VTAMUSER LOADLIB
VSE A private definition library referenced in the VTAM start procedure,

using the appropriate system service aid:

Mvs The AMASPZAP program
vM The ZAP command
vSE The MSHP patch function.

Whenever ISTRACON’s values are modified, VTAM must be restarted before the
new values are used.

Description of Constants

The following sections describe each of the VTAM constants in detail, indicating
which operating systems they are found in.

Buffer-Use (SMS) Trace Snapshot Value
ISTRACON field name: RACBSNAP

If the SMS trace is active, VTAM takes a snapshot dump after a specified number of
requests occur for VTAM buffers. While more frequent dumps may enable you to
more accurately determine buffer use, frequent dumps may degrade system per-
formance.

The IBM-supplied default number causes a snapshot dump to be taken after every
1000 (hex 3E8) requests. You can modify this number by changing the RACBSNAP
field in ISTRACON.

Specify a number from 0 to 32767 (hex 7FFF). If zero is specified, a snapshot dump
is taken after every request (that is, it is equivalent to specifying 1).

Maximum RU Size for Sessions
ISTRACON field names: RACMCPBF and RACMLUBF

You can set a maximum length for RUs in LU-LU sessions and in SSCP (SSCP-PU,
SSCP-LU, and SSCP-SSCP) sessions. For LU-LU sessions, the maximum RU lengths
can be changed using parameters in the BIND request and can be specified through
the appropriate logon mode table entry. In the absence of such specification, VTAM
uses a default value. VTAM uses another default value for SSCP sessions. Itis
these default values that you can change in the constants module. The defaults are
4096 for an SSCP session and 6144 for an LU session.

The default values should be adequate in most cases. However, if they are too
small, devices that send RUs larger than the default value are deactivated. The
default values should be increased if your installation has logon mode table entries
for devices that do not specify the maximum RU size and the devices may send
larger RUs than the default.
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BSC 3270 Timeout (Inoperative) Value
ISTRACON field name: RACINOPT

VTAM keeps track of the number of general poll failures that occur for a BSC 3270
over a specific time interval. If two failures occur within the time interval, VTAM
treats this as an unrecoverable failure of the terminal and deactivates it. If the
second failure occurs outside the time interval, VTAM starts the poll again, and an
operator message is sent to report the failure, even though recovery is automat-
ically initiated.

The pattern of responses to general polls in your installation could require you to
change the time interval. For example, if a small number of operator messages
report polling failures, this might suggest that the terminal responds frequently
enough to general polls so that it would not be efficient to deactivate the terminal. If
two of these failures occurred within the specified time interval, however, the device
would be deactivated unnecessarily. In this case, you might want to decrease the
time interval, thus decreasing the chance that the terminal is unnecessarily deacti-
vated.

Conversely, if general poll failures outside the time limit are frequently reported,
you might want to increase the time interval, so that the device is deactivated
earlier and corrective action can be initiated.

The IBM-supplied default for the time interval is approximately 300 seconds. Thus,
if two failures occur within 300 seconds, the 3270 is deactivated. By changing
RACINOPT, you can specify a different time interval.

The value in RACINOPT is specified in units of time. Each unit of time is 1.048576
seconds. The default is hex 11E units of time, or approximately 300 seconds. The
value can range from 0 to 2147483647 (hex 84E1FFFF). If zero is specified, the
device is never deactivated as a result of a general poll failure.

VR Selection Subtask Interval Analysis Block
ISTRACON field names: RACABCNT and RACABINT

The first field used (at offset hex 16) indicates the nhumber of times the subtask can
abend within the time interval. This value may be specified in the range of 0 —32767
(hex 7FFF). If zero is specified, there is no limit; that is, VTAM continues to reattach
the subtask as often as it abends.

The field at offset hex 18 is the time interval in which the maximum number of
abends can occur. This interval is specified in units of 0.262144 seconds. The
default is approximately 30 minutes.

The time interval may be specified in the range of 0 —2147483647 (hex 84E1FFFF). If
0 is specified, VTAM does not consider the time interval in deciding whether or not
to reattach the subtask. For example, if the count is 10 and the time interval is 0,
VTAM stops reattaching the subtask after 10 abends.

Ordinarily, VTAM reattaches the subtask each time it abends. if the number of

abends exceeds the maximum within the time interval, however, VTAM no longer
reattaches the subtask.
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If these constants are not appropriate to your needs, you may want to change them.
However, you should use low enough values to avoid a possible abend loop, where
an abend is caused by a programming error within your routine.

Adjacent SSCP Message Control

ISTRACON field name: RACSSMSG

This constant controls the display of messages that are generated whenever
session initiation requests to or from adjacent SSCPs fail. It may not be desirable to
have adjacent SSCP-related messages issued in every SSCP. These messages are
not “duplicates” and, consequently, cannot be suppressed by the use of VTAM’s
duplicate message ID table.

IST894I, IST895! and I1ST836] may be controlled using the RACSSMSG constant.
These messages are issued when a session initiation fails because trial and error
routing using an adjacent SSCP table has exhausted the table. All adjacent SSCPs

were tried but the destination LU was not located by any of the SSCPs.

The foliowing values may be specified for the RACSSMSG constant:

Hex Value Description
00 Do not issue adjacent SSCP messages in any SSCP
01 Issue adjacent SSCP messages in SSCP (OLU) only
02 Issue adjacent SSCP messages in all SSCPs.

The default value is hex 01.

Any value of the RACSSMSG constant specified other than hex 00, hex 01, or hex 02
results in an error default value of hex 00 being used.

The specified value is only meaningful if the host’s role is OLU.

Alias Name Translation Control

ISTRACON field name: RACALIAS
This constant controls alias name transiation.

The following bit values may be specified for the RACALIAS constant:

Bt
Value Description
Xeve eons If ON, determine alias names
Koo saen if ON, determine real names
coXe veae If ON, determine owning SSCP name
veeX vens If ON, determine COS names
. Xeus if ON, determine logmodes
ceee oXeo if ON, determine associated LU alias names
...... 11 Reserved.

The default value is hex FF.

Valid values are hex 03—FF. Any invalid value of the RACALIAS constant specified
results in the default value of hex FF being used.
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Switched Subarea Disconnect Timeout
ISTRACON field name: RACSSDTO

This parameter indicates the number of seconds that can pass, without a new LU-LU
session beginning, before VTAM automatically disconnects the switched PU. The
default value is 30 seconds.

For more on automatic disconnection, see VTAM Network Implementation Guide.

Host IRN Slowdown Storage
ISTRACON field name: RACINNBL

This constant defines the maximum size, in bytes, of the virtual area in VTAM
storage that can save host intermediate routing node (IRN) transmissions. This
pageable data area is used only when an adjacent subarea is not accepting traffic
{for example, an NCP that has gone into slowdown mode and is not receiving data).
Any host IRN traffic for that subarea is moved from fixed 1/0 buffers to the VTAM
pageable buffers.

If the IBM-supplied default of zero is used, the amount of storage is unlimited.

NetView Trace Buffers
ISTRACON field name: RACPDBFS

This constant specifies the number of buffers to build for a session monitor request.
The valid range is 2 —255. The default value is 2.

Maximum SSCP Rerouting Count
ISTRACON field name: RACVCNT

The maximum SSCP rerouting count is the maximum number of SSCPs on a specific
path that is searched for the destination SSCP before alternate paths are tried. If all
paths are tried without finding the destination SSCP, the RU is not rerouted and
VTAM sends a negative response. This constant affects the rerouting of both
session initiations (CDINIT) and direct search routing (INQUIRE APPSTAT).

For example, assume that this constant has been changed to 3. In Figure 10 on
page 76, a CDINIT is sent from SSCP1 to SSCP2. SSCP2 decrements the rerouting
count to 2 and passes the request to SSCP3, which decrements the count to 1 and
passes the request to SSCP4. At SSCP4 the count is decremented to zero, and the
request can go no further on that particular path; it cannot be rerouted to SSCP6.
SSCP4 then sends a negative response to the CDINIT, and SSCP3 increments the
rerouting count by one, allowing the request to be routed to SSCP5. As was the
case at SSCP4, the rerouting count at SSCP5 is decremented to zero, and a negative
response is returned. The rerouting count is again incremented to 1 at SSCP3.
SSCP3 can continue to reroute the CDINIT if other potential paths exist.
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SSCP4 SSCPé

SSCP1 r—‘ Sscp2 SSCP3

SSCPS SSCP7

Figure 10. Example of SSCP-Rerouting-Count Use

Thus, you would reduce this count primarily to reduce potential logon time and
storage use due to unnecessary adjacent SSCP rerouting. You should review the
level of CDINIT and INQUIRE APPSTAT rerouting required for each network environ-
ment carefully, and change the SSCP rerouting count accordingly.

The IBM-supplied default value is 10. You can change the rerouting count by speci-
fying a number from 0 to 255 (hex FF). Specifying 0 is equivalent to specifying 1. A
maximum SSCP rerouting count of 1 prevents the gateway-capable2 SSCP that
receives the cross-network RU from rerouting that RU to another SSCP.

For session initiation, a maximum of one rerouting can occur within a given
network. At least every other rerouting must cross a network boundary.

For other methods of resolving the problem of excessive rerouting, see the dis-
cussion of the adjacent SSCP selection function of the session management exit
routine on page 15.

Directory Size of Symbol Resolution Table for the Host Network
ISTRACON field name: RACHSRT (Mvs vM/esa RACHXSRT)

The symbol resolution table (SRT) consists of an internal VTAM table used primarily
to find information about control blocks. For a VTAM started as gateway-capable
and interconnected with other networks, the SRT is several tables: one for the host
network and one for each network known by VTAM. Each symbolic name has two
parts. The first is a network ID (one assigned to each network) that finds an SRT
directory. After the SRT directory is found, the second part of the symbolic name
points to the address of a queue of SRT entries.

This field specifies the number of queue pointers in the SRT directory for the
network containing the VTAM host node. The IBM-supplied default value is 1499.
You can change the number of SRT entry queues by specifying a number from 0 to
32767 (hex 7FFF). If you specify 0, VTAM uses the default value of 1499.

Note: For networks with a large number of LUs, increasing this number shortens
the length of the queues, thereby decreasing the logon time.

2 To be gateway-capable, an SSCP must be started with both NETID and SSCPNAME specified. GWSSCP = YES must also be speci-
fied.
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Mvs vM/esa RACHXSRT allows a 31-bit value for the number of SRT entry queues. If
it contains a nonzero value, it is used instead of RACHSRT.

There are several facts you should consider before changing the default directory

size:

1. Using a prime number of queue pointers results in a fairly even distribution of
SRT entries to the queues. It is recommended that you choose a prime number.

2. Besides the SRT entries for the names of network resources, add SRT entries to
the host network’s SRT for the following:

Network ID
— Add one SRT entry for each network known to this VTAM.
Class-of-service table

— Add one SRT entry for each COS table associated with this host’s
network by COSTAB operands in active gateway NCPs. That is, add one
to your count of SRT entries for every COSTAB operand specified on the
BUILD and NETWORK macroinstructions with this host’s NETID.

— Add one SRT entry for this host’s COS table.
Adjacent SSCP table

— Add one SRT entry for each destination SSCP in this host’s network that
is specified in an active adjacent SSCP table.

— Add one SRT entry for this network’s SSCP list.
— Add one SRT entry for the default SSCP list.
Alias name

— Add one SRT entry for each alias LU name that this VTAM host recog-
nizes.

Autologon

— Add one SRT entry for each SSCP that controls at least one LU that is
designated as the PLU for a PLU-SLU automatic logon.

Network address

— Add one SRT entry for each network address assigned to nodes in this
VTAM domain.

— Add one SRT entry for the real network address of each cross-domain
resource that establishes a session through this VTAM SSCP.

— Add one SRT entry for the alias network address of each cross-network
resource that establishes a session through this VTAM SSCP.

— Add one SRT entry for each alternate gateway path to other-network
SSCPs (if the SUBAREA operand is specified on the GWPATH state-
ment).
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¢ NetView trace requests

— Add one SRT entry for each resource for which there may be pending
NetView trace requests outstanding at any one time.

This SRT entry represents a NetView trace request that is pending for a
resource that is not yet defined to VTAM. An example of this kind of
undefined resource is a dynamically defined cross-domain resource for
which no session is active at the time of the trace request. To deter-
mine how many entries may be needed for these pending traces, you
should know how the NetView program is used in your installation, and
be aware of the kinds of resources in your configuration that may be
undefined to VTAM at the time of a NetView trace request.

Note: This value should represent the maximum number of resources
for which there may be pending NetView trace requests outstanding at
any one time, not the total number of resources for which a NetView
trace may be requested.

s PCID
— Add one SRT entry for each LU-LU session.
¢ Physical unit services control block

For each active connection to a physical unit channel-attached to this VTAM
host:

— Add one SRT entry for the link.
— Add one SRT entry for the station.

In addition, if the PU is a subarea node (for example, a communication con-
troller or a channel-to-channel attachment to a host),

— Add one SRT entry for that subarea node.

mvs vm Directory Size of Symbol Resolution Tables for Other Networks
ISTRACON field name: RACONSRT (mvs vm/iesa RACXNSRT)

This field specifies the number of queue pointers in every SRT directory for net-
works other than this VTAM network (that is, all networks with a NETID other than
the NETID of this VTAM specified on the BUILD and NETWORK macroinstructions
which are included in the NCP deck). The IBM-supplied default value is 43. You can
change the number of SRT entry queues in each directory by specifying a number
from 0 to 32767 (hex 7FFF). If you specify 0, VTAM uses the default value of 43. It is
recommended that you use a prime number of queue pointers.

Note: For networks with a large number of LUs, increasing this number shortens
the length of the queues, thereby decreasing the logon time.

mvs vm/esa RACXNSRT allows a 31-bit value for the number of queue pointers in
every SRT directory for networks other than this VTAM network. If it contains a
nonzero value, it is used instead of RACONSRT.
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The following are the SRT entry types in the SRT tables for each network:
¢ Class-of-service table

— Add one SRT entry for each COS table associated with another network by
COSTAB operands in active gateway NCPs. That is, add one to your count
