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About this Document

About this Document

This section describes the content reflected in this document, including:
m Intended Audience, page 3

m Related Documentation, page 3

Topics

This document contains the following major topics:
Checklist for Merging Fabrics, page 4
Segmentation Errors, page 34
Supported Configuration Rules, page 36
Troubleshooting, page 40

Glossary, page 41

Intended Audience

This document is intended for customers who have separate SAN fabrics composed of
M-Series or B-Series Fibre Channel switches, and who wish to merge these fabrics.

Related Documentation

Related documents with relevant information include:
m  Online Help/User Guide (accessible via the Web browser interface)
m Installation Guide

Additional documentation, including white papers and best practices documents, are available
via the HP website at: http://www.hp.com..
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Checklist for Merging Fabrics

Checklist for Merging Fabrics

Complete the steps below before actually merging the fabrics:

m  Verify the correct version of firmware is installed on the HP M-Series and HP B-Series
products and also the correct version of High Availability Fabric Manager (HAFM) is
installed.

Ensure there are no duplicate domain ID’s.

Select an M-Series Director as the Principal Switch.

Ensure there are no duplicate zone/zone set names.

Ensure that B-Series and M-Series products have fabric zoning configured with WWN.
Ensure that M-Series and B-Series products comply with proper zone naming.
Ensure the fabrics are in the proper operating mode.

Ensure HP default settings are in effect on both B-Series and M-Series switches
Ensure M-Series ports are 1 Gbps for B-Series SAN Switch 8 and 16 models
Ensure M-Series ports are 2 Gbps for the B-Series SAN Switch 2/8 and 2/16 models
Disable Management Server if it is present

Ensure Fabric Binding and Enterprise Fabric Mode are disabled

Add the switches to the fabric one at a time.

Use HAFM for Zoning Activities.

Step 1: Verify Application and Firmware Versions

Before merging the two fabrics (M-Series and B-Series), make sure:
m The correct versions of HAFM is installed.
m The correct versions of firmware are installed.

Refer to Tables 2, 3, 4, and 5 to determine what versions are needed and if necessary, obtain
the latest versions of applications and firmware.

Step 2: Ensure There Are No Duplicate Domain ID's

When merging fabrics, you must ensure that no duplicate domain ID’s exist among the
switches between the two fabrics. For example, Figure 1 on page 5 shows two fabrics and the
domain ID’s assigned to the switches in each fabric. In the example, the M-Series domain IDs
of 1 and 2 are equivalent to the B-Series domain IDs of 97 and 98. If you tried to merge these
two fabrics, the merger would fail as the ISL’s would segment due to the duplicate domain
ID’s.

A requirement for merging fabrics is that all domain ID’s must be unique. In the example, you
would change the M-Series domain ID’s. See Figure 2 on page 5 for acceptable domain IDs.
Please note that M-Series and B-Series use different numbering schemes for their domain ID
numbers. For example, the M-Series domain 1 is equivalent to B-Series domain 97. See
Table 1 on page 6 for a chart showing the correlation between M-Series’s and B-Series’s
domain ID’s.
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M-Series Fabric
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Figure 1: Example of Duplicate Domain IDs (M-Series Conflicts with B-Series)

M-Series Fabric
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e |
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Figure 2: Example of Unique Domain IDs (M-Series Changed to Domains 4 & 5)
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Table 1: Domain ID Correlation Table

M-Series Domain ID B-Series Domain ID
Number Number
1 97
2 98
3 99
4 100
5 101
6 102
7 103
8 104
9 105
10 106
11 107
12 108
13 109
14 110
15 111
16 112
17 113
18 114
19 115
20 116
21 117
22 118
23 119
24 120
25 121
26 122
27 123
28 124
29 125
30 126
31 127
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HAFM Method

To change the domain ID on a M-Series switch, use HAFM or embedded webtools. This is an

OFFLINE operation; therefore, plan accordingly. For B-Series switches, open a B-Series
TELNET session.

To change an M-Series domain ID, use HAFM. Next, perform the following steps:

Note: Setting the product offline terminates all Fibre Channel connections.

From HAFM, select Maintenance, Set Online State
From the Set Online State dialog box, select Set Offline.

From HAFM, select Configure, Operating Parameters, Switch Parameters.

R

From the Configure Switch Parameters dialog box, change the number in Domain ID
Preferred box to the appropriate domain ID. (You may want to review Table 1 on page 6
for information on M-Series and B-Series domain IDs before changing the domain ID.)
Click Activate.

Intrepid 6064 : Interop FUJI-2

Figure 3: HAFM: Selecting Configure Operating Parameters
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Ca Intrepid 6064: Configure Switch Parameters

Figure 4: HAFM: Changing Domain ID Preferred Field

The following provides a method of changing the domain IDs for B-Series switches. Follow
these steps:

You can use a TELNET session to configure the operating parameters on a B-series product.
This requires disabling the B-series products, so plan accordingly. The following is an
example of this process:

login: admin

Password:

admin>switchdisable

admin>configure
Configure...
Fabric parameters (yes, y, no, n): [no] y

Domain: (97..127)[117]197[127]

Note: Refer to Table 1 on page 6.

BB credit: (1..16)[16]

R_A_TOV: (4000..120000)[10000]
E_D_TOV: (1000..5000) [2000]

Data field size: (256..2112)[2112]
Sequence Level Switching: (0..1)[0]
Disable Device Probing: (0..1)([0]
Suppress Class F Traffic: (0..1)[0]
SYNC 10 mode: (0..1)[0]

VC Encoded Address Mode: (0..1)[0]
Per-frame Route Priority (0..1)[0]
Long Distance Fabric (0..1)[0]
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Virtual Channel parameters (yes, y, no, n):[no]
Switch Operating Mode (yes, y, no, n):[no]
Zoning Operation parameters (yes, y, no, n):[no]
Arbitrated Loop parameters (yes, y, no, n):[no]
System services (yes, y, no, n):[no]

Portlog events enable (yes, y, no, n):[no]

Committing configuration...done.

admin>switchenable

EWS Method

To use EWS to change domain ID, perform these steps:

1. Access the M-Series product, by typing the IP address of the M-Series product into the
Web Address field on your web browser. For example, http://10.10.10.1.

A dialog box similar to the following displays.

Enter Network Password o 21x)

'?) Please wpe your user name and pas swoed
K .

s 1722210245
Resm EW'S Oper Access
UserName |
Pasoword l

I™ Save thiz password i your passvaord list

e ) Cancel |

Figure 5: EWS: Entering Network User Name and Password

2. From the Enter Network Password dialog box, enter the User Name and Password and
click OK.

3. Select the Configure option and the following screen displays.
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T§ 2500: Teton_L02_45 - Microsoft Internet Explorer : e S SRR =181 x|
B B Wes Fgeontes ok teb  JSend : K

Bk - = - ] | Psearcn il Pavortes Prede 3 P S - H D

iow: Status: Operational State: Cnline Name: Teton 102 45 ]

Configure

Monitor

Operations

Help

St e

Figure 6: EWS: Selecting Configure Option

4. Select the Switch tab and the following screen displays.

Refresh-3 /17 /03 a1 140147

Monogement | Zoming | Secuwity | Performence |

te [ Tome | Baramstins | Fubric Purimisters’ i

Viewe Teton_102_15

L ure)

Configure

End Liger Cont age configure)

Monitor

Operations

Help

Figure 7: EWS: Selecting Switch Tab

5. Select the Parameters tab and the following screen displays.
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3§ A500: Tetan_102_15 - Microsalt Internet Explorer e S S : =101
| Bl Edt View Fawetes Toos Heb  SSend
g e ffeieds B[ 134 S ] - 2] 2

=] oo ks @
Configure: :W-—an?msa[ 1405 46
Pewin TS| Monagernens | Zoning | Security | Pertormance |
| Taeniiene | Tiate | 7086 | Peremctors | ARDHEPE Mo Nt L

Preferred Domain ID:
Insistent Domain ID: O
Rerouting Delay: [
Domain RSCN's: [
Suppress RSCN's on Zone set activations: Disabled =

View

isabled =

Configure

L

Monitor
Acitvaie | Cancel
COperations

Help

J&] Bore Z Z i T b ® irorat

Figure 8: EWS: Selecting Parameters Tab

6. In the Preferred Domain ID field, enter the domain ID for the switch you want to use. In
the example above, the domain ID is 4.

Step 3: Select M-Series Director as the Principal Switch

You must select an M-Series Director as the Principal Switch. Below are reasons for making
the M-Series Director the Principal Switch:

m  Reduces build fabric traffic and hop count. If the M-Series Director is the Principal
Switch, then build fabric traffic will go directly from the Director to B-series switches. If
the B-series product is the Principal Switch, build fabric traffic will first go from B-series
through the M-Series Director and then to B-series. This results in an additional hop in
traffic that is not needed.

m  Ensures that Fabric Address Zoning is not used.

At present, HP only supports an M-Series switch as a principal switch.
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hos[j targets hosts targets hosts  targets hjm mrgetf h:s[s arge hoits targetj hosts  targets

B-series/ B-series/ B-series/ B-series/ B-series/ B-series/ B-series/
i M-series M-series M-series M-series M-series M-series

\ targets

B-series/ B-series/ B-series/ B-series/ B-series/ B-series/ B-series/
M-series M-series M- -series -seri M-series M-series

series M-seri M-series
hos( targ\e!s h4 targxm 45 takets hé targ\ets h4 tz@ls h4 targ&ts }éts téls

Recommended IOP configuration diagram

Note: Select one of the CORE switches as the “principal”

Figure 9: Core/Edge SAN Configuration with M-Series Director at the Core

There are two methods to select M-Series Director as the principal switch. HP recommends
that you use HAFM. You can also use EWS.

HAFM Method

To use HAFM, to select the M-Series switch as the Principal Switch, then perform these steps.
Please note, this is an OFFLINE operation, so plan accordingly.

Caution: Setting the product offline terminates all Fibre Channel connections.

From HAFM, select Maintenance, Set Online State
From the Set Online State dialog box, select Set Offline.
Using HAFM, select Configure Operating Parameters, Fabric Parameters.

il A

In the Configure Fabric Parameters dialog box, change Switch Priority to Principal.
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icm Intrepid 6064 : Interop FUII-2

Figure 10: HAFM: Selecting Configure Operating Parameters and Fabric Parameters

j__*.___mlntrepid 6064: Configure Fabric Parameters

Figure 11: HAFM: Changing Switch Priority to Principal

EWS Method

To use EWS, to select the M-Series as the Principal Switch, perform these steps.

1. Access the M-Series product, by typing the IP address of the M-Series product into the
Web Address field on your web browser. For example, http://10.10.10.1.

A dialog box similar to the following displays.
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Enter Network Passward - I ; 21

’?} Please De your usst name and passwoed.
Sie 17222102.45

Feam EW'S Oper Access

Uszer Mames }

Pasaword {
I~ Save this password in your passvaord kst

T Carcel |

Figure 12: EWS: Entering Network User Name and Password

2. From the Enter Network Password dialog box, enter the User Name and Password and
click OK.

3. Select the Configure option and the following screen displays.

2§ 4500 Tetan_102_45 - Microsolt Inbernek Explorer
Do it Yew Fpoites fook teb  end| : ;
B T R R e B~ o R [ e T R R S T e e ]

e

St i = s
TRefrash-2 /17403 2t 12.32.06

Fabrie

Status: Cperatonal State: Cnline Name: Tston 102 45

View
Configure
Monitor

Operations

Help

T [ wtere %

[ Mot 11172,22.1 02,45 P _ports e hiom

Figure 13: EWS: Selecting Configure Option

4. Select the Switch tab and the following screen displays.
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3 4500: Tekon_10Z_15 - Microsalt Intermet Explorer 7 SR i : =0l x|

Gl Edt  Vew Favorites Tools Heip  Send

R g D F A Qe e @ves 3| S LD
=

agdress [&) iy 7] e |wke
Conflgure: “Refresh-3/ 17 /03 at 1401 47
Pars Twit | Monogement | Zoming | Security | Performeance |
[ emtificntion | Date i Time Berensters | Fubr Purimaters. | Nabiork
View Name: [Teton_10z_d5
Description: Fibrs Channel Swich
Configure Location: End User Fremise {please configure)
Contact: End User Contac! (please configure)
Monitor
= Actvete | Cancel
Operations
Help
I ; S e

Figure 14: EWS: Selecting Switch Tab

5. From the Switch screen, select the Fabric Parameters tab and the following screen

displays.

3 4500: Teton_102_5 - Macrosolt Intermet Explorer T S =lgix]
Ble B Vew Faotes Jock Mk PSend
bk - = - D H | Dsesch GaFevorte Gmeds (P[5 W - = 2

Ackiress [ @] Htpe([ 172 22.102.45cFq_Feb_params.fs =] e |tk ®

Configure: “Refresh-3 /17 /03 at 140241
Ports  [TTEGHG ] Monagement | Zoning | Security | Perfarmance |
e rr———
Wiew R_A_TOV: 100 (tenths of a second)
E_D_TOV: I ({tenths of a second)
Configure Switch Priority: Frncipal =]
Interop Mode: [Openfobncin =]

Monitor
Cnline State: Online
Operations Mote: The device must be offline to activate any changes

Holp Activate J Cancel

Figure 15: EWS: Selecting Fabric Parameters Tab

6. From the Fabric Parameters screen, ensure that the Switch Priority field displays Principal.

Step 4: Check for Duplicate Active Zone Names

To make sure there are no zoning problems, you should verify that there are no duplicate active
zone (or zone set) names between M-Series and B-series. If duplicate zone names exist, simply

rename one of the zones via HAFM and B-series webtools.

For M-Series and B-series, you can check zone (and zone set) names via HAFM and B-series

webtools. Review all active zone sets for any switches you plan to merge together.

Fabric Interoperability Application Notes
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Step 5: Ensure All Switches Are Set Up with WWN Zoning

For merged fabrics, zoning must be managed by using the world-wide naming (WWN)
technique. You cannot use Fabric Addressing, Domain, Port, or Area zoning techniques.
Therefore, the M-Series and B-series cannot have Fabric Addressing, Domain, Port, or Area
zoning. If anything other than WWN zoning is used, you must convert to WWN zoning.

Step 6: Ensure Fabrics Comply with Proper Zone Naming

For heterogeneous fabrics, you must adhere to specific zone naming conventions. Before
merging the fabrics, ensure all zones meet the specifications listed below (this information is
compliant with ANSI FC-MI and FC-SW2 (Version 5.4 Table 10.4.5.3):

m A name must be between 1 and 64 characters in length.
m  All characters must be ASCII characters.

m  The first character of a given name must be a letter. A letter is defined as either an upper
case (A-Z) or a lower case (a-z) character.

m  Any character other than the first character must be a lower case character (a-z), an upper
case character (A-Z), a number (0-9), or the following symbol (_).

m  Normally, the following three characters, ($-"), are allowed for zone names as defined in
ANSI SW2 specification, but some switch vendors do not support those characters.

Step 7: Ensure Proper Operating Mode

HAFM Method

There are two methods to select the proper operating mode. HP recommends that you use
HAFM. You can also use EWS.

To use HAFM, do the following:

To merge B-series and M-Series fabrics, you must use the proper mode. For M-Series, use the
“Open Fabric Mode.” For B-series, you must use INTEROPMODE 1. Perform these steps:

Caution: Setting the product offline terminates all Fibre Channel connections.

1. From HAFM, select Maintenance, Set Online State
From the Set Online State dialog box, select Set Offline.

From HAFM, select Configure, Advanced Zoning, Configure Default Zoning Set. Make
sure the Default Zone Set is disabled.

From HAFM, select Configure, Operating Parameters, Fabric Parameters.

5. From the Configure Fabric Parameters dialog box, select Open Fabric 1.0.

16
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Intrepi 6064 : Interop FUII-2

Figure 16: HAFM: Selecting Set Online State

Figure 17: HAFM: Setting Product Offline
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DATA Enterprise Fabric Connectivity Manager - 172.22.4.20

McDATA-10:00:08:00:8
t . McDATA-10:00:
. McDATA-

MCDATA-10:00:08:00:88:A0:CC:C3

= Intrepid 6064 : Interop FUJI-Z

Figure 19: HAFM: Selecting Configure Operating Parameters for Fabric
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| im Intrepid 6064: Configure Fabric Parameters 7_£|

Figure 20: HAFM: Changing Interop Mode to Open Fabric 1.0

For B-series, use the TELNET session to enable interopmode as show below: [Text in bold
represents information you must enter or default values you can use. If you need to change the
default value, the text will be shown next to the default value in bold italics.] Follow these
steps:

login: admin

password: XXXXXXXXX

Admin> switchdisable
Admin)> interopmode 1
Admin> reboot

Remember to reboot after changing the mode on B-series.

EWS Method

You can use EWS to select the proper operating mode. Perform these steps:

1. Access the M-Series product, by typing the IP address of the M-Series product into the
Web Address field on your web browser. For example, http://10.10.10.1.

A dialog box similar to the following displays.

Enter Network Password

Ste AR ZZVWRES
Realm «Mupum

et [ |
Bavoword [ -

I Save Ifnmdhmmdiﬂ i

Figure 21: EWS: Entering Network User Name and Password

2. From the Enter Network Password dialog box, enter the User Name and Password and
click OK.
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3. Select the Configure option and the following screen displays.

45 - Microsolt Internck Explorer T e R [ =
Be EM Mew Fgeortes Josk Heb  SSend

D ek - - @) A Dseacch [SiFavokes WMeds 3 B - H D
dddress 3] berp 1172.22.102 451 view_urit_fs.Fem

Status: Operational State: Online Name: Teton 102 45

View

Front View
Configure .

Monitor

Operations

Help

{48 hitp:1172 22 1062 451Fa_ports _Fs.hom R E SRR H 7 [ [ wterrer

Figure 22: EWS: Selecting Configure Option
4. Select the Zoning tab and the following screen displays.

=T
3

— 7] e s ®
Configure: “Refrash-3 /1703 a1 133725

] swith | Manegement
=

Zone Set | ZeneE

Ports Security | Performmce |

orfigure: Torg - Adv B ]

View Displayéd Zoning Configuration is. Saved

Sava and Activate Zoming Configuration |

Configure

Monitor Zone SetName: [nler Ring SAMz

Rename Zone Set
Operations Default Zone: Disabled Enable Dafault Zone
Help Dhssbla Zone 58t | Place all attached devices in the Default Zone)

Cuscord Changss | (Rewert to Saved Zoning Configuration)

Figure 23: EWS: Selecting Zoning Tab

5. Ensure that the Default Zone field displays Disabled.

6. To return to the Configure screen, select the Configure option and the following screen
displays.
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\R_’ﬂy_ﬂ'—Zf 17403 at 12:32 06
1

Fabrie |

Status: Cperational State: Online MName: Teton 102 45 |

View
Front View
Configure .

Monitor

Operations

Help

Figure 24: EWS: Selecting Configure Option

7. Select the Switch tab and the following screen displays.

_=loix

Inkernet Eeplorer

Wi Name: [Teton_102_15
Description: Fitre Channal Swiich
Location: End User Pramize (please configure)

Contact: End User Contadt [please configure)

Monitor i ; e

Operations

Configure

Help

| | toremet

|7 hetpifl172.22.102 A8icho_ports _fobtm

Figure 25: EWS: Selecting Switch Tab

8. Select the Fabric Parameters tab and the following screen displays.
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=10 x|

e i e

Configure: wﬁi 17103 at 14,0341
Porte  [TRGRR ] Munsgeraent | Zoning | Secwity [ Performance |
| Fneinakion Btk Fie | Parkmitens | Febeic Porematers | Boiock | )

R_A_TOV:
E_D_ToV:
Switch Priority:
Interop Mode:

{tenths of a second)
{tenths of a second)

Configure

NMonitor
Qrline State: Online
Operations Mote: The device must be offline to activate ary changes

Aciivale | Cancel

B Irtomet

Figure 26: EWS: Selecting Fabric Parameters Tab

9. In the Interop Mode field, select Open Fabric 1.0 and click Activate.

Step 8: Ensure Rerouting Delay is Set

The rerouting delay is set by default for HP switches. Verify that all switches have the
rerouting delay set.

Step 9: Ensure HP M-Series Ports are 1 Gb for B-Series SAN Switch 8 and16 Models

It is recommended that the speed of the M-Series ports for the SAN Switch 8 and 16 be
lowered. Change the M-Series ports from 2 Gb to 1 Gb when you attach the SAN Switch 8 and
16. This is only required for the ports that attach to the SAN Switch 8 and 16. All other ports
on M-Series can remain at 2 Gb.

There are two methods to ensure that M-Series ports for the SAN Switch 8 and 16 are lowered
to 1 Gb. HP recommends that you use HAFM. You can also use EWS.

HAFM Method
To ensure that M-Series ports are 1 Gb, use HAFM and perform these steps:
1. From HAFM, select Configure Ports.

2. From the Configure Ports dialog box, select 1 Gb for the port you want to attach to the
SAN Switch 8 and 16 and click Activate.
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ia Intrepid 6064 : 103.204

& Eepid 6064: Configure Ports

Figure 28: HAFM: Verifying Port Speed of 1 Gb is Selected

EWS Method

5_PORT Negoliate
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G_PORT Negotiate

G_PORT Hegotiate

6_FORT Negotiate

6_PORT Meyotiate

G_PORT Neyotiate

G_PORT Neyotiate

G_PORT Negotiate

G_PORT Negotiate

G_PORT Megotiate

G_PORT Nagotiate

G_PORT Negotiate

G_PORT Hegotiate

G_PORT /1 Ghisec

G_PORT Nenotiate

_PORT Megotiate

(T 0 o o 0 ) 2 O | e e

1 O

IHEEEEEEEEEEEEEEEEEEEEEEE

_PORT Negotiate

1

To use EWS, to ensure that M-Series ports are 1 Gb, perform these steps:

1. Access the M-Series product, by typing the IP address of the M-Series product into the
Web Address field on your web browser. For example, http://10.10.10.1.
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A dialog box similar to the following displays.

Enter Network Passward . i Zix]

’?) Pleass wpe your usel name and pasewoed.
Sie 1722210245

Realm EW'S Oper Access

User Mame |

Paseword {

I Save thiz password in 3o passvaord list

f T Cancel |

Figure 29: EWS: Entering Network User Name and Password

2. From the Enter Network Password dialog box, enter the User Name and Password and
click OK.

3. Select the Configure option and the following screen displays.

304300: Teton_102_45 - Microsolt Inbernet Explarer : T e T R
e e e : : : -
B T R R e B~ o R [ e T R R S T e e ]

: At A

TRefrash-2 /17403 2t 12.32.06

Fabrie

s Status: Operational  State: Oniine Name: Teton 102 45

Configure

Monitor

Operations

Help

[ hito:11172,22.102.95]cFg_ports_F.hiom e 0T [t %

Figure 30: EWS: Selecting Configure Option

4. Select the Port Properties tab and the following screen displays.

24 Fabric Interoperability Application Notes



Checklist for Merging Fabrics
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Figure 31: EWS: Selecting Port Properties Tab

5. From the Port Properties screen, select the port speed for each port. Any ports connected
to a SAN Switch 16 must be set to 1 Gb/sec. For an example, see ports 0-3.

Step 10: Ensure M-Series Ports are 2 Gb for B-Series SAN Switch 2/8 and 2/16 Models

It is recommended that you configure the speed of the M-Series ports for the B-Series SAN
Switch 2/8 and 2/16. Therefore, change the M-Series ports from Negotiate to 2 Gb for
attachment of the SAN Switch 2/8 and 2/16. This is only required for the ports attaching to the
SAN Switch 2/8 and 2/16 (HP B-series FW 3.1 and above.) All other ports on M-Series can
remain at Negotiate. It is also recommended that you configure the ports on the SAN Switch
2/8 and 2/16 for 2 Gb.

For the SAN Switch 2/8 and 2/16, this is accomplished via the portcfgspeed command. For
example, configuring port 3 to run at 2Gb would be:

login: admin

password: XXXXXXX

Admin> portcfgspeed 3,2
To change the ports on M-Series, use HAFM or EWS (Embedded Web Server)
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HAFM Method
LB B
A0 Nl H
LI LI
LI L]l
_ :
[—3
= Y e
: : G
e : - = % -
Figure 32: HAFM: Select Configure > Ports
= Intrepid 6064: Configure Ports
] ] [v] Negotiate ]
] ] v Negotiate (]
] | 4 G_PORT |Negotiate ]
] ] v Negotiate (]
[] ] v Negotiate (]
] [ [v] Negotiate i
1] ] v |
7 ] ] [v] ]
8 - ] v G_PORT -
3 ] n vl |G_PORT O
10 (] (] ¥l |G_PORT lecdoat O]
1 ] ] v G_PORT MNegotiate []
12 ] ] v G_PORT Negotiate (]
13 ] ] v G_PORT |Negotiate ]
14 ] ] 4 G_PORT |Negotiate ]
15 ] L] v G_PORT Megotiate (]
16 ] L] v G_PORT Megofiate ]
17 [] L] v G_PORT |Megotiate O]
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[] [ 7 g dle [
Figure 33: HAFM: Select Port Speed
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EWS Method

First, you will need to take your web browser and point to the IP address of the M-Series
product (for example, http://10.10.10.1). Doing so allows you to see a dialog similar to that
shown below. Go ahead and logon with your user name and password.

Enter Network Password ] 21|

w? Please type your user name and password.
: Site: 172.22102.45

Realm EWS Dper Access

User Name I

Password I

™ Save this password in your password list

0K I Cancel

Next, you will need to select the tab called "Configure."

2 4500: Teton 102 45 -Microsoft temetoplorer -laix]
File Edit View Favorites Tools Help &Send ‘-
Back » = - @ 2] (| Qsearch [ijFavorites media P | B Sp e =] ‘
Address [&] http:/{172.22, 102,45 view_unit_Fs.htm =] @0 |nks 7|
Refiash-3/17/03 at 13:32.06
Switch l’rgpﬁg!ﬁe: T Prul;\%}-‘llier I Prulll:nrgx!ﬁee I ﬂ%’gﬁsI Fahric ]
View | Status: Operational  State: Online Name: Teton_102_45 |
Front View

Configure o

Monitor

Operations

Help
@] httpi/j172.22.102.45/cFa_ports_fs.htm [T |4 mtemet

Next, you can select the port speed for each port. Remember, any ports connecting to a SAN
Switch 2/8 or 2/16 must be set to 2 Gb/sec. See ports 0-3 as an example.
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— e
File Edit View Favorites Tools Help &Send
| $eBack v = - D 2 3| Qoearch [EFavorkes Piveds (B | 2N oF - P
| Adkdess [ €] hitp:f/172.22.102.45/ctq_ports_fs.bim - - =] @ [k »
Configure: Refresh-5 /18 /03 at 10,0742
| Ports | Switdh |Manogement| Zoming | Seauwity | Performance]
1 " | o O u
View 7 [ w [ v e T
3 [ | = m m
6 " | o |EmEm
Operations L u e m
E " | o |EEe
ot g " | o |EEE
10 » | o e
1 " | o |EEe |
2 " | o |EEE
B » | o e
14 " | v |EEm
s " | o |EEE
16 " | o |EEm s
[&] Dore [T [pmemet

Next, click "Activate" to make the port speed effective.

Step 11: Ensure Management Server is Disabled

If the M-Series product has a license key for Open Systems Management Server (OSMS),
ensure the Management Server is disabled. Perform these steps:

1. To disable the Management Server, use HAFM and select Configure Management Server.

2. From the Configure Open Systems Management Server dialog box, make sure the Enable
Management Server box and the Host Control Prohibited box are not selected (not

checked).
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- Intrepid 6140:

Figure 35: HAFM: Disabling Management Server

Note: Note that both features are disabled.

3. If the B-series product has Platform Management Services Enabled, you will need to
disable it. To disable it, follow these steps:
login: admin
password: XXXXXXX

Admin> switchdisable
Admin>msPlMgmtDeactivate
Admin>switchenable

Step 12: Ensure Fabric Binding and Enterprise Fabric Mode are Disabled
If the M-Series product has a license key for SANtegrity Binding, ensure Fabric Binding and
Enterprise Fabric Mode are disabled. Perform these steps:

1. To disable Fabric Binding and Enterprise Fabric Mode, use HAFM and select Fabrics,
Enterprise Fabric Mode and Fabric Binding.
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2. From the Fabric Binding dialog box, make sure the Enable Fabric Binding box is not

selected (not checked).

3. From the Enterprise Fabric Mode dialog box, make sure the Enable Fabric Binding box is

not selected (not checked).

+#:McDATA Enterprise Fabric Connectivity Manager - 172.22.2.110

rocade2800_102_49

rocade2800_102_46
John L. Teton
[l Brocade3goo_172_22_s0_a2 ||
- McDATA-10:00:08:00:88:60:30:78
#-3232-103.212
- 103.206(Fuji-64)
#-McDATA-10:00:08:00:88:60:40:08
#-103.201
n1s 10

s

Figure 37: HAFM: Disabling Fabric Binding
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|- ¥: McDATA Enterprise Fabric Connectivity Manager - 17222.2.110

:

rocade2800_102_49

rocade3sn0_172_22_50_42|4 -
-10:00:08:00:88:60:30:78

Figure 38: HAFM: Disabling Enterprise Fabric Mode

Step 13: Add Switches to the Fabric One at a Time

It is recommended you add one switch at a time to the fabric. This is not a technical
requirement; it is simply a recommendation. For example, before adding the ISL cables, you
can block each port. After the cables are installed, you can then unblock each port “one at a
time.” Between each unblocking, ensure the fabric is up and operational by using HAFM to
verify the fabric is up. Perform these steps:

1. To block ports on the M-Series, launch HAFM.
2. From HAFM, select Configure Ports and then check the Blocked Ports box.

I:l IntrEPld 6064 : 103.204
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Step 14: Managing Zoning Activities

HAFM Method

There are two methods to manage zoning activities. HP recommends that you use HAFM. You
can also use EWS.

To use HAFM, perform these steps:

After you successfully merge the fabrics (M-Series & B-series), any further configuring of
zones must be done using HAFM. Do Not use other software products for zoning the merged

fabric.
EWS Method
You can use EWS to manage your zoning. Perform these steps:
1. Access the M-Series product, by typing the IP address of the M-Series product into the
Web Address field on your web browser. For example, http://10.10.10.1.
A dialog box similar to the following displays.
Enter Network Password i e 2%
? Please twpe vour user name and passwoed.
= o 1722210245
Feam EW'S Oper Access
User Name ‘
Password |
I Save this password in your paszword kst
}’T] Cancel ]
Figure 39: EWS: Entering Network User Name and Password
2. From the Enter Network Password dialog box, enter the User Name and Password and
click OK.
3. Select the Configure option and the following screen displays.
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7B 45002 Tetom_ 10245~ Microwoft ntramet Euplorer R e N - B
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View
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Monitor
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Help

R

Figure 40: EWS: Selecting Configure Option

4. Select the Zoning tab and the following screen displays.

\L_uun—amrmae[ 13:37:25

Switch | Managervers [ B | Security | Performance |

[configure: Zoring - Advinstrator

View Displayéd Zoning Configuration is. Saved

Save and Activete Zofing Canfiguration |

Configure

Monitor Zone Set Name: |[inler_Ring SaNay Fename Zone Sat
Operations Default Zone: Disabled Enable Default Zona

Help Dizable Zone St | (Place all atached devices in the Default Zone)

Ciscord Chenges | (Revert to Saved Zaning Configuration)

|ENip172.22 102 46 fcfo_poning zeet Fekem R ol [ e e

Figure 41: EWS: Selecting Zoning Tab

5. You can create, edit, and delete zones. You can also, activate and deactivate zoning.
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Segmentation Errors

Reason Code Reason

0 Segment not defined

1 Incompatible Link Parameters

Duplicate Domain ID’s

Incompatible Zoning Configuration

No Principal Switch

2
3
4 Build Fabric Protocol Error
5
6

No Response from the attached switch

To view segmentation reasons, you can launch HAFM.

For M-Series products, segmentation reasons are indicated in the Event Log list (HAFM).

Intrepid 6064 : Interop FUJI-2 - E=

Figure 42: HAFM: Selecting View Event Log for Segmentation Errors
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Figure 43: HAFM: Viewing Event Log for Segmentation

Note: the Description Field provides the activity. The event data field (byte 4) provides the reason.
For this example, byte 4 of the Event Data is O1. By looking at the segmentation table on

Segmentation Errors on page 34, you find the segmentation reason is due to an Incompatible Link
Parameters error. Byte O of the Event Data provides the port number. For this example, byte O is 04,

which is port 4.
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Supported Configuration Rules

To obtain a list of supported configurations, please contact your local HP Customer
Representative. They can tell you the exact firmware and software versions and the specific

models that are recommended for both M-Series and B-series.

Fabric Rules

m  Up to 16 switches and 3 hops maximum per fabric

m Each fabric can consist of a mix of the switch models listed in Table 2 and Table 3

m  B-Series switches must utilize all the default HP configuration settings with the exception
of INTEROPMODE 1.

m  M-Series switches must utilize all the default HP configuration settings.

Note: CA/DRM products are not supported in a merged SAN fabric.

Table 2: StorageWorks B-Series Product Line Switches

Firmware
HP StorageWorks Switch Name Version Number of Ports
HP StorageWorks MSA SAN switch 2/8 8
HP StorageWorks SAN Switch 2/8 EL, 2/8 Power Pak 3.1 8
HP StorageWorks SAN Switch 2/16, 2/16 EL, 2/16 Power Pak 16
HP StorageWorks SAN Switch 2/32, 2/32 Power Pak 4.1 32
Compaq StorageWorks
HP Switch Name Switch Name Number of Ports

HP Brocade 2400 CPQ StoroEeWorks 8
(HP reseller) SAN Switch 8
N/A CPQ StorageWorks 8

SAN Switcﬁ 8-EL
HP Brocade 2800 CPQ StorageWorks 16
(HP reseller) SAN Switch 16
N/A CPQ StorageWorks 2.6.1 16

SAN Switch 16-EL
HP Surestore FC Switch 6164 | CPQ StoroEeWorks 32 (counts as 6 switches and 2
(64 ISL Ports) SAN Switch Integrated/32 hops when applying

(64 ISL Ports) configuration rules)
HP Surestore FC Switch 6164 | CPQ StoroEeWorks 64 (counts as 6 switches and 2
(32 ISL Ports) SAN Switch Integrated/64 hops when applying

(32 ISL Ports) configuration rules)
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Table 2: StorageWorks B-Series Product Line Switches (Continued)

Firmware
Version Number of Ports

HP StorageWorks Switch Name

HP Surestore FC 1Gb/2Gb N/A 8
Entry Switch 8B
N/A CPQ StorageWorks 8
SAN Switch 2/8-EL
N/A CPQ StorageWorks 31 16
SAN Switch 2/16-EL :
HP Surestore FC 1Gb/2Gb N/A 8
Switch 8B
HP Surestore FC 1Gb/2Gb CPQ StoroEeWorks 16
Switch 16B SAN Switch 2/16
Table 3: HP StorageWorks M-Series Product Line Switches
Firmware Number of
hp StorageWorks Switch Name Version Ports
hp StorageWorks edge switch 2/16 16
hp StorageWorks edge switch 2/24 05.01.0024 | 24
hp StorageWorks edge switch 2/32 0701.00-00 | 32
hp StorageWorks director 2/64 HAFM 64
hp StorageWorks director 2/140 140

Table 4: O/S and Storage Systems Versions

Operating
System HBA “Driver, FW, BIOs”  Multi-path Storage Storage FW

Windows FCA2101 | “5-4.82a16, 3.91al, | SP 4.0a EVA VCS 2.005

2000 SP3 1.63a1”

Windows LP9002 “5.4.82a16, 3.91al, | AP2.01.00 | XP128/1024 | 21.05.06.00/00

2000 SP3 1.63a1”

Sun Solaris 8 | FCA2257P | “3.26, 3.1.2, 1.18.5 | SP 3.0b VCS 2.005
(FCODE)”

Sun Solaris 8 | QLA2310 | “3.26, 3.1.2, 1.18.5 | Veritas DMP | XP128/1024 | 21.05.06.00/00
(FCODE)”

linux AS 2.1 | FCA2214 | “6.0.4, 1.33" EVA VCS 2.005
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Table 5: B-Series and M-Series Interoperable Features

Feature Description

StorageWorks Fabric
Watch: Monitor fabric
elements for fabric
events, errors,

B-Series only
Fabric

Supported

M-Series only
Fabric

Interoperating
Fabric based on

existing T11

standards

documents
Works in

interoperating fabric
on B-Series switches.

performance

thresholds.

SAN/Fibre Channel | Supported N.A. Works in

Switch Management: interoperating fabric
IP connections to on B-Series switches.
switch management

GUIs.

HP StorageWorks N.A. Supported Works in

HAFM interoperating fabric,

identities B-Series as
generic switches

ISL Trunking: Multiple
ISL between a switch
[)air are grouped to
ook like one fast ISL.

B-Series ISL Trunking:
Works on ISLs
connected to ports on
one ASIC pair.

Not supported at this
time.

Not Supported.

Frame Level Zoning:
Provides isolation
between groups of
ports by controlling
admission of frames
to fabric based on
zone definitions and

B-Series Hardware
Enforced Zoning:
Checks incoming
frames to see whether
delivery is allowed.
Backs off to name
server zoning if many

M-Series Hardware
Enforced Zoning:
Checks incoming
frames to see whether
delivery is allowed.

Hard Zoning requires

No public protocol for
per-frame zoning is

defined.

insi?hf into
erformance of the

AN.

Monitoring: Provides
information on
end-to-end

erformance of
abric.

frame destination entries. 51552\/16')00_2 an

addresses.

Name Server Zoning: | Supported Supported. Name Server Zoning
Prevents discovery o is a mandatory
unauthorized features of the T11
adtdresses,tl:f)ut does i?terdop%robility

not prevent frame standards.
delivery if addresses

are found out some

other way.

Fabric performance Advanced Port Level Monitoring | Not Supported
monitoring: Gives Performance

Real-time monitoring
of fabric events.

Fabric Watch: Tracks
a variety of SAN
fabric elements,
events, and counters

HAFM tool: Tracks a
variety of SAN fabric
elements and events.

Management server
talks to switch agents
independently.

FC-AL support.

QuickLoop: supports
Fibre Channel
Arbitrated Loop
devices.

Supported on
M-Series 2/24

Operates on
individual switches.
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Table 5: B-Series and M-Series Interoperable Features (Continued)

Feature Description

Support for
traditional SNMP
management method.

B-Series only
Fabric

Switch MIBs.

M-Series only
Fabric

Switch MIBs.

Interoperating
Fabric based on

existing T11
standards
documents

Each switch is
managed
independently.

Simple Name Server:
Provides centralized
control of device
addresses.

Simple Name Server

Simple Name Server

Interoperate under
T11 standards.

Alias Server: Supports
broadcast function.

B-Series Alias Server.

Broadcast.

Interoperate under
T11 standards.

Fabric Security

B-Series Secure Fabric
0OS: 2.6x/3.1/4.1
code streams

M-Series: SANtegrity

Will interoperate
under T11 standards
when they are agreed
upon.

M-Series Switch
Binding feature of
SANtegrity will
operate in an
interoperating fabric.

Stand-alone switch Not available. Embedded Web Not applicable:
management console. Server Switch teature.
Port Error reporting. Yes. Yes. Yes.

Alerts and Traps. Yes. Yes. Yes.

Port Statistics. Yes. Yes. Yes.

Event Logs. Yes. Yes. Yes.

Telnet. Yes. Yes. Yes.

Phone Home Feature. | No. Yes. Yes.

Email Home Feature. | Yes. Yes. Yes.
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Troubleshooting

1. If you see an ISL on the M-Series product that segments due to a Build Fabric Protocol
Error, you can recover by blocking, then unblocking the port. You may need to do this
several times.

2. If you see an ISL on the M-Series product that segments due to Incomp Zoning Config,
and you believe this is incorrect, you can recover by blocking, then unblocking the port.
You may need to do this several times.

3. If you have zone merging problems, check the following:

— Remember the Active Zone set in the M-Series and the Active Zone set in the B-series
must be unique. You cannot have the same zone name with different WWN members.

— Only WWN zoning is permitted for heterogeneous fabrics. Domain, Port, or Area
zoning are not supported.

— Make sure the zones are compatible between the M-Series and B-series. See Step 5:
Ensure All Switches Are Set Up with WWN Zoning, page 16 for more details.

40 Fabric Interoperability Application Notes



Glossary

Glossary

ISL

Interswitch Link. This is the link that connects two switches.

Operating Mode

This is the mode of the fabric. For M-Series, two modes exist (M-Series Fabric or Open
Fabric). “M-Series Fabric” mode is designed for a fabric that consists only of M-Series
products. The “Open Fabric” mode is designed for fabrics that consist of M-Series and other
vendor switches.

Segmentation

The act of “Non-Connection” between two switches. Numerous reasons exist for an ISL to
segment. See Segmentation Errors on page 34 for more details.
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