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Introduction

IBM’s Netfinity Director is an advanced Intel processor-based
workgroup hardware manager, with centralized client and group
management console and server services. With asingle, consistent
manageability interface for workgroup and enterprise management as
well as point-to-point solutions, the JAV A-based graphical user
interface is easy to learn and use.

The powerful and highly integrated workgroup hardware manager was
devel oped with object-oriented tools to provide flexibility and
extendibility, including Life Cycle Tools for added management over
the entire life cycle of the asset.

A leader in technology, Netfinity Director 2.11 provides:

m  Upward Integration — Enables customer to manage a
heterogeneous environment with the enterprise tools already in
place, protecting his investment

m LifeCycle Tools— Automates management processes and
provides remote access to tasks, helping save time and money

B Group Services— Tasksare executed against groups of managed
nodes, helping save time and money

m  Remote Control — Access and control managed nodes remotely
for troubleshooting and problem resolution, saving time and
money and improving end user satisfaction

m  Browser Accessto Agent — Ubiquitousaccessto managed nodes
simplifies management, helping save time and money

Netfinity Director Installation and User’s Guide 1



About this Guide

This guide will help you become more familiar with Netfinity Director
and the relationship between Netfinity Director and Tivoli IT Director.

Thisguideis organized as follows:

Chapter 1, "Introduction,” contains an introductory overview of
the purpose of Netfinity Director.

Chapter 2, "Ingtalling Netfinity Director,”" containsinstructionson
how to install, start, and exit from Netfinity Director. The
instructions detail the installation of the program on different
operating systems and how to uninstall the program.

Chapter 3, "Netfinity Useability," coversthe functions of the
Netfinity Director console.

Chapter 4, "Netfinity and Tivoli," describes the parallel
functionality between Nefinity Director and Tivoli IT Director.
Included in this chapter is Tivoli’sIT Director User's Guide. The
guideisto be used as a reference for Netfinity Director base
functions.




Installing Netfinity Director

This section will step you through the installation process for installing
Netfinity Director Management Server, Console and UM Services
Client on supported operating systems.

Before You Begin

Beforeyouinstall Netfinity Director with UM Serviceson your client or
server, consider the following:

m  Supported Systems by Component

m  Hardware Requirements
m  Workgroup/Enterprise Integration

Supported Systems by Component

Netfinity Director Management Server, which installs all Netfinity
Director components, is supported on the following operating systems:

m Windows NT Server 4.0 (with Service Pack 4 or later)
m  Windows 2000—Server or Advanced Server

The Netfinity Director Console component supports the same operating
systems as Netfinity Director Management Server, including:

m  Windows 2000 Professional
m  Windows NT Workstation 4 (with Service Pack 4 or later)
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m Windows 98
m  Windows 95 (with OEM Service Release 2 (OSR2) or later)

The UM Services Client component is supported on the following
operating systems:

Note:

Hardware R

Windows 2000—Server or Advanced Server

Windows 2000 Professional

Windows NT Server 4.0 (with Service Pack 4 or later)
Windows NT Workstation 4 (with Service Pack 4 or later)
Windows 98

Windows 95 (with OEM Service Release 2 (OSR2) or later)

The UM Services Client component isinstalled directly on
supported Microsoft operating systems through the main
installation program. UM Services Client is also supported on
other operating systems. See“Ingtalling UM Services on other
supported Operating Systems” on page 24.

equirements

Netfinity Director Management Server and Console require the
following hardware, memory, and disk space:

Pentium class processor, 200 MHz or faster
64 MB of random access memory (RAM)
150 MB of virtual storage

75 MB of free disk space

A network adapter that supports the TCP/IP protocol. The adapter
must support also NetBIOS, IPX, or SNA, depending on which
transport is needed to communicate with the managed systems.

The UM Services Client for Netfinity Director in a Windows operating
system requires the hardware, memory, and disk space:

An IBM Netfinity server, IBM Desktops, IBM IntelliStation
computer, or IBM ThinkPad mobile computer.




Note: Client systems must support SMBIOS version 2.0 or
higher.

m  AnlIntel Pentium 200 MHz or faster processor.
m 75 MB of hard disk space on the client systems.
®m A minimum of 32 MB random access memory (RAM).

Workgroup/Enterprise Integration

Netfinity Director installation allows you to install UM Services as an
integrated systems-management solution for a supported systems-
management consol e application. Detailed information about the
appropriate environments for integration can be found in the UM
Services Installation and User’ s Guide, included on the Netfinity
Director with UM Services CD—ROM.

Installing Netfinity Director 2.12 on supported
Microsoft operating systems

This section detail s the steps necessary for installing Netfinity Director
components on supported Microsoft operating systems. For the
installation of client-based components on other supported operating
systmes, see “Installing UM Services on other supported Operating
Systems’ on page 24.

Toinstall Netfinity Director components (Server, Console, and Client)
on supported Microsoft Windows operating systems, do the following.

1.  Place the Netfinity Director with UM Services CD—ROM in the
CD-ROM drive of the machine to which you will be installing.

Click Start — Run.
In the Open: field, type X:\win32\install\l bmsetup.exe
where X isthe location of the CD-ROM drive.

4.  Click through the Welcome window and accept the License
Agreement.

The Select Components window opens.
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Select Components

Flease select the components that you want to install.

Server
Includes Server, Console, and Client

Servers.

Conszole
g Femate uzer interface for Metfinity Directar

Clignt
g Inztall on machines to be managed

“whork group/E nterprize Integration
EH‘J Inztallz UK 5 ervices integration far
— management environments.

< Back I et | Cancel |

There are four different installation choices from the Select
Components window:

Server Instal the files for the Server, Console, and Client.
Console Install the remote user interface for Netfinity Director Servers.

Client Install the Client fileson Microsoft operating systemsonly. For
other managed operating system environments, see “Installing
UM Services on other supported Operating Systems” on page
24,

Wor kgroup/Enterprise Integration
Install UM Servicesintegration for management environments.
Seethe UM Serviceslnstallation and User’ sGuide, provided on
the Netfinity Director with UM Services CD—ROM, for
complete information.

Installing the Server Files

Sdlecting Server from the Select Componentswindow installsthefiles
for the Server, Client, and Console. Take the following steps.

1.  Click the Server button from the Select Components window.
The UM Services Client Configuration window opens.




UM Services Client Configuration

Flease choose the components ta install on the lacal Lk
Services client.

[ Basi
V4 :
v éyslem Health Mo.r;i.toring

I web Based Bemate Control

I LANDesk[T) Management Suite Integration
I Tivoli Management Agent

¥ SHMP access and trap fonwarding
™ DHIAWI 2.0 Suppart

Help | < Back I Hest » I Cancel |

Check the checkbox beside any components that you want to
install on the client system.

Note: Thefirst component listed, Basic Services, is selected by
default and cannot be deselected. Basic Servicesinstalsa
JavaVirtua Machine, a Common Information Model
(CIM) repository, and basic instrumentation for gathering
hardware inventory data. The inventory information
provided by Basic Services can be viewed through a CIM
browser such as Microsoft WBEMTEST. Basic Services
must be installed on all Netfinity Director managed UM
Services clients.

Thefollowing optional componentsareavailable. The components
that are selected by default are indicated as such:

Web Based Access (Default)
Web Based Access offersaconvenient Java-based tool for
managing a client system and for viewing the CIM-based
inventory data. If you install Web Based Access, a
hypertext transport protocol (HTTP) daemon isinstalled
and requires that a user name and password be entered
during the installation. The user name and password are
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used to limit access to the HTTP daemon. With Web-
based Accessthat isinstalled on the client system, the
client can be managed from any remote computer with a
supported Web browser. No software other than a Web
browser is needed on the remote system.

System Health Monitoring (Default)
System Health Monitoring provides active monitoring of
critical system functions, such as disk space available,
SMART Drive aerts, system temperature, fan
functionality, power supply voltage, and system cover
removal (dependent upon the hardware options of a
selected managed system) . System Health Monitoring
enables you to detect system problems early, before
system failures occur. System administrators are notified
of a system problem by a CIM event, SNMP trap (SNMP
traps are available only if SNMP access and trap
forwarding is also selected), or SMS Status Message
(Microsoft SMS 2.0 only). Critical problemsalsoresultin
apop-up message by appearing on the display of theclient
system.

Web Based Remote Control
Web Based Remote Control enables a remote systems
administrator using a Web browser or MMC console to
take control of the client system desktop, enhancing the
administrator’s ability to diagnose system problems and
troubleshoot the system.

Note: You must install the Web Based Access
component to install the Web Based Remote
Control component.

LANDesk M anagement Suite Integration
LANDesk Management Suite I ntegration installsthe Intel
Common Base Agent on the client system. This enables
the systems administrator to use UM Services with
LANDesk Management Suite.




Tivoli Management Agent
Tivoli Management Agent installs support on the client
system that enables it to be managed by the Tivoli
Enterprise systems-management platform.

SNM P access and trap forwarding
Thisfeature enables CIM information to be accessed from
asystem that use the Simple Network Management
Protocol (SNMP). If System Health Monitoring is
enabled, thisoption al so enables System Health to forward
CIM events as SNMP traps. This component requires that
you have the SNMP service (provided with the operating
system) installed on the endpoint. If the SNMP serviceis
not installed, the system prompts you to insert the
operating system installation media and install SNMP
during the UM Services installation.

DMI Support
Selecting this component installs the Desktop
Management Interface (DMI) 2.0 compliant Service
Provider. When enabled, this feature maps a managed
system CIM data and eventsto DMI.

2.  After you select the components you want to install, click Next to
continue.

The following steps are dependent on the selections that are made
in the UM Services Client Configuration menu.

3. If you sdlected DMI Support from the UM Services Client
Configuration menu, the DM Platform window opens.

Netfinity Director Installation and User’s Guide 9



Select Components

" Server

" Mobile

< Back | Mest > | Cancel |

Sdlect the type of platform you are installing the DMI support to.
Click Next to continue.

The User 1D window opens. Use this window to set the user ID
and password for the client system and to specify the TCP/IP port
that is used to access the client.

Y ou must provide aunique user ID and password for the client
system. To use the UM Services consol e to manage this system,
you must first provide a valid user ID and password before being
alowed accesstothe system. TypeintheUser I D fieldtheuser ID.
Then type the password in the Password field, and type the
password again in the Confirm Password field.

Note: Theuser ID and password are case sensitive.

Then, select a TCP/IP port that is used to accessthe UM Services
console. The default port is411. If this port is not available, you
can select port number 6411, 6500, 6600, or 6611. Make sure that
other TCP/IP applications do not use the selected port. Click Next
to continue.

If you selected SNM P access and trap forwarding from the UM
Services Client Configuration menu and do not have the SNMP
network service installed, Netfinity Director installation will
prompt you with an SNMP installation query.

m  Click No to continue with the Netfinity Director installation
without installing the SNM P network service.
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m  Click Yestoingtall the SNMP network serviceonthe server.
The Installing SNM P window and your Network window
opens. Follow thedirectionsfor installing SNMP. When the
Windows operating system prompts you to restart, click No.
In the Installing SNM P window, click Next to return to the
Nefinity Director installation program.

The system asks you if you want to add a Netfinity Director icon
to the Start menu. Click Yesor No depending on whether you
want an icon on the Start menu.

The Server License Key window opens.

Pleaze enter the Full Function Server key.

“'ou do not need to enter alphabetic characters in
UppEr case.

< Back I Mest > | Cancel |

Enter the license key that was provided for you. Thelicense key is
not case-sensitive.

Click Next.

The Choose Destination L ocation window opensfor the location
of the Netfinity Director files.

Click Next to accept the default directory (C:\Program
Files\IBM\Director\), or click Browse to choose a different
directory.

TheChoose Destination L ocation window opensagain. Thistime
adirectory needs to be specified for a Software Distribution
packages creation directory.

Netfinity Director

Installation and User’s Guide 11




10.

11.

12.

13.

Click Next to accept the default directory (C:\Program
Files\ BM\Director\SwDistPk), or click Browse to choose a
different directory.

After creating the Software Distribution packages directory,
another Choose Destination L ocation window opens. This
directory will be the location for Software Distribution packages
that are installed on this system.

Click Next to accept the default directory (C:\Program
Files\ BM\Director\SwDistPk), or click Browse to choose a
different directory.

The system asks you if you want to install files for remote control.
Select Yesor No.

The system asksyou if you want toinstall filesfor TMR Gateway.
Select Yesor No.

m  Seect Yesif thereis Tivoli management agent software that
isinstalled on the network. The agents discover Netfinity
Director through the TMR Gateway, and Netfinity Director
downloadsthe Netfinity Director component of UM Services
to the Tivoli agents.

Note: The complete UM Services package is not installed
using this process. If you choose this option, you
must install UM Services separately.

m  Select Noto continue the installation process for Netfinity
Director and UM Services.

Thesystem beginsinstalling the necessary files. Then the Account
Information window opens.
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NT Account Information E3

i Diomain/Lzer ame curently in uze:

Domair INETFIWSD

Uz ame: INETFIWSD

-~ Please enter the Pazsword for the NT account:

FPaszword I

Confirm password: I

< Black I Meut > I Cancel

The Domain and User Name for the machine you are using are
displayed.

14. Enter your account password in the Password field and enter it
again in the Confirm Password field.

15. Click Next to continue.
The Director Database Configuration window opens.

Director Database Configuration x|

Bk Metfinity Director requires a databaze.
Select one of the following:

Crefauilt

‘g Create default database.
Riecommended for most computers.
Advanced

‘g Create MS SHL Server database
[Microzoft SOL Server must be installed and
configured in pour netweork]

Advanced
g Create DB2 databaze
[DBZ must be installed and configured in pour

network).
Custom
‘g Select an existing [Bk Metfinity Director
database.
< Back | x> I Cancel |

16. Select the button next to the appropriate database for the
installation.

Default Creates a default database. This option is recommended
for most users.

Netfinity Director Installation and User’s Guide 13



Advanced (MSSQL)
Selection creates an MS SQL Server database. A
Microsoft SQL Server database must be installed and
configured for the network.

Advanced (DB2)
Selection creates a DB2 database. DB2 must be installed
and configured in the network.

Custom Select an existing IBM Netfinity Director database.

Note: If you already have adatabaseinstalled, the system allows
you to use that database.

The Network Driver Configuration window opens.

Bl
[NETFIv33
Metwork Drivers:
R, | Driver Enabled
MetBIOS <disabled:
TCR/IP <dizabled:
Metwork Time-Out [sec]: 15

[ Require User Authorization for Screen Access
[ Enable \wake-On-LAN [ supparted by Metwark Card)

1] % Cancel | Help |

Thiswindow defines the network transport options for a Netfinity
Director Server. The options are:

m  System Name- The name of the Netfinity Director Server.

m  Network Drivers- The box lists al network transport
protocols defined in the system protocol list. They appear as
either enabled or disabled. To enable anetwork transport for
use with Netfinity Director, click on the driver name and
check the Driver Enabled box.

m  Network Address (for NetBIOS only) - Thisisthe
NetBlOS network name.

m  Network Time-out (sec) - 15 secondsisthe default time-out.
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m  RequireUser Authorization for window Access - Check
this box if you want usersto be ableto control remote access
to their systems.

m  EnableWakeOn-LAN - Check thisbox if the network card
supports Wake On-LAN.

17. Enable the appropriate network drivers by selecting the driver
from the Network Driverslist and check the Driver Enabled
checkbox.

18. You may change the Network Timeout if desired.

19. Select the Require User Authorization for window Access
checkbox if you want to give client users the authority to deny the
system administrator remote control accessto their machines. This
option alows users to control who accesses their machines.

20. Select the Enable Wake On-L AN checkbox if the server has
Wake On-LAN capability.

21. Sedlect OK to continue.

When the installation is compl ete, the Setup is Complete window
opens.

22. Restart the computer now or Restart later. If you choose Restart
Now, the system shuts down and restarts immediately. If you
choose Restart L ater, the installation program closes. However,
you must restart and log in to the system to begin using Netfinity
Director.

Installing the Netfinity Director Console

Select the Console button from the Select Components window to
install the Console files only. Take the following steps:

1. Select Console.
The Choose Destination L ocation window opens.

2.  Click Next to accept the default directory (C:\Program
Files\IBM\Director)), or click Browse to choose a different
directory.

The necessary files are installed on the system.

Netfinity Director Installation and User’s Guide 15



The Setup is Complete window opens.

3. Redtart the computer now or Restart later. If you choose Restart
Now, the system shuts down and restarts immediately. If you
choose Restart L ater, the installation program closes. However,
you must restart and log in to the system to begin using Netfinity
Director.

4.  Click Finish.

Installing the UM Services Client for Netfinity
Director

Select the Client button from the Select Componentswindow to install
the Client files only. Take the following steps:

1. Sdect Client.
The UM Services Client Configuration window opens.

UM Services Client Configuration

Fleaze chooze the components ko install on the local Lk
Services client.

[Z Basic Services

v Eeb Bazed Access

W System Health Monitoring

[~ web Bazed Remate Contral

[ L&MDeskiTH] Management Suite |ntegration
[ Tivoli Management Agent

¥ SMMP access and trap fonwarding
[~ DhlAwE 2.0 Support

Help | < Back I Mest » I Cancel |

2. Check the checkbox beside any of the components you want to
install on the client system. All of the components, except for
Netfinity Director Support, are described under “Installing the
Server Files” on page 6. For an explanation of these components
see pages 7-9.
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Netfinity Director support isan additional configuration option for
the client installation only. IBM Netfinity Director isan advanced
Intel processor-based workgroup hardware manager, with
centralized client and group management console and server
services. Selecting this feature enables the system to be managed
in a Netfinity Director environment by installing a Netfinity
Director Client on this system.

3.  Click Next to continue.
The Choose Destination L ocation window opens.

4. Click Next to accept the default directory (C:\Program
Files BM\UM S\), or click Browseto choose adifferent directory.

5. If you selected DMI Support from the UM Services Client
Configuration menu, the DM | Platform window opens.

Select Components [x]

Pleaze zelect the Platform Type of thiz machine

< Back I Nest > I Cancel

Select the type of platform you are installing the DMI support to.
Click Next to continue.

The User 1D window opens.

6. Usethiswindow to set the user ID and password for the client
system and to specify the TCP/IP port that is used to access the
client.

Y ou must provide a unique user 1D and password for the client
system. To use the UM Services console to manage this system,
you must first provide avalid user ID and password before being
allowed accesstothe system. TypeintheUser I D field theuser ID.

Netfinity Director Installation and User’s Guide 17



10.

11.

12.

Then type the password in the Password field, and type the
password again in the Confirm Password field.

Note: Theuser ID and password are case sensitive.

Then, select a TCP/IP port that is used to accessthe UM Services
console. The default port is411. If this port is not available, you
can select port number 6411, 6500, 6600, or 6611. Make sure that
other TCP/IP applications do not use the selected port.

Click Next to continue.

If you selected SNM P access and trap forwar ding from the UM
Services Client Configuration menu and do not have the SNMP
network service installed, Netfinity Director installation will
prompt you with an SNM P installation query.

m  Click No to continue with the Netfinity Director installation
without installing the SNM P network service.

m  Click Yestoinstal the SNMP network service on the server.
The Installing SNM P window and your Network window
opens. Follow thedirectionsfor installing SNMP. When the
Windows operating system promptsfor arestart, click No. In
the Installing SNM P window, click Next to return to the
Netfinity Director installation program.

The system asks you if you want to place an UM Servicesicon on
the start menu. Select Yes or No.

The system asks you if you want to install files for remote control.
Select Yesor No.

The system asks you if you require user authorization for remote
control window access. Select Yesor No.

The system begins installing the necessary files. The Setup is
Complete window opens.

Restart the computer now or later. If you choose Restart Now, the
system shuts down and restarts immediately. If you choose
Restart Later, the UM Servicesinstallation program closes.
However, you must restart and log in to the system to begin using
Netfinity Director.

18



Installing Workgroup/Enterprise Integration

Select the Workgroup Enterprise Integration button from the Select
Componentswindow to install the UM Services integration for
management environments. The I ntegration Selection window opens.

Integration Selection

Pleaze make sure pou are inztalling to a system with the selected
Enterprize server/conzale software already installed. This install
will zetup upward integration components only.

= Unicenter THG Upward Integration
= Tiwali Metview Upward Integration

" 5MS Upward Integration
= plert on LA Proxy

< Back | Mest » | Cancel |

For information on the Workgroup/Enterprise Integration option, refer
to Upward Integration M odules chapter of the UM Services Installation
and User’s Guide.

Upgrading Netfinity Director 2.11 to Version 2.12

Theinstallation program checks for a previous version of Netfinity
Director and, depending on the type of installation, upgrades the
necessary Netfinity Director components.

Upgrading the Netfinity Director Server

Y ou cannot upgrade Netfinity Director Management Server from this
installation program. After the Welcome and End User License
Agreement windows, installation detects the previous version of the
Netfinity Director Management Server and this prompt appears.
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Severe

‘Wersion 217 of Director Server is already installed. Upgrade over a Server installis not
supported at thiz time.
Setup will now exit.

Click OK to quit theinstallation program. Y ou must uninstall Netfinity
Director Management Server before installing this newer version.

Note: If you have IBM UM Server Extensions or Update Connector
Manager installed, you must first uninstal these tools before
you removethe Netfinity Director Management Server. Refer to
the UM Server Extensions User’ s Guide and the Update
Connector Manager User’s Guide for the removal of these
products.

To remove Netfinity Director, version 2.11:

1. Click Start - Settings— Control Panel -~ Add/Remove
Programs. Then select Netfinity Director.

2. Thesystem displays a message that reminds you that Netfinity
Director must be closed before you can continue.

3. Thesystem displaysamessagethat verifiesthat you want to delete
the configuration data and database content.

The uninstallation program is automated and prompts you when
the process is finished.

4. Restart the computer now or Restart later. If you choose Restart
Now, the system shuts down and restarts immediately.

Upgrading the Netfinity Director Console

After the Welcome and End User License Agreement windows,
installation detects the previous version of the Netfinity Director
Console and this prompt appears.
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) Since Director iz curently installed in C:\Program FileshBM\Director, this application must
alzo be installed inta the same directary.
Press Yes to continue or Mo to abort this installation

7] b |

Click Yesto upgrade the console. The upgrade follows the previous
installation path upgrading existing software, removing obsolete files
and directories, and installing the new console components.

Restart the computer now or later. If you choose Restart Now, the
system shuts down and restarts immediately. If you choose Restart

L ater, the UM Servicesinstallation program closes. However, you must
restart and log in to the system to begin using Netfinity Director.

Upgrading the Netfinity Director Client

To upgrade the Netfinity Director Client for a selected system, do the
following:

1.  After the Welcome and End User License Agreement windows,
installation detects the previous version of the Netfinity Director
Client and the upgrade prompt appears.

? Wergion 2171 of Uk Services iz currently ingtalled in C:\Program Filesh B LIS,

‘wiould pou like to upgrade?
Mo

Click Yesto begin.

2. Instalation detects the client components from the previous
version of theinstalled UM Services client. The Current Install
window opens.
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Current Install [ X]

The following items are already installed and will be upgraded.

'wieb-based Access ﬂ
Metfinity Director Suppart
Health Manitaring

f o

< Back

Cancel |

Note: Installation will not upgrade the following components
that are installed from UM Services, version 2.11.

m  LANDesk Management Suite I ntegration
m  Tivoli Management Agent

UM Services Client, version 2.12, offers newer version of
these components. Toinstall the newer versions, you must
first uninstall the previous UM Services client.

Installation upgrades the client components listed in this window.
Click Next to continue.

The Additional Components for Upgrade window opens.
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Additional Components for Upgrade

Toinstall a component, click the check box next ta it If the
check box is clear, that component will nat be installed.

[7 Basic Services

™ Wweb Based Remate Contral

™ Tivol Management Agent

I~ DMIAwiM 2.0 Support

™ SNMP access and trap forwarding

Cancel |

Help

Select additional components to add to the upgraded components
of the UM Services Client. Click Next to continue.

4.  Depending on which additional components you add, the upgrade
program will prompt you for additional responses. For more
information about these prompts, see “Installing the UM Services
Client for Netfinity Director” on page 16.

5. A prompt to add UM Servicesicons appears. If you haveicons
from the previous version, clicking No will not remove theicons.
Clicking Yeswill not add additional icons to those previously
installed.

6. The program now upgrades the existing components and installs
the selected new components. Restart the computer now or later.
If you choose Restart Now, the system shuts down and restarts
immediately. If you choose Restart L ater, the UM Services
upgrade program closes. However, you must restart and login to
the system to begin using Netfinity Director.
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Installing UM Services on other supported
Operating Systems

Netfinity Director, asahighly integrated workgroup hardware manager,
alows you to manage a heterogeneous environment through the use of
the Netfinity Director Client.

Y ou can install the Client on a Microsoft Windows system as part of the
Netfinity Director installation. For OS/2, Netware, and SCO UnixWare
systems that are managed by Netfinity Director, use the Netfinity
Director with UM Services CD—ROM directly to install the Client.

Supported Operating Systems

The following operating systems and versions are supported:

0S/2 3.0 and 4.0 with Service Pack 5 and Warp Server for
eBusiness

NetWare 4.1 or NetWare 4.11 (with Service Pack 5 or higher),
NetWare 5.0 (with Service Pack 1 or higher)

SCO UnixWare 7.1 (with SCO UnixWare Patch ptf7441a) or SCO
UnixWare 7.1.1

Microsoft Windows 95, Windows 98, Windows NT 4.0
(Workstation or Server), and Windows 2000 Professional and
Server

Attended Installation of the Netfinity Director Client

for OS/2

To install the Netfinity Director Client software on an OS/2 3.0, 4.0, or
Warp Server for eBusiness system:

1

Insert the Netfinity Director with UM Services CD—ROM into the
CD-ROM drive of the system.

Change the directory to the x:\os2 subdirectory, where x: isthe
drive letter of the CD-ROM drive.

Run setup.cmd to start the installation utility.
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10.

11.

The default location of the Netfinity Director Client filesis
displayed in the Directory to I nstall from field. Unless you have
moved the filesto another location, simply accept the default.
Otherwise enter the drive letter and file path location where the
Client files are located.

A subdirectory, \SwPkI nst, isautomatically created in the selected
directory, where software distribution packages will be placed on
the system for installation.

The default target location for the Client filesis c:\Tivoliwg\. If
you want to install the filesin another location, replace the default
drive and file path with the alternative location.

Select theremote control Client option if you want to enable the
desktop of the local system to be taken over from aremote
location. Refer to the Tivoli IT Director section, “ Remote
Control,” for more information.

Select Install. Thefiles are copied to the specified directory. You
can cancel the installation at any point by selecting Cancel.

Y ou should then see the Network Driver Configuration dialog.
Enter a name for the system in the System Namefield. The
Netfinity Director administrator uses this name to identify this
system on the network.

Click on one of the available network driversthe managed system
uses to communicate with the Netfinity Director management
server.

When you select NetBI OS, adefault network addressis assigned.
Y ou can change this address, but ensure that the name you specify
is 1to 12 charactersin length and unique on the network,
otherwise, the managed system cannot start properly. Notethat this
address is case sengitive.

Select Driver Enabled to activate the network driver when the
system starts. If the system has multiple network driversavailable,
you can select another driver at this point and repeat the steps for
this dialog.

TheNetwork Time-Out value specifiesthe number of secondsthe
Netfinity Director management server attempts to establish

Netfinity Director
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communication with this system if it is not responding. Y ou may
not need to change the default setting.

12. TheRequire User Authorization for window Access option
enables you to specify whether aremote user can access, and take
over control of, the local system without the local user’s
permission. If this option is enabled and a Netfinity Director
administrator attempts to use remote control to access the local
system, amessage window is displayed on the local system
indicating that a remote user is attempting remote control access.
Y ou can then allow or disallow access. Refer to the Tivoli IT
Director section, “Remote Control” for moreinformation on using
this service.

13. When you have finished, click OK to save the settings.

14. Theinstallation utility displays the changes that must be made to
the config.sysand startup.cmd files. Select Yesif you want the
installation utility to automatically include the configuration
entriesin these files. Select No to store the changesin config.new
and startup.new instead.

Note: The changes must be included in config.sys and
startup.cmd for the Netfinity Director managed systemto
run correctly. If you select No, you must add the entries
manually.

15. Installation is now complete, click OK to save the settings.

Unattended Installation of the Netfinity Director
Client for OS/2

Netfinity Director supports unattended install ations, meaning that you
do not have to be present to provide responses to the various prompts
during the installation process. Instead, aresponse file is automatically
read, and the installation proceeds normally.

The response files for the unattended installation for OS/2 are included
in the OS/2 language subdirectory. For example, the sample English
language response file, DirServ.rsp, is located in the
x:\win32\install\files\NfD\A gent\OS2\en\ subdirectory, where x: isthe
drive letter of the CD-ROM drive.
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Comments within the response files begin with a semicolon in the first
column. All entries can be changed. The response file contains
comments that detail the usage of each entry.

To launch an unattended installation of the OS/2 Client, do the
following:

1. Copy and modify the sample response file (Dir Agent.rsp).

2. Changethedirectory to the
x:\win32\install\files\NfD\Agent\OS2\ subdirectory, where x: is
the drive letter of the CD-ROM drive.

3.  Runsetup.cmd to start the installation utility:

install.exe /R:filename (where filename is the fully-qualified
response file)

Installing the Netfinity Director Client for Netware
Notes:

. Do not install the Netfinity Director Client on aNetWare system
running Netfinity Manager. Netfinity Manager has to be
commented out of Autoexec.r ef.

. Netfinity Director Client is only supported in NetWare 4.10,
4.11 and 5.0.

. The client system for the Netfinity Director Client must be
currently logged into the Novell NetWare Server.

Toingtall the Netfinity Director Client software on aNovell NetWare
system:

1. Insert the Netfinity Director with UM Services CD-ROM into the
CD-ROM drive of the system.

2. Changethedirectory to the x:\Netwar e subdirectory, where x: is
the drive letter of the CD-ROM drive.

3.  Runsetup.bat.

Select the appropriate drive that is mapped to the sysvolume of the
targeted Novell server.

5. Thetarget location for the client filesis the \tivoliwg directory.
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6. It copiesthe necessary files, and adds the following lines to the
Autoexec.ncf file:

pxxxxxxxxTiyoliwg | T Director Agent**xx**xxx
Search add sys:tivoliw

| oad twgi pc

pRxxxxxxxTiyoliwg | T Director Agentx*x*x*xxx

7.  Thefina window is displayed, listing several manual tasks the
user must perform before this application is used:

m  Typethefollowing:
Sear ch add sys:tivoliwg
m  Start the client by loading twgipc
m  Configure the Netfinity Director client by loading twgipccf

Installation is now complete. The client automatically runs on the next
Novell server boot.

Installing Netfinity Director Client for SCO UnixWare

Toinstall the Netfinity Director Client on aSCO UnixWare system, you
must install both the Server Extensions and the UnixWare Lightweight
Client.

Beforeinstalling the Netfinity Director Client for SCO UnixWare, these
conditions must first be met:

m  SCOUnixWare7.1or 7.1.1isingtaled on the client system.
m  SCO UnixWare 7.1 Patch ptf7441a must be applied to the client

To install the UnixWare Lightweight Agent for each SCO UnixWare
Client, do the following.

1. Atthe SCO UnixWare system you want to manage, open the
command line program.

2.  Type#mount /cdrom.
3.  Type#cp /cdrom/sco7.l/uagent.pkg /temp.
Type #pkgadd -d /temp/uagent.pkg.
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SCO UnixWare installs the Netfinity Director UnixWare
Lightweight Agent.

5.  Type#umount /cdrom to finish the installation.

Netfinity Director will recognize this SCO UnixWare system asaclient
on the next discovery.Netfinity Director will recognize this SCO
UnixWare system as a client on the next discovery. Unix Agents are
secure by default.

Consequently, when they are first discovered by the Netfinity Director
Management Server, the managed client name appearswith alock icon.
To gain access, right-click on the locked system and select Request
Access from the pop-up menu. Enter the appropriate user name and
password. This clears the secure machine function.

Uninstalling Netfinity Director

Before you remove Netfinity Director, if you have the UM Server
Extensionsinstalled, you must first uninstall the extension tools. For
information on the UM Server Extensions, refer to the UM Server
Extensions User’s Guide.

To remove Netfinity Director:

1. Click Start - Settings— Control Panel - Add/Remove
Programs. Then select Netfinity Director.

2. Thesystem displays a message that reminds you that Netfinity
Director must be closed before you can continue.

3. Thesystem displaysamessage that verifiesthat you want to delete
the configuration data and database content.

The uninstallation program is automated and prompts you when
the processis finished.

4, Restart the computer now or Restart later. If you choose Restart
Now, the system shuts down and restarts immediately.
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Using the Features of Netfinity
Director

Netfinity Director is based upon the ease of use and base functionality
of Tivoli IT Director. While not including all the features of acomplete
IT Director package, Netfinity Director till delivers advanced systems
managment for your network environment. Also, Netfinity Director
users can upgrade to I T Director seamlessly to receive the full benefits
of Tivoli systems management.

Select Components E3

Pleaze select the components that pou want to install.

Server
Includes Server, Console, and Client

Conzale
Remote uzer inkerface for Metfinity Director
Servers.

Workgroup/Enterprize Inkegration
Inztallz UM Services integration for
mahagerment environmeants.

Cligrt
g Inztall on machines to be managed
=

< Back [ Cancel
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Using the Netfinity Director Interface

The Netfinity Director Management Server manages systems by
communicating with the UM Services Client, installed on the managed
systems. Netfinity Director allows you to create events, receive CIM
data, and define tasks for groups of managed systems.

For more information on creating simple tasks, events or other basic
programmatic features, consult the Tivoli’s IT Director User’s Guide
(QWO9EX E.PDF) provided on the Netfinity Director with UM Services
CD.

Using Netfinity Director Tasks

While containing I'T Director basic capabilities, Netfinity Director
includes some features for added systems management. This chapter
highlights the Netfinity Director tools that you can use to manage your
IBM Netfinity Servers.

The following system management tasks are discussed in this chapter:
m  “Usingthe Asset ID Task” on page 32.

m  “Using the Configure SNMP Agent Task” on page 43.

m  “Using the CIM Events Task” on page 44.

Using the Asset ID Task

The Asset ID task offersinformation on all your IBM hardware. The
following tabs are available under Asset ID:

Serialization
Serial numbers for your specific hardware.

System Current system characteristics: system name, MAC address,
user login name, operating system, UUID address, IBM
LANCIlient Control Manager (LCCM) Profile, and last LCCM
update.

User Theuser profile: user name, phone number, work location,
department, and professional position.

Lease Information on the lease agreement for the system hardware.
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Asset  Inventory factors related to your computer.

Per sonalization
A free-form screen where you can add information on your
systems, users, or computers.

Warranty Information on the warranty agreement for your system
hardware.

When you click Asset 1D from the UM Services task list, the system
displays the Serialization screen. To access any of the other Asset ID
screens click on the appropriate tab.
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Serialization

The Serialization screen displays the serial numbers for the various
pieces of system hardware. The Name column displays the hardware
name, the Serial Number column displays the serial number for that
piece of hardware, and the Information column displays descriptive
information for that piece of hardware.

Serialization | S_l,lsteml Userl Leasel Assetl F'ers-:-nalizati-:-nl Warrantyl

tame Serial Humber Infarmation
Hard Drive O ['D-wT 3600025150 | 'WDC ACIZ500H IDE 2559 MEB
Hard Drive 1 |CFO0G Conner Peripherals 1080ME - CFAT0804 IDE 1081
Sypstem 156588100 IEM
tatherboard |WDE 70300052 IEM
B |l

Data zpace remaining: 596 Bl |
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System
The System screen displays information about your network system.
Click Asset ID — System to display the System screen.

Serialization SPSlEFﬂl Userl Leasel .t’-'«ssetl F'ersonalizaticnnl Wanant_l,ll

System Mame HETFIL3S
MAL Address 00; 04405 CE: 26:35
Login Mame HETFILIS3A

Operating System Microzaft wWindmas MT Server

Swyztern LILID 26827882-2228-2112-431 4-00044CCE2635

LCCM Profile Jtccounting

Drata zpace remaining: 42 Bpply |

The following table provides item descriptions.

Item Description

System Name The NetBEUI name of your system.
NetBEUI stands for the NetBIOS
extended user interface, where
NetBIOS stands for network basic
input output system. (The computer
name as it appears under Network
Properties).

MAC Address The unique hexadecimal character
string that identifies your system
network adapter card.
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Item Description
Login Name The user ID that the administrator
determined at installation.
LCCM Profile The profile name of the IBM LAN

Client Control Manager (LCCM), if
applicable.

Operating System

The operating system (for your PC
or for the computer where UM
Services resides).

System UUID

The system Universally Unique
Identifier (UUID). Your BIOS
unique | D number.

User

The User screen displays information about the logged in user.

Click Asset ID — User to display the User screen.

Serializationl System USEfl Leasel Assetl Personalizationl W’arrantyl

M arne |

Phane |

Location |

Departrieht |

Pazition |

Data space remaining: -21

Apply |

The following items are available on the User screen.
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Item Description
Name The user login name.
Phone The user phone number.
Location The user office location.
Department The user department name or
number.
Position The user job title.

Lease

The Lease screen displayslease information on the computer where UM
Services resides.

Click Asset ID — Leaseto display the Lease screen.

Serializationl S_l,lsteml Uzer LEESE'AssetI Persnnalizationl Wanant_l,ll

Leaze Start Date I.Januar_l,.l j‘ |1 i’ I1999 i’
Leaze End Date [January =l |1 il |1999 i’

Lease Term [Months] |

Lease Amournt |

Lesgor |

[ata space remaining: -21 ol |

The following items are available on the L ease screen.
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Item

Description

Lease Start Date (mm/dd/yy)

The date that your |ease agreement
began.

Lease End Date (mm/dd/yy)

The date that your |ease agreement
ends.

Lease Term (months)

The number of months you leased
your computer.

Lease Amount Thetotal price of the lease
agreement.
L essor Thename of the company that |eased

the computer.

Asset

The Asset screen displays inventory information about your screen.
Click Asset ID — Asset to display the Asset screen.

Serializalionl S_l,lsteml LIserI Lease Asset | Personalizatinnl Warrantyl

Puchase Date | Januay =l |1 i’ |1999 i’
Laszt Inventaried IJanuar_l,J j‘ |1 i’ I'IQQQ i’

Agset Mumber |

RFD

[ata space remaining: -21

Appll |

The following items are available on the Asset screen.
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Item

Description

Purchase Date (mm/dd/yy)

The date the computer was
purchased.

Last Inventoried (mm/dd/yy)

Date of last inventory check.

Asset Number A unigque number that is assigned to
the computer for inventory purposes.
RF-ID The radio-frequency identification

(RF-1D) number encoded in the
computer by the manufacturer. Not
all computers have RF-ID
capabilities. Thisisafixed field and
cannot be changed.

Netfinity Director
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Personalization

ThePersonalization screen is a free-form screen where you can enter
information about your users, system, or computer. Thereisa 32-
character maximum for each of these fields.

Click Asset ID — Personalization to display the Personalization
screen.
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Warranty
The Warranty screen displays information about your system warranty.
Click Asset ID — Warranty to display the Warranty screen.

Serializationl S_I,Jsteml Userl Leasel .-’-‘«ssetl Personalization Wanant_l,ll

Cost |

End Date |Januau- | |1 i’lmgg i’

[ata zpace remaining: -21 el |

Thefollowing items are displayed on the Warranty screen.

Iltem Description
Duration (months) The duration of your warranty
agreement.
Cost Thetota cost of your warranty.
End Date (mm/dd/yy) The date that your warranty ends.

Configure Alert On LAN

A user with administrative security-status can use the Alert On-LAN
task to set the options related to network system alerts.
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Whenyouclick Alert On-L AN from the Netfinity Director Tasks pane,
the system displays the following screen.

Spstem LIUID: 949751A5-BE43-2112-B30F-0004AC36306F
Alert transmnizsion status: % Enabled " Dizabled

Ewvent auto-clear: ' Enabled " Dizabled

Frowy zerver [IP address:Part]: I:ESDD

Heartbeat imer penod [zeconds): IEI

W atchdog timer period [gecondsz): |EI

Transmission attemnphs: |3

Ewvent poling penod [seconds]: ISEI

The following items are available on the Alert On-LAN screen.

Item Description

System UUID A Universally UniquelD (UUID) is
assigned to each system board for
system-management purposes.

The UUID is stored in the BIOS on
the system board.

Alert Transmission status Select Enabled or Disabled. This
option determines whether the
system alerts are on or off.

Event auto-clear Select Enabled or Disabled. If this
option is enabled, the system sends
an aert each time the condition is
present (multiple aerts). If this
option isdisabled, the system sends
an aert for a condition only once
(no reminder aerts).
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Item Description

Proxy Server |P Address Theinternet protocol addressfor the
server you use to communicate with
your client computers. The IP
Addressis determined by your
system administrator.

Heartbeat Timer Period The Alert On-LAN proxy computer
verifies that the client computer is
running. Thisis the number of
seconds between system checks,
values are 43-5461 in increments of
43. The default valueis 0. Zero
indicates the timer is off.

Watchdog Timer Period If the watchdog timer indicates that
aclient computer has stopped, the
watchdog timer automatically sends
amessage to the proxy computer.
Thisisthe period between polls for
the watchdog timer (measured in
seconds), values are 86-5461 in
increments of 86. The default value
is 0. Zero indicates the timer is off.

Transmission attempts The number of retries for
transmission after your system
stops. The default value is 3.

Event Polling Period The polling period for software
problems. The default valueis 30.

If you make any changesto your default user optionsfor Alert On-LAN,
click Apply to save your options and return to the UM Services main
screen.

Using the Configure SNMP Agent Task

The Configure SNMP Agent tool supports|BM hardwareonly. Thistool
listens for SNMP traps from specific IBM products and translates them
into Netfinity Director aerts.
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Using the CIM Events Task

Netfinity Director includes UM Services CIM events. Y ou can access
these eventsthrough the ND Event Action Plan Builder window. Take
the following steps to access these events:

1. Fromthe Netfinity Director toolbar, click the Event Builder icon.

The Event Action Plan Builder window opens.

i Event Action Plan Builder
File Edit View Help

P 0

Event Action Plans

Event Filters

Actions

[ Event Action Plan

=-<fp Simple Event Filter

<f Critical Events
«fb Fatal Events

«+f Harmless Events
< Minor Events

B Unknown Events
< wiarning Events

=k Add a Message to the Consolg
[E Add an Eventto the Event Log
4 Postto a Mews Group (NNTF)
2l Publish to the Syster Manage
Send an Alghanumeric Page (|
Send an Event Message to a C
= Send an Intemet (SMTP) E-ra
=3 Send an SKMP Trap to an [P H
Send a Mumeric Page

[E set Event System Variable

= Starta Program on Any Directo
E Start a Program on the "event’
Start a Program on the Directol|
{5 Start a Task on the "event" Sysi

y 5l

Ready

2. Expandthe Simple Event Filter tree and double-click on All

Events.

The Simple Event Filter Builder window for All Events opens.
Deselect the Event Type Any checkbox.

Click on the plus sign next to CIM, expanding the tree.
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+|= Simple Event Filter Builder: All Events

File Help

B B

Event Type | Severityl DayTime | Category| Sender Mame
[ Ay =-ell
#-LIM Services Events
‘Windows NT Event Log
#-Windows NT Senvice
F-indomis Registry
- Cluster
- Director
+-Directar Agent
+-Metfinity Storage
B
&
£

H-Metfinity Systemn
H-SMMP
t-Aindowes WT Event Log

5.  Click ontheplussign next to the UM Services Events, expanding
the tree.

+|= Simple Event Filter Builder: All Events

File Help

B B

EVBntTYWlSeverityl DawTime | Category | Sender Mame
B = CIM

=-LIM Services Events

‘Chassis Intrusion CRITICAL
‘Chassis Intrusion WARMNIMNG
‘Disk Space Low CRITICAL
‘Disk Space Low WARMING
‘Fan CRITICAL

Fan WARNING
‘Temperature CRITICAL
‘Temperature WWARRNIMNG
Moltage Abnarmal CRITICAL
Moltage Abnarmal YWARMIMG
H-WYindows NT Event Log
HANindows NT Service
FWindows Registry

H-Cluster

+-Director

+-Director Agent

£ Metfinity Storage

(k!

W Wl el

The following UM Services CIM event types are displayed:
m  Chassisintrusion CRITICAL

m  ChassisIntrusion WARNING

m  Disk Space Low CRITICAL

m  Disk Space Low WARNING
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Fan CRITICAL

Fan WARNING

Temperature CRITICAL
Temperature WARNING
Voltage Abnorma CRITICAL
Voltage Abnorma WARNING
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Upgrading from Netfinity Director
to Tivoli IT Director

Features

This appendix contains information on the features you will gain by
upgrading Netfinity Director to the management products from Tivoli
Systems. The upgrade will provide a comprehensive systems
management solution, save the costs of redeployment, and retain the
hardware management features of Netfinity Director.

Y ou can purchase the upgrade from any authorized Tivoli Reseller.
Please visit the Tivoli Upgrade page at

http://wwv. tivoli.conftivoli_upgrade

to find more information about the upgrade or to locatea Tivoli Reseller
near you.

in Tivoli IT Director

The Tivoli upgrades from Netfinity Director provide the full systems
and application management capabilities of Tivoli IT Director while
retaining the hardware management functionality of Netfinity Director.

New functionality, added by upgrading, includes:
m  Software Distribution

» Distribution templates for Microsoft Office, Microsoft
Outlook, L otus Notes, Symantec Antivirus, and other software
products
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« Package creation wizards for Adobe Portable Document
Format (PDF) and InstallShield

e Custom File Packages

Application Management

e Web server managment included

e Ability to add Tivoli solution modules:
— Tivoli Manager for Microsoft SQL
— Tivoli Manager for Microsoft Exchange
— Tivoli Manager for Lotus Domino

e Ability to add modules from partner solutions, such as
Symantec, ABC Systems, Troika Software, and JSB
Corporation

Problem Management

Built-in problem manager

Network Management

Compile, browse, and manage any SNMP MIB

IT Management Homepage

Management website publishing and web-cast channel capability
Enhanced group management

New capabilities for monitoring and event management

Support for managing the IBM AS/400 platform




Using Netfinity Director with
Tivoli Enterprise

Some Netfinity Director components are designed to work with Tivoli
Enterprise Framework (i.e. TME 10). For example, the UM Services
Client has an installation option for the Tivoli Management Agent
(endpoint), and Netfinity Director has an installation option for aTMR
Gateway. When utilizing the TMR Gateway feature in Netfinity
Director, there are some feature differentiations.

Firgt, the TMR Gateway in Netfinity Director is not atrue Tivoli
Enterprise Framework gateway. Y ou cannot:

m  Migrate endpointsto Netfinity Director

m  Assignthe gateway to the endpoint using the Ics.login_interfaces
setting

m  Useany of thew commands.

Secondly, the Netfinity Director TMR Gateway is designed to listen
only for broadcast logins (as opposed to "normal" logins) from
endpoints. If it hears abroadcast |ogin from an endpoint, it will respond
back to the endpoint and imitate enough of the semantics of a"true"
Tivoli Enterprise Gateway to satisfy the login request. Afterwards, it
will execute one downcall, the installation of the Netfinity Director
agent.

Inusing Netfinity Director insideaTivoli Enterprise network, please be
aware of the following conditions:
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m  ThelD that you configure on the Director TMR Gateway
discovery preferencesdialog isjust a placeholder. If you do not
pass oneto the endpoint during itslogin, login recognition does not
occur. TheID has no preferred or set value and can be set to any
set of aphanumeric characters.

m  TheNetfinity Director TMR Gateway does not interact with other
Tivoli TMR gateways.

m  Currently, Netfinity Director does not support the distribution of
unigue RSP filesfor installations using the TMR Gateway method.

To enable communication between the Tivoli endpoint and the Netfinity
Director TMR Gateway, you must configure the endpoint broadcasting
feature. Set the beast_disable parameter in the lasg.cfg file of the
endpoint to O (the default). For best results, shut down any true TMR
Gateways that may be running in the broadcast space of the Tivoli
Management Agent endpoint. See the section, "Enabling Addtional
Functions," in Chapter 4 of the UM Services User’s Guide provided on
the Netfinity Director with UM Services CD for more information.
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