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1.0 Overview

Remote boot or “root boot” is the name used when referring to a server configuration where the
Server's operating systemisinstalled on alogica drive (LUN) that is not resident locally to the Server
chassis. This document will describe in details the process that you must go through to setup a remote boot

for IBM eServer BladeCenter Serversusing alogical drive from Fibre Channel Storage Array.

This processisintended for a configuration of a Blade Center directly connected to the Storage
Array using Fibre Channel (FC) cables (Figure 1) If the Blade Server is connected to the Storage Array via
FC switches (Figure 2), please reference the IBM eServer BladeCenter Interoperability guide first for
instructions to correctly integrate the BladeCenter into an existing FC switched fabric. Upon following
these preliminary tasks, you will be able to use the information in this document to set up remote boot.
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Figure 1. BladeCenter is
directly attached to the
FASIT storage subsystems
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Figure 1.- BladeCenter in Direct-attach SAN environment
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Figure 2.- BladeCenter in Fabric-attach SAN environment
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2.0 Change Notification

Change Revision | Description | Date
1.0 Initial release 07/10/2004
2.0 SAN Volume Controller Support 01/31/2005
Include SDD inintird for Linux installations
AlIX SDD notice for rootvg
Minor corrections
25 Section “Verifying path to FC device removed”. 05/13/2005

“Installation Flow (Quick Guide)” section added (section 5.0).

Notes about redundancy added to section 5.0 and 15.0.

Important Notice for SLES9 added to section 13.0

Serial Over LAN configuration using Cisco ESM added to section 10.0
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3.0 Using this document

This document will demonstrate to the Storage Administrator audience how to prepare, configure,
and boot the IBM eServer BladeCenter using IBM Fibre Channel based storage solutions. The initia view
of this document describes how to configure the Blade Center Fibre Channel expansion adapter, provides a
brief overview of the BladeCenter 1/0 module subsystem, and detailed steps for configuring Remote boot.
Additionally, this document describes ‘ how to’ and best practices for configuring the Fibre Channel
capable modules using DS4000 disk systems series (formerly FASIT) and ESS Storage platforms. | would
like to point out that this document was not intended for use in configuring Clustered Hosts for Remote
boot.
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4.0 Preparation Checklist

As apreparation procedure, ensure that you either have access or have researched the following areas
before proceeding to configuration.

Fibre Channel expansion adapter

v' Verify that the FC Expansion card option is p/n: 73P6112, which supports JS20 remote boot. Options
13N2203 and 48P7061 are supported in the JS20. However, they are not boot capable.

v" Review the Blade Center Fibre Channel Adapter Installation & User’s guide.

v" Refer to the Storage vendor’ s Settings for assigning the Boot LUN. In most cases, thiswill be LUN 0
(zero).

¥ Ensure that the Fibre Channel Adapter has the latest supported F-Code, known as FC BIOS in the Intel
space. Thisislocated at: www.ibm.com/support.

Fibre Channel Switch Module

v" Review the appropriate Switch Module installation & User’s guide.

v For the Optical Pass-thru module, ensure that the OPM (break-out) cable is using the correct mapping
to identify the Blade that you intend to configure for remote booting, thisis further explained in section
7.2.

Review the Blade Center’ s Fibre Channel switch Interoperability Guide.
Backup the switch fabric configuration to afile.
Record the IP Addresses of the BladeCenter Fibre Channel Switch module.

emote Management workstation for configuring remotely
Configure a Remote Management workstation which can be used to access the Fibre Channel switch
module viaan IP address. Thisis asystem with the IBM FASIT Storage Manager installed also and
can be used to manage the storage.

v" If using the Embedded I1BM BladeCenter 2-port Fibre Channel Switch Module or IBM BladeCenter 6-
port Fibre Channel Switch Module, install the IBM SAN Browser (previously called Utility) switch
management application on the Remote Management workstation to have a graphical interface for
managing the Fibre Channel Switch module. This workstation should be running the latest Java Utility.

DS4000 disk systems series (formerly FAStT) Storage
Reference the most current DS4000 series readme files, Installation and User’ s guides to ensure that
you are comfortable with the configuration to follow. Otherwise, contact your local Blade Center
support representative.

v'Install the Storage Manager software on the Remote Management workstation for storage
management.

v' Obtain the |P Addresses of the DS4000 series Storage subsystem.
v" Obtain the necessary Storage Partitioning Premium Feature if required.

v' Ensure that the DS4000 series Storage subsystem and drives are cabled in accordance with the DS4000
series cabling guide.

ANEJENENEN

v' Contact your Storage support representative for supported configurations.

ESSand SVC Storage

v' Reference the most current ESS/SVC Readme, Installation and User’ s guides to ensure that you are
comfortable with the configuration to follow. Otherwise, contact your local Blade Center or Storage
support representative.

v' Contact your Storage support representative for supported configurations.
Minimum JS20 Firmwar e and HBA Fcode versions

v' Ensure that the JS20 firmware is at FW04430130 or higher and the HBA Fcode version is v1.05 or
higher (the code can be updated using the Standal one Diagnostics CD-ROM, latest version can be
obtained at: http://techsupport.services.ibm.com/server/mdownload/diags - this is bootable CD).
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5.0 Installation Flow (Quick Guide)

This section can be used as a quick guide for experienced users. See section 6.0 -> for detailed installation
instructions.

Configure single FC path
v Disable FC port to HBA on FC switch in bay 4 or remove switch in bay 4.

Gather WWN of FC adapter

Access the Open Firmware prompt at <D5BB>

Type: dev /packages/gui

Type: setup-fcp-disk

Select the adapter and force a scan.

Exit the “ setup-fcp-disk” menu.

Type: dev /pci @8000000f8000000/pci @1f/fibre-channel @1
Type: my-wwn

Type: .

Record the WWN of HBA

AN NN NN

Zonethe FC switch

v' Zone the FC switch; include the WWN of HBA and Storage Controller in the zone.
v' Add the zone to the zone config.

v' Activate the config on the switch.

Create and Map L UN to Host

v" Create one boot LUN.

v Using the storage management software for your storage device, map the LUN to the WWN of the
HBA of the FC daughter card in the blade server.

OS Install
v' Insert the CD-ROM of the OS that you want to install and assign the CD-ROM and boot sequence to
the blade server that you want install.

v" Power ON the blade server and continue to install the OS on the blade server.

Configure Boot sequence
v’ Boot to Open Firmware prompt and enter the “setup-fcp-disk” menu and configure the boot LUN.
v’ Change boot sequence within the MM interface to “Hard drive 2”.

Configurefor redundancy

NOTE: JS20 cannot boot over the second HBA port. Once the OSis up and running, however, it will
failover as needed to the second port to access non-boot hard drives if supported path failover softwareis
properly installed

NOTE: SDD for AlX do not support redundancy for rootvg (boot disk).

v' Enable the second path by inserting the FC switch in bay 4 or enable the port for the HBA.
v" Install the multi-path software, ex RDAC if using DS4000 or SDD if using SVC or ESS.
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6.0 About the BladeCenter I/O Subsystem

The IBM eServer BladeCenter is capable of containing up to fourteen processor blades for the
Enterprise chassis and eight for the Telco chassis, two management modules, and four total 1/0 modules.
Based on the current blade design, only Ethernet* (ENET) or Optical Pass-thru (OPM) 1/0 modules can be
inserted into Bays 1 & 2. Any type of defined switch module, for example the Ethernet Switch Modules,
Fibre Channel and Optical-Pass-Thru, can be inserted into Bays 3 & 4. However, for the purpose of this
document, the 1/O module will either be a Fibre Channel switch or Optical Pass-Thru module used in Slots
3or 4. The corresponding blade server 1/0 expansion card must match with the 1/0 module protocol type.
For example, the Fibre Channel daughter-card supports the Fibre protocol and only the OPM or Fibre
Channel switch moduleis supported. On a BladeCenter chassis, the four switch bays are numbered from a
rear view perspective as shown in below in Figure 3. Also, the JS20 blade server requires two Ethernet
switchesto beinstalled, in Bays 1 & 2. Bay 1 requires a Serial Over LAN (SOL) capable Ethernet switch
module and Bay 2 requires a Ethernet switch module for data traffic. For additional information about SOL
requirements, see the “Enabling and configuring SOL (Serial Over LAN) on an 8842 Blade Server
Whitepaper” for more in-depth SOL instructions, this can be found at: http://www-
3.ibm.com/pc/support/site.wss/document.do? ndocid=MIGR-55018

DD 1 (I

[ o I

Figure3. Enterprise and Telco Blade Chassis Rear view (/0O subsystem)

7.0 Preparing the BladeCenter Server FC Expansion card for
Remote Boot

This section is intended to provide a description and steps for preparing the JS20 Blade
Servers with and I/O expansion card in preparation to Remote Boot from Fibre Channel Storage. The JS20
Server Blade has the capabilities of using the FC Expansion card that is designed with dual-channels.
When the Blades using FC expansion cards are inserted into the BladeCenter’ s chassis they interface with
two mid-plane’ s which provides connectivity to I/0O modules 3 and 4 in the rear of the chassis.

The diagram in Figure 4 depicts placement of the FC expansion card on the Server blade. For a
more detailed overview of the FC expansion card, you should refer to the Installation and User’ s guides.

1
Ethernet will be abbreviated as ENET in the rest of this document.
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Figure 4. -JS20 Blade FC Expansion card layout

7.1 Installing the FC Expansion Card

NOTE: The IBM BladeCenter JS20 Fibre Channel Expansion Card - option part number (p/n) 73P6112 is

currently the only adapter which has been tested for remote boot with JS20.
1. Ensurethat the JS20 blade server is powered-off.
2. Remove the JS20 blade server from the chassis (if installed in the chassis).

3. Remove the cover of the JS20 blade server.
4. Remove the FC Expansion Card from the static-protective package.

5. Slide the narrow end of the FC Expansion Card into the raised hook on the tray.

6. Align the FC Expansion Card connectors with the network-interface option connector and the

PCI-X expansion slot.

7. Gently pressthe card into the connectors.

8. Lower the cover so that the slots at the rear slide down onto the pins at the rear of the blade server.

Important: The blade server cannot be inserted into the BladeCenter unit until the cover isinstalled and

closed. Do not attempt to override this protection.

The following example (Figure 5) shows how to install an FC expansion card on the blade server.
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Figure 5. =JS20 Blade FC Expansion card layout

9. Instal the JS20 blade server into the BladeCenter chassis.

7.2 Record Host Adapter Port Name

Gather the WWN of the host adapter in the blade from the name server of the fibre switch module, as
shown in the following example. Thisinformation is needed later to map the LUNSs to the JS20 blade server
using Storage Partitioning (LUN masking). The WWPN can be gathered from the Open Firmware
command line, as shown in the following example.

Open Firmware command line

1. Power onthe JS20 blade server. During the boot, at the
D5BB prompt, press <8> to enter the Open Firmware
command line.
Type: dev /packages/gui
Type: setup-fep-disk
Select the adapter and force a scan. Ensure that the version of
the F-code islisted.
5. Exit the “setup-fcp-disk” menu.

~wn

6. Type: dev /pci@8000000f8000000/pci @1f/fibre- <==move to fibre-channel node
channd @1

7. Type: my-wwn <==type my-wwn

8. Type . <==type . to print it

9. Following output will appear:

1 >. 2100000d60d31448 ok
10. Record the WWN of HBA

Alternatively, the WWN of the HBA can be gathered from the switches, note that the FC driver needs to be
|oaded before the HBA will login to the FC switch.

Brocade Switch Module Commands | Qlogic Switch M odule Commands
1. Start atelnet session and login to the switch 1. Start atelnet session and login to the
2. BSSM: >nsShow switch

3. BSSM: > logout FCSM: USERID> admin start
FCSM (admin): USERID> ns show
FCSM (admin): USERID> admin end

FCSM (admin): USERID> logout

agrwnN
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7.3  Configuring FC Expansion card parameters

The default settings should be used for the FC expansion adapter.

8.0 Configuring IBM eServer BladeCenter FC Modules

This section describes I/0 modules that support the FC expansion card. Therefore, 1/0 modules
must reside in slots 3 or 4. The I/O modules are provided in two flavors; Fibre Channel Switches and
Optical Pass-thru modules that can be used as interconnects to attach the Blade Center into an external
SAN environment.

The Fibre Channel switch module is designed to reduce the amount of cabling that is used to
interface to the external SAN environment. The Fibre Channel switch module aso has resident
functionality of atraditional Fibre Channel switch.

The Optical Pass-thru module is designed to allow /O expansion card break-out capabilities to an
external SAN environment. Because the optical break-out provides a one-to-one (FC expansion-to-external
device) port correlation, it may become more feasible to utilize an intermediate switch device. This
intermediate switch device allows cable extensibility and aggregates the flow of traffic to a Target device
with minimal port-count.

NOTE: Theinstructionsin this section assumes that the FC modules has been installed and configured
with an IP-address. Y ou should consult the documentation that comeswith the FC module for
additional guidance.

8.1  Configuring Fibre Channel Switch module for a Remote Boot
environment

This section describes two important concepts; Zoning and Interoperability. These should be
considered when deploying BladeCenter in a Remote boot SAN environment while using Fibre Channel
Switch Modules. Also, this section does not assume that you are using a particular type of Fibre Channel
switch module, only that the switch module inside the BladeCenter is afunctional IBM eServer
BladeCenter Fibre Channel switch module. The following embedded BladeCenter FC modules have been
tested for remote boot with the JS20 blade server:

IBM eServer BladeCenter 2-port and 6-port Fibre Channel Switch Module
Brocade Entry/Enterprise SAN Switch Module for IBM BladeCenter
IBM eServer BladeCenter Optical Passthru Module (OPM)

A. Zoning

Zoning is used to prevent propagation of state-change traffic to other Bladesin the Fabric. Itis
recommended that each Blade that has 1/O expansion cards resident be included in a separate zone. Thisis
to prevent extraneous State-change traffic to other Blades that may be in operation. Although in most
cases, thistraffic is non-disruptive, it can have a dight performance impact on adjacent Blades in the fabric.
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Figure 17. - Zoning Concept

Follow the zoning example provided in Figure 18 to guide you through zoning setup for your
configuration. When zoning, ensure that the zone only contains the WWN of the HBA (FC daughtercard)
and the backend storage controller. NOTE: One FC path only during OS installation.

IBM eServer Brocade SAN Switch Module  I1BM eServer Fibre Channel 2-port FC

(using CL1I) Switch Module (using CL1)
1. brocadessm:USERID> zonecr eate 1. Start azone editing session:
“Bladel”,” WWPR” cli $> admin start
cli (admin) #> zoning edit
2. brocadessm:USERID> cfgcreate “ RemoteBoot”
“Bladel” 2. Creste a zoneset:
cli (admin-zoning) #> zoneset create
3. brocadessm:USERID> cfgenable “ RemoteBoot” RemoteBoot
4. brocadessm:USERID> cfgsave 3. Create azone:

cli (admin-zoning) #> zone create Bladel

4. cli (admin-zoning) #> zone add Bladel
WWPn

5. Make the zone a member of the zoneset:
cli (admin-zoning) #> zoneset add
RemoteBoot Bladel

6. Savethezoning session:
cli (admin-zoning) #> zoning save
7. Activate the zoneset:

cli (admin) #> zoneset activate
RemoteBoot

8. Exit from admin mode:
cli (admin) #> admin end
Figure 18. - Zone Configuration stepsusing the Brocade SAN switch Module and 2-port FC switch Module

NOTE: These zoning steps must be repeated for each Fibre Channel Switch Module.

B. Interoperability
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For SAN environments that operate on the premise of Open Fabrics, interoperability may be
inherent. Open Fabrics are SANs where vendor neutral device integration is permissible. Interoperability
is described as interconnecting two or more Switch Fabric devices of different vendor types.

When attaching the BladeCenter into any SAN environment, it isimportant to understand the SAN
vendor of the devices that you are attaching to. Once thisis determined, you should proceed to gathering
appropriate documentation that will guide you in designing this interoperable SAN. For the purpose of
Remote booting, you should consult the Storage vendor to ensure that I nteroperable Fabrics are supported.
For best practices, before proceeding to integrate the BladeCenter into an existing Fabric, you should
backup your switch configuration. Additionally, for BladeCenter Interoperability guidelines see the IBM
eServer BladeCenter Fibre Channel Interoperability Guide, available at http://www.pc.ibm.com/support.

8.2  Configuring Optical Pass-thru module for a Remote Boot
environment

NOTE: Red Hat LINUX Version 3 Update 2 does not support OPM. See Retain tips H182518 for
more information.

The Optical Pass-thru module (OPM) provides 4-pair of fiber optic cable break-outs per single
Optical transceiver. The OPM has 4 Optical transceivers numbered 1 thru 4 on the face of the OPM that
alows communication to the device. Each cable correlates to a particular Blade slot. For example, break-
out Cable extension 1 thru 4 of Optical transceiver port 1 correlates with the Bladesin slot 1 thru4. The
break-out cable extension 1 thru 4 of Optical transceiver port 2 correlates with Blades in slot 5 thru 8 and
so on. Depending on whether the OPM isin slot 3 or 4 will determine whether you have connectivity to
the upper or lower port of the I/O Expansion card.

Connector-pair A

Connector-pair B
Connector-pair C

Connector-pair D

ol o
ABCD!
GO GO
ocog)
oCcoo

daleis
LINK DK

Figure 19. - Optical Pass-Thru Module and Break-out (SC-type) cable

Because the OPM serves as a physical extension of the FC expansion card ports, thereis not a
concern for Interoperability or zoning on the OPM per se. The SAN Administrator should be mindful of
cable management and port-count when designing a SAN using OPM.
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Figure 20. - SAN diagram using OPM

As shown in figure 20, the OPM is directly attached to the external switch. The external switch can be
zoned as described in the zoning section of “ Configuring Fibre Channel Switch module for Remote boot
environment” section of this document. It is also recommended to consult the switch vendor’s
documentation to find out more about Zoning.

8.3 Configuring a Single Path to the Storage Server

During the installation of you Operating System there should only be one path active to each JS20 blade
server. The second or alternate paths can be activated after the installation of the Operating System. Follow
the steps in the following example to disable the second path on your embedded BladeCenter switch. If you
areusing aOPM, simply remove the FC cable going to the OPM in slot 4 during the installation of the OS.
Note: In this example, the Storage Subsystem is connected to port 0 on the embedded BladeCenter switch
module.

Brocade Switch Module Commands
1. Start atelnet session to the switch

2. Loginusing ‘USERID’

3. BSSM: > portDisable 0

4. BSSM: > logout

Qloglc Switch M odule Commands

Start atelnet session to the switch

FCSM: USERID> admin start

FCSM (admin): USERID> config edit

FSCM (admin-config): USERID> set config port
0

set port O to offline

FSCM (admin-config): USERID> config save
FCSM (admin): USERID> config activate
FCSM (admin): USERID> admin end

FCSM (admin): USERID> logout

PWODNE

©CXNoO

9.0 Configuring Fibre Channel Storage arrays

Up to this point, the Storage Administrator has configured the Blade Server, FC Expansion card,
and FC module. During the installation of the Operating System it is highly recommended that there is
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only one single path enabled to the blade, as multiple paths can cause problems during the installation.
Once the Operating System has been installed, you can enable the second/alternate path and continue to
configure the blade for multi pathing. This section describes attaching the IBM eServer BladeCenter into a
SAN and configuring the Blade to Remote boot devices from the DS4000 series or ESS storage array.

NOTE: The instructionsin this section assumes that the Storage subsystem has been installed and
configured with an IP-address. Y ou should consult the documentation that comes with the Storage
Subsystem for additional guidance.

9.1 Configuring DS4000 series Storage for Remote boot

NOTE: Thefollowing stepswill be performed from a Remote workstation that hasthe FASIT Total
Storage Manager client installed. Y ou should consult the DS4000 series documentation for
additional guidance.

1. Instal the IBM FASIT Storage Manager Client on the designated Remote workstation.

2. LaunchtheIBM FASIT Storage Manager Client, for in-depth instructions consult the DS4000
series documentation.

3. Using the Storage Management application, connect to the Storage subsystem that you intend to
manage and configure for Remote booting.

4. Onceyou have selected the Storage subsystem that you want to configure for remote boot, proceed
to Creating logical drives and arrays. To do this, right click on <unconfigured capacity> and
select <Create Logical drive>, as shown in the figure 7 below. Follow the wizard to create a
logical driveto suit your requirement. For further information see the DS4000 series
documentation.

NOTE on Adding Volumes: Y ou will want to add 2-3 GB LUN, for Operating Systems
Purposes. Additional volumes can be added after the installation of the OS. Perform the
Configuration Update. Only one volume should be assigned to the Host until the installation of
the Operating System has been compl eted.

E2 FastT700 - IBM FASLT Storage Manager (Subsystem -0l x|
Storage Subsystem  View Mappings  Array  Logical Drive  Controller Drive  Help

B & 2 W
3 LopicalPhysical View | [ Mappings View
Lagical Physical
% Storage Subsystemn FastT700 rcontraller Enclosure

B ® Unconfigured ¢

Create Logical Drive...

rDrive Enclosure O

2

< I»]
(8 Partiions AllowedfUsed: 0

Figure7. - Storage Manager client management screen.

5. Proceed to configure Storage partitioning by performing the steps below.
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NOTE: You should review your DS4000 series publications, these will provide more in-depth

examples on Storage Partitioning.

6. Under the Mappings View tab, you should create a host group, host, and assign host ports.

a  Sdect <Mappings> > <Define Host Group>.

b. Click onthe Host group; select <M appings> 2> <Define>> <Host>.

c. Click on the Host that was created in the previous step; select Mappings > Define>
Host-ports. Each Host should initially have a single host-port assigned. Otherwise, the
host will have dual-path access assigned. The host port is the Adapter WWPN that you
recorded while configuring the FC Expansion card. The host type for each of these host-
port types will be Windows® Non-clustered by default and should be changed to

correspond to the Operating system type that you will be installing

(ol x|
Storage Subsystern  View  Mappings  Array  Logical Drive  Controller  Drive  Help

CEER |
@ LogicalPhysical View % Mappings View |

Topalogy |Deﬂned Mappings

B Storage Subsystem FASIT 700 Logical Drive Mame| Accessible By| LUN| Logical Drive Capacit] Type|
éUndeﬁned Mapaings EﬁAccess Default Graup 31 ALC...

Default Group

B2 B HostBladent
Define Host Part..

Eefine Storane Fartitioning

Define Additional Mapping..

Move...

Delete...
Rename...

[L:3

Paditions Allowed/Used: G400

Figure 8. -Configuring Host groups and defining Host ports

7. Right click on the host created in Step 6 and assign the intended boot Logical Drive, as LUN O, to

8.

the Host that was also created previoudly.
Remove the Access Logical Drive from the Host group created in Step 6.

NOTE: ThisLUN isadded automatically to the host group when the first LUN is mapped to it.

Review the figure below to compare with your configuration.
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fa 3542-2ru - IBM FASIT Storage Manager 8 (Subsystem Management) =1

Storage Subsysterm  View Mappings  Array  Logical Drive  Controller  Drive  Advanced Help
IEM
TotalStorag

B = g =

[l LogicalPhysical View [ Mappings View |

Topology |Deﬂned Mappings

° Storage Subsystem 3542-2ru Logical Drive Ma.. | Accessible Elyl LUN| Logical Drive Capacityl Type |

i Undefined Mappings Boot Lun HostGroup ... O 33.862GE Stan...
o %Access HostGroup ... 31 Acc...

T Default Group

Host Server
5B Host Ports

I8 Host Port HBA 1
-8 Host Port HBA 2

m Fartitions AllowedfUsed: 161
Figure 9. - DSA000 series Host-port mapping

9.2 Configuring IBM Enterprise Storage Server (ESS) for Remote boot

NOTE: Thefollowing steps will be performed from a Remote workstation that has been configured to
use the ESS Specialist. You should consult the ESS documentation for additional guidance.

1. Configure the ESS using the ESS Specidlist.
-Storage Allocation
-Open Systems
-Modify Host Systems.

2. Enter theinformation in the text fields of the Modify Host System, as shown in the following
example.

TotalStorace || ENterprise Storage Server, Specialist (7]

Solutions 4 Modify Host Systems ]
o

Host Atiribuies Host Systems List

Nickname =
Status |Bluds Cunars 1 m Blade Ceniter] Bicrosoft Windows

‘Host Type Elads Conter b Miosof: Windows
Problem Elade Coritr2: Mirosoft Windows
Notification [psizoscn o | Moty | Blas CantucZh Diicroso: Windows

Host Attachment

m Bl Contarin Litone (6
Communications [Fime Chanmel atackea =l e h‘"‘“"gfi)“_
T R Elude Cantar31h Diicroso Windows
| Bl Conper Lt (26
World-Wide Port Name Elude Cantarz Lt (356
Bl Conper Bicroso Windows
Users BT = Bl Cortorz st Diicroso. Windows
| (eetect from et of bmovm WWPHE) = Blade Contir3te Bicrosoft Windows
Fihre Channel Ports Elude Cantarzety Diicroso Windows
Llssrza s [orocieyn_1 irosot Windows ¥
Internal < | 1 »

Code

Pexform Configuration Update Cancel Configuration Updaie

3. Addthe Host Attributes to the Host Systems List and Perform Configuration Update.
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4. After the Configuration Update you will be brought to the Open Systems Storage Window, Add
Volumesto the Host. Select the <Add volumes>.
b e s Enterprise Storage Server Specialist (2] i

Solitons | Add Volumes (1 of 2) i
" Click on a Host or Array to see paths
Bladete . BladeCe.. BladeCe . BladeCe.. BladeCe . BladeCe

ssgsaafls =

Legend

Unassigned
| B [ [ e | Not Allocated
iy

Infonmation

Total Free Space: 7624
Largest block of comk

Bay: 1 RAdapex: 2 P
Selected Ranks

—

Licensed
Internal
Code

i— - —

Cancel Adding Volumes W ClearView [ Dexi-- |

Figure11. - ESSHost-port mapping

5. Click on your Host (Host Nickname), and select clusters (Green) from Cluster 1 and/or Cluster 2,
then select Next.
NOTE on Adding Volumes: Y ou will want to add 2-3 GB LUN, for Operating Systems
Purposes. Additional volumes can be added after the installation of the OS. Perform the

Configuration Update. Only one volume should be assigned to the Host until the installation of
the Operating System has been compl eted.

TotalStorace || ENtErprise Storege Server Specialist [7]
Solutions Add Volumes (2 of 2) @
- ' Available Free Space
RAD-5 Amyr [rs7.28 B 1297 6B &
RATD- 10 Ay 0.0 GB ‘ﬂﬂ GE
Status -
Problem Volume Atiributes = DNew Volumes :
Notification R O P ORA R Storage Type ]
Select a Volume Size i L im T
Communications 01GB = Total WS |01 0B
i E| | i |
03GB
04GE j
Number of Yolume =
Yolume Placement :
et (Pl volanes sy, S i oot g
A~ Spread volures across all selected storage areas
Cote =

Figure12. - ESS Host-port mapping

6. You will then see the 2-3GB LUN that was created and that it is assigned to the WWPN of the FC
Expansion card.
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9.3
for

Configuring IBM TotalStorage SAN Volume Controller (SVC)
Remote boot

NOTE: Thefollowing steps will be performed from a Remote workstation that has accessto the SVC
master console. Y ou should consult the SVC documentation for additional guidance.

1

5.

Install and configure the master console using the SV C documentation.

Launch the IBM Total Storage SAN Volume Controller Console (SVC Console), for in-depth
instructions consult the SV C documentation.

Using the SVC Console, connect to the SV C cluster that you intend to manage and configure for
Remote booting.

Once you have selected the SV C cluster that you want to configure for remote boot, proceed to
creating Mdisk groups and Vdisks. To do this, click on <Work with Managed Disks> and select
<Create Mdisk Group>, as shown in the figure 7 below. Follow the wizard to create a Mdisk
group to suit your requirement. For further information see the SV C documentation.

T SWCI - 042164155 - Microsold Inbermed Explorer [ [O]>]
Fle ES Vew Fevordbes Took  Help T

Managed Disk Graups

Status  MDisk Count  WDisk Count  Capacity (ME)  Extent Sice (ME)  Free Space (ME)
ita  Onlng 3 1 [erce 21 B4 BIse4D.
#  Onbne 2 o pPoc 1= SRR
Total: 2 Fihered. 2 Displayed 2 Selected 0
taesnt Tagks
Elvee [ I vt

Figure7. —Create Mdisk group

Create a Virtual disk (vdisk). To do this, click on <Work with Virtual Disks) and select <Create
Virtual Disk>, as shown in the figure 8 below.

NOTE on Adding Volumes: You will want to add 2-3 GB LUN, for Operating Systems
Purposes. Additional volumes can be added after the installation of the OS. Perform the
Configuration Update. Only one volume should be assigned to the Host until the installation of
the Operating System has been completed.
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T EVCL - 042164155 - Microsoll Interned Explorer

| Fie B Wew Fevries Tost  Hep

(@ - © - %) [2) (1] s roone e @] - 23O B

| ez [ v, 216,

S oracls. Ch 42, 164,155 B> ks @ d .|

Welcome
P Manage Clustas
Wark with Nodas
b Weork with Managsd [Hsks
[ Work with Virmal Disks
Hosts
“irlual Disks
“itual igk-te-Host Mapsings
b Manage Copy Send
¥ Serdce and Malntenance

Racsm Tasks
Welcoms
Wirlual Disks

ek nd a0 achion fram tha lis o b LE Thel
Refesh |Last Refresh: 22,0004 065340
BB EE AR T [create vDisks =] 5o
Stloct Mame 1D Group Masne ‘Status MDisk Group Mame Capacity (MB) Type  [FC Magping |RC Mapping |
I SFS Syevol in_grpd Ovling SFEMataliata BS00.0 Sirpad - -
Page 1 0l 1 Total: § Fitersd: 1 Displaped 1 Selectad 0 |

N T #

Figure8. —Create Virtual Disk

Create a host with WWPN from the HBA in the Blade. To do this, click on <Work with virtual
disks> and then select <Hosts>. Select <Create Host>, as shown in figure 9 below. Follow the
wizard to create the host and assign the WWPN from the Blade.

2 VC1 - 0.42.164,155 - M

jicrussl) Inermed Explurer

Edt  Vew Fevorbes Took  Help

e"‘k).ﬁ EEIPSElE:

ke s )] - L0 @B

| nkdess [i] bt 4. 164

18155

Wlcome
P Manage Clustes
b wark with Nodas
b Weork with Managsd [Hsks
[ Work with Virmal Disks
Hosts
‘irtual Disks
irtual Dighte-Host Mapgings
b Manage Copy Send
¥ Serdce and Malntenance

Racsm Tasks
Welcoms
Hosts

Viewing H

3ilE, of BRlect 8 hast and an achion e 1ha is), and Clck Go. C1aals & host by Beiacting thal

Refesh |Last Refresh: 22.001.04 093550
= [ #l7 | [Create anost -1 &

Seloct Hame Pen Gount |
(s SES 4
Page 1 0l 1 Total: § Fitersd: 1 Displayed 1 Selectad 0 |

DT vt #

Figure9. —Create Host
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7. Proceed to map the Virtual disk to the Blade by performing the following steps. Click on <Work
with Virtual Disk> and then select <Hosts>, select the Virtual disk that you want to map to the
blade and select <M ap Virtual Disk>, as shown in figure 10 below.

NOTE: You should review your SV C publications, these will provide more in-depth examples on
Storage Partitioning.

=1 Type I Mapping R Mapping
P| Stripad |- -
Striped

Figure10. —Map Virtual Disk

10.0 Configuring Boot Sequence for Installing from CD
Complete the following steps to set up the startup sequence from the management-module Web interface:

1. Login to the management module.

2. Intheleft navigation pane, click <Blade Tasks>, then select <Configuration>.

3. Scroll down to the <Boot Sequence> page.

4. Select <CD-ROM> as the 1% boot device and select <Save>, as shown in the following example.
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A 192.168.70,.145 BladeCenter Management Medule - Micresoft Internet [xplorer

BladeCenter Management Module server

Bay 4 - J520-Slotd: Blads Boot Saquence ‘@

1% device | GO-ROM

11.0 Configuring Serial Over LAN (SOL)

The BladeCenter Management modul e in the BladeCenter unit contains a video connector for attaching a
monitor. However, the JS20 blade server does not contain a video controller. Y ou need to configure and
establish a SOL connection to the JS20 blade server for console output. This can be done remotely through
aHS20 or H$40 blade server attached to a monitor or using a separate client system using Telnet. For
additional information about SOL requirements, see the “Enabling and configuring SOL (Serial Over LAN)
on an 8842 Blade Server Whitepaper” for more in-depth SOL instructions, this can be found at:
http://www-3.ibm.com/pc/support/site.wss/document.do? ndocid=MIGR-55018

NOTE: The vauesin the examples in this document are examples. Y our settings may be different. Also,
SOL uses the Ethernet switchin slot 1, so it is highly recommended to not configure the first Ethernet
(eth0) device on each JS20 blade server. In order to properly configure a JS20 blade server, you therefore
require two Ethernet switches, one which is capable of SOL in slot 1, seethe IBM website for tested
combinations.

1. Connect and login to the BladeCenter Management Module using your web browser.
2. Make surethat the IBM eServer BladeCenter Management Module and the Ethernet switches are

at the most recent firmware levels. Y ou can check this from the management module, as shownin
the following example.
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Fle Edt View Favortes Tools

Help

192.168.100.125 BladeCenter Management Module - Microsoft Internet Explorer [_ O]

Gk - = - @ o} | @search [Favorices E0veda (B - &

Bla

Firmware VPD)

Address l@ htp: (/192 168, 100,125/ privatefmain, ssi

deCenter Management Module

Li_@Go iL\n)s f

‘E—ay‘ Type | Firmware Type | Build ID | Released | Revision
[1 [ Ethemet 3M | Baot ROM [ BRESMB4G [ 113072002 | 04
1 [ Main Application 1 | BRESMRAG | 1241972003 | &1
[2 [ Ethemet SM | Buot ROM [wwoooos [ 112003 [ z20m
1 [ Main Application 1 | WWOOOOS | 11/11/2003 | 2001
1l [ Main Application 2| ["02/28/2003
‘_\ | Main Application 3 \ ¥ | mm/ddfyyyy i Empt
[3 [FibesM || Main Application 1 | BRFSM [otzrmo0s [ 2019
[4 [FibeSM | Main Application 1 | BREFSM | D1/23/2004 || 420
Management Module Firmware VPD
\_Iﬁ\ Name | Firmware Type | Build ID File Name | Rele
[1 [ wMN189253443 | Main application | BRETE8A | CNETMNUS PKT | 0212
1 [ Baot ROM ['BRERS8A | CNETBRUS PRT | 02-1Z
1l [ Remote control | BRRGSEA | CNETRGUS PKT | 0212
[2 [ Redundant MM | Main application | BRETEGA | CNETMNUS.PRT | 0212
L] [ Boot ROM [BRERS8A | CNETBRUS.PKT | 0212
1 [ Remote control | BRAGSEEA | CNETRGUS PKT | 0212

il

=

NOTE: To update the firmware, see the documentation that comes with the blade server and the readme
file that comes with the firmware update package.

3.

Instructionsfor Non-Cisco ESM: To enable SOL, on the management module, in the left
navigation pane, select <Blade Tasks>, then <Serial Over LAN>, as shown in the following

example.

Flle Edit View Favorites

Tools  Help

BladeCenter Management Module

Serial Over LAN (sOL) @

Use the following links to jump down to diferent sections on this page

Serial Ovar LAN Canfiguration
Serial Ower LAN Status

Serial Over LAN Configuration @

Serial aver LAN Enabled *

SOL WLAN 1D: 4095

BSMP IP address range |10.10.10.80

Transport Parameters

Accumulate timeout !‘5— msec
Send threshold ’-ZSD— bytes
i-':l_
[F msec
vl |

Retry count

Retry interval

_Vj @0 |Links »

o

4_ |&7 pone

[ [ [ intemet

4

The default management-module SOL settings provide the best overall SOL performance. Y ou
can modify these settings to meet requirements that are specific to your BladeCenter unit or

network configuration. Thed

efault SOL values are:
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» Seria Over Lan: Enabled
Usethisfield to enable or disable SOL globally for the BladeCenter unit. Enabling or
disabling SOL globally does not affect the SOL session status for each blade server.
» SOL VLAN ID: 4095
Thisvalueis fixed and cannot be modified.
> BSMPIP Address Range: X.X.X.X
Thisisamandatory field where x.x.x.x is the base | P address for blade serversin the
BladeCenter unit. The IP address that SOL uses to communicate with the blade system
management processor (BSMP) of each blade server is based on the |P address that is set
inthisfield. For example, if the value that you enter is 10.1.1.1, the blade server in blade
bay 1 will have IP address 10.1.1.1, the blade server in blade bay 2 will have |P address
10.1.1.2, and so on.
Accumulate timeout: 5
Send threshold: 250
Retry count: 3
Retry interval: 250

vV VYVVV

Select <Save> when complete.

5. Ingtructionsfor Cisco ESM (CIGESM):

a. Follow the instructions below to configure the CIGESM in bay 1 and the Management
Module to support Serial Over LAN (SoL).

Configure CIGESM in Bay 1to support Serial Over LAN (SoL)

1. Telnettothetop CIGESM and login
2. Runthe following commands to configure SoL on the CIGESM in
switch Bay 1.
NOTE: VLAN can be other then 4094 but must match MM SoL
VLAN
3. Enter config and create and name the VLAN to be used for SoL:
configt
vlan 4094
name SoL
4, Block SoL VLAN from being carried on uplinks:
int range g0/17 -20
switchport trunk allowed vlan remove 4094
5. Allow SoL VLAN to be carried on ports to Blade servers and over to
MM:
int range g0/1-16
switchport trunk allowed vian add 4094
6. Exit config and saveto NVRAM:
end
write
7. Exittelnet session
exit

Configurethe Management Module to support the VLAN for SoL (in this
example we used 4094)

1. Logintothe MM interface and , select Serial Over LAN on the left
hand side.

Make sure Serial over LAN shows Enabled

Set SOL VLAN ID to 4094

Click on the Save button

One left hand side of screen, scroll down and restart the MM.

arwnN
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6. Enable SOL for each blade server. (For each blade server, scroll down to the Serial Over LAN
Configuration section, and in the Serial over LAN field, select Enabled.), as shown in the
following example.

ok - = - @ 3 | @isearch [Favorites Chedia (3| B &
Address [&] hitpijf192.

Fle Edit View Favortes Tooks  Help ‘n

'server

Bilade does not

|suppport SOL ‘ nia ‘ nfa | nia

Bilade does not s o i
suppport SOL

Bilade does not o i i
suppport SOL
| Blade10 Enabled Ready 10.10.10.85

Bilade does not ; ; .

suppport SOL Ve e e

_| Bilade does not ; ; v

g [sunmpon sOL nfa nfa néa

Wl No biade present ‘ ‘ |

Configuration (11 [ us204 [ Enabled | Ready [ 10101080
[12 | Js203 | Enabled | Mot ready | 10.10.10.91
| 13 || Js20-2 | Enabled | Motready | 10.10.10.92
(14 [ Jz201 [ Enabled | Ready [0 101083

Digable Serial Over LAM
Enable Serial Over LAN

=
2| | »

[ [ % intemet A

}@ javascript:bladeSOL(0)

7. Make sure that the status of the SOL session is <Ready> and that SOL is <Enabled>, as shown in
the following example.

11192, 168,100, 125/private/main. ssi

BladeCenter Management Module

| [Bay|  Mame [ soL | soL Session | ESMP IP Address
| [T | No blade present | ‘ |
| _2_| No biade present | \ |
| Ir 3 | No biade present | | |
‘ [ ;?Iade does not | nia ‘ nia | nia
| |suppport SOL ‘ |
I [?| No biade present [ ‘ |
[ T & [Baden [ Enabled | Ready [ 10101088
! [ 7 Sf;;zi;?;gfm ‘ nfa ‘ nfa ‘ nfa
guration ‘ g il;f;;zig%egfm ‘ nfa ‘ na ‘ nfa
| [0 [ Wo biade present | | |
[ T [ [ 504 [ Enabled | notready | 10101090
[ m |[12 [Js203 | Enabled | Reaty [ 10.10.10.91
[ T 13 s2z [ Enabled | Reaty [10.10.1092
[ % 14 [ sz204 [ Enabled | Ready [10.10.1093

Disable Serial Over LAN

[

8. SOL has now been configured.
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12.0 Installing the AIX Operating System

Now that you have configured the FC Expansion card, FC switches and Storage - you are now
ready to begin the installation of the Operating System. The following AlX levels have been validated and

are subjects of this section:
Operating System
AIX 5.2H

Toinstall AIX on JS20, use one of the following two methods:

Network Install using Network Installation Manger (NIM) — See the AIX documentation
Installation using CD-ROM

Theinstructions in this document will describe how-to install AIX on a JS20 blade server using a CD-
ROM.

Important Notice
The customer interface card in the mediatray may need to be replaced. See
Retain Tip H181771 for more information.

12.1 Installing AIX 5.2H or later
1. Insertthe AIX 5.2 CD1into the CD-ROM drive.
2. Turnon the JS20 blade server.

3. Pressthe mediatray button on the JS20 blade server to assign the mediatray to the JS20 blade
Server.
NOTE: Make sure that local switching of the mediatray is not disabled for the JS20 blade server
in the management-module Web interface. For more information, see the IBM eServer
BladeCenter Management Module User's Guide.

4. Telnet to the management module (MM) and start a SOL session, as shown in the example below.
In this example the JS20 blade server islocated in slot 4 in the BladeCenter chassis.

>t el net 192.168. 70. 125

user name: USERI D

paSSV\Drd *kkkkk k%

systenr console -T bl ade[ 4]

E A

5. At the"System Console" screen, select <1> and press enter, as shown in following example.

*xx**xx* Please define the System Console. ****xx*xx*

Type a 1 and press Enter to use this terminal as the
system console.

Pour definir ce terminal comme console systeme, appuyez
sur 1 puis sur Entree.

Taste 1 und anschliessend die Eingabetaste druecken, um
diese Datenstation als Systemkonsole zu verwenden.

Premere il tasto 1 ed Invio per usare questo terminal
come console.
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Escriba 1 y pulse Intro para utilizar esta terminal como
consola del sistema.

Escriviu 1 1 i premeu Intro per utilitzar aquest
terminal com a consola del sistema.

Digite um 1 e pressione Enter para utilizar este terminal
como console do sistema.

>>> Choice [1]: 1

6. Atthe"Language" screen, select your language and press enter. In the example below we are
installing in English, by selecting <1> and enter.

HARDWARE SYSTEM MICROCODE
Licensed Internal Code - Property of IBM
(C) Copyright IBM Corp. 1990, 1994.
All rights reserved.
US Government Users Restricted Rights -|
>>> 1 Type 1 and press Enter to have English during install.
2 Entreu 2 i premeu Intro per veure la instalAlaci¥% en catalO.
3 Entrez 3 pour effectuer l'installation en franpais.
4 F3r Installation in deutscher Sprache 4 eingeben
und die Eingabetaste dr3cken.
5 Immettere 5 e premere Invio per l'installazione in Italiano.
6 Digite 6 e pressione Enter para usar Portuguls na instalapOo.
7 Escriba 7 y pulse Intro para la instalaci%n en espazol.
88 Help ?
>>> Choice [1]: 1

7. At the"Installation and maintenance" screen, select <2> and press enter, as shown in the
following example.

Welcome to Base Operating System
Installation and Maintenance

Type the number of your choice and press Enter. Choice is indicated by
>>>.
>>> 1 Start Install Now with Default Settings

2 Change/Show Installation Settings and Install

3 Start Maintenance Mode for System Recovery

88 Help ?

99 Previous Menu
>>> Choice [1]: 2

8. Atthe"Installation and settings" screen, select <3> and press enter for more options, as shown in
the following example.

Installation and Settings

Either type 0 and press Enter to install with current settings, or type
the
number of the setting you want to change and press Enter.

1 System Settings:

Method of Installation............. New and Complete Overwrite
Disk Where You Want to Install..... hdiskl

2 Primary Language Environment Settings (AFTER Install) :
Cultural Convention................ English (United States)
LAanNgUage . e e v v et me e et English (United States)
Keyboard ..........ciuiiiuinniunnnnn. English (United States)
Keyboard Type.......coiiiiiiiieon. Default

3 More Options (Desktop, Security, Kernel, Software, ...)
>>> 0 Install with the current settings listed above.

88 Help ? | WARNING: Base Operating System Installation
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will
99 Previous Menu | destroy or impair recovery of ALL data on
the
| destination disk hdiskoO.
>>> Choice [0]: 3

9. Atthe"Install options" screen, Enable the 64-bit kernel by selecting <3> and press enter, as shown
in the following example.

Install Options

1. Enable Trusted Computing Base.......... ... iiiiiitienenneenn.
No
2. Enable CAPP and EAL4+ Technology.......... it
No
(English only, 64-bit kernel enablement, JFS2 file systems)
3. Enable 64-bit Kernel. .. ... ...ttt

4. Create JFS2 File SystemsS. . ...ttt ittt et et e e

5. Graphics Software. .. ...ttt it e e e e e e e

Yz% Documentation Services Software.......... .. ...
N?. Enable System Backups to install any system......................
ves (Installs all devices and kernels)

>>> 8. 1Install More Software

0 Install with the current settings listed above.

88 Help ?
99 Previous Menu

>>> Choice [8]: 3

10. Atthe"install options" screen, select “ Create JFS2 file systems’ by selecting <4> and press enter,
as shown in the following example.

Install Options

1. Enable Trusted Computing BasSe. .. ....... ittt eneeenenenennn
No
2. Enable CAPP and EAL4+ TeChNOlogy . ...ttt ii i ittt et ettt eeeeeeean
No
(English only, 64-bit kernel enablement, JFS2 file systems)
3. Enable 64-bit Kernel. ... .. ittt e e e e e e e e e

4. Create JFS2 File SystemsS. .. ...ttt ittt e et e e e

5. Graphics Software. ... ...t e e

Yes

6. Documentation Services Software........ ...t
No

7. Enable System Backups to install any system......................
Yes

(Installs all devices and kernels)
>>> 8. Install More Software
0 Install with the current settings listed above.
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88 Help ?
99 Previous Menu

>>> Choice [8]: 4

11. Attheinstall options screen, select <0> and press to continue with selected settings, as shown in
the following example.

Install Options

1. Enable Trusted Computing Base...........c.iiuiiniiinneneneennn..
No

2. Enable CAPP and EAL4+ Technology...........oiiuiiniiiiiinnennnn.
No

(English only, 64-bit kernel enablement, JFS2 file systems)

3. Enable 64-bit Kernel. ... .. ...ttt e e
Yes

4. Create JFS2 File SyStemMS . . vttt ittt ettt ettt et e e e e
Yes

5. Graphics Software. ... ... .. e e e e

YE? Documentation Services Software........ ...ttt
N?. Enable System Backups to install any system......................
ves (Installs all devices and kernels)

>>> 8. 1Install More Software

0 Install with the current settings listed above.

88 Help ?
99 Previous Menu

>>> Choice [8]: O

12. At the "Overwrite installation summary" screen, select <1> to continue with new install, as shown
in the following example.

Overwrite Installation Summary

Disks: hdiskoO

Cultural Convention: en US

Language: en_ US

Keyboard: en_US

64 Bit Kernel Enabled: Yes

JFS2 File Systems Created: Yes

Graphics Software: Yes

Documentation Services Software: No

Enable System Backups to install any system: Yes
Optional Software being installed:

>>> 1 Continue with Install
S m o o o e oo
88 Help 7 | WARNING: Base Operating System Installation
will
99 Previous Menu | destroy or impair recovery of ALL data on
the

| destination disk hdisko.

>>> Choice [1]: 1

13. Installation will now start to copy filesto the hard drive (be patient). When prompted for CD2,
insert the AIX CD2 and press enter to continue, as shown in the following example.
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Filesets processed: 2 of 56
System Installation Time: 1 hr 9 mins Tasks Complete: 20%

installp: APPLYING software for:
Javal4.sdk 1.4.1.6

installp: Please insert volume 2 into device /dev/cd0 and press Enter
to continue or enter "g" to quit.

14. When prompted for Terminal Type, select <vt100> and press enter to continue, as show in the
following example.

Set Terminal Type

The terminal is not properly initialized. Please enter a terminal type
and press Enter. Some terminal types are not supported in

non-English languages.

ibm3101 tviol2 vt330

ibm3151 tvio20 vt340

ibm3161 tvio2s wyse30
ibm3162 tvios50 wyse50
ibm3163 vs100 wyse60
ibm3164 vt100 wysel00
ibmpc vt320 wyse350
1ft sun

o m s s Messages-----------------

| If the next screen is unreadable, press Break
(Ctrl-c)
88 Help ? to return to this screen.

>>> Choice []: vtl00

15. Select <Accept> and press enter, as show in the following example.

Software License Agreements
Move cursor to desired item and press Enter.
Show Installed License Agreements

Accept License Agreements

Fl=Help F2=Refresh . F3=Cancel Esc+8=Image
Esc+9=Shell Esc+0=Exit Enter=Do

16. Select yes by toggling using tab and press enter to continue, as shown in the following example.

Accept License Agreements

Type or select values in entry fields.
Press Enter AFTER making all desired changes.
[Entry Fields]
ACCEPT Installed License Agreements yes

17. Configure your system as desired and exit <ESC+0> when complete, as shown in the following
example.
NOTE: It is highly recommended that you at least set your root password.
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Installation Assistant

Move cursor to desired item and press Enter.
Set Date and Time
Set root Password
Configure Network Communications
Install Software Applications
Using SMIT (information only)
Tasks Completed - Exit to Login

Fl=Help F2=Refresh F3=Cancel Esc+8=Image
Esc+9=Shell Esc+0=Exit Enter=Do

18. You have now successfully installed Al X 5.2 onto your JS20 blade server. Continue to section
14.0 which will guide you through the setup of the boot sequence.

13.0 Installing the Linux Operating System

Once you have configured the FC Expansion card, FC switches and Storage - you are now ready
toinstall Linux. The following Linux versions are subjects of this section.

Operating System | Platform
SUSE Enterprise Linux v8.0 SP3A
Red Hat Enterprise Linux v3.0 U3

The Linux distribution typically has the FC Expansion card source files. Therefore, you should proceed
with installation and the KudZu application should detect the appropriate device driver for the boot device.

Red Hat and SUSE has the ability for graphic installs using VNC. Prior to start the graphical installation (as
we are using in this section) of either SUSE or Red Hat, download VNC from the internet
(http://www.realvnc.com/) and install onto your management station. VNC is available for general use
under the conditions of the GNU General Public Licence. See the VNC website for installation and usage
instructions.

13.1 Installing SLES8 SP3A or later

1. Insert the SLES8 SP3A CD1in to the CD-ROM drive.
2. Turn on the JS20 blade server.

3. Pressthe mediatray button on the JS20 blade server to assign the mediatray to the JS20 blade
Server.
NOTE: Make sure that local switching of the mediatray is not disabled for the JS20 blade server
in the management-module Web interface. For more information, see the IBM eServer
BladeCenter Management Module User's Guide.

4. Telnet to the management module (MM) and start a SOL session, as shown in the following
example.

Page 32 of 66



>t el net 192.168. 70. 125
user name: USERI D

paSSV\DI'd kkkkkkhkk*k

systenr console -T bl ade[ 4]

5. Attheinstall boot prompt, type:
<install vnc=1 vnc_password=password netdevice=eth1> and press <enter> to continue,
as shown in the following example.
Note: It is highly recommended to not configure ethO as Serial Over LAN is using this device.
Also, for text mode install, simply press <enter> instead of supplying the vnc parameters.

D099
D5BB 1
E1AA
E1AD/
El apsed time since rel ease of system processors: 0 mins 47 secs
E105
Config file read, 92 bytes
Wl come to SuSE Linux (SLES8 SP3)!
Use "install" to boot the ppc64 kerne
You can pass the option "noinitrd" to skip the installer.
Exanpl e: install noinitrd root=/dev/sda4
Wel cone to yaboot version 1.3.6.SuSE
Enter "hel p" to get some basic usage information
boot: install vnc=1 vnc_password=password net devi ce=et hl

6. When prompted, insert the original SLES8 CD1 and select <OK >, as shown in the following

example.
0.14 -0

>>> Linuxrc vl.4 (Kernel 2.4.21-138-pserieshd) (c> 1996-2A82 SuSE Linux AG

l Please make sure that CD number 1 iz in your drive?

n)].l Back =

7. Select whether you want to use DHCP or not, as shown in the following example.
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Telnet 192.168.70.145

>>» Linuxrc vl.4 (Hernel 2.4.21-138-pseries64) (c)> 1996-2882 SuSE Linux AG

l Automatic configuration via DHCP?

Yes |

8. If using static IP, enter your IP address and press enter, as shown in the following example.
Telnet 192.168.70.145

>>» Linuxrc vli.4 {HKernel 2.4.21-138-pseriesb4r <c> 1996-2082 SuSE Linux AG

Please enter vour IP address

192.168.70.222

9. If using static IP, enter your <subnetmask> and press enter, as shown in the following example.
Telnet 192.168.70.145
I SSB_———————
>>» Linuxee vl_4 (Kernel 2.4_21-138-pseriesh4) (c> 1996-2882 SuSE Linux AG

Please enter your netmask. For a normal class C network
this is usuwally 255.255.255.8

R55.255.255.0 |

10. If using static IP, enter your <gateway> and press enter, as shown in the following example.
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elnet 192.168.70.145
|
22> Linuxrc vl.4 (Kernel 2.4.21-138-pseries64) (c> 19962002 SuSE Linux AG

If you need a gateway to reach the server, please enter the
IF address of the gateway. If you do not need a gateway.

Jjust enter your own IP address.

[192.168.70.222

11. If using static IP, enter the address of your <name server > and press enter, as shown in the
following example.
elnet 192.168.70.145
|
>»> Linuxrc vi.4 (Kernel 2.4.21-138-pseriestd) (c» 1996-2002 SuSE Linux AG

Please enter the IP address of your name server. If you
don't use a name server, press ESC.

192.168.70.222

12. Select VT100 by selecting <1> and press enter, as shown in the following example.
What type of terminal do you have ?

1) VT100

2) VT102

3) V1220 (recommended with p690 hvc consol e)
4) X Terminal Enulator (xterm

5) X Terminal Enulator (xtermvt220)

6) X Term nal Emul ator (xtermsco)

7) X Term nal Emul ator (xtermsun)

8) Linux VGA or Franebuffer Console

9) O her

Type the nunmber of your choice and press Return: 1

13. Start VNC viewer, once the VNC server has started, as shown in the following example.
Pl ease wait while YaST2 will be started

Unpacked extension disk...K

starting VNC server. ..
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a log can be found in /tnp/vncserver.log ...

* oKk You can connect to 192.168.70.222, display :1 now
wi th vncvi ewer
*Ex O use a Java capabl e browser on

http://192.168. 70. 222: 5801/

(When YaST2 is finished, close your VNC viewer and return to this
wi ndow. )

Xlib: extension "Xl nput Extensi on" m ssing on display ":1.0".

14. Typethe<IP address:1> (display 1) of the VNC server running on the blade and select <OK >, as
shown in the following example.

Connection details f'5_<|

E WNC server: |192.188.?‘D.222t1 j
Ilse host: display Cancel

£.0. snoopy: 2 )
[Dizplay defaults to Oif nat given) Uptions...

15. Typethe <VNC password>, that you specified during the install boot prompt and select <OK >,
as shown in the following example.

¥MNC Authentication

Cancel

16. Select your language and select <Accept> to continue, as shown in the following example.
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root’s Installation desktop (192.168.70.222:1) (=9
|
Welcome to YaS5T2 —— the SuSE Linux
Language n 0 e q
G Selection installation and system administration program.
Select your language:
Installation [CTIETSTI LG
Settings <E =
Espafiol
Francais
Ennnl LED
Perfarm Ita\iarlo
Installation Bz
b=
Lietuwviy
Magyar
Mederlands
Morsk
- POMUgUES
—— . Portugués brasileiro
3 0\ d1 5 (Chinesel
Gz )

(=

(S YaST_ §se

Installation Settings
Click any headline to make changes or use the "Change..." menu below.

Language
> Selection I

It appears that your machine
has a Linux systern installed. Flease select

@® new installation

To werify this, existing partitions

Installatiorn] must be mounted. This can be a 2 Bootinstalled sustem
Settings time—consuming process for
large partitions. 2 Abort Installation

Please choose what to do:

Perform Select new installation if there
In=tallation] is No existing SUSE Linux

system on your maching or if

you want to replace an existing
SUSE Linux system completely,
abandoning all its configuration =

h\\\\ Em=dd

Abort Installation

18. Make sure that the partition has been configured on /dev/sdbx (where x is the partition number).
Customize the Software selection to suit your requirements.
Note: hdx isthe IDE drive and sdx is the SCS| device, where x is the device number.
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19. Select <Accept> to continue, as shown in the following example.
E root's Installation desktop (192.168.70.222:1)

’ Language
Selection

Installation Settings

Click any headlineg to make changes or use the "Change..." menu below.

Installation
Settings

Perfarm
Installation

e

Mode

* New installation
Keyboard layout

* English (US)
Mouse

* none
Partitioning

* Create boot partition 4.0 MB on fdev/sdbi
* Create swap partition 911.0 MB on /dev/sdb2
* Create root partition 33.0 GB (fdevfsdga with reiser)

Sofiware

* Default system
* + G4Bit Runtime Environment

* + Gnome system
(Cranee)
Ahort Installation

20. Select <Yes, install> to start the installation, as shown in the following example.

warning:

¥asST2 has obtained all the information
required to install SUSE Linux.

The installation will be carried out according

to settings made in the previous dialogs.

To commit the installation and all choices made
so far, choose "Yes". Ghoose "No" to return

to the previous dialog.

Start installation?

21. Insert the SLES8 SP3A CD1 if prompted and select <OK > to continue, as shown in the following

example.

Insert

SUSE SLES 8 Service—Pack Wersion 3
into your CO/OWD drive and press "OK" to continue.
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22. Server will now reboot. Once rebooted, re-connects using VNC viewer (as previously described)
and connect to the VNC server running on the JS20 blade.

23._Set the Linux password and select <Next> to continue, as shown in the following example.

=3

Unlike normal users of the
system, who, for instance, write
texts, create graphics, ar
browse the Internet, the user
"root" exists on every system
and iz called into action
whenever administrative tasks
need to be performed. Log in as
root when you need to be the
system administrator and only
then.

Because the root user is
equipped with extensive
permissions, the password for
"root" should be chosen
carefully. A combination of
letters and numbers is
recommended. To ensure that
the password was entered
correctly, reenter it in a second
field.

All the rules for user
passwords apply to the "roat”
password: Distinguish between
uppercase and lowercase. A
password should have at least
5 characters and, as a rule, not

!

Fassword for "root”, the system administrator

Do not forget what you enter here.

Enter a password for the root user:
L

I********

Reenter the passwaord for verification:

I********|

Expert Options...

Abort Installation

24. Typein the user details and press <Next> to continue, as shown in the following example.
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25.

root’s Installation desktop (linu

If you fill out the fields (First
Name and Last Name), a new
user account is created for this
name with the password given
in the corresponding field.

when entering & passward, you
must distinguish between
uppercase and lowercase. A
password should have at least
5 characters and, as a rule, not
contain any special characters
(e.2., accented characters).

valid password characters are
letters, digits, blanks, and

5 _—HIERE/ 1 2{L0 1=

It's enough to use a password
with a lengih of approximately 8
alpha-numeric characters. To
ensure that the password was
entered correctly, you are
asked to repeat it exactly ina
second field. Make sure you
don't forget your password!

The User login is created from
compaonents of the full name

and nracantad toonm in nne of

Add a new user

Eirst name:

Iibmtest

Last name:

User login:

IibmtestI | Euggestiunl

Enter a password:

|>k>k>k>k>k>k>k>k

Re-enter the password for verification:

|>k>k>k>k>k>k>k>k

[ Forward root's mail to this user

I Details... I [Easswurd settingsl [Additional usersfgruupsl

Ahort Installation

Configure your network interface and select <Next> to continue, as shown in the following

example.

0
=

root's Installation deskiop (linux:1)

Put the hardware settings into
effect by pressing Accept.

Change the values by clicking on

the respective headline or by
using the Change... menu.

The settings displayed are not in

use yet. Because the network is
not yet functioning, network

printers cannot be detected. Use

the YaSTe Control Center to
configure network printers after
the network is up and running.

Installation Settings

Click any headline to make changes or use the "Change

.. menu below.

Network interfaces

* Ethernet network card

* |EM Ethernet cantroller
Mot configured uet.

* |BM Ethernet controller
Mot configured yet.

[0 Don't configure this now

Configured as eth0 with address 192.168.70.222

[z

[ sStart control center
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26. SLES8 has now successfully been installed on the JS20 blade server. Continue to section 14.0
which will guide you through the setup of the boot sequence.

13.2 Installing SLES9

Theinstallation of SLES8 and SLES9 is similar.

Important Notice for SLES9
Using SCSI or hotplug devices may lead to boot failure or mount problems.
On reboot, SCSI or hotplug devices may be assigned to different devicefile
names than before. If the root filesystem moved to a different device name, the
kernel will not find it and fail booting.
Workarounds:
For aroot filesystem use mount by volume label, see below. For al other
filesystems configure mount by UUID using YaST2:

* In YaST2 go to the Partitioner

* For every SCSI device partition /dev/sd? with a mount point, go to Edit...

-> Fstab Options and select Mount in /etc/fstab by UUID.

Using mount by volume label for root filesystem:

* Assign avolume label to the root filesystem and activate mount by volume
label
Go to the YaST 2 Partitioner. Select the root filesystem (Mount on /) and go
to Edit, then Fstab Options. Check Mount in /etc/fstab by Volume label.
Enter alabel inthefield Volume Label, e.g. rootvollabel. Be sureto use
avolume label that is not used by any other volume in the system. Commit
changes (press Ok, Ok, Next).

* Set up the root= kernel parameter in the bootloader configuration
Go to the YaST2 Boot Loader Setup. Press Edit Configuration Files. In the
line that starts with append =, add root=L ABEL =rootvollabel to the kernel
command line. rootvollabel is the Label you assigned to the root filesystem
above. Commit changes (press OK, Finish).

13.3 Installing RHEL3 U3 or later

1. Insert the RHEL3 U3 CD1 in to the CD-ROM drive.
2. Turn on the JS20 blade server.

3. Pressthe mediatray button on the JS20 blade server to assign the mediatray to the JS20 blade
Server.
NOTE: Make sure that local switching of the mediatray is not disabled for the JS20 blade server
in the management-modul e Web interface. For more information, see the IBM eServer
BladeCenter Management Module User's Guide.

4. Make surethat CDROM isinthe CD tray and is assigned to the blade that you are installing. Also,
make sure that the bootsequence to boot on CDROM have been configured. Telnet to the
management module (MM) and start a SOL session, as shown in the following example.

>t el net 192. 168. 70. 125
user nane: USERI D
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paSSV\DI’d kkkkkkk*k
systenr console -T bl ade[ 4]

5. Attheinstall boot prompt, type:
<linux vnc vncpassword=password> and press enter to continue, as shown in the following
example. Also, for text mode install, simply press <enter> instead of supplying the vnc

parameters.
| % pamcwati®localhost:/ T I 1

File Edit View Terminal Go Help

E14A [#]
DO08

E1FO

E1F1

D099
DSBE 1

E1AA
E1AD
Elapsed time since release of system processors: 0 mins 52 secs

Config file read, 207 bytes
Welcome to Red Hat Linux!

Hit <TAB> for boot options.

Welcome to yaboot wversion 1.3.10

Enter "help" to get some basic usage information I

boot: linux wnc vncpasswcrd:passwcrdﬂ
/

6. At the networking device screen, select the second network device (ethl) to configure for VNC, as
shown in the following example..It is highly recommended to not configure ETHO as Serial Over
LAN isusing this device.
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%  pamcwatt®localhost:/

File Edit View Terminal Go Help
Welcome to Red Hat Enterprise Linux

You have multiple network devices on this system. Which
would you like to install through?

eth0 - Broadcom Corporation|NetXtreme BCM57045 Gigabit Ethernet
chl - Broadcom Corporation|NetXtreme BCM57045 Gigabit Ethernet

et B +

| OK | | Back |

ot e +
e +
<Tab>/<Alt-Tab> between elements | <Space> selects | <F12> next screen

7. Specify whether you are using DHCP or static. As shown in the following exampl

e.
%  pamcwatt®localhost:/ k=]

4

File Edit View Terminal Go Help

Welcome to Red Hat Enterprise Linux

Please enter the IP configuration for this machine. Each
item should be entered as an IP address in dotted-decimal
notation (for example, 1.2.3.4).

| |
| |
| |
| |
| |
| [*] Use dynamic IP configuration (BOOTP/DHCP) |
| |
| IP address: - |
| Netmask: postisciiacaiacaiaiiiaiiiiiiiaiyg |
| Default gateway (IP): |
| |
| |
| |
| |
| |
| |
| |

Primary nameserver:

ot g +
| OK | | Back |
ot T +

<Tab>/<Alt-Tab> between elements | <Space> selects | <F12> next screen

/

8. Start VNC viewer, once the VNC server has started on the JS20 blade that you are installing. Type
the < IP address: 1> (for display 1) of the VNC server running on the blade and select <OK >, as

shown in the following example.
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Connection details &l

0 wNCsever [152168.70.2241 | I
Use host:display w
&.q. shoopy: 2 :
[Display defaults to Oif not given) m

9. Typeinthe<VNC password>, that you specified during the install boot prompt and select
<OK>, as shown in the following example.

VNC Authentication

VE Session passward. |

10. Select <Next> to continue, as shown in the following example.

% VNC: Red Hat Enterprise Linux AS 3 installation on host 192.168.70.25

o
x

Online Help — | [Welcome

Welcome to Red Hat
Enterprise Linux

Welcome! This installation Z
process is outlined in detail in
the Red Hat Enterprise Linux
Installation Guide available
from Red Hat, Inc. Please read
through the entire manual
before you begin this
installation process.

Throughout this installation,
you can use your mouse to
choose different options. You
can also navigate the
installation using the Tab and
Enter keys.

Red Hat Enterprise Linux /S

Capyright ©2003 Red Hat, Inc. All Rights Reserved
Use the Next and Back buttons
to progress through these

screens. Click Next to save the [+]

I ‘m Hide L&e{p‘ |ﬂe]ease Notes| | « Back | |b Next ‘

11. At the“Automatic Partitioning” screen, select <sdb> and select <Next> to continue, as shown in
the following example.
Note: hdx isthe IDE drive and sdx is the SCSI device, where x is the device number.
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Y Red Hat Enterprise Linux AS 3 installation on host 192.168.70.23 (=3

redhat.

Online Help ~ Automatic Partitioning

[»

Automatic Partitioning

Automatic partitioning allows

Before automatic partitioning can be set up by the
you to have some control

installation program, you must choose how to use

concerning what data is the space on your hard drives.
removed (if any) from your
system. | want to have automatic partitioning

() Remove all Linux partitions on this system
(@ Remove all partitions on this system
O Keep all partitions and use existing free space

To remove only Linux partitions
(partitions created from a
previous Linux installation),
select Remove all Linux Select the drive(s) to use for this installation:
partitions on this system.

O hda 38154 MB TOSHIBA MK4019GAXE

- <]
To remove all partitions on your b SOE37 B I8N 3552

hard drive(s) (this includes

partitions created by other

operating systems such as Review (and modify if needed) the partitions created
Windows 95/98/NT/2000),

select Remove all partitions

on this system.

- ) R |

‘m Hide Help | | ﬁelease Notes

4 Back B Next
| | > e |

12. At the“Warning” screen, select <Y es> to continue, as shown in the following example.

You have chosen to remove all partitions (ALL DATA) on the
following drives:

Jdev/sdb

Are you sure you want to do this?

I ex |

13. Verify the partitioning at the “ Disk setup” screen and select <Next> to continue, as shown in the
following example.
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Red Hat Enterprise Linux AS 3 installation on host 192.168.70.23

Online Help

[+]

Disk Setup

Choose where you would like
Red Hat Enterprise Linux to be
installed.

If you do not know how to
partition your system or if you
need help with using the
manual partitioning tools, refer
to the Red Hat Enterprise Linux
Installation Guide.

If you used automatic
partitioning, you can either
accept the current partition
settings (click Next), or modify
the setup using the manual
partitioning tool.

If you are manually partitioning
your system, you will see your
...... sk o e AR

|@ Hide Help

[~]

| Release MNotes |

EIE&X

redhat

Partitioning
Drive /dev/hda (Geom: 77520/16/63) (Model: TOSHIBA MK4019GAXB)
= |
38154 MB
Drive fdev/sdb (Geom: 1305/255/63) (Model: IBM 3552)
sdba sdbs
201 MB
‘ New ” Edit ” Delete H Reset ” RAID ” LvM |
[+]
. Mount Point/ Size =1
Device RAID/Volume Type Format (ME) Start| End ‘7
~ (dev/hda
Free Free space 38154 1 77520
= (dev/sdb
Jdev/sdbl PPC PReP Boot 8 1 1
[dev/sdb2 /boot ext3 o 102 2 14
Jdev/sdb3 / ext3 o 9201 15 1187
= [dev/sdb4 Extended 926 1188 1305
Jdev/sdbs swap 5 926 1188 1305 [+
[ [*]
["] Hide RAID device/LVM Volume Group members
| < Back ‘ ‘ P> Next

14. Configure your network settings and select <Next> to continue, as shown in the following

example.

‘Online Help
| |

Network Configuration

Any network devices you have
on the system will be
automatically detected by the
installation program and shown
in the Network Devices list.

To configure the network
device, first select the device
and then click Edit. In the Edit
Interface screen, you can
choose to have the IP and
Netmask information
configured by DHCP or you
can enter it manually. You can
also choose to make the device
active at boot time.

If you do not have DHCP client
access or are unsure as to what
this information is, please

&5 PR

| |m Hide Help ‘ |E3€Iease Notes |

%  VNC: Red Hat Enterprise Linux AS 3 installation on host 192.168.70.25

Network Configuration
Network Devices

Active on Boot |Device |IP/Netmask
| | etho DHCP
ethl 192.168.70.25/255.255.255.0

Hostname
Set the hostname:
O automatically via DHCP

Miscellaneous Settings

@ manually

Gateway:
Primary DNS:
Secondary DNS ‘
Tertiary DNS: [

Edit

‘Q Back ‘

|B> Next |

15. Select whether you want to use firewall or not and select <Next> to continue, as shown in the

following example.
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“Online Help

Firewall Configuration

A firewall sits between your
computer and the network, and
determines which resources on
your computer remote Users on
the network are able to access.
A properly configured firewall
can greatly increase the out-of-
the-box security of your system.

Choose the appropriate
security level for your system.

No Firewall — No firewall
provides complete access to
your system and does no
security checking. Security
checking is the disabling of
access to certain services. This
should only be selected if you
are running on a trusted

bt B R

.|@Hide Help

L R

| [ Release Notes |

%  VNC: Red Hat Enterprise Linux AS 3 installation on host 192.168.70.25

Firewall

|[] A firewall can help prevent unauthorized access to your computer from the

outside world. Would you like to enable a firewall?
) No firewall
(@ Enable firewall

What services should be allowed to pass through the firewall?

| www (HTTP)
O Fre

[ ssH

1 Telnet

[ Mail (SMTP)

Other ports
If you would like to allow all traffic from a device, select it below.

[] etho
[] eth1

‘Q Back ‘

|B> Next |

16. Select your desired language and select <Next> to continue, as shown in the fol |OWI ng example

“ VNC: Red Hat Enterprise Linux AS

‘Online Help

Additional Language
Support

Select a language to use as the
default language. The default
language will be the language
used on the system once
installation is complete. If you
choose to install other
languages, itis possible to
change the default language
after the installation.

Red Hat Enterprise Linux can
install and support several
languages. To use more than
one language on your system,
choose specific languages to
be installed, or select all
languages to have all available
languages installed on the
system.

‘@ Hide Help | | Eielease Notes |

3 installation on host 192.168.70.25

Additional Language Support
Select the default language for the system: | English (USA) ¥

Select additional languages to install on the system:
P

] English (Great Britain)

[J English (Hong Kong)

[ English (india)

[] English (ireland)

[ English (New Zealand)

[ English (Philippines)

[ English (Singapore)

"1 English (South Africa)

|1 English (Zimbabwe) |
[] Estonian

[1 Faroese (Faroe Islands)

[ Finnish

[] French (Belgium)

] French (Canada)

[] French (France)

] French (Luxemburg)

3 L —

H

&2

VST -t

Select Al
Select Default Only

|Q Back |

‘b Next ‘

17. Select your desired Time Zone and select <Next> to continue, as shown in the following example.
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%  VNC: Red Hat Enterprise Linux AS 3 installation on host 192.168.70.25 TR

o
x

Online Help | Time Zone Selection

Location | UTC Offset

[+

Time Zone Selection

You can set your time zone
either by selecting your
computer's physical location, or
by your time zone's offset from
Universal Time, Coordinated.
(also known as UTC).

Notice the two tabs at the top of
the screen. The first tab offers
you the ability to configure by | —

location.
From the interactive map, you 1L0catmn |Descnprion F‘
can click on a specific city, as i*‘"’E”C-’#“"U”l*”ﬂl
indicated by the yellow dots, | America/Nassau
and a red X will appear at your
selection. !Amenca,meigon Eastern Time - Ontario & Quebec - places that did |
LAmarica/Nomea _Alaska Time - west Alaska [+

You can also scroll through the [« I 1
city list and choose your - [] system clock uses UTC

| S N [[*]

|mi-{id£l Help ‘ |Bﬁel9ase Nmes| ‘ < Back ‘ |b Next |

18. Typein root password and select <Next> to continue, as shown in the following example.

%  VNC: Red Hat Enterprise Linux AS 3 installation on host 192.168.70.25 =
Online Help Set Root Password
Set Root Passwo I'd O Enter the root (administrator) password for the system.

Root Password: “

Use the root account only for
administration. Once the Confirm ‘
installation has been completed,

create a non-root account for your

general use and su - to gain root

access when you need to fix

something quickly. These basic

rules will minimize the chances of

atypo or incorrect command

doing damage to your system.

.|@H|de Help ‘ |@ﬂelease Nates| ‘ < Back ‘ | B Next |

19. Select whether you want to customize the package selection or accept default and click <Next> to
continue, as shown in the following example.
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Online Help

Package Installation
Defaults

The installation program
automatically chooses package
groups to be installed on the
system.

Select Accept the current
package list to accept the default
package groups and to continue
with the installation process.

Select Customize the set of
packages to be installed if you
wish to select different or
additional package groups.

| |@ Hide Help ‘ |f§'ﬁelease Notes |

%  VNC: Red Hat Enterprise Linux AS 3 installation on host 192.168.70.25

Paclkage Defaults

The default installation environment includes our recommended
package selection, including:

Desktop shell (GNOME)
Administration Tools
Server Configuration Tools
Web Server

Windows File Server (SMB})

After installation, additional software can be added or removed
using the 'redhat-config-packages’ tool.

If you are familiar with Red Hat Enterprise Linux AS, you may
have specific packages you would like to install or avoid
installing. Check the box below to customize your installation.

(@) Accept the current package list
() Customize the set of packages to be installed

‘4 Back ‘ |b Next |

20. Select the packages that you want to install and click <Next> to continue, as shown in the
following example.

Online Help

Package Group
Selection

Select the package (application)
groups that you want to install. To
select a package group, click on
the check box beside it.

Once a package group has been
selected, click on Details to view
which packages will be installed
by default and to add or remove
optional packages from that
group.

‘m Hide Help | | @'ﬁelease Notes |

% WNC: Red Hat Enterprise Linux AS 3 installation on host 192.168.70.25

=
- 0

b

Package Group Selection

[36/37] Details

Install this group of packages to use the base graphical (X)
user interface.

X Window System

GNOME Desktop Environment [33/33]

e GNOMEisa powerful, graphical user interface which
% includes a panel, desktop, system icons, and a graphical
file manager.

Details

[] KDE Desktop Environment [0/15]

.~ KDE is a powerful, graphical user interface which includes
‘z)' ;1 a panel, desktop, system icons, and a graphical file

manager.

[] Editors [or4]
Sometimes called text editors, these are programs that
@ \a{l_low you to create and edit files. These include Emacs and
i.
[] Engineering and Scientific [or7]
This group includes packages for performing mathematical

and scientific computations and plotting, as well as unit I
conversion. E

Total install size: 1,501M

|ﬁ Back |

‘b Next ‘

21. Select <Next> to finalize the installation and start copy files to your SAN boot device, as shown in

the following example.
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‘Online Help
About to Install

Caution: Once you click Next,
the installation program will begin
writing the operating system to the
hard drive(s). This process cannot
be undone. If you have decided
not to continue with this
installation, this is the last point at
which you can safely abort the
installation process.

To abort this installation, remove
all installation media, and press
your computer's Reset button or
reset using Control-Alt-Delete.

|m Hide Help ‘ |@ﬂelease Notes |

VNC: Red Hat Enterprise Linux AS 3 installation on host 192.168.70.25

| [About to Install

Click next to begin installation
of Red Hat Enterprise Linux AS.
A complete log of the
installation can be found in the /
rootfinstall.log file after
rebooting your system.

A kickstart file containing the
installation options selected can
be found in the jroot/anaconda-
ks.cfg file after rebooting the
system.

‘4] Back ‘

|b Next

22. Change CDROM when prompted. Once copying is complete, select <Exit> to exit the installation,

as shown in the following example.

Congratulations

‘@ Show Help ‘ |ﬁe\ease Notes |

% VNC: Red Hat Enterprise Linux AS 3 installation on host 192.168.70.25

Congratulations, the installation is complete.

Remove any installation media (diskettes or CD-ROMs) used
during the installation process and press <Enter> to reboot
your system.

For information on Errata (updates and bug fixes), visit:
http:ffwww.redhat.com/errata/

For information on automatic updates through Red Hat
Network, visit:
http://rhn.redhat.com/

For information on using and configuring the system, visit:
http: //www.redhat.com/docs/
http: ffwww.redhat.com/apps/support/

To register the product for support, visit
http:ffwww.redhat.com/apps/activate/

|@ Back |

|@ Exit ‘

23. RHELS3 has now successfully been installed on the JS20 blade server. Continue to section 14.0
which will guide you through the setup of the boot sequence.
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14.0 Configuring Boot Sequence and Open Firmware for
Remote Boot

1. Fromthe MM interface, change the boot sequence to <Hard Drive 2> asthe first boot device, as
shown in the following example.

73 192,168, 10,145 DiadeContor Management Madule - Microssit Internat Explorer

2. Select <Save> to save your settings and exit from the MM interface.

3. Power on the JS20 blade server and start a SOL session, as described previously in Section 13.x during
the Operating System install.

4. during the boot, at the D5BB prompt, press <8> to enter the Open Firmware prompt.

5. Type <dev/packages/gui> and press enter. Then type <setup-fcp-disk> and press enter to start the
mini SMS, as shown in the following example.

D5BB 4

E1A1

E1A8 ok

0 > dev /packages/gui ok
0 > setup-fcp-disk

6. Atthe“Main Menu”, select <2> and press enter, as shown in the following example.

pSeries Firnware
Ver si on FW4251120
SM5 1.3 (c) Copyright |IBM Corp. 2000,2004 Al rights reserved.

Mai n Menu
1. Select Language
2. Select Media Adapter
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Navi gati on Keys:

Servi ces

Type the nunber of the nenu item and press Enter or sel ect Navigation
Key: 2

7. Atthe“Select Media Adapter” screen, select <1> and press enter, as shown in the following example.

Sel ect Medi a Adapt er

1. ug842. P1Z. 23A0626- P1- C5- T1
/ pci @000000f 8000000/ pci @f/fibre-chanel @

Navi gati on keys:

M= return to Main Menu

ESC key = return to previous screen X = eXit System
Managenment Services

Type the nunber of the menu item and press Enter or select
Navi gati on Key: 1

8. Atthe“Select Device” screen, select your boot drive and press enter to continue, as shown in the
following example.

scan / pci @000000f 8000000/ pci @f/fibre-channel @/ di sk@lLogi c QLA2312
Fi bre Channel Host Adapter fcode version 1.03.13 06/22/04
Fi rmnvare version 32.27.06

check /pci @000000f 8000000/ pci @.f/fibre-
channel @/ di sk@1000004cf 2f cded, 00-
pSeries Firmare
Version FW4271120
SM5 1.3 (c¢) Copyright |BM Corp. 2000,2004 Al rights reserved.
Sel ect Device
Device Current Device
Nunber Position Nane
1. - SCSI 36401 MB FC Harddi sk ( | 0c=U8842. P1Z. 23A0626-
P1- C5-T1-L21
000004cf 2f cded- LOO )
Navi gati on keys:
M= return to Main Menu
ESC key = return to previous screen X = eXit System
Managenent Services
Type the nunmber of the menu item and press Enter or select
Navi gati on Key: 1

9. Atthe“Select Task” screen, select <2> for “Normal Mode Boot” and press enter to continue, as shown
in the following example.

pSeries Firmare
Ver si on FW4271120
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SMS 1.3 (c¢) Copyright |BM Corp. 2000,2004 Al rights reserved.
Sel ect Task

SCSI 36401 MB FC Harddi sk ( | oc=U8842. P1Z. 23A0626- P1- C5- T1-
L21000004cf 2f cded- LO )

1. Information

2. Nornul Mde Boot

Navi gati on keys:

M= return to Main Menu

ESC key = return to previous screen X = eXit System
Managenent Services

Type the nunmber of the menu item and press Enter or select
Navi gati on Key: 2 ok

0 >

10. Reboot the blade from the MM interface. The blade should now boot to the OS prompt.

15.0 Configuring for Redundancy

Up to this point of configuring Remote boot, these steps have assumed that you were using a
single port of the FC expansion card to perform the OS installation (configured through Port Disable on the
switch). The purpose of thiswas to prevent LUN contention during the OS installation. The next steps will
discuss configuring the 2™ port of the FC Expansion card to become useable in the event of afailure on the
1% port. This section will also describe how to configure the second 1/0 expansion module and install
multi-path software etc. This processis used for connecting the secondary path using Storage Partitioning
for DSA000 series or provisioning for ESS platforms.

I mportant Notice

NOTE: JS20 cannot boot over the second HBA port. Oncethe OSis up and
running, however, it will failover as needed to the second port to access non-
boot hard drivesif supported path failover software is properly installed.
NOTE: SDD for AlX do not support redundancy for rootvg (boot disk).

15.1 Enable second switch path

Enable the second switch path to the Storage controller, using the steps outlined below. If using OPM,
reconnect the FC cable to the OPM in slot 4.

Note: In this example, the Storage Subsystem is connected to port 0 on the embedded BladeCenter switch
module.

Brocade Switch M odule Commands | Qlogic Switch M odule Commands
1. Start atelnet session to the switch 1. Start atelnet session to the switch
2. Loginusing ‘USERID’ 2. FCSM: USERID> admin start
3. BSSM: >portEnable 0 3. FCSM (admin): USERID> config edit
4. BSSM: > logout 4. FSCM (admin-config): USERID> set

config port O

set port 0 to online

FSCM (admin-config): USERID> config
save

FCSM (admin): USERID> config activate
FCSM (admin): USERID> admin end
FCSM (admin): USERID> logout

o u

© o N
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NOTE: Enable Port 0 on the BladeCenter Switch Modules that was previously disabled to allow only a
single path during the installation of the OS. This provides you with dual-paths to the storage controller.

15.2
1

2.

Linux

DS4000 series

Add the second WWPN of the FC expansion card to the Storage Partitioning to allow for dual path
to the Storage Subsystem.

a  Launchthe FASIT client and open the Storage Subsystem that you are configuring for
remote boot.

b. Click onthe Host that was created in the previous step; select <M appings> 2>
<Define>-> <Host-port>s. Each Host should initially have a single host-port assigned.
Otherwise, the host will have dual-path access assigned. The host port is the Adapter
WWHPN that you recorded while configuring the FC Expansion card. The host type for
each of these host-port types will be Windows® Non-clustered by default and should be
changed to correspond to the Operating system type that you will be installing

Auto-volume transfer/auto-disk transfer (AVT/ADT) is afunction that provides automatic failover
in case of controller failure on a storage subsystem. This function has to be enabled on the
D$4000 series controller in aremote boot environment. Enable AVT for the DS4000 series
Storage Controller using the following script sample. For information on how-to load DS4000
series script, see your DS4000 series documentation.

Enabling AVT on DS4000 series

/I The following commands Enable AVT

/I'Y ou must reboot the controllers for the NVSRAM settings to take effect
set controller[a] NV SRAMByte] 0x33]=0x40,0x40;

set controller[b] NV SRAM Byte] 0x33]=0x40,0x40;

configuration

(LINUX only) Install the IBM FAStT Management Suite Java (MSJ) for failover capability as
directed below.

NOTE: The FASIT MSJ application should be compatible with the Firmware that is being used
on the Storage controller. Y ou can confirm this by referring to the FASIT MSJ and Firmware
Readme files.

a.  Obtainthe latest FASIT MSJ from the IBM support website (http://www-
1.ibm.conVservers/storage/support/fastt/index.html)

b. Telnet and log on as root to the JS20 blade Server.
c. Copy the FASIT MSJto the JS20 blade server.
d. Change to the directory that contains the FASIT MSJinstaller.

e. Attheprompt, type<sh FAStITTMSJ_install.bin -i silent>. FASIT installsin the /opt
directory. The launch script is located in the /usr directory.

(LINUX only) Run the IBM FASIT Management Suite Java (MSJ).

Note: The default FASIT MSJ password is "config". Make sure you change this password after
installation to ensure that security is not compromised. To enter a new Password you must have
Administrative Privileges. Y ou cannot perform management functions and NVRAM\Flash
modification unless you set a Password for FASTT MSJ.

a. Ensurethat you arein agraphical user environment.
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b. Start glremote, open acommand terminal from the root directory and type <qlremote>.

c. Changeto the usr directory in which the IBM FASIT MSJ script isinstalled, by typing
<cd /usr>

d. Start the application, by typing </FAStT_MSJ>

e.  When FASIT MSJisno longer required, enter ctrl-c and close the terminal window
where glremoteis running. To ensure that glremote has been successfully terminated do
thefollowing: From acommand terminal type: killall -TERM glremote. Y ou should get
a"no process killed" message.

Note: Ensure that no I/O's are occurring when glremote is running.

f.  Please refer to the online help file or the User's Guide for more information. To view the
online help, go to Help and " Set Browser Location" to match the location where your
preferred browser islocated. Y ou may now browse the Help file by selecting "Browse
Contents".

5. (LINUX only) Configure the IBM FASIT Management Suite Java (MSJ) for failover capability.

Use the Auto Configure option to configure al device paths for the selected host to the default
values for failover. The default path for each device is the first available path as visible, with the
other paths hidden. This option prompts for the automatic configuration of LUNSs associated with
these devices. Perform the following steps to configure the device paths, and optionally the LUN
paths, on this host to default values.

Note: If required, consult the FASIT MSJ User’ s Guide for guidance on how-to manually
configure the failover.

a.  From the Fibre Channel Port Configuration window, click <Tools> -> <Auto
Configure>.

b. The system prompts whether you also want to use default LUN configurations. Click
<Y es> to change the current LUN configurations to the default values.

c. Verify that paths have been setup and that it can see both paths, by right-clicking the cell
for the device in the Adapter n column. Verify the path information in the “Path
Information window” .

d. Exit and close the MSJ application.

e.  When FASIT MSJisno longer required, enter ctrl-c and close the terminal window
where glremote is running. To ensure that glremote has been successfully terminated do
thefollowing: From a command terminal type: killall -TERM glremote. Y ou should get

a"no process killed" message.
Note: Ensure that no I/O's are occurring when glremote is running.

AlIX configuration
6. (AlX only) Install the RDAC file sets for failover capability.

a Verify that al pre-req’s for the RDAC file sets has been installed by consulting the latest
AIX RDAC User’s Guide.
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b. Download the most recent AIX RDAC file sets from the following IBM Web site:
techsupport.services.ibm.com/server/aix.fdc.

c. Telnet and log on asroot to the JS20 blade Server.
d. Probefor new devices by typing <cfgmgr —v>.
e. Copy the AIX RDAC file sets to the JS20 blade server.

f.  From the command prompt, type <smitty install_update> and press enter to go directly
to theinstallation panels. The “Install and Update Software” menu is displayed.

0. Select <Install Software> and press enter.

h. Press<F4> to display the“INPUT Device/Directory for Software” panel.

i. Typeinthedirectory path to where RDAC filesets was copied to and press enter.

j. PressEnter again. “The Install Software” panel is displayed.

k. Select Softwareto Install and press <F4>. The “ Software to Install” panel is displayed.
I.  Select the installation package that is appropriate for your environment.

m. Press Enter. The“Install and Update from LATEST Available Software” panel is
displayed with the name of the software that you selected to install.

n. Check the default option settings to ensure that they are what you need.
0. Pressentertoinstall.

p. Pressenter to continue.
Note: Theinstallation process can take several minutes to complete.

0. When theinstallation is complete, press <F10> to exit from SMIT.

r.  Run and examine the output of the <Isdev -Cc disk> command to ensure that the RDAC
software recognizes the FASKT logical drives that has been assigned to the JS20 blade
server.

153 ESS/SVC

1. Add the second WWPN of the FC expansion card to the Storage Partitioning to allow for dua path
to the Storage Subsystem.
a Using ESS Specialist, modify the Host System to include the 2" HBA and Boot LUN.

b. Enter theinformation in the text fields for the 2™ port of the FC Host adapter and Boot
LUN.

c. Savethe configuration and proceed to enabling the path through the Switch Module.

Linux configuration

Page 56 of 66



Important Notice
Note that initrd needs to be configured after installation for boot luns to take
advantage of multipathing. See Appendix C for more information.

2. (LINUX only) Install the SDD multi-path device driver using the Linux RPM or AlX installation
package.
NOTE: Y ou should reference the SDD User’s Guide to properly plan your installation. This can
be found at: : http://www-1.ibm.com/servers/storage/support/software/sdd.html

a.  Obtain the latest version of SDD for Linux from the IBM SDD support website
(http://www-1.ibm.com/servers/storage/support/software/sdd.html)

b. Telnet and log on to the JS20 blade server as the root user.
c. Copy the SDD package to the JS20 blade server.

d. Type<rpm -Uvh IBMsdd-xooxx.rpm> to install SDD, where xxxx represents the
current version release modification level number.

e. Verify that the JS20 blade server can see both paths using and examining the <datapath
query device> command from the command line.
NOTE: Seethe SDD User Guide for more information.

f.  If you desire to boot from the SDD virtual disk, you should follow the steps provided in
Appendix C.

AlIX configuration

Important Notice

Note that any volume/LUN in rootvg will not be managed by SDD. Given
the design, you cannot have multipathing and fault tolerance for

any volumein rootvg. SDD does not manage volumesin rootvg.

Prior toinstalling SDD on Al X, you should install the latest version of AIX host attachment script.

AlX Hosts attachment script

For ESS devices:

I nstall ibm2105.rte. Consult the SDD website for latest version

(http://www-

1.ibm.com/servers/storage/support/software/sdd/index.html).

Attention: Starting from ibm2105.rte version 32.6.100.21, ESS FC

deviceswill be configured as "IBM FC 2105", as seen from the "Isdev -

Cc disk" output. Thisis changed from "IBM FC 2105XXX", where

'XXX"isthe ESS device model, such as F20 or 800. There are two side

effects of this change:

0 Toavoid ODM corruption, you will need to remove al ESS FC
hdisks on your host system with the "rmdev" command if you are
upgrading from ibm2105.rte version 32.6.100.19 or edlier to
ibm2105.rte version 32.6.100.21 or | ater.

0 HACMP processing will fail to bring up volume groupsin
concurrent mode. In order to work around thisissue, the
/etc/cluster/conraid.dat HACMP file must be updated to include the
following line:

2105***
If the /etc/cluster/conraid.dat HACMP file does not exist, it should
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For SVC devices:
Install devices.fcp.disk.ibm2145.rte. Consult the SDD website for latest

version (http://www-
1.ibm.com/servers/storage/support/software/sdd/index.html).

be created and contain thisline.

3. (AIX only) Install SDD to achieve failover and multi-pathing for none-rootvg disks only

a

Verify that al pre-req’ s for the SDD file sets has been installed by consulting the |atest
SDD User’'s Guide.

Download the most recent SDD file sets from the following IBM Web site (http://www-
1.ibm.conVservers/storage/support/software/sdd.html)

Telnet and log on as root to the JS20 blade Server.
Probe for new devices by typing <cfgmgr —v>.
Copy the AIX SDD file sets to the JS20 blade server.

From the command prompt, type <smitty install_update> and press enter to go directly
to theinstallation panels. The “Install and Update Software” menu is displayed.

Select <Install Software> and press enter.

Press <F4> to display the “INPUT Device/Directory for Software” panel.

Typein the directory path to where SDD filesets was copied to and press enter.

Press enter again. “ The Install Software” panel is displayed.

Select Software to Install and press <F4>. The “ Software to Install” panel is displayed.
Select the installation package that is appropriate for your environment.

Press Enter. The “Install and Update from LATEST Available Software” panel is
displayed with the name of the software that you selected to install.

Check the default option settings to ensure that they are what you need.
Press enter to install.

Press enter to continue.
Note: The installation process can take several minutes to complete.

When the installation is complete, press <F10> to exit from SMIT.
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r. Verify that the JS20 blade server can see both paths using and examining the <datapath
query device> command from the command line.
NOTE: Seethe SDD User Guide for more information.

16.0 Installing Linux Service Aids and Updating the Open
Firmware on JS20

After installation of the Operating System, you must download and install the Service Aids for Hardware
Diagnostics. This service aids toolkit provides the tools required to service and update JS20 blade systems
running |BM's supported versions of the Linux operating system. In the rare instance when a system error
occurs, the toolkit provides first failure data capture, error log analysis, and other necessary information
needed for accurate problem determination and correction.

1. Download and install the Service Aids for Linux, these utilities and instructions can be found at:
http://techsupport.services.ibm.com/server/lopdiags

2. Obtain the latest JS20 Open Firmware level (JSFWxxx.IMG) from the IBM support site
(http://www.pc.ibm.com/support).

3. Telnet and login asroot to the JS20 blade server.

4. Copy thelatest version of the Open Firmware that you obtained from the IBM support site to the
JS20 blade server.

5. Type<update flash —f filename> command to upgrade the open firmware of the JS20 blade.
NOTE: The update flash utility will immediately reboot the server when the temporary image is
flashed.

6. After the JS20 blade has successfully rebooted, log in asroot and promote the flash to the
temporary side. Thisis done, using the <update flash —c > command. Options available with the
“update_flash” command are:

Update flash usage
Usage: update flash[-q] { -r | -c|[-V] -f <filename> }

-r Reject temporary image
-C Commit temporary image
-v Validate ONLY with specified image file working

-f <filename>  Update firmware with specified imagefile
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Appendix A: Single/Dual-path Concept Diagrams?

Single-path configuration

Coppar Link to
I'd Module 3
{Mid-plane)

Carcraler & Contralier B

Blade FC
Draughler-cand

Coppar Link to
12 Module 4
(Mid-plane)

Dual-path configuration

Coppar Link fo Carcralar & Gomirlier B
LD Mowdule 5 Connection anneslicn
({Mid-plane)

Blade FC
Daughter-card

Copper Link lo
IO Module 4
(Mid-plane)

2 NOTE: Other configurations can be used in combination with zoning. However, hardware and

software level zoning and provisioning should be carefully planned.
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Appendix B: BladeCenter SAN Options Equipment List

Note:  Thefollowing I/O Expansion card option is supported for Remote booting with the JS20 (8842)
Blade: 73P6112. Options 13N2203 and 48P7061 are supported in the JS20. However, they are
not boot capable.

Description Description

BladeCenter Fibre
Channel Expansion
Card. Note this card
does not support
JS20 remote boot.

Qlogic 6-port Enterprise
Fibre Channel Switch
Module

(Qlogic SANBox 5200
Equivalent)

BladeCenter Fibre
Channel Expansion

BladeCenter 2-port Fibre
Channel Switch Module2

Card. This card (Qlogic SB2- 16

supports JS20 Equivalent)

remote boot.

Short-wave SFP Brocade Entry SAN Switch

Module Module for IBM
BladeCenter

Long-wave SFP Brocade Enterprise SAN

Module Switch Module for IBM
BladeCenter

ImLC-LC Fibre BladeCenter Optical Pass-

Channel Cable thru Module

5m LC-LC Fibre Brocade Entry Switch Full

Channel Cable SAN Upgrade for IBM
eServer BladeCenter

25m LC-LC Fibre Brocade Extended Fabrics

Channel Cable for IBM eServer
BladeCenter

LC-SC Fibre Brocade Performance

Channel Adapter Bundle for IBM eServer

Cable (Note: 1) BladeCenter

BladeCenter Optical Note: You should contact the Field Sales Rep for
Pass-thru Module other options that may have become available.
LC Cable
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Appendix C: Modify initrd for SDD on Linux (RHEL 3, SLES 8)

First, this assumes you have correctly configured your bootloader to boot from the SAN device single
pathed. It isalso assumed that the SDD rpm has been installed on the system. This procedure
describes how to copy SDD filesinto theinitial ramdisk (initrd) and edit the linuxrc script whichis
processed when the kernel mounts the initial ramdisk at boot time.

Y ou will need sufficient space in your /boot to contain considerably larger initrd files (eg: 32MB
each). If thereis not sufficient space in /boot the following steps can be performed in some other
temporary directory. At the end simply copy the compressed initrd file (a few megabytes instead of
32MB) back into the /boot directory.

Theinitrd usually must be enlarged to allow it to hold additional files amounting to roughly 4MB of
space. Todothis:

0 Make abackup of your of existing _initrd_file :
cd /boot
cp _initrd file__initrd_file.bak

0 Uncompress the image:
zcat _initrd_file .bak > _initrd file_

0 Setup aloopback device for the image:
losetup /dev/loop0 /path/to/your/_initrd_file

0 Fix any errorsthat may exist on the filesystem:
e2fsck -f /dev/loop0
losetup -d /dev/Ioop0

0 The'df /dev/loopQ' command will tell you how large the initrd's filesystemiis. If itisnot
32MB or larger, or does not have much free space it needs enlarged (eg: to 32MB):
dd if=/dev/zero of=_initrd_file seek=33554432 count=1 bs=1
If thefileis already 32MB or larger do not perform this step asit is unneeded and could
corrupt the initial ramdisk filesystem. On SuSE it may be necessary to create an even larger
initial ramdisk (eg: 48MB or 48* 1024* 1024 would give a seek=50331648). If theinitrdis
sufficiently large skip ahead to mounting the loopback device.

0 Setup aloopback device for the image:
losetup /dev/loop0 /path/to/your/_initrd_file

0 Another e2fsck here should show clean. If it doesn't, the 'dd" step was not performed correctly
and corrupted the initrd. Y ou will need to delete the loopback device (‘losetup -d /dev/|oopO)
and start the procedure from the beginning.

0 Resizethefilesystem (this will automatically expand it to use all available space, which is
what we want):
resize2fs /dev/loop0
Mount the loopback device:
mount /dev/loop0 /mnt/tmp

The initrd filesystem is now 32MB in size and additional files can be added to it:
cd /mnt/tmp

If you haven't already added your hba driver to the initrd using the standard mk_initrd or mkinitrd
process (depending on your distribution) you can manually copy the module files for the hba driver as
well asthe scsi core and scsi disk driversinto the initrd filesystem and add the appropriate insmod
command to the initrd's linuxrc script, but this should've been done in the first step of configuring for
single-path SAN booting and that step is a prerequisite for this procedure. On SUSE you may need to
create the etc/, proc/ and sysroot/ directories in the initrd.
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Y ou may also wish to add echo commands into the linuxrc after the hbaload and mounting /proc in
order to force adding luns through /proc/scsi/scsi if the device discovery is not happening correctly
automatically.

Create SDD's directories in the initrd:
mkdir -p opt/IBMsdd/bin
chmod -R 640 opt/IBMsdd/

For SDD you will need to copy the following files to theinitrd filesystem:

(0]

OO0 00000000000 O0OOo

[etc/vpath.conf -> etc/
/etc/group, passwd, nsswitch.conf — -> etc/
/opt/IBMsdd/sdd-mod.o-CORRECT_VERSION -> lib/sdd-mod.o

/opt/IBM sdd/bin/* -> opt/IBMsdd/bin/
/Nlib/libc.s0.6 -> lib/
Nib/1d-linux.so.2 -> lib/
Nlib/libacl.s0.1 -> lib/
Nlib/libattr.so.1 -> lib/
Nlib/libdl.s0.2 -> lib/
/lib/libm.s0.6 -> lib/
Nlib/libpthread.s0.0 -> lib/
Nlib/libnss files.s0.2 -> lib/
Nlibllibrt.so.1 -> lib/
/binfawk, chmod, chown, cp, date, grep, |s, mknod, mount, ps, rm, sed, sh, tar, umount -> bin
/devisd[a-Z], sd[a-Z][a-Z] ->dev/ (ie: tar cps/dev/sda-Z] /dev/sd[a-z][a-Z]| tar xps)
On RedHat you will additionally need:
= /lib/libproc.s0.2.0.7 -> lib/
= Jlib/libpcre.so.0 -> lib/
= /lib/libtermcap.so0.2 -> lib/
= /bin/ash.static -> hin/ash
On SuSE you will additionally need:
= Jlib/libreadline.so.4 -> lib/
= /lib/libhistory.so.4 -> lib/
= /lib/libncurses.so.5 -> lib/

The etc/nsswitch.conf file must have its passwd and group entries changed to point to "files"
instead of "compat".

The following changes must be made to the initrd's linuxrc script:

(o]

On Redhat the following block of commands should be removed from the end the file:

echo Creating block devices

mkdevices /dev

echo Creating root device

mkroot dev /dev/root

echo 0x0100 > /proc/sys/kernel/real-root-dev

echo Mounting root filesystem

mount -0 defaults --ro -t ext2 /dev/root /sysroot

pivot_root /sysroot /sysroot/initrd

umount /initrd/proc

Also thefirst line of the linuxrc script should be changed to invoke the "ash" shell instead of
the "nash" shell.

The /proc filesystem must be mounted for the SDD configuration, so if /proc is not already
explicitly mounted in the linuxrc (or is subsequently unmounted) append a mount command:
mount -n -tproc /proc /proc

Append the following commands to the end of the linuxrc script to configure SDD:

insmod /lib/sdd-mod.o

/opt/IBMsdd/bin/cfgvpath

Configuration information needs copied to the system's root filesystem so it must briefly be
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mounted. Eg, for an ext3 root filesytem on /dev/vpatha3:

/bin/fmount -o rw -t ext3  /dev/vpatha3 /sysroot

or for areiserfs root filesytem on /dev/vpatha3:

/bin/mount -o rw -t reiserfs /dev/vpatha3 /sysroot

To copy the dynamically created device specia files onto the system's root filesystem:

tar cps /dev/IBMsdd /dev/vpath* | (cd /sysroot & & tar xps) /bin/umount /sysroot

The kernel needs told where its root filesystem will be. Thisistraditionally passed to the
bootloader as a string (eg: /dev/vpatha3) and translated to a hexadecimal representation of the
device's mgjor and minor number. If the major and minor number are 254,3 then these are
represented in hex as OXFEO3. The linuxrc simply passes the hexadecimal value into /proc:
echo OXFEQ3 > /proc/sys/kernel/real-root-dev /binfumount /proc

Edit the system fstab, changing all the system mount points from LABEL and/or /dev/sd mount
sources to their equivalent /dev/vpath. See comments below regarding the dangers of booting by label
in amultipath configuration. Copy the system fstab to the initrd's etc/ directory.

Unmount the image and remove the loopback binding:
umount /mnt/tmp
losetup -d /dev/loop0

Compress the image:
gzip -9 _initrd_file_
mv _initrd_file_.gz _initrd file_

Append the following to your boot parameters (eg: in lilo.conf or grub.conf or menu.Ist):
ramdisk_size=34000
If you created alarger initrd, make this large enough to cover the size.

For compl eteness your bootloader's append for the kernel's root parameter could be changed to the
appropriate vpath device (eg: root=/dev/vpathab), but the above steps override this value by passing the
corresponding hex major,minor into /proc within the initrd's linuxrc script.

Important Notice

NOTE: Booting by LABEL risksthat the first device found in the fabric with
the correct label will be the wrong device or that it will be an sd single-path
deviceinstead of avpath multipathed device. At this point the machine may
be rebooted and should come up with it's root filesystem on a vpath device
instead of an sdd device.
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Summary

This paper provides an overview for configuring the IBM BladeCenter JS20 to remote boot in the Linux
and Al X operating environments. These steps are typically performed by seasoned Storage
Administrators with requisite knowledge of the DS4000 series and ESS Storage products.

However, this document has sought to provide guidance for the novice SAN Administrator to follow

and successfully accomplish this task. One should keep in mind that this provides a general

guideline for configuring remote boot and any effort to create a remote boot environment should be

well planned.

Additional Information

For more information about blade server technology and benefits in general and BladeCenter
specifically, read Why Blade Servers? and Slashing the costs of your IT Infrastructure, at
http://www.ibm.com/pc/us/eserver/xseries/bladecenter/more about.html.

Visit http://www.ibm.com/servers/eserver/blades (or call 1-888-SHOPIBM) for information about
IBM eServer BladeCenter products and services, including part numbers and prices for servers,

racks, storage units and other options.
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